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The Arria® 10 system-on-a-chip (SoC) is composed of two distinct portions- a dual-core ARM® Cortex " -
A9 hard processor system (HPS) and an FPGA. The HPS architecture integrates a wide set of peripherals
that reduce board size and increase performance within a system. A dedicated security manager within the
HPS supports secure boot with the ability to authenticate, decrypt and provide tamper event response.

Figure 1-1 shows a high-level block diagram of the Altera® Arria 10 SoC device. Blocks connected to
device pins have symbols (square with an X) adjacent to them in the figure.

The SoC features the following types of I/O pins:

o Dedicated I/O - I/O that is dedicated to an external non-volatile storage device (for boot ROM), HPS
clock and resets.

« Shared I/O - I/O that can be assigned to peripherals in the HPS or FPGA logic.

o FPGA /O - I/0O that is dedicated to the FPGA fabric.
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1-2 Introduction to the Hard Processor System

Figure 1-1: Altera SoC Device Block Diagram
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The HPS consists of the following types of modules:

«  Microprocessor unit (MPU) subsystem with a dual ARM Cortex-A9 MPCore® processors

 Flash memory controllers
o SDRAM L3 interconnect

o System interconnect

+ On-chip memories

o Support peripherals

o Interface peripherals

» Debug components

+ Phase-locked loops (PLLs)

The HPS incorporates third-party intellectual property (IP) from several vendors.

The dual-processor HPS supports symmetric (SMP) and asymmetric (AMP) multiprocessing.

The FPGA portion of the device contains:
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« FPGA fabric

« Configuration sub-system (CSS)

o PLLs

« High-speed serial interface (HSSI) transceivers, depending on the device variant
o Hard PCI Express® (PCI-e) controllers

« Hard memory controllers

The HPS and FPGA communicate with each other through bus interfaces that bridge the two distinct
portions. On a power-on reset, the HPS can boot from multiple sources, including the FPGA fabric and
external flash. The FPGA can be configured through the HPS or an externally supported device.

The HPS and FPGA portions of the device each have their own pins. The HPS has dedicated I/O pins and
can also share some FPGA I/O pins. Pin assignments are configured when the HPS component is instanti-
ated in Qsys. At boot time, software executing on the HPS assigns the I/O pins to the available HPS
modules and configures the I/O pins through I/O control registers. For more information, refer to the
"Hard Processor System I/O Pin Multiplexing" chapter. The FPGA I/O pins are configured by an FPGA
configuration image through the HPS or any external source supported by the device.

The FPGA fabric and the HPS must be powered at the same time. Once powered, the FPGA fabric and the
HPS can be configured independently thus providing you with more design flexibility:

» You can boot the HPS independently. After the HPS is running, the HPS can fully or partially
reconfigure the FPGA fabric at any time under software control. The HPS can also configure other
FPGAs on the board through the FPGA configuration controller.

« You can configure the FPGA fabric first, and then boot the HPS from the memory accessible to the
FPGA fabric.

Related Information

» Hard Processor System I/O Pin Multiplexing on page 25-1
Information about I/O pin configuration. The FPGA I/O pins are configured by an FPGA configura-
tion image through the HPS or any external source supported by the device.

e Arria 10 Device Datasheet

Features of the HPS

The main modules of the HPS are:

o MPU subsystem featuring a dual-core ARM Cortex-A9 MPCore processor
« System interconnect that includes three memory-mapped interfaces between the HPS and FPGA:

o HPS-to-FPGA: 32-, 64-, or 128-bit wide AXI-4
 Lightweight HPS-to-FPGA: 32-bit wide AXI-4
o FPGA-to-HPS: 32-, 64-, or 128-bit wide ACE
» General-purpose direct memory access (DMA) controller
« Security manager
+ Supports peripheral memories with single-error correction and double-error detection (SECDED)
o Three Ethernet media access controllers (EMACs)
» Two USB 2.0 on-the-go (OTG) controllers
o NAND flash controller
o Quad serial peripheral interface (QSPI) flash controller
+ Secure digital/multimedia card (SD/MMC) controller
» Two serial peripheral interface (SPI) master controllers
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1-4 Features of the HPS

Two SPI slave controllers

Five inter-integrated circuit (I>C) controllers®
256 KB on-chip RAM

128 KB on-chip boot ROM

Two UARTs

Four system timers

Two watchdog timers

Three general-purpose I/0 (GPIO) interfaces
ARM Coresight” debug components:

« Debug access port (DAP)

o Trace port interface unit (TPIU)
+ System trace macrocell (STM)

o Program trace macrocell (PTM)
o Embedded trace router (ETR)

« Embedded cross trigger (ECT)
System manager

Clock manager

Reset manager

FPGA manager
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M) Three of the five [?Cs, can optionally be configured to provide PHY management support for each EMAC
controller.
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HPS Block Diagram and System Integration

HPS Block Diagram
Figure 1-2: HPS Block Diagram
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1-6 Cortex-A9 MPCore
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Cortex-A9 MPCore

The MPU subsystem is a stand-alone, full-featured ARM Cortex-A9 MPCore dual-core 32-bit application
processor. It provides the following functionality:

¢ ARM Cortex-A9 MPCore

Two ARM Cortex-A9 processors

NEON™ single instruction, multiple data (SIMD) coprocessor and vector floating-point v3 (VFPv3)
per processor

Snoop control unit (SCU) to ensure coherency between processors

Accelerator coherency port (ACP) that accepts coherency memory access requests
Interrupt controller

One general-purpose timer and one watchdog timer per processor

Debug and trace features

32 KB instruction and 32 KB data level 1 (L1) caches per processor

Memory management unit (MMU) per processor

e ARM L2-310level 2 (L2) cache

Shared 512 KB L2 cache

As shown in the "HPS Block Diagram", the L2 cache has one 64-bit master port that is connected to the
main L3 interconnect and one 64-bit master port connected to the SDRAM L3 interconnect. A program-
mable address filter in the L2 cache controls which portions of the 32-bit physical address space can be
accessed by each master.

Related Information

HPS Block Diagram on page 1-5

HPS Interfaces

The Arria 10 device family provides multiple communication channels to the HPS.

HPS-FPGA Memory-Mapped Interfaces

The HPS-FPGA memory-mapped interfaces provide the major communication channels between the
HPS and the FPGA fabric. The HPS-FPGA memory-mapped interfaces include:

o FPGA-to-HPS bridge—a high-performance bus with a configurable data width of 32, 64, or 128 bits,
allowing the FPGA fabric to master transactions to the slaves in the HPS. This interface allows the
FPGA fabric to have full visibility into the HPS address space. This interface also provides access to the
coherent memory interface

o HPS-to-FPGA bridge—a high-performance interface with a configurable data width of 32, 64, or 128
bits, allowing the HPS to master transactions to slaves in the FPGA fabric

« Lightweight HPS-to-FPGA bridge—an interface with a 32-bit fixed data width, allowing the HPS to
master transactions to slaves in the FPGA fabric

Related Information
HPS-FPGA Bridges on page 8-1
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Other HPS Interfaces

o TPIU trace—sends trace data created in the HPS to the FPGA fabric

o FPGA System Trace Macrocell (STM)—an interface that allows the FPGA fabric to send hardware
events to be stored in the HPS trace data

o FPGA cross-trigger—an interface that allows the CoreSight trigger system to send triggers to IP cores
in the FPGA, and vise versa

o DMA peripheral interface—multiple peripheral-request channels

» FPGA manager interface—signals that communicate with the FPGA fabric for boot and configuration

 Interrupts—allow soft IP cores to supply interrupts directly to the MPU interrupt controller

« MPU standby and events—signals that notify the FPGA fabric that the MPU is in standby mode and
signals that wake up Cortex—A9 processors from a wait for event (WFE) state

o HPS debug interface - an interface that allows the HPS debug control domain (debug APB) to extend
into FPGA

Another HPS-FPGA communications channel is FPGA clocks and resets.

System Interconnect

The system interconnect consists of the main L3 interconnect, SDRAM L3 interconnect, and level 4 (L4)
buses. The system interconnect is based on the Arteris” FlexNoC® network-on-chip (NoC) interconnect
module. The system interconnect incorporates configurable secure firewalls protecting each peripheral.

The L4 buses are each connected to a master in the main L3 interconnect. Each L4 bus is 32 bits wide and
is connected to multiple slaves. Each L4 bus operates on a separate clock source.

The SDRAM L3 interconnect consists of the SDRAM adapter and the SDRAM scheduler. SDRAM is
protected by firewalls in the SDRAM L3 interconnect.

Related Information

« System Interconnect on page 7-1

o Arria 10 HPS Secure Firewalls on page 6-24

You can use the system interconnect firewalls to enforce security policies for slave and memory regions in
the system interconnect.

Arria 10 HPS SDRAM L3 Interconnect

The SDRAM L3 interconnect is part of the system interconnect and connects the HPS to the hard memory
controller that is located in the FPGA fabric. The SDRAM L3 interconnect is composed of the SDRAM
adapter and the SDRAM scheduler, which are secured by firewalls. It supports ARM Advanced Microcon-
troller Bus Architecture (AMBA®) Advanced eXtensible Interface (AXI") quality of service (QoS) for the
fabric interfaces
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The hard memory controller implements the following high-level features:

Support for double data rate 3 (DDR3) and DDR4 devices

Software-configurable priority scheduling on individual SDRAM bursts

Error correction code (ECC) support, including calculation, single-bit error correction and write-back,
and error counters

Fully-programmable timing parameter support for all JEDEC-specified timing parameters

All ports support memory protection and mutual-exclusive accesses

FPGA-to-SDRAM interface—a configurable interface to the SDRAM scheduler in the SDRAM L3
interconnect You can configure the following parameters:

« Up to three bridges
« Up to 288 bits across all three ports

Related Information

SDRAM L3 Interconnect Block Diagram and System Integration on page 7-9

For more information on the components of the SDRAM L3 Interconnect and how they interface to the
hard memory controller in the FPGA, refer to this diagram.

SDRAM Adapter
The SDRAM adapter is responsible for bridging the hard memory controller in the FPGA fabric to the
SDRAM scheduler. The adapter is also responsible for error correction code (ECC) generation and
checking.

SDRAM Scheduler
The SDRAM scheduler accepts read and write requests from the processor, HPS peripheral masters, and
soft logic in FPGA through the FPGA-to-SDRAM interface. It is programmed with memory timings,
allowing it to opimize memory access.

On-Chip Memory

On-Chip RAM
The on-chip RAM ofters the following features:

256 KB size

64-bit slave interface

High performance for all burst lengths

ECC support provides detection of single-bit and double-bit errors and correction for single-bit errors
Can clear the on-chip RAM on reset

Related Information

On-Chip Memory on page 12-1
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Boot ROM
The boot ROM offers the following features:

o 32-bit interface

+ Capable of data transfers for every clock cycle

o 128 KB size

« Contains the code required to support both secure and non-secure HPS boot from cold or warm reset
 Used exclusively for booting the HPS

Related Information

« On-Chip Memory on page 12-1
« Booting and Configuration on page 30-1

Flash Memory Controllers

NAND Flash Controller

The NAND flash controller is based on the Cadence® Design IP® NAND Flash Memory Controller and
offers the following functionality and features:

o Supports up to four chip selects. One chip select is connected to an HPS I/O pin and the rest can be
connected to the FPGA I/O pins.

« Integrated descriptor-based DMA controller

o 8-bit and 16-bit ONFI 1.0 NAND flash devices

» Programmable page sizes of 512 bytes, 2 KB, 4 KB, and 8 KB

« Supports 32, 64, 128, 256, 384, and 512 pages per block

o Programmable hardware ECC for single-level cell (SLC) and multi-level cell (MLC) devices
o 512-byte ECC sector size with 4-, 8-, or 16-bit correction

o 1 KB ECC sector size with 24-bit correction

Related Information
NAND Flash Controller on page 13-1

Quad SPI Flash Controller

The quad SPI flash controller is used for access to serial NOR flash devices. It supports standard SPI flash
devices as well as high-performance dual and quad SPI flash devices. The Quad SPI flash controller is
based on the Cadence Quad SPI Flash Controller and ofters the following features:

+ Supports SPIx1, SPIx2, or SPIx4 (Quad SPI) serial NOR flash devices
o Supports direct access and indirect access modes

+ Supports single, dual, and quad I/O instructions

« Support up to four chip selects

» Programmable write-protected regions

« Programmable delays between transactions

» Programmable device sizes

+ Support eXecute-In-Place (XIP) mode

« Programmable baud rate generator to generate device clocks

Related Information
Quad SPI Flash Controller on page 15-1
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SD/MMC Controller

The Secure Digital (SD), Multimedia Card (MMC), (SD/MMC) and CE-ATA host controller is based on
the Synopsys® DesignWare® Mobile Storage Host controller and offers the following features:

o Integrated descriptor-based DMA

+ Supports CE-ATA digital protocol commands

« Supports single card

« Single data rate (SDR) mode only

o Programmable card width: 1-, 4-, and 8-bit

+ Programmable card types: SD, SDIO, or MMC

« Up to 64 KB programmable block size

+ Supports the following standards and card types:

« SD, including eSD—version 3.0
« SDIO, including embedded SDIO (eSDIO)—version 3.0¢)
o CE-ATA—version 1.1
o Supports various types of multimedia cards, MMC version 4.41®

e MMC: 1-bit data bus
o Reduced-size MMC (RSMMCQC): 1-bit and 4-bit data bus
o« MMCMobile: 1-bit data bus

« Supports embedded MMC (eMMC) version 4.5®

o 1-bit, 4-bit, and 8-bit data bus

Note: For an inclusive list of the programmable card types and versions supported, refer to the SD/MMC
Controller chapter.

Related Information
SD/MMC Controller on page 14-1

Support Peripherals

Clock Manager

The clock manager is responsible for providing software-programmable clock control to configure all
clocks generated in the HPS. The clock manager offers the following features:

o Manages clocks for HPS
« Supports clock gating at the signal level
« Supports dynamic clock tuning

Related Information

Clock Manager on page 2-1

@ Does not support SDR50, SDR104, and DDR50 modes.
® Does not support SDR50, SDR104, and DDR50 modes.
@ Does not support DDR mode.
) Does not support DDR and HS200 mode.
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Reset Manager

The reset domains and sequences support several security features. The security manager brings the reset
manager out of reset only when device security is confirmed. Afterwards, the reset manager brings the rest
of the HPS system out of reset. The reset manager performs the following functions:

« Manages resets for HPS

« Controls the resets for cold, warm, debug, and TAP reset domains

« Controls the RAM clearing domain separately

Related Information

o Reset Manager on page 3-1
o SoC Security on page 6-1

Security Manager

The security manager module is integrated in the HPS and provides the overall management of security
within the SoC, including:

» Recognition of secure fuse configuration, preventing non-secure device startup
« State control and check of the security features

o Secure boot options

+ Secure debug options

o Anti-tamper support

Related Information
SoC Security on page 6-1

System Manager

The system manager contains logic to control system functions and logic to control other modules that
need external control signals provided as part of system integration. The system manager offers the
following features:

o Provides combined ECC status and interrupts from other HPS modules with ECC-protected RAM
« Low-level control of peripheral features not accessible through the control and status registers (CSRs)

Related Information
System Manager on page 5-1

System Timers

The HPS provides four 32-bit general-purpose timers connected to the level 4 (L4) peripheral bus. The
four system timers are based on the Synopsys DesignWare Advanced Peripheral Bus (APB) Timers
peripheral and offer the following features:

 32-bit timer resolution
 Free-running timer mode

o Programmable time-out period up to approximately 86 seconds (assuming a 50 MHz input clock
frequency)

o Interrupt generation
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Related Information

Timer on page 23-1

System Watchdog Timers

The two system watchdog timers are based on the Synopsys DesignWare APB Watchdog Timer peripheral
and offer the following features:

o 32-bit timer resolution

o Interrupt request

o Reset request

o Programmable time-out period up to approximately 86 seconds (assuming a 50 MHz input clock
frequency)

Note: Countdown can be paused when the MPU is in debug mode.

Related Information

Watchdog Timer on page 24-1

DMA Controller

The DMA controller provides high-bandwidth data transfers for modules without integrated DMA
controllers. The DMA controller is based on the ARM Corelink DMA Controller (DMA-330) and offers
the following features:

« Micro-coded to support flexible transfer types

e Memory-to-memory
« Memory-to-peripheral
« Peripheral-to-memory
o Scatter-gather
« Supports up to eight channels
 Supports flow control with 32 peripheral handshake interfaces

Related Information
DMA Controller on page 16-1

FPGA Manager

The FPGA manager manages and monitors the FPGA portion of the SoC device. The FPGA manager can
configure the FPGA fabric from the HPS, monitor the state of the FPGA, and drive or sample signals to or
from the FPGA fabric.

Related Information
FPGA Manager on page 4-1
Error Checking and Correction Controller

ECC controllers provide single- and double-bit error memory protection for integrated on-chip RAM and
peripheral RAMs within the HPS.

The following peripherals have integrated ECC-protected memories:
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e« USBOTGO-1
o SD/MMC Controller
e« EMACO-2
« DMA controller
o NAND flash controller
o QSPI flash controller

Features of the ECC controller:

« Single-bit error detection and correction
« Double-bit error detection
 Interrupts generated on single- and double-bit errors

Related Information

Error Checking and Correction Controller on page 11-1

Error Checking and Correction (ECC) controllers provide single- and double-bit error memory protection
for integrated on-chip RAM and peripheral RAMs within the hard processor system (HPS).

Interface Peripherals

EMACs

The three EMACs are based on the Synopsys DesignWare 3504-0 Universal 10/100/1000 Ethernet MAC
and offer the following features:

o Supports 10, 100, and 1000 Mbps standard
« PHY interfaces supported through the HPS I/O pins:

+ Reduced media independent interface (RMII) and Reduced gigabit media independent interface
(RGMII) through the HPS I/O pins

« PHY interfaces supported using adapter logic to route signals to the FPGA I/O pins:

o Media independent interface (MII), Gigabit media independent interface (GMII), RMII, RGMII,
and Serial gigabit media independent interface (SGMII) (with external conversion logic) through
the FPGA pins

o Integrated DMA controller

« Supports IEEE 1588-2002 and IEEE 1588-2008 standards for precision networked clock synchroniza-
tion

« IEEE 802.3-az, version D2.0 of Energy Efficient Ethernet

« Supports IEEE 802.1Q Virtual local area network (VLAN) tag detection for reception frames

« PHY Management control through Management data input/output (MDIO) interface or I>C interface

o 4 KB TXFIFO and 16 KB RX FIFO RAM

« Supports a variety of address filtering modes

Related Information
Ethernet Media Access Controller on page 17-1

USB Controllers

The HPS provides two USB 2.0 Hi-Speed On-the-Go (OTG) controllers from Synopsys DesignWare. The
USB controller signals cannot be routed to the FPGA like those of other peripherals; instead they are
routed to the dedicated I/0.
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Each of the USB controllers ofters the following features:
« Complies with the following specifications:

» USB OTG Revision 1.3

o USB OTG Revision 2.0

« Embedded Host Supplement to the USB Revision 2.0 Specification
« Supports software-configurable modes of operation between OTG 1.3 and OTG 2.0
o Supports all USB 2.0 speeds:

« High speed (HS, 480-Mbps)
o Full speed (FS, 12-Mbps)
o Low speed (LS, 1.5-Mbps)

Note: In host mode, all speeds are supported; however, in device mode, only high speed and full
speed are supported.

o Local buffering with Error Correction Code (ECC) support
Note: The USB 2.0 OTG controller does not support the following interface standards:

o Enhanced Host Controller Interface (EHCI)
o Open Host Controller Interface (OHCI)
o Universal Host Controller Interface (UHCI)

+ Supports USB 2.0 Transceiver Macrocell Interface Plus (UTMI+) Low Pin Interface (ULPI) PHYs (SDR
mode only)

« Supports up to 16 bidirectional endpoints, including control endpoint 0

Note: Only seven periodic device IN endpoints are supported.
 Supports up to 16 host channels

Note: In host mode, when the number of device endpoints is greater than the number of host

channels, software can reprogram the channels to support up to 127 devices, each having 32
endpoints (IN + OUT), for a maximum of 4,064 endpoints.

« Supports generic root hub
« Supports automatic ping capability

Related Information

o USB 2.0 OTG Controller on page 18-1

o Universal Serial Bus (USB) website
Additional information is available in the On The Go and Embedded Host Supplement to the USB
Revision 2.0 Specification, which you can download from the USB Implementers Forum website.

12C Controllers

The five I2C controllers are based on Synopsys DesignWare APB I2C controller which offer the following
features:

« Three controllers optionally can be used as a control interface for Ethernet PHY communication

Note: When an I2C controller is used for Ethernet, it will take the place of the MDIO pins.
o Support both 100 KBps and 400 KBps modes
« Support both 7-bit and 10-bit addressing modes
« Support master and slave operating mode
o+ Direct access for host processor
« DMA controller may be used for large transfers
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Related Information
I2C Controller on page 20-1

UARTs

The HPS provides two UART controllers to provide asynchronous serial communications. The two UART
modules are based on Synopsys DesignWare APB Universal Asynchronous Receiver/ Transmitter
peripheral and offer the following features:

o 16550-compatible UART

 Support automatic flow control as specified in 16750 standard

+ Programmable baud rate up to 6.25 MBaud (with 100MHz reference clock)
 Direct access for host processor

« DMA controller may be used for large transfers

« 128-byte transmit and receive FIFO buffers

« Separate thresholds for DM A request and handshake signals to maximize throughput

Related Information
UART Controller on page 21-1

SPI Master Controllers

The two SPI master controllers are based on Synopsys DesignWare Synchronous Serial Interface (SSI)
controller and has a maximum bit rate of 60Mbps. The following features are offered:

« Programmable data frame size from 4 bits to 16 bits
 Supports full- and half-duplex modes

+ Supports two chip selects connected to HPS I/O
 Supports four chip selects connected to the FPGA fabric
 Direct access for host processor

« DMA controller may be used for large transfers

o Programmable master serial bit rate

« Support for rxd sample delay

o Transmit and receive FIFO buffers are 256 words deep

« Choice of Motorola® SPI, Texas Instruments® Synchronous Serial Protocol or National Semicon-
ductor® Microwire protocol

Related Information
SPI Controller on page 19-1

SPI Slave Controllers

The two SPI slave controllers are based on Synopsys DesignWare Synchronous Serial Interface (SSI)
controller and has a maximum bit rate of 50 Mbps. The following features are offered:

+ Programmable data frame size from 4 bits to 16 bits

« Supports full- and half-duplex modes

« Direct access for host processor

« DMA controller may be used for large transfers

o Transmit and receive FIFO buffers are 256 words deep

Related Information
SPI Controller on page 19-1
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GPIO Interfaces

The HPS provides three GPIO interfaces that are based on Synopsys DesignWare APB General Purpose
Programming I/O peripheral and offer the following features:

 Supports digital de-bounce

« Configurable interrupt mode

 Supports up to 17 dedicated 1.8 V and 3.0 V HPS I/O pins used for clock, reset, and external flash
devices

« Supports up to 48 shared 3.0 V I/O pins that can be used by either the HPS or the FPGA. These pins are
useful for Ethernet, USB, and other communication functions

Related Information

General-Purpose I/O Interface on page 22-1

CoreSight Debug and Trace

The CoreSight debug and trace system offers the following features:

+ Real-time program flow instruction trace through a separate PTM for each processor
» Host debugger JTAG interface

« Connections for cross-trigger and STM-to-FPGA interfaces, which enable soft IP cores to generate of
triggers and system trace messages

 Custom message injection through STM into trace stream for delivery to host debugger

« Capability to route trace data to any slave accessible to the ETR master, which is connected to the level
3 (L3) interconnect

Related Information

CoreSight Debug and Trace on page 10-1

Hard Processor System I/O Pin Multiplexing

The Stratix® 10 SoC has a total of 48 dedicated I/O pins that are used for hard processor system (HPS)
operation, external flash memories, and external peripheral communication. A pin multiplexing
mechanism allows the SoC to use the flexible I/O pins in a wide range of configurations.

Endian Support
The HPS is natively a little-endian system. All HPS slaves are little endian.

The processor masters are software configurable to interpret data as little endian, big endian, or byte—
invariant (BE8). All other masters, including the USB 2.0 interface, are little endian. Registers in the MPU
and L2 cache are little endian regardless of the endian mode of the CPUs.

Note: Altera strongly recommends that you only use little endian.

The FPGA-to-HPS, HPS-to-FPGA, FPGA-to-SDRAM, and lightweight HPS-to-FPGA interfaces are
little endian.

If a processor is set to BE8 mode, software must convert endianness for accesses to peripherals and DMA
linked lists in memory. The processor provides instructions to swap byte lanes for various sizes of data.

Altera Corporation Introduction to the Hard Processor System
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The ARM Cortex-A9 MPU supports a single instruction to change the endianness of the processor and
provides the REV and REV 16 instructions to swap the endianness of bytes or half-words respectively. The
MMU page tables are software configurable to be organized as little—endian or BES.

The ARM DMA controller is software configurable to perform byte lane swapping during a transfer.

Introduction to the Hard Processor System Address Map

The address map specifies the addresses of slaves, such as memory and peripherals, as viewed by the MPU
and other masters. The HPS has multiple address spaces, defined in the following section.

Related Information
MPU Address Space on page 7-17

HPS Address Spaces

The following table shows the HPS address spaces and their sizes.

Table 1-1: HPS Address Spaces

““

MPU MPU subsystem 4GB
L3 System interconnect 4GB
SDRAM SDRAM region 4GB

Address spaces are divided into one or more nonoverlapping regions. For example, the MPU address space
has the peripheral, FPGA slaves, SDRAM window, and boot regions.

The following figure shows the relationships between the HPS address spaces. The figure is not to scale.
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Figure 1-3: HPS Address Space Relationships
. . 4GB
Peripheral Region Lightweight Peripheral Region
FPGA FPGA FPGA
Slaves

Slaves Slaves
Region Region 4, 0 | 3GB
> o oG8

egion

------- 1GB
> 0GB

L3

MPU

FPGA-to-SDRAM

The SDRAM window in the MPU address space can grow and shrink at the top and bottom (short, blue
vertical arrows) at the expense of the FPGA slaves and boot regions. For specific details, refer to “MPU

Address Space”

The following table shows the base address and size of each region that is common to the L3 and MPU

address spaces.

Table 1-2: Common Address Space Regions

FPGA slaves 0xC0000000 960 MB
Peripheral 0xFC000000 64 MB
Lightweight FPGA slaves 0xFF200000 2MB

SDRAM Address Space

The SDRAM address space is up to 4 GB. The entire address space can be accessed through the
FPGA-to-SDRAM interface from the FPGA fabric. The total amount of SDRAM addressable from the
other address spaces can be configured at runtime.

There are cacheable and non-cacheable views into the SDRAM space. When a master of the L3 SDRAM
interconnect performs a cacheable access to the SDRAM, the transaction is performed through the ACP
port of the MPU subsystem. When a master of the SDRAM L3 interconnect performs a non-cacheable

Altera Corporation
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access to the SDRAM, the transaction is performed through the 64-bit L3 interconnect master of the
SDRAM L3 interconnect.

Related Information

System Interconnect on page 7-1
For more information about how to configure SDRAM address space.

MPU Address Space

The MPU address space is 4 GB and applies to addresses generated inside the MPU.
The MPU address space contains the following regions:

« The SDRAM window region provides access to a large, configurable portion of the 4 GB SDRAM
address space.

The address filtering start and end registers in the L2 cache controller define the SDRAM window
boundaries. The boundaries are megabyte-aligned. Addresses within the boundaries route to the SDRAM
master. Addresses outside the boundaries route to the system interconnect master.

Related Information

o HPS Address Spaces on page 1-17
« System Interconnect on page 7-1
For more information regarding SDRAM address mapping, refer to the System Interconnect chapter.
o Cortex-A9 Microprocessor Unit Subsystem on page 9-1
« HPS Address Spaces on page 1-17

FPGA Slaves Address Space

The FPGA Slaves address space is located in the FPGA core and accessed from the HPS through the
HPS2FPGA AXI Bridge. The FPGA Slaves address space in the FPGA core is of unlimited size (soft logic
in the FPGA performs address decoding). The L3 and MPU regions provide a window of nearly 1GB
(actually 1GB less 64MB) into the FPGA Slaves address space. The base address of the FPGA Slaves
Window is mapped to address 0x0 in the FPGA Slaves address space.

The HPS is able to boot from offset 0x0 into the FPGA Slaves address space (BSELselection).

LWFPGA Slaves Address Space

The Lightweight (LW) FPGA Slaves address space is located in the FPGA core and accessed from the HPS
through the LWHPS2FPGA Bridge. The LWFPGA Slaves address space in the FPGA core is of unlimited
size (soft logic in the FPGA performs address decoding). A portion of the Peripheral region provides a
window of 2MB into the LWFPGA Slaves address space. The base address of the LWFPGA Slaves window
is mapped to address 0x0 in the LWFPGA Slaves address space.

The HPS is not able to boot from the LWFPGA Slaves address space.

L3 Address Space

The L3 address space is 4 GB and applies to all L3 masters except the MPU. The L3 address space has more
configuration options than the other address spaces.

Related Information

System Interconnect on page 7-1
For more information about configuring the L3 address space, refer to the System Interconnect chapter.
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Each peripheral slave interface has a dedicated address range in the peripheral region. The table below lists
the base address and address range size for each slave.

Table 1-3: Peripheral Region Address Map

STM module 0xFC000000 48 MB
DAP DAP module 0xFF000000 2 MB
LWFPGASLAVES FPGA slaves accessed | 0xFF200000 2 MB
through lightweight
HPS2FPGA bridge
module
EMACO EMACO module 0xFEF800000 8 KB
EMACI1 EMACI1 module 0xFF802000 8 KB
EMAC2 EMAC2 module 0xFF804000 8 KB
SDMMC SD/MMC module 0xFF808000 4 KB
QSPIREGS QSPI flash controller | 0xFF809000 4 KB
module registers
EMACORXECC Receive ECC, Ethernet | 0xFF8C0800 1 KB
MACO
EMACOTXECC Transmit ECC, 0xFF8C0CO00 1 KB
Ethernet MACO
EMACIRXECC Receive ECC, Ethernet | 0xFF8C1000 1 KB
MACI1
EMACITXECC Transmit ECC, 0xFF8C1400 1KB
Ethernet MAC1
EMAC2RXECC Receive ECC, Ethernet | 0xFF8C1800 1 KB
MAC2
EMAC2TXECC Transmit ECC, 0xFF8C1C00 1 KB
Ethernet MAC2
NANDECC NAND ECC 0xFEF8C2000 1 KB
NANDREADECC NAND read ECC 0xFF8C2400 1 KB
NANDWRITEECC NAND write ECC 0xFF8C2800 1 KB
SDMMCECC SD/MMC ECC 0xFF8C2C00 1KB
OCRAMECC On-chip RAM ECC 0xFF8C3000 1KB
DMAECC DMA ECC 0xFF8C8000 1 KB
QSPIECC QSPIECC 0xFF8C8400 1 KB
USBOECC USB 2.0 OTG 0 ECC | 0xFF8C8800 1 KB
USB1ECC USB 2.0 OTG 1 ECC |0xFF8C8C00 1 KB
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QSPIDATA QSPI flash module 0xFFA00000
data
USBO USB 2.0 OTG 0 0xFFB00000 256 KB
controller module
registers
USB1 USB 2.0 OTG 1 0xFFB40000 256 KB
controller module
registers
NANDREGS NAND controller 0xFFB80000 64 KB
module registers
NANDDATA NAND controller 0xFFB90000 64 KB
module data
UARTO UARTO module 0xFFC02000 256 B
UART1 UART1 module 0xFFC02100 256 B
12C0 IC0 module 0xFFC02200 256 B
12C1 I>’C1 module 0xFFC02300 256 B
12C2 I2C2 module (can be | 0xFFC02400 256 B
used with EMACO0)
12C3 I>°C3 module (can be | 0xFFC02500 256 B
used with EMAC1)
12C4 I2C4 module (can be | 0xFFC02600 256 B
used with EMAC2)
SPTIMERO SP Timer0 module 0xFFC02700 256 B
SPTIMER1 SP Timerl module 0xFFC02800 256 B
GPIOO GPIO0 module 0xFFC02900 256 B
GPIO1 GPIO1 module 0xFFC02A00 256 B
GPIO2 GPIO2 module 0xFFC02B00 256 B
HMCREGS Hard memory 0xFFCFA000 4 KB
controller registers
HMCAREGS Hard memory 0xFFCFB000 4 KB
controller adapter
control registers
SECMGRDATA Security manager 0xFFCFE000 1 KB
module data
FPGAMGRDATA FPGA manager 0xFFCFE400 1 KB
module configuration
data
OSCI1TIMERO OSCI1 Timer0 module | 0xFFD00000 256B
OSCI1TIMERI1 OSCI1 Timerl module |0xFFD00100 256B

Introduction to the Hard Processor System

C] Send Feedback

Altera Corporation


mailto:TechDocFeedback@altera.com?subject=Feedback%20on%20Introduction%20to%20the%20Hard%20Processor%20System%20(a10_5v4%202016.10.28)&body=We%20appreciate%20your%20feedback.%20In%20your%20comments,%20also%20specify%20the%20page%20number%20or%20paragraph.%20Thank%20you.

1-22 HPS Peripheral Region Address Map

al0_5v4
2016.10.28

L4WDO0 Watchdog0 module | 0xFFD00200 256B

L4WD1 Watchdogl module 0xFFD00300 256B

SECMGRREGS Security manager 0xFFD02000 4KB
module control and
status registers

FPGAMGRREGS FPGA manager 0xFFD03000 4 KB
module control and
status registers

CLKMGR Clock manager 0xFFD04000 4 KB
module

RSTMGR Reset manager 0xFFD05000 4 KB
module

SYSMGR System manager 0xFFD06000 4 KB
module

IOMGR I/0 manager module | 0xFFD07000 4KB

FWL4PRIV L4 privilege firewall | 0xFFD11000 256 B
registers

MPURADAPTER MPU rate adapter 0xFFD11100 3.84 KB
registers

DDRPRB DDR probe registers | 0xFFD12000 1 KB

SCHREGS DDR scheduler 0xFFD12400 128 B
control registers

FWL4PER L4 peripheral firewall | oxFFD13000 256 B
registers

FWL4SYS L4 system firewall 0xFFD13100 256 B
registers

FWOCRAM On—chip RAM firewall 0xFFD13200 256 B
registers

FWFPGA2SDRAM DDR firewall registers | oxFFD13300 256 B
for FPGA-to-SDRAM

FWDDRL3 DDR L3 firewall 0xFFD13400 256 B
registers

FWHPS2FPGA HPS-to-FPGA firewall 0xFFD13500 256 B
registers

L4PRB L4 bus probe registers | 0OxFFD14000 4 KB

MPUPRB MPU probe and test | 0xFFD15000 4 KB
registers

L4QOS L4 bus QoS 0xFFD16000 4 KB (estimated)

EMACTSF EMAC transaction 0xFFD1 7080 44 B
status filter registers
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DMANONSECURE DMA non-secure 0xFFDAO0000
module registers
DMASECURE DMA secure module |0xFFDA1000 4 KB
registers
SPI0 SPI module 0 slave 0xFFDA2000 4KB
SPI1 SPI module 1 slave 0xFFDA3000 4 KB
SPI2 SPI module 0 master | 0xFFDA4000 4KB
SPI3 SPI module 1 master | 0xFFDA5000 4KB
OCRAM On-chip RAM module | 0xFFE00000 1 MB (256 KB used)
ROM Boot ROM Module 0xFFFC0000 128 KB
MPU MPU Module 0xFFFFCO000 8 KB
Registers
MPUL2 MPU L2 Cache 0xFFFFF000 4 KB
Controller Module
Registers

Document Revision History

Table 1-4: Document Revision History

N N

October 2016 2016.10.28 | Renamed MPU Subsystem to Cortex-A9 MPCore

May 2016 2016.05.27 | Corrected the HPS-FPGA powering scheme.

May 2016 2016.05.03 | Removed low-power double data rate 3 (LPDDR3) as a supported
device.

November 2015 2015.11.02 | Updated the link to the Memory Maps.
May 2015 2015.05.04 | Corrected HPS-FPGA powering scheme.
December 2014 2014.12.15 | Maintenance release

August 2014 2014.08.18 I 1pitial release
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The hard processor system (HPS) clock generation is centralized in the clock manager. The clock manager
is responsible for providing software-programmable clock control to configure all clocks generated in the
HPS. Clocks are organized in clock groups. A clock group is a set of clock signals that originate from the
same clock source. A phase-locked loop (PLL) clock group is a clock group where the clock source is a
common PLL voltage-controlled oscillator (VCO).

Features of the Clock Manager

The Clock Manager ofters the following features:

« Generates and manages clocks in the HPS
« Contains the following clock groups:

« Main—contains clocks for the Cortex-A9 microprocessor unit (MPU) subsystem, level 3 (L3)
interconnect, level 4 (L4) peripheral bus, and debug
o Peripheral—contains clocks for PLL-driven peripherals
+ Contains two identical 16-output PLL blocks:

« PLLO

« PLL1
« Generates clock gate controls for enabling and disabling most clocks
o Initializes and sequences clocks

+ Allows software to program clock characteristics, such as the following items discussed later in this
chapter:

 Input clock source for the two PLLs

o Multiplier range, divider range, and 16 post-scale counters for each PLL
« VCO enable for each PLL

« Bypass modes for each PLL

+ Gate of individual clocks in all PLL clock groups

o Clear loss of lock status for each PLL

« Boot mode for hardware-managed clocks

« General-purpose I/O (GPIO) debounce clock divide
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 Allows software to observe the status of all writable registers
« Supports interrupting the MPU subsystem on PLL-lock and loss-of-lock
 Supports clock gating at the signal level

The clock manager is not responsible for the following functional behaviors:

 Selection or management of the clocks for the FPGA-to-HPS and HPS-to-FPGA interfaces. The FPGA
logic designer is responsible for selecting and managing these clocks.

« Software must not program the clock manager with illegal values. If it does, the behavior of the clock
manager is undefined and could stop the operation of the HPS. The only guaranteed means for
recovery from an illegal clock setting is a cold reset.

« When re-programming clock settings, there are no automatic glitch-free clock transitions. Software
must follow a specific sequence to ensure glitch-free clock transitions. Refer to Hardware-Managed and
Software-Managed Clocks section of this chapter.

Related Information

« Hardware-Managed and Software-Managed Clocks on page 2-11
« Hardware-Managed and Software-Managed Clocks on page 2-11
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Clock Manager Block Diagram and System Integration
Figure 2-1: Clock Manager Block Diagram
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Table 2-1: Arria 10 Top Level Clocks

mpu_free_clk Clock manager To MPU Source clock from clock manager for both
complex MPU clock groups.
mpu_clk Internal to MPU complex MPU main clock
Clock Manager
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mpu_I2ram_clk

Internal to MPU complex and

MPU L2 RAM clock and HMC switch in

HMC switch in NOC. NOC. Fixed at %> mpu_clk.

mpu_periph_clk Internal to MPU complex MPU peripherals clock for interrupts,

timers, and watchdogs. Fixed at % mpu_clk.

13_main_free clk Clock manager to NOC/ Interconnect L3 main switch clock. Always
Peripherals free running.

14_sys_free_clk Clock manager to NOC/ Interconnect L4 system clock. Always free
Peripherals running.

14_main_clk Clock manager to NOC/ L4 Interconnect clock for fast peripherals
Peripherals including DMA, SPIM, SPIS and TCM.

14_mp_clk Clock manager to NOC/ Interconnect L4 peripheral clock.
Peripherals

14_sp_clk Clock manager to NOC/ Interconnect L4 slow peripheral clock.
Peripherals

cs_at_clk Clock manager to CoreSight/ | CoreSight Trace clock and debug time
NOC stamp clock.

cs_pdbg_clk Clock manager to CoreSight CoreSight bus clock

cs_trace_clk

Clock manager to CoreSight

CoreSight Trace I/O clock. This will be
independent and defaults to a low
frequency (25 MHz) for lower speed
debuggers.

Not required to be sync. to other clocks (but
keep in clock group as hardware managed)

cs_timer_clk

Clock manager to CoreSight/
NOC

CoreSight timer clock. Same as cs_at_clk
with different software enable to ensure
MPU clock running.

Not required to be sync. to other clocks (but
still hardware managed).

fpga2soc_clk FPGA fabric to NOC FPGA to SoC interface clock from the
FPGA.

soc2fpga_clk FPGA fabric to NOC SoC to FPGA interface clock from the
FPGA.

Iws2f _clk FPGA fabric to NOC LWHPS to FPGA interface clock from
FPGA.

hmc_free_clk From HMC to HMC switch in | HMC interface clock from HMC (Hard

NOC Memory Controller) in FPGA.
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f2h_sdram0_clk FPGA fabric to HMC switch in | FPGA fabric SDRAM write interfaces
NOC clocks.

f2s_sdraml_clk

f2h_sdram2_clk

f2h_pclkdbg FPGA fabric to CoreSight CoreSight FPGA fabric APB debug port
bridge clock
usb[0,1] ulpi_clk I/0 to USB ULPI clock for PHY.
L4 Peripheral Clocks

The L4 peripheral clocks, denoted by 14_mp_clk, range up to 200 MHz.

Table 2-2: Clock List
USB OTG 0/1©® hclk AHB clock

pmu_hclk PMU AHB clock. pmu_hclk is the scan
clock for the PMU's AHB domain.

Note: Select it as a test clock.

utmi_clk Always used as the PHY domain clock
during DFT Scan mode.

Note: Select utmi_clk as a test clock
even when the core is configured
for a non-UTMI PHY.

Quad SPI Flash pclk APB clock
Controller hclk AHB clock
NAND Flash Controller ACLK AHB Data port clock
g;i)(c)z?gy gated nand_mp_ MACLK AXI Master port clock
regACLK AHB Register port clock
ecc_clk ECC circuitry clock
clk_x Bus Interface Clock
EMAC 0/1/2 aclk Application clock for DMA AXI bus and
CSR APB bus.
SD/MMC Controller sdmmc_clk All registers reside in the BIU clock domain.

For more information about the specific peripheral clocks, refer to their respective chapters.

Clock Manager Altera Corporation
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Related Information

« SD/MMC Controller on page 14-1

« NAND Flash Controller on page 13-1

« Quad SPI Flash Controller on page 15-1

« Ethernet Media Access Controller on page 17-1
o USB 2.0 OTG Controller on page 18-1

Boot Clock

The Boot Clock (boot_clk) is used as the default clock for both cold or warm reset (Boot Mode), the
Hardware Sequencer local clock and the external bypass clock reference.

The boot_clk is generated from the secure cb_intosc_hs_div2_clk or the unsecure external oscillator.
boot_clk is only updated coming out of cold reset or a warm reset (boot mode request) and is not
sampled at any other time.

The source of every output clock block comes from the following:

 Bypass source: boot_clock configured through fuses and security manager: registers at cold or warm
reset

« Non-External Bypass: Each Clock may come from 1 of 5 sources:

Table 2-3: Non-External Bypass Sources of clocks

e P ipion

0sc1 Pin for external oscillator

f2h_free clk FPGA fabric PLL clock reference

cb_intosc_hs_div2_clk FPGA CSS (Control Block) high speed internal oscillator
divided by 2 (200 MHz maximum)

PLLO Counter Output Main PLL counter outputs 0 to 8

PLL1 Counter Output Peripheral PLL counter outputs 0 to 8

Clock Output Blocks have the following features:

« Each clock output block contains an external bypass multiplexer
« Some clock output blocks contain additional dividers
« Clock gates controlled by either hardware or software are used to disable the clocks

o The MPU and NOC (includes debug clocks) blocks contain enable outputs to define clock frequency
ratios to the MPU, NOC and CoreSight logic

The CSR Register logic uses an independent clock, 14_sys_free_clk, to allow the clock to be changed by
software.

© Clock manager provides CSR bits for software enables to some peripherals. These enables are defaulted to
enable. In boot mode, these enables are automatically active to ensure all clocks are active if RAM is cleared
for security.
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Updating PLL Settings without a System Reset

Updating the PLL settings wihtout a system reset will not reset the clock manager. All clocks will transition
gracefully to their boot safe dividers. You can go in and out of boot mode and force the PLLs into bypass
without doing a system reset. Software may reset the PLLs and reconfigure the VCO and bring it out of
reset. By doing this you can safely update the PLL settings.

MPU Clock Scaling

You can dynamically slow down the MPU clock without touching the PLL by modifying the MPU external
counter register (MAINPLLGRP _MPUCLK.CNT) to slow down the MPU frequency.

Related Information
Clock Manager Address Map and Register Definitions on page 2-18

Functional Description of the Clock Manager

Clock Manager Building Blocks

PLLs

The two PLLs in the clock manager generate the majority of clocks in the HPS. There is no phase control
between the clocks generated by the two PLLs.

Each PLL has the following features:

« Phase detector and output lock signal generation
« Registers to set VCO frequency

o Multiplier range is 1 to 4096

« Divider range is 1 to 64
« 16 post-scale counters (C0-C8) with a range of 1 to 2048 to further subdivide the clock
o A PLL can be enabled to bypass all outputs to the input clock for glitch-free transitions

Related Information

o PLL Integration on page 2-9

« Hardware Sequenced Clock Groups on page 2-11
o Software Sequenced Clocks on page 2-14

Arria 10 Device Datasheet

FREF, FVCO, and FOUT Equations
Figure 2-2: PLL Block Diagram

Values listed for M, N, and C are actually one greater than the values stored in the CSRs.

Clock Manager Altera Corporation
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(1-64) PFD =% V€O ™| (1/8 Per Step) (1-2048) 1 (LKouT
> Phase Shift p| (1Divide (0
Feg DivM (1/8 Per Step) (1-2048) 1 (Lxoum
(1-4096) . _
Phase Shift (2 Divide » 0
> (/8 Perstep)| T (1-2048) 1 (LkouT2
Phase Shift (8 Divide
. ™| (1/8 Per Step)| | (1-2048) (Lkours
ass Pa
» Bypass
Multiplexer
Frer = Fin / N
Fvco = Frer X M = Fyy x M/N

Four = Fuco /Ci = Frer X M/Cj = (Fyy X M)/ (N x Cj)

where:

« FVCO = VCO frequency

« FIN = input frequency

o FREF = reference frequency

« FOUT = output frequency

o M = numerator, part of the clock feedback path

o N =denominator, part of the input clock reference path
« Ci = post-scale counter, where i is 0-8

The Ci dividers are used to derive lower frequencies from the PLLs. The M and N dividers can be
dynamically updated without losing the PLL lock if the VCO frequency changes less than 20%. If changes
greater than 20% are needed, iteratively changing the frequency in increments of less than 20% allows a
slow ramp of the VCO frequency without loss of clock.

To minimize jitter, use the following guidelines:

o The VCO should be as close to maximum as possible
o Itis better to use the Ci dividers than the N divider. The N divider should be kept as small as possible.
« The M divider should be minimized, but should be greater than 32.

When making any changes that affect the VCO frequency, software must put the PLL into external bypass.
After changing the VCO frequency, software must wait for the PLL lock, as indicated by the intrs
register or enabled interrupt, before taking the PLL out of bypass.
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As shown in the "Hardware Clock Groups" and "Peripheral Clocks" figures, every clock has five possible
sources. When switching between clock sources:

« Put PLL into bypass mode
« Change the mux select
« Switch back out of bypass mode
Note: The new clock source must be active and locked before exiting bypass mode.

As shown in the "PLL Integration in Clock Manager" figure, each PLL has multiple input sources. If the
input source is changed, the PLL loses VCO lock and all output clocks are not reliable. Before switching
the PLL input source, software must select the boot_clk bypass for all PLLO and PLL1 clocks. After the
PLL output clocks are bypassed, software can change the PLL source and reinitialize the PLL.
Unused clock outputs should be set to a safe frequency such as 50 MHz to reduce power consumption and
improve system stability.

Clock Gating
Clock gating enables and disables clock signals. Refer to the Peripheral PLL Group Enable Register (en) for
more information on what clocks can be gated.
Related Information
Clock Manager Address Map and Register Definitions on page 2-18

PLL Integration
The two PLLs contain exactly the same set of output clocks. PLLO is intended to be used for the MPU and
the NOC clocks. PLL1 is intended to be used as the 250 MHz Ethernet clock reference.

Clock Manager Altera Corporation
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Figure 2-3: PLL Integration in Clock Manager

pll0_mpu_base_clk

v

EOSC1 pll0_noc_base_clk -
pll0_emaca_clk -
pll0_emach_clk -

— pll0_emac_ptp_clk -

. pllo_ref_clk ] "
cb_intosc_Is_ck ————o——» pll0_gpio_db_clk -
f2h_free_ck [} o » pllo_sdmmc_dlk -

pll0_h2f user0_clk

v

pllo_h2f_user1_clk

v

pll1_mpu_base_clk

v

pll1_noc_base_clk

v

pll1_emaca_clk

v

pll1_emach_clk

v

pll1_emac_ptp_clk

v

- \I pll1_ref_clk

pll1_gpio_db_clk

A

v

pll1_sdmmc_clk

v

pll1_h2f user0_clk

v

pll1_h2f_user1_clk

v

Table 2-4: PLL Output Clock Characteristics

mpu_base_clk Up to varies 10 MHz to 200 MHz
C1 noc_base clk Up to C0/3 10 MHz to 200 MHz

) Frequency depends on device, refer to device datasheet for more information.
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Hardware-Managed and Software-Managed Clocks 2-11

Output Counter Clock Name Boot Frequency

emaca_clk 50 to 250 MHz 10 MHz to 200 MHz
C3 emacb_clk 50 to 250 MHz 10 MHz to 200 MHz
C4 emac_ptp_clk Up to 100 MHz 10 MHz to 200 MHz
C5 gpio_db_clk Up to 200 MHz 10 MHz to 200 MHz
Co sdmmc_clk Up to 200 MHz 10 MHz to 200 MHz
C7 h2f user0_clk Up to 400 MHz 10 MHz to 200 MHz
C8 h2f userl clk Up to 400 MHz 10 MHz to 200 MHz

Related Information
Arria 10 Device Datasheet

Hardware-Managed and Software-Managed Clocks

When changing values on clocks, the terms hardware-managed and software-managed define how clock
transitions are implemented. When changing a software-managed clock, software is responsible for gating
off the clock, waiting for a PLL lock if required, and gating the clock back on. Clocks that are hardware-
managed are automatically transitioned by the hardware to ensure glitch-free operation.

mpu_periph_clk
mpu_I2_ram_clk
mpu_clk

13_main_free_clk
14_sys free_clk
14_sys_free_div4_clk
14_main_clk
14_mp_clk

14_sp_clk

cs_timer_clk
cs_at_clk
cs_pdbg_clk
cs_trace_clk

All other clocks in the HPS are software-managed clocks.

Hardware Sequenced Clock Groups

The hardware sequenced clock groups consists of the MPU clocks and the NOC clocks. The following
diagram shows the external bypass muxes, hardware-managed external counters and dividers, and clock
gates. For hardware-managed clocks, the group of clocks has only one software enable for the clock gate.
As a result, the group of clocks are all enabled or disabled together. The slight exception is the NOC has
two software enables, one for the 13/14 clocks and one for the CoreSight clocks.
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Figure 2-4: Hardware Clock Groups
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Table 2-5: The Hardware Sequenced Clocks Feature Summary

Hardware Sequenced Clock Groups 2-13

Clock Output Group System Clock Name Frequency Boot Uses
Frequency

MPU

mpu_clk

PLL CO

boot_clk

subsystem,
including

CPUO and
CPU1

mpu_I12_ram_clk

mpu_clk/2

boot_clk

MPU level 2
(L2) RAM

mpu_periph_clk

mpu_clk/4

boot_clk

MPU snoop
control unit
(SCU)
peripherals,
such as the
general
interrupt
controller
(GIC)

Clock Manager
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Clock Output Group System Clock Name Frequency Boot
Frequency
13_main_free clk PLL C1 boot_clk L3 interconnect
14_sys free_clk 13_main_free_clk/4 boot_clk/2 |L4 interconnect
14_sys free_div4 _clk |14_sys free clk/4 14_sys L4 interconnect
free clk/4 |timer reference
14_main_clk 13_main_free_clk/ boot_clk L4 main bus
{1,2,4,8}
14_mp_clk 13 _main_free clk/ boot_clk L4 MP bus
{1,2,4,8}
14_sp_clk 13_main_free_clk/ boot_clk/2 |L4 SP bus
{1,4,8}
NOC cs_timer_clk 13 _main_free_clk/ boot_clk Trace
{1,2,4,8} timestamp
generator
cs_at_clk 13_main_free_clk/ boot_clk CoreSight
{1,2,4,8} debug trace bus
cs_pdbg_clk cs_at_clk/{1,4} cs_at_clk/2 | Debug Access
Port (DAP) and
debug
peripheral bus
cs_trace_clk cs_at_clk/{1,2,8} cs_at_clk/4 | Coresight
debug Trace
Port Interface
Unit (TPIU)
Main FPGA h2f_user0_clk h2f _user0_free_clk boot_clk FPGA
Reference
Main HMC PLL hmc_pll_ref_clk hmc_pll_ref_free_clk |boot_clk HMC FPGA IO
Reference PLL

Software Sequenced Clocks

The software sequenced clock groups include additional clocks for peripherals not covered by the NOC
clocks. The main purpose is to have a second PLL for the Ethernet 250 MHz clock reference. The following
diagram shows the external bypass muxes, hardware-managed external counters and dividers, and clock
gates.
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Figure 2-5: Peripheral Clocks
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There are 3 EMAC cores that have a very strict requirement of either a 250 MHz or 50 MHz clock
reference. If the PLLO frequency is a multiple of 250 MHz (for example 1.5 GHz), driving the EMAC
clocks from PLLO provides PLL1 with more flexibility in VCO clock frequency. In addition, to minimize
the PLL clock outputs required, emac_clka can be 250 MHz and emac_clkb can be 50 MHz, allowing
each EMAC core to be software configured to select 250 MHz or 50 MHz.
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Table 2-6: Software Sequenced Clocks Feature Summary

emac{0,1,2} clk PLL C2 or PLL C3 boot_clk Clock for EMAC. Fixed at
250 MHz or 250 MHz emac_
clk and 50 MHz emacb_clk

emac_ptp_clk PLL C4 boot_clk Clock for EMAC PTP
timestamp clock

gpio_db_clk 125 Hz to PLL C5 boot_clk Clock for GPIO debounce
clock

sdmmc_clk PLL Cé6 boot_clk Clock for SDMMC

h2f_user0_clk PLL C7 boot_clk Clock reference for FPGA

h2f userl clk PLL C8 boot_clk Clock reference for FPGA

Resets

Power-On-Reset (POR) Reset

The security manager handles clocking during POR. Depending on the status of one of the security fuses,
the device is initially clocked using either the secure cb_intosc_hs_div2_clk or the unsecure external
oscillator.

Cold Reset

The reset manager brings the clock manager out of cold reset first in order to provide clocks to the rest of
the blocks. After POR is de-asserted, clock manager enables boot_clk to the rest of the system before the
module resets are de-asserted.

Warm Reset

During a Warm Rest, the clock manager module is not reset. The following steps are taken during a warm
reset:

1. Reset manager puts all modules affected by Warm Reset into reset. Reset manager issues a Boot Mode
request to clock manager.

2. Based on the status of the hps_clk_f fuse during POR, security manager indicates if the boot clock
should be secure.

a. If secure clocks are enabled, boot_clk transitions gracefully to cb_intosc_hs_div2_clk.
b. If secure clocks are not enabled, boot_clk transitions gracefully to EOSC1.

Note: The security fuse is only sampled during cold reset and warm reset. The security fuse HPS CLK
allows the user to enable secure clocks. If clearing RAM on a Cold or Warm reset, the user
should enable secure clocks (cb_intosc_hs_clk divide by 2).

3. The Clock Manager gracefully transitions Hardware-Managed and Software Managed clocks into Boot
Mode as follows:

a. Disable all output clocks including Hardware and Software-Managed clocks.
b. Wait for all clocks to be disabled, and do the following two things:

Altera Corporation Clock Manager
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a. Bypass all external Hardware and Software-Managed clocks.

Security 2-17

b. Update Hardware-Managed external counters/dividers to Boot Mode settings.

c. Wait for all bypasses to switch, and then synchronously reset the CSR registers.

4. After Hardware Managed Clocks have transitioned, the Clock Manager acknowledges the Reset

5. Reset Manager continues with Warm Reset de-assertion sequence.

2016.10.28
d. Enable all clocks.
Manager.
Related Information
SoC Security on page 6-1
Security

The clock manager creates a boot clock as the clock reference for boot mode and external bypass. The

clock configuration is based on security features in the security manager.
Security Input Clocks

The following table defines the boot clock sources.

Table 2-7: Security Input Clocks

External Oscillator Clock
Reference. Non-secure
clock reference.

EOSC1

cb_intosc_hs
clk

400

120

FPGA Control
Block

Control Block high speed
internal ring oscillator.
This clock has wide
variation across process/

temperature.

This clock is used as the
secure reference for Boot
Mode. Because the range/
jitter of the clock is low
quality, the clock is

divided by 2.

Clock Manager
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cb_intosc_ FPGA Control

Control Block low speed
clk Block

internal ring oscillator.
This clock has wide
variation across process/
temperature.

This clock is used by
Security Manager as the
Power on Reset Domain
secure clock.

This clock is also provided
as an input to the Clock
Manager PLLs. However,
because of the low quality
of the clock, it is not
recommended to use this
clock as the PLL
reference.

Boot Clock

The status of the hps_clk_f security fuse in the Security Manager determines if boot_clk should be
secure:

o Ifset, then boot_clk is cb_intosc_hs_clk divided by 2.
o If clear, then boot_clk is EOSC1.

The above setting is reported by the security manager before the chip is brought out of cold reset. Also the
security status may be updated by security option registers in the security manager.

Related Information
SoC Security on page 6-1

Interrupts

The clock manager provides one interrupt output, which is enabled through the interrupt enable register
(intren). The interrupt can be programmed to trigger twhen either the PLL achieves or loses its lock.

Clock Manager Address Map and Register Definitions

For complete HPS address map and register definitions, refer to the Arria 10 HPS Address Map and
Register Definitions.

clkmgr_clkmgrp Address Map

Altera Corporation Clock Manager
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2016.10.28 clkmgr_clkmgrp Summary 2-19
Module Instance Base Address End Address
i_clk_mgr_clkmgr | OxFFD04000 | OxFFD0O403F

Important: To prevent indeterminate system behavior, reserved areas of memory must not be accessed by
software or hardware. Any area of the memory map that is not explicitly defined as a register
space or accessible memory is considered reserved.

ctrl on page 2-21 Control Register
intr on page 2-23 0ox4 32 RW 0x0 Interrupt Status
Register
intrs on page 2-25 0x8 32 RW 0x0 Interrupt Status
Register Set
intrr on page 2-27 OxC 32 RW 0x0 Interrupt Status
Register Reset
intren on page 2-29 0x10 32 RW 0x0 Interrupt Enable
Register
intrens on page 2-31 0x14 32 RW 0x0 Interrupt Enable
Register Set
intrenr on page 2-33 0x18 32 RW 0x0 Interrupt Enable
Register Reset
stat on page 2-35 0x1C 32 RO 0x10000 Status Register
testioctrl on page 2- 0x20 32 RW 0x100808 Test 10 Control
37 Register

clkmgr_clkmgrp Summary
Base Address: 0OxFFD04000

Register Bit Fields

Address
Offset

i_clk_mgr_
clkmgr

Clock Manager Altera Corporation
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Register Bit Fields
Address
Offset
31 | 30 | 29 | 28 | 27 | 26 | 25 | 24 | 23 | 22 | 21 | 20 | 19 | 18 | 17 | 16
Reserved
15 | 14 | 13 | 12 | 11 | 10 9 8 7 | 6 | 5 | 4 | 3 | 2 | 1 0
ctrl
0x0 Reserved swct | swct Reserved bootmode
X ribt | ribt
clks | clke R 0x1
el n
RW RW
0x0 | OxO0
31 | 30 | 29 | 28 | 27 | 26 25 24 23 | 22 | 21 | 20 | 19 | 18 | 17 16
Reserved
15 | 14 | 13 | 12 11 10 9 8 7 | 6 | 5 | 4 3 2 1 0
intr _ _ _ _
Reserved perp | main | perp | main Reserved perp | main | perp | mainplla
Ox4 11fb | plIf | 1Irf | plir I11o | plll | llac | chieved
slip | bsli | slip | fsli st ost h;gv RW OXO
Rw | P | Ry | P RW | RW
0x0 RW 0x0 RW 0x0 | Ox0 RW
0x0 0x0 0x0
31 | 30 | 29 | 28 27 26 25 24 23 | 22 | 21 | 20 19 18 17 16
Reserved
15 | 14 | 13 | 12 11 10 9 8 7 | 6 | 5 | 4 3 2 1 0
intrs i _ i i
Reserved perp | main | perp | main Reserved perp | main | perp | mainplla
0x8 1fb | plIf | 1Irf | plIr 1110 | plll | 1lac | chieved
slip | bsli | slip | fsli st ost h(lazv RW Ox0
Rw | P Rw | P RW | RwW
0x0 RW 0x0 RW 0x0 | Ox0 RW
0x0 0x0 0x0
31 | 30 | 29 | 28 27 26 25 24 23 | 22 | 21 | 20 19 18 17 16
Reserved
15 | 14 | 13 | 12 11 10 9 8 7 | 6 | 5 | 4 3 2 1 0
intrr i i _ B
Reserved perp | main | perp | main Reserved perp | main | perp | mainplla
0xC 1Ifb | plIf | 1Irf | plIr 1110 | plll | 1lac | chieved
slip | bsli | slip | fsli st ost h;gv RW OxO
rw | PR | P RW | RwW
0x0 RW 0x0 RW 0x0 0x0 RW
0x0 0x0 0x0
31 | 30 | 29 | 28 27 26 25 24 23 | 22 | 21 | 20 19 18 17 16
Reserved
15 | 14 | 13 | 12 11 10 9 8 7 | 6 | 5 | 4 3 2 1 0
intren i _ _ B
Reserved perp | main | perp | main Reserved perp | main | perp | mainplla
0x10 11fb | plIf | 1Irf | plir I11o | plll | Hlac | chieved
slip | bsli | slip | fsli st ost h;gv RW Ox0
rw | PR | P RW | RwW
0x0 RW 0x0 RW 0x0 0x0 RW
0x0 0x0 0x0
Altera Corporation Clock Manager
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Register Bit Fields
Address
Offset
31 | 30 | 29 | 28 | 27 | 26 | 25 | 24 | 23 | 22 | 21 | 20 | 19 | 18 | 17 | 16
Reserved
15 | 14 | 13 | 12 11 10 9 8 7 | 6 | 5 | 4 3 2 1 0
intrens _ _ R -
Reserved perp | main | perp | main Reserved perp | main | perp | mainplla
0x14 1fb | plIf | 1Irf | plIr 1110 | plll | 1lac | chieved
slip | bsli | slip | fsli st ost h;gv RW OXO
Rw | P | Ry | P RW | RW
0x0 RW 0x0 RW 0x0 | Ox0 RW
0x0 0x0 0x0
31 | 30 | 29 | 28 27 26 25 24 23 | 22 | 21 | 20 19 18 17 16
Reserved
15 | 14 | 13 | 12 11 10 9 8 7 | 6 | 5 | 4 3 2 1 0
intrenr _ _ _ _
Reserved perp | main | perp | main Reserved perp | main | perp | mainplla
0x18 1fb | plIf | 1Irf | plIr 1110 | plll | 1lac | chieved
slip | bsli | slip | fsli st ost h;gv RW OXO
Rw | P | Ry | P RW | Rw
0x0 RW 0x0 RW 0x0 | Ox0 RW
0x0 0x0 0x0
31 | 30 | 29 | 28 27 26 25 24 23 | 22 | 21 | 20 19 18 17 16
Reserved boot | bootmode
ctks | po ox1
rc
RO
0x0
st at
Ox1C 15 | 14 | 13 | 12 | 11 | 10 9 8 7 | 6 | 5 | 4 | 3 | 2 1 0
Reserved perp | main Reserved busy
1llo | plll
cked | ocke RO 0x0
RO d
0x0 RO
0x0
31 | 30 | 29 | 28 | 27 | 26 25 24 23 | 22 | 21 20 | 19 | 18 | 17 16
Reserved debugclksel
testioctrl Rw 0x10
0x20 15 | 14 | 13 | 12 11 | 10 | 9 | 8 7 | 6 | 5 4 3 | 2 | 1 | 0
Reserved periclksel Reserved mainclksel
RW Ox8 RW 0x8
ctrl
Contains fTields that control the entire Clock Manager.
Clock Manager Altera Corporation

[;:J Send Feedback


mailto:TechDocFeedback@altera.com?subject=Feedback%20on%20Clock%20Manager%20(a10_5v4%202016.10.28)&body=We%20appreciate%20your%20feedback.%20In%20your%20comments,%20also%20specify%20the%20page%20number%20or%20paragraph.%20Thank%20you.

2-22 ctrl

al0_5v4
2016.10.28

B N T O

swctribtclksel

This bit is only
used if
swctribtclken is
set.

IT 1, boot clk
source will be

from cb_intosc_hs_

clk divided by

2. If 0, boot_
clk source will

be from the
external
oscillator (EOSC1)

This bit is
cleared on a cold
reset. Warm reset
has no affect on
this bit.

swctribtclken

I set, then
Software will
take control of
the boot clk mux
select. IT set,
then
swctribtclksel
will determine
the mux setting.
I not set, the
security features
will determine
the fuse settings.

This bit is
cleared on a cold
reset. Warm reset
has no affect on
this bit.

RW

0x0

Altera Corporation
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intr 2-23

B N T O

bootmode

When set the
Clock Manager is
in Boot Mode.

In Boot Mode
Clock Manager
register settings
defining clock
behavior are
ighored and
clocks are set to
their Boot Mode
settings. All
clocks will be
bypassed and
external HW
managed counters
and dividers will
be set to divide
by 1.

This bit should
only be cleared
when clocks have
been correctly
configured.

This field is set
on a cold reset
and optionally on
a warm reset. SW
may set this bit
to force the
clocks into Boot
Mode. SW exits
Boot Mode by
clearing this bit.

intr

Clock Manager

D Send Feedback

Contains interrupt fields for Clock Manager

Altera Corporation


mailto:TechDocFeedback@altera.com?subject=Feedback%20on%20Clock%20Manager%20(a10_5v4%202016.10.28)&body=We%20appreciate%20your%20feedback.%20In%20your%20comments,%20also%20specify%20the%20page%20number%20or%20paragraph.%20Thank%20you.

. al0_5v4
s intr 2016.10.28

I S T O

perplifbslip If 1, the

Perlpheral PLL
feedback cycle
has slipped
(CLKOUT frequency
too low). This
does not mean the
PLL has lost
lock, but the
quality of the
clock has
degraded.

10 mainpllfbslip | |f 1. the Main RW 0x0

PLL feedback
cycle has slipped
(CLKOUT frequency
too low). This
does not mean the
PLL has lost
lock, but the
quality of the
clock has
degraded.

9 perplirfslip If 1. the RW 0x0

Peripheral PLL
reference cycle
has slipped
(CLKOUT frequency
too high). This
does not mean the
PLL has lost
lock, but the
quality of the
clock has
degraded.

8 mainplIrfslip | |f 1. the Main RW 0x0

PLL reference
cycle has slipped
(CLKOUT frequency
too high). This
does not mean the
PLL has lost
lock, but the
quality of the
clock has
degraded.

Altera Corporation Clock Manager
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intrs 2-25

B N T O

perplllost

If 1, the
Perlpheral PLL
has lost lock at
least once since
this bit was
cleared. If O,
the Peripheral
PLL has not lost
lock since this
bit was cleared.

mainplllost

If 1, the Main
PLL has lost lock
at least once
since this bit
was cleared. If
0, the Main PLL
has not lost lock
since this bit
was cleared.

RW

0x0

perpllachieved

If 1, the
Peripheral PLL
has achieved lock
at least once
since this bit
was cleared. If
0, the Peripheral
PLL has not
achieved lock
since this bit
was cleared.

RW

0x0

mainpllachieve
d

If 1, the Main
PLL has achieved
lock at least
once since this
bit was cleared.
ITf O, the Main
PLL has not
achieved lock
since this bit
was cleared.

RW

0x0

intrs

Clock Manager
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I S T O

perplifbslip If 1, the

Perlpheral PLL
feedback cycle
has slipped
(CLKOUT frequency
too low). This
does not mean the
PLL has lost
lock, but the
quality of the
clock has
degraded.

10 mainpllfbslip | |f 1. the Main RW 0x0

PLL feedback
cycle has slipped
(CLKOUT frequency
too low). This
does not mean the
PLL has lost
lock, but the
quality of the
clock has
degraded.

9 perplirfslip If 1. the RW 0x0

Peripheral PLL
reference cycle
has slipped
(CLKOUT frequency
too high). This
does not mean the
PLL has lost
lock, but the
quality of the
clock has
degraded.

8 mainplIrfslip | |f 1. the Main RW 0x0

PLL reference
cycle has slipped
(CLKOUT frequency
too high). This
does not mean the
PLL has lost
lock, but the
quality of the
clock has
degraded.

Altera Corporation Clock Manager
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B N T O

perplllost

If 1, the
Perlpheral PLL
has lost lock at
least once since
this bit was
cleared. If O,
the Peripheral
PLL has not lost
lock since this
bit was cleared.

mainplllost

If 1, the Main
PLL has lost lock
at least once
since this bit
was cleared. If
0, the Main PLL
has not lost lock
since this bit
was cleared.

RW

0x0

perpllachieved

If 1, the
Peripheral PLL
has achieved lock
at least once
since this bit
was cleared. If
0, the Peripheral
PLL has not
achieved lock
since this bit
was cleared.

RW

0x0

mainpllachieve
d

If 1, the Main
PLL has achieved
lock at least
once since this
bit was cleared.
ITf O, the Main
PLL has not
achieved lock
since this bit
was cleared.

RW

0x0

intrr

Clock Manager
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Module Instance Base Address Register Address
i_clk_mgr_clkmgr | OxFFD04000 | OxFFD0400C
Offset: 0xC
Access: RW

Important: The value of a reserved bit must be maintained in software. When you modify registers
containing reserved bit fields, you must use a read-modify-write operation to preserve state
and prevent indeterminate system behavior.

Bit Fields

31 | 30 | 29 | 28 | 27 | 26 | 25 | 24 | 23 | 22 | 21 | 20 | 19 | 18 | 17 | 16
Reserved
15 | 14 | 13 | 12 11 10 9 8 7 | 6 | 5 | 4 3 2 1 0
Reserved perpl | mainp | perpl | mainp Reserved perpl | mainp | perpl | mainplla
ITtbsl | 11fbs | Irfsl | 1Irfs Ilost | Illos | lachi | chieved
ip lip ip lip RW t eved RW 0xO
RW RW RW RW 0x0 RW RW
0x0 0x0 0x0 0x0 0x0 0x0
intrr Fields
R - A 7 N 72 =
perplIfbslip If 1, the Peripheral PLL feedback

cycle has slipped (CLKOUT frequency
too low). This does not mean the
PLL has lost lock, but the quality
of the clock has degraded.

10 |mainplifbslip If 1, the Main PLL feedback cycle RW 0x0
has slipped (CLKOUT frequency too
low). This does not mean the PLL
has lost lock, but the quality of
the clock has degraded.

9 perplirfslip If 1, the Peripheral PLL reference RW 0x0
cycle has slipped (CLKOUT frequency
too high). This does not mean the
PLL has lost lock, but the quality
of the clock has degraded.

8  |mainpllrfslip If 1, the Main PLL reference cycle RW 0x0
has slipped (CLKOUT frequency too

high). This does not mean the PLL
has lost lock, but the quality of

the clock has degraded.

Altera Corporation Clock Manager
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m“mm
perplllost If 1, the Peripheral PLL has lost

lock at least once since this bit
was cleared. 1f 0, the Peripheral
PLL has not lost lock since this
bit was cleared.

2 mainplllost If 1, the Main PLL has lost lock at RW 0x0
least once since this bit was
cleared. If 0, the Main PLL has not
lost lock since this bit was
cleared.

1 perpllachieved If 1, the Peripheral PLL has RW 0x0

achieved lock at least once since
this bit was cleared. If 0, the
Peripheral PLL has not achieved
lock since this bit was cleared.

0 mainpllachieved If 1, the Main PLL has achieved RW 0x0

lock at least once since this bit
was cleared. If O, the Main PLL has
not achieved lock since this bit
was cleared.

intren

Contain fields that enable the interrupt

Module Instance Base Address Register Address

i_clk_mgr_clkmgr ‘ OxFFD04000 ‘ OxFFD04010

Offset: 0x10

Access: RW

Important: The value of a reserved bit must be maintained in software. When you modify registers
containing reserved bit fields, you must use a read-modify-write operation to preserve state
and prevent indeterminate system behavior.

Clock Manager Altera Corporation
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Bit Fields

31 ‘ 30 ‘ 29 ‘ 28 ‘ 27 ‘ 26 ‘ 25 ‘ 24 ‘ 23 ‘ 22 ‘ 21 ‘ 20 ‘ 19 ‘ 18 ‘ 17 ‘ 16

2-30 intren

Reserved

15 ‘ 14 ‘ 13 ‘ 12 11 10 9 8 7 ‘ 6 ‘ 5 ‘ 4 3 2 1 0

Reserved perpl | mainp | perpl | mainp Reserved perpl | mainp | perpl | mainplla
Ifbsl | 11fbs | Irfsl | 11rfs Ilost | Illos | lachi | chieved

ip lip ip lip RW t eved RW 0X0

RW RW RW RW 0x0 RW RW
0x0 0x0 0x0 0x0 0x0 0x0

intren Fields

B S O 0

perplifbslip When set to 1,the Peripheral PLL
feedback cycle slipped bit is ORed
into the Clock Manager interrupt
output. When set to 0, the
Peripheral PLL feedback cylce
slipped bit 1s not ORed into the
Clock Manager interrupt output.

10 Imainplifbslip When set to 1,the Main PLL feedback RW 0x0
cycle slipped bit is ORed into the
Clock Manager interrupt output.
When set to O, the Main PLL
feedback cylce slipped bit is not
ORed into the Clock Manager
interrupt output.

9 perplirfslip When set to 1,the Peripheral PLL RW 0x0
reference cycle slipped bit is ORed
into the Clock Manager interrupt
output. When set to O, the
Peripheral PLL reference cylce
slipped bit is not ORed into the
Clock Manager interrupt output.

8 mainpllrfslip When set to 1,the Main PLL RW 0x0
reference cycle slipped bit is ORed
into the Clock Manager interrupt
output. When set to O, the Main
PLL reference cylce slipped bit is
not ORed into the Clock Manager
interrupt output.

Altera Corporation Clock Manager
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perplllost When set to 1, the Peripheral PLL
lost lock bit is ORed into the
Clock Manager interrupt output.
When set to O the Peripheral PLL
lost lock bit 1s not ORed into the
Clock Manager interrupt output.

2 |mainplllost When set to 1, the Main PLL lost RW 0x0
lock bit is ORed into the Clock
Manager interrupt output. When set
to O the Main PLL lost lock bit is
not ORed into the Clock Manager
interrupt output.

1 perpllachieved When set to 1, the Peripheral PLL RW 0x0
achieved lock bit is ORed into the
Clock Manager interrupt output.
When set to O the Peripheral PLL
achieved lock bit is not ORed into
the Clock Manager interrupt output.

0 mainpllachieved When set to 1, the Main PLL RW 0x0
achieved lock bit i1s ORed into the
Clock Manager interrupt output.
When set to O the Main PLL achieved
lock bit is not ORed into the Clock
Manager interrupt output.

intrens

Contain fields that enable the interrupt

Module Instance Base Address Register Address

i_clk _mgr_clkmgr ‘ OxFFD04000 ‘ OxFFD04014

Offset: 0x14
Access: RW

Important: The value of a reserved bit must be maintained in software. When you modify registers
containing reserved bit fields, you must use a read-modify-write operation to preserve state
and prevent indeterminate system behavior.
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Bit Fields
31 ‘ 30 ‘ 29 ‘ 28 ‘ 27 ‘ 26 ‘ 25 ‘ 24 ‘ 23 ‘ 22 ‘ 21 ‘ 20 ‘ 19 ‘ 18 ‘ 17 ‘ 16
Reserved
15 ‘ 14 ‘ 13 ‘ 12 11 10 9 8 7 ‘ 6 ‘ 5 ‘ 4 3 2 1 0
Reserved perpl | mainp | perpl | mainp Reserved perpl | mainp | perpl | mainplla
Ifbsl | 11fbs | Irfsl | 11rfs Ilost | Illos | lachi | chieved
ip lip ip lip RW t eved RW 0X0
RW RW RW RW 0x0 RW RW
0x0 0x0 0x0 0x0 0x0 0x0

intrens Fields

B S O 0

perplifbslip When set to 1,the Peripheral PLL
feedback cycle slipped bit is ORed
into the Clock Manager interrupt
output. When set to 0, the
Peripheral PLL feedback cylce
slipped bit is Ored into the Clock
Manager interrupt output.

10 Imainplifbslip When set to 1,the Main PLL feedback RW 0x0
cycle slipped bit is ORed into the
Clock Manager interrupt output.
When set to O, the Main PLL
feedback cylce slipped bit is Ored
into the Clock Manager interrupt
output.

9 perplirfslip When set to 1,the Peripheral PLL RW 0x0
reference cycle slipped bit is ORed
into the Clock Manager interrupt
output. When set to O, the
Peripheral PLL reference cylce
slipped bit is Ored into the Clock
Manager interrupt output.

8 mainpllrfslip When set to 1,the Main PLL RW 0x0
reference cycle slipped bit is ORed
into the Clock Manager interrupt
output. When set to O, the Main
PLL reference cylce slipped bit is
Ored into the Clock Manager
interrupt output.
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perplllost When set to 1, the Peripheral PLL
lost lock bit is ORed into the
Clock Manager interrupt output.
When set to O the Peripheral PLL
lost lock bit 1s not ORed into the
Clock Manager interrupt output.

2 |mainplllost When set to 1, the Main PLL lost RW 0x0
lock bit is ORed into the Clock
Manager interrupt output. When set
to O the Main PLL lost lock bit is
not ORed into the Clock Manager
interrupt output.

1 perpllachieved When set to 1, the Peripheral PLL RW 0x0
achieved lock bit is ORed into the
Clock Manager interrupt output.
When set to O the Peripheral PLL
achieved lock bit is not ORed into
the Clock Manager interrupt output.

0 mainpllachieved When set to 1, the Main PLL RW 0x0
achieved lock bit i1s ORed into the
Clock Manager interrupt output.
When set to O the Main PLL achieved
lock bit is not ORed into the Clock
Manager interrupt output.

intrenr

Contain fields that enable the interrupt

Module Instance Base Address Register Address

i_clk _mgr_clkmgr ‘ OxFFD04000 ‘ OxFFD04018

Offset: 0x18
Access: RW

Important: The value of a reserved bit must be maintained in software. When you modify registers
containing reserved bit fields, you must use a read-modify-write operation to preserve state
and prevent indeterminate system behavior.
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Bit Fields
31 ‘ 30 ‘ 29 ‘ 28 ‘ 27 ‘ 26 ‘ 25 ‘ 24 ‘ 23 ‘ 22 ‘ 21 ‘ 20 ‘ 19 ‘ 18 ‘ 17 ‘ 16
Reserved
15 ‘ 14 ‘ 13 ‘ 12 11 10 9 8 7 ‘ 6 ‘ 5 ‘ 4 3 2 1 0
Reserved perpl | mainp | perpl | mainp Reserved perpl | mainp | perpl | mainplla
Ifbsl | 11fbs | Irfsl | 11rfs Ilost | Illos | lachi | chieved
ip lip ip lip RW t eved RW 0X0
RW RW RW RW 0x0 RW RW
0x0 0x0 0x0 0x0 0x0 0x0

intrenr Fields

B S O 0

perplifbslip When set to 1,the Peripheral PLL
feedback cycle slipped bit is ORed
into the Clock Manager interrupt
output. When set to 0, the
Peripheral PLL feedback cylce
slipped bit is Ored into the Clock
Manager interrupt output.

10 Imainplifbslip When set to 1,the Main PLL feedback RW 0x0
cycle slipped bit is ORed into the
Clock Manager interrupt output.
When set to O, the Main PLL
feedback cylce slipped bit is Ored
into the Clock Manager interrupt
output.

9 perplirfslip When set to 1,the Peripheral PLL RW 0x0
reference cycle slipped bit is ORed
into the Clock Manager interrupt
output. When set to O, the
Peripheral PLL reference cylce
slipped bit is Ored into the Clock
Manager interrupt output.

8 mainpllrfslip When set to 1,the Main PLL RW 0x0
reference cycle slipped bit is ORed
into the Clock Manager interrupt
output. When set to O, the Main
PLL reference cylce slipped bit is
Ored into the Clock Manager
interrupt output.

Altera Corporation Clock Manager
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e ——

perplllost When set to 1, the Peripheral PLL
lost lock bit is ORed into the
Clock Manager interrupt output.
When set to O the Peripheral PLL
lost lock bit 1s not ORed into the
Clock Manager interrupt output.

2 |mainplllost When set to 1, the Main PLL lost RW 0x0
lock bit is ORed into the Clock
Manager interrupt output. When set
to O the Main PLL lost lock bit is
not ORed into the Clock Manager
interrupt output.

1 perpllachieved When set to 1, the Peripheral PLL RW 0x0
achieved lock bit is ORed into the
Clock Manager interrupt output.
When set to O the Peripheral PLL
achieved lock bit is not ORed into
the Clock Manager interrupt output.

0 mainpllachieved When set to 1, the Main PLL RW 0x0
achieved lock bit i1s ORed into the
Clock Manager interrupt output.
When set to O the Main PLL achieved
lock bit is not ORed into the Clock
Manager interrupt output.

stat

Provides status for Clock Manager including PLL lock and HW
Managed Clock State Machine busy.

Module Instance Base Address Register Address

i_clk _mgr_clkmgr ‘ OxFFD04000 ‘ OxFFD0401C

Offset: 0x1C
Access: RO

Important: The value of a reserved bit must be maintained in software. When you modify registers
containing reserved bit fields, you must use a read-modify-write operation to preserve state
and prevent indeterminate system behavior.

Clock Manager Altera Corporation

D Send Feedback


mailto:TechDocFeedback@altera.com?subject=Feedback%20on%20Clock%20Manager%20(a10_5v4%202016.10.28)&body=We%20appreciate%20your%20feedback.%20In%20your%20comments,%20also%20specify%20the%20page%20number%20or%20paragraph.%20Thank%20you.

al10_5v4
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31|30|29|28|27|26|25|24|23|22|21|20|19|18 17 16
Reserved bootc | bootmode
Iksrc RO Ox1
RO
0x0
15 | 14 | 13 | 12 | 11 | 10 9 8 7 | 6 | 5 | 4 | 3 | 2 1 0
Reserved perpl | mainp Reserved busy
Ilock | 1l1loc
ed | ked RO 0x0
RO RO
0x0 0x0
stat Fields
5 N = N 2= L
bootclksrc If 1, the source of boot clk is cb_
|ntosc_hs_d|v2_clk . 1T 0, the

boot clk source is the external
oscillator (EOSC1).

This is a read only status.

16 | bootmode If 1, the clocks are currently in RO 0x1
Boot Mode. If O, the clocks are not
in Boot Mode.

This is a read only status. For SW
to exit Boot Mode, SW must clear
the RW bit CTRL.BOOTMODE.

9 perplilocked If 1, the Peripheral PLL is RO 0x0
currently locked. If 0, the
Peripheral PLL is currently not
locked.

8 mainplllocked If 1, the Main PLL is currently RO 0x0
locked. If 0, the Main PLL is
currently not locked.

Altera Corporation Clock Manager

(;:] Send Feedback


mailto:TechDocFeedback@altera.com?subject=Feedback%20on%20Clock%20Manager%20(a10_5v4%202016.10.28)&body=We%20appreciate%20your%20feedback.%20In%20your%20comments,%20also%20specify%20the%20page%20number%20or%20paragraph.%20Thank%20you.

al0_5v4

2016.10.28 testioctrl 2-37
I T R L
busy This read only bit indicates that

the Hardware Managed clock"s state
machine is active. |ITf the state
machine is active, then the clocks
are in transition. Software
should poll this bit after changing
the source of internal clocks when
changing the state of

CTRL .BOOTMODE,
MAINPLLGRP.BYPASS .MPU or
MAINPLLGRP.BYPASS.NOC register
bits. Immediately following
writes to any of these registers,
SW should wait 0.5 usecs and then
poll this BUSY bit until it is IDLE
before proceeding with any other
register writes in the Clock
Manager .

The reset value of this bit is
applied on a cold reset; warm reset
has no affect on this bit.

Value Description
0 IDLE
1 BUSY

testioctrl

Contains fields setting the 10 output select for Test Clock
and Debug outputs. The dedicated 10 outputs includes two outputs
for the Main PLL clock outputs (PLL_CLKO and PLL_CLK1l), two outputs
for the Peripheral PLL clock outputs (PLL_CLK2 and PLL_CLK3), and one
output for miscelaneous debug for the Main and Peripheral PLL
(PLL_CLK4).

The Test Clock and Debug outputs will only propagate to the dedicated
10 based on the 10 pinmux configuration. |If Test Clocks are selected
in the pinmux, then the selects in this register determine which PLL
clocks and PLL debug signals will propagate to the I0s.

Module Instance Base Address Register Address

i_clk _mgr_clkmgr ‘ OxFFD04000 ‘ OxFFD04020

Offset: 0x20

Clock Manager Altera Corporation
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Access: RW

Important: The value of a reserved bit must be maintained in software. When you modify registers
containing reserved bit fields, you must use a read-modify-write operation to preserve state
and prevent indeterminate system behavior.

Bit Fields

31 | 30 | 29 | 28 | 27 | 26 | 25 | 24 | 23 | 22 | 21 20 | 19 | 18 | 17 | 16
Reserved debugclksel
RW 0x10
15 | 14 | 13 | 12 11 | 10 | 9 | 8 7 | 6 | 5 4 3 | 2 | 1 | 0
Reserved periclksel Reserved mainclksel
RW 0x8 RW 0x8

testioctrl Fields

T —— e —

20:16 | debugclksel Selects the source of PLL _CLK4 for 0x10
miscellaneous PLL signals.

Bit[3] (p below) determines if
from the debug output is from the
Main or Peripheral PLL. 1f 0, the
the output is from the Main PLL and
if 1, the output is from the
Peripheral PLL.

The following table determines the
PLL debug output select:

sel PLL_CLK4
Op000 OUTRESETACKO
0Op001 OUTRESETACK3
Op010 OUTRESETACKY
0Op011 PLLRESET
Op100 OUTRESETACK15
Op101 FBSLIP
Opl110 RFSLIP
Opl11 LOCK
IXXXX VSS

Altera Corporation Clock Manager
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2-39

o — e L

periciksel Selects the source of PLL_CLK2 and
PLL_CLK3 dedicated 10 outputs if
selected. All of the CLKOUT#
counter outputs are from the
Peripheral PLL.
The following table determines the
PLL counter output select:
sel PLL_CLK2 PLL_
CLK3
0000 CLKOUTO CLKOUT8
0001 CLKOUT1 CLKOUT9
0010 CLKOUTZ2 CLKOUT10
0011 CLKOUT3 CLKOUT11
0100 CLKOUT4 CLKOUT13
0101 CLKOUT5 CLKOUT14
0110 CLKOUT6 CLKOUT15
0111 CLKOUT7 CLKOUT16
Ixxx VSS VSS

3:0 mainclksel RW 0x8

Selects the source of PLL_CLKO and
PLL_CLK1 dedicated 10 outputs if
selected. All of the CLKOUT#
counter outputs are from the Main
PLL.

The following table determines the
PLL counter output select:

sel PLL_CLKO PLL
CLK1

0000 CLKOUTO CLKOUTS8
0001 CLKOUT1 CLKOUT9
0010 CLKOUT2 CLKOUT10
0011 CLKOUT3 CLKOUT11
0100 CLKOUT4 CLKOUT13
0101 CLKOUTS5 CLKOUT14
0110 CLKOUT6 CLKOUT15
0111 CLKOUT7 CLKOUT16
IXXX VSS VSS

clkmgr_mainpligrp Address Map

Module Instance Base Address End Address

i_clk_mgr_mainpllgrp ‘ OxFFD04040 ‘ OxFFDO40BF

Clock Manager
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clkmgr_mainpligrp Address Map

al0_5v4
2016.10.28

Important: To prevent indeterminate system behavior, reserved areas of memory must not be accessed by
software or hardware. Any area of the memory map that is not explicitly defined as a register

space or accessible memory is considered reserved.

vco0 on page 2-45 0x10043  |Main PLL VCO Control
Register O

vcol on page 2-47 Ox4 32 RW 0x10001 Main PLL VCO Control
Register 1

en on page 2-48 0x8 32 RW OxFF Enable Register

ens on page 2-49 0xC 32 RW OxFF Enable Set Register

enr on page 2-50 0x10 32 RW OxFF Enable Reset Register

bypass on page 2-52 0x14 32 RW Ox3F Bypass Register

bypasss on page 2-53 0x18 32 RW Ox3F Bypass Set Register

bypassr on page 2-54 0x1C 32 RW Ox3F Bypass Reset Register

npucl k on page 2-55 0x20 32 RW 0x0 Main PLL Control
Register for MPU Clock
Group.

noccl k on page 2-56 0x24 32 RW 0x0 Main PLL Control
Register for NOC Clock
Group.-

cntr2cl k on page 2- 0x28 32 RW 0x0 Main PLL Control

57 Register for Counter 2
Clock

cntr3cl k on page 2- 0x2C 32 RW 0x0 Main PLL Control

58 Register for Counter 3
Clock

cntr4cl k on page 2- 0x30 32 RW 0x0 Main PLL Control

59 Register for Counter 4
Clock

cntr5cl k on page 2- 0x34 32 RW 0x0 Main PLL Control

59 Register for Counter 5
Clock

Altera Corporation

Clock Manager
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2-41

W

cntrécl k on page 2- 0x38 Main PLL Control

60 Register for Counter 6
Clock

cntr7cl k on page 2- 0x3C 32 RW 0x0 Main PLL Control

61 Register for Counter 7
Clock

cntr8cl k on page 2- 0x40 32 RW 0x0 Main PLL Control

62 Register for Counter 8
Clock

outrst on page 2-63 0x60 32 RW 0x0 Main PLL Output
Counter Reset Register

outrststat on page 2- 0x64 32 RO 0x0 Main PLL Output

64 Counter Reset Ack
Status Register

nocdi v on page 2-65 0x68 32 RW

0x18020100 | NoC Divide Register

clkmgr_mainplligrp Summary

Base Address: OxFFD04040

Register Bit Fields
Address
Offset
i_clk_mgr_
mainpllgrp
31|30|29 28 27|26|25|24|23|22|21|20|19|18|17|16
Reserved bwad bwad j
Jen RW Ox1
RW
0x0
vcoO0
0x0 15 | 14 | 13 12 11 10 9 8 7 6 5 4 3 2 1 0
Reserved psrc Rese | sate | fast | rege | outr | en | pwrd | bgpwrdn
RW Ox0 rved n en xtlse easlelt RW n RW Ox1
RW RW 0x0 RW
Ox1 | OxO0 RW RwW Ox1
0x0 | OxO0
Clock Manager Altera Corporation
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Register Bit Fields
Address
Offset
31 | 30 | 29 | 28 | 27 | 26 | 25 | 24 | 23 | 22 21 | 20 | 19 | 18 | 17 | 16
Reserved denom
vcol RW Ox1
ox4 15 | 14 | B | 12 | 11 | 10 | 9 | 8 | 7 | 6 5 | 4 | 3 | 2 | 1 | 0
Reserved numer
RW Ox1
31 | 30 | 29 28 | 27 | 26 | 25 | 24 | 23 | 22 | 21 | 20 | 19 | 18 | 17 | 16
Reserved
15 | 14 | 13 | 12 | 11 | 10 | 9 | 8 7 6 5 4 3 2 1 0
en
Reserved hmep | s2fu | csti | cscl | 14sp | 14mp | 14ma | mpuclken
0x8 Ilre | ser0 | merc | ken | clke | clke | incl
RW Ox1
fclk | clke | Iken RW n n ken
en n RW | oxt | RW | RW | Rw
RW RW 0ox1 Ox1 | Ox1 | Ox1
Ox1 Ox1
31 | 30 | 29 | 28 | 27 | 26 | 25 | 24 23 22 21 20 19 18 17 16
Reserved
15 | 14 | 13 | 12 | 11 | 10 | 9 | 8 7 6 5 4 3 2 1 0
ens R
Reserved hmep | s2fu | csti | cscl | 14sp | 14mp | 14ma | mpuclken
0xC Ilre | ser0 | merc | ken | clke | clke | incl
RW Ox1
fclk | clke | Tken RW n n ken
en n RW | oxt | RW | RW | Rw
RW RW ox1 Ox1 | Ox1 | Ox1
Ox1 Ox1
31 | 30 | 29 | 28 | 27 | 26 | 25 | 24 23 22 21 20 19 18 17 16
Reserved
15 | 14 | 13 | 12 | 11 | 10 | 9 | 8 7 6 5 4 3 2 1 0
enr i
Reserved hmep | s2fu | csti | cscl | 14sp | 14mp | 14ma | mpuclken
0x10 Ilre | ser0 | merc | ken | clke | clke | incl
RW Ox1
fclk | clke | Iken RW n n ken
en n RW | oxL | RW | RW | Rw
RW RW Oox1 Ox1 | Ox1 | Ox1
0Ox1 Ox1
31 | 30 | 29 | 28 | 27 | 26 | 25 | 24 23 22 21 20 19 18 17 16
Reserved
15|14|13|12|11|10|9|8|7|6 5 4 3 2 1 0
bypass
Ox14 Reserved fben | rfen ?Tcp s2fu | noc mpu
RW | Rw fre sero | aw | Rw oxa
Ox1 | Ox1 RW Oox1
RW Ox1
Oox1
Altera Corporation Clock Manager
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Register

Address
Offset

Bit Fields

clkmgr_mainpligrp Summary

2-43

31 30 | 29 | 28 27 | 26 | 25 | 24 | 23 | 22 | 21 | 20 | 19 | 18 | 17 | 16
Reserved
15 14 | 13 | 12 11 | 10 | 9 | 8 | 7 | 6 5 4 3 2 1 0
bypasss
0x18 Reserved fben | rfen | hmcp | s2fu | noc mpu
RW | Rw "fre sero | aw | Rw oxa
Ox1 | Ox1 RW 0ox1
RW Ox1
Ox1
31 30 | 29 | 28 27 | 26 | 25 | 24 | 23 | 22 21 20 19 18 17 16
Reserved
15 14 | 13 | 12 11 | 10 | 9 | 8 | 7 | 6 5 4 3 2 1 0
bypassr
ox1C Reserved fben | rfen | hmep | s2fu | noc mpu
RW | RW "fre sero | aw | Rw oxt
Ox1 Ox1 RW Oox1
RW Oox1
Oox1
31 30 | 29 | 28 27 | 26 | 25 | 24 | 23 | 22 21 20 19 18 17 16
Reserved src
nmpucl k RW 0x0
0x20 15 14 | 13 | 12 11 10 | 9 | 8 | 7 | 6 | 5 | 4 3 2 1 | 0
Reserved cnt
RW 0x0
31 30 | 29 | 28 27 26 | 25 | 24 | 23 | 22 | 21 | 20 19 18 17 | 16
Reserved src
noccl k RW 0x0
ox24 5 | 14 | 13 | 2| 11| 1w | 9 | 8 | 7 | 6 | 5 | 4 3 2 1 | 0
Reserved cnt
RW 0x0
31 30 | 29 | 28 27 26 | 25 | 24 | 23 | 22 | 21 | 20 19 18 17 | 16
Reserved
cntr2clk
15 14 | 13 | 12 11 10 | 9 | 8 | 7 | 6 | 5 | 4 3 2 1 | 0
0x28
Reserved cnt
RW 0x0
31 30 | 29 | 28 27 26 | 25 | 24 | 23 | 22 | 21 | 20 19 18 17 | 16
Reserved
cntr3clk
15 14 | 13 | 12 11 10 | 9 | 8 | 7 | 6 | 5 | 4 | 3 | 2 | 1 | 0
0x2C
Reserved cnt
RW 0x0
Clock Manager Altera Corporation
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Register Bit Fields
Address
Offset
31 | 30 | 29 | 28 | 27 | 26 | 25 | 24 | 23 | 22 | 21 | 20 | 19 | 18 | 17 | 16
Reserved
cntrdcl k
15|14|13|12|11 10|9|8|7|6|5|4|3|2|1| 0
0x30
Reserved cnt
RW 0x0
31 | 30 | 29 | 28 | 27 26 | 25 | 24 | 23 | 22 | 21 | 20 | 19 | 18 | 17 | 16
Reserved
cntr5cl k
15|14|13|12|11 10|9|8|7|6|5|4|3|2|1| 0
0x34
Reserved cnt
RW Ox0
31 | 30 | 29 | 28 | 27 26 | 25 | 24 | 23 | 22 | 21 | 20 | 19 | 18 | 17 | 16
Reserved
cntrécl k
15|14|13|12|11 10|9|8|7|6|5|4|3|2|1| 0
0x38
Reserved cnt
RW Ox0
31 | 30 | 29 | 28 | 27 26 | 25 | 24 | 23 | 22 | 21 | 20 | 19 18 | 17 | 16
Reserved src
cntr7cl k Rw 0x0
0x3C 15 | 14 | 13 | 12 | 11 10 | 9 | 8 | 7 | 6 | 5 | 4 | 3 2 | 1 | 0
Reserved cnt
RW 0x0
31 | 30 | 29 | 28 | 27 26 | 25 | 24 | 23 | 22 | 21 | 20 | 19 | 18 | 17 | 16
Reserved
cntr8cl k
15|14|13|12|11 10|9|8|7|6|5|4|3|2|1| 0
0x40
Reserved cnt
RW Ox0
31 | 30 | 29 | 28 | 27 26 | 25 | 24 | 23 | 22 | 21 | 20 | 19 | 18 | 17 | 16
Reserved
out r st
15|14|13|12|11|10|9|8|7|6|5|4|3|2|1|0
0x60
outreset
RW Ox0
31 | 30 | 29 | 28 | 27 | 26 | 25 | 24 | 23 | 22 | 21 | 20 | 19 | 18 | 17 | 16
Reserved
outrststat
15|14|13|12|11|10|9|8|7|6|5|4|3|2|1|0
0x64
outresetack
RO 0x0
Altera Corporation Clock Manager
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Register Bit Fields
Address
Offset
31 | 30 | 29 28 27 26 25 24 23 | 22 | 21 | 20 | 19 | 18 17 16
Reserved cspd | cstraceclk csatclk Reserved 14spclk
bgkc' RW Ox2 RW 0x0 RW Ox2
nocdi v RW
0x68 0x1
15 | 14 | 13 12 11 10 9 8 7 | 6 | 5 | 4 | 3 | 2 1 0
Reserved 14mpclk Reserved 14mainclk
RW Ox1 RW Ox0

vcoO

Module Instance Base Address Register Address

i_clk _mgr_mainpllgrp | OxFFD04040 | OxFFD04040

Offset: 0x0
Access: RW

Important: The value of a reserved bit must be maintained in software. When you modify registers
containing reserved bit fields, you must use a read-modify-write operation to preserve state
and prevent indeterminate system behavior.

Bit Fields

31 | 30 | 29 28 27 | 26 | 25 | 24 | 23 | 22 | 21 | 20 | 19 | 18 | 17 | 16
Reserved bwadj bwadj
en RW Ox1
RW
0x0
15 | 14 | 13 12 11 10 9 8 7 6 5 4 3 2 1 0
Reserved psrc Reser | saten | faste | regex |outre | en |pwrdn| bgpwrdn
RW Ox0 ved | gy | Noreelisetall gy | re | Ruooxa
0Ox1 RW RW 0x0 Ox1
0x0 0x0 RW
0x0
Clock Manager Altera Corporation
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vcoO Fields

B S T 0

bwadjen If set to 1, the Loop Bandwidth
Adjust value comes from the Loop
Bandwidth Adjust field.

IT set to 0, the Loop Bandwidth
Adjust value equals the M field
divided by 2 value of the VCO
Control Register. The M divided by
2 is the upper 12 bits (12:1) of
the M field in the VCO register.

27:16 | bwadj Provides Loop Bandwidth Adjust RW Ox1
value.

98  |psrc Controls the VCO input clock source.| RY 0x0

Value Description
0 EOSCI1 (external oscillator)

1 cb_intosc_ls_clk (internal low speed
oscillator)

2 f2h_free_clk (FPGA fabric PLL clock
reference)

6 saten Enables saturation behavior. RW Ox1

> fasten Enables fast locking circuit. RW 0x0

4 regextsel If set to "1", the external RW 0x0
regulator is selected for the PLL.
IT set to "0°, the internal
regulator is slected.

It is strongly recommended to
select the external regulator while
the PLL is not enabled (in reset),
and then disable the external
regulater once the PLL becomes
enabled. Software should simulate-
ously update the "Enable™ bit and
the "External Regulator Input
Select” in the same write access to
the VCO register. When the
"Enable® bit is clear, the
"External Regulator Input Select”
should be set, and vice versa.

The reset value of this bit is
applied on a cold reset; warm reset
has no affect on this bit.
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m“mm
outresetall Before releasing Bypass, All Output

Counter Reset must be set and
cleared by software for correct
clock operation.

IT "1°, Reset phase multiplexer and
all output counter state. So that
after the assertion all the clocks
output are start from rising edge
align.

IT "0", phase multiplexer and
output counter state not reset and
no change to the phase of the clock
outputs.

2 en If "1", VCO is enabled. If "0", VCO RW 0x0
is Iin reset.

! pwrdn If "1", power down analog RW Ox1
circuitry. If 0", analog circuitry
not powered down.

0 bgpwrdn If "1", powers down bandgap. If e Ox1
0", bandgap is not power down.

vcol

Contains settings that control the Main PLL VCO. The VCO1l
register contains the numerator and denominator counter settings.

Module Instance Base Address Register Address

i_clk_mgr_mainpllgrp ‘ OxFFD04040 ‘ OxFFD04044

Offset: 0x4
Access: RW

Important: The value of a reserved bit must be maintained in software. When you modify registers
containing reserved bit fields, you must use a read-modify-write operation to preserve state
and prevent indeterminate system behavior.

Clock Manager Altera Corporation
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2.48 en a10_5v:

2016.10.28
31 | 30 | 29 | 28 | 27 | 26 | 25 | 24 | 23 | 22 21 | 20 | 19 | 18 | 17 | 16
Reserved denom
RW Ox1
15|14|13 12|11|10|9|8|7|6 5|4|3|2|1|0
Reserved numer
RW Ox1
vco1 Fields

e —

21:16 | denom Denominator in VCO output frequency
equation. For incremental frequency
change, if the new value lead to
less than 20% of the frequency
change, this value can be changed
without resetting the PLL. The
Numerator and Denominator can not
be changed at the same time for
incremental frequency changed.

12:0 | numer Numerator in VCO output frequency s el
equation. For incremental frequency
change, if the new value lead to
less than 20% of the frequency
change, this value can be changed
without resetting the PLL. The
Numerator and Denominator can not
be changed at the same time for
incremental frequency changed.

en

Contains fields that control clock enables for Main Clocks.
1: The clock i1s enabled.
O: The clock is disabled.

Module Instance Base Address Register Address

i_clk_mgr_mainpllgrp | OxFFD04040 | OxFFD04048

Offset: 0x8
Access: RW
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Important: The value of a reserved bit must be maintained in software. When you modify registers
containing reserved bit fields, you must use a read-modify-write operation to preserve state
and prevent indeterminate system behavior.

Bit Fields

31|30|29|28|27|26|25|24|23|22|21|20|19|18|17|16
Reserved
15|14|13|12|11|10|9|8 7 6 5 4 3 2 1 0
Reserved hmepl | s2fus | cstim | csclk | 14spc | 14mpc | 14mai | mpuclken
Irefc |erOcl |erclk| en lken | lken |nclke RW O
Iken | ken en n x1
RW | RW | Rw
RW RW RW Ox1 0Ox1 Ox1 RW
Ox1 Ox1 Ox1 Ox1
en Fields
R = —
hmeplirefclken Enables clock hmc_pll_ref clk output
6 s2fuserOclken Enables clock s2f userO_clk output RW Ox1
>  |cstimerclken Enables Debug Timer Clock output RW Ox1
(cs_timer_clk)
4 csclken Enables Debug Clock outputs (cs at_ RW Ox1
clk, cs pdbg clk, and cs_trace_clk)
3 14spclken Enables clock 14_sp clk output RW Ox1
2 14mpclken Enables clock 14 _mp_clk output RW Ox1
1 14mainclken Enables clock 14 _main_clk output RW Ox1
0 |mpuclken Enable for MPU Clock Group (mpu_ RW Ox1
clk, mpu_I2ram_clk and mpu_periph_
clk).
ens

Write One to Set correspondng Fields in the Enable Register.

Module Instance Base Address Register Address

i_clk_mgr_mainpllgrp | OxFFD04040 | OxFFD0404C
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2-50 enr
Offset: OxC
Access: RW

Important: The value of a reserved bit must be maintained in software. When you modify registers
containing reserved bit fields, you must use a read-modify-write operation to preserve state
and prevent indeterminate system behavior.

Bit Fields

31 | 30 | 29 | 28 | 27 | 26 | 25 | 24 | 23 | 22 | 21 | 20 | 19 | 18 | 17 | 16
Reserved
15 | 14 | 13 | 12 | 11 | 10 | 9 | 8 7 6 5 4 3 2 1 0
Reserved hmepl | s2fus | cstim | csclk | 14spc | 14mpc | 14mai | mpuclken
Irefc |erOcl |erclk| en Iken | lken |nclke
RW Ox1
Iken ken en n

RW RW RW
RW RW RW Ox1 Ox1 Ox1 RW

Ox1 Ox1 Ox1 Ox1
ens Fields
I S S 1
hmeplirefclken Enables clock hmc_pll_ref clk output
6 s2fuserOclken Enables clock s2f userO_clk output RW Ox1
>  |cstimerclken Enables Debug Timer Clock output RW Ox1
(cs_timer_clk)
4 csclken Enables Debug Clock outputs (cs at_ RW Ox1
clk, cs pdbg _clk and cs_trace_clk)
3 14spclken Enables clock 14_sp_clk output RW 0x1
2 14mpclken Enables clock 14_mp_clk output RW Ox1
1 14mainclken Enables clock 14 _main_clk output RW Ox1
0 |mpuclken Enable for MPU Clock Group (mpu_ RW Ox1
clk, mpu_l2ram _clk and mpu_periph_
clk).
enr
Write One to Clear corresponding fields in Enable Register.
Altera Corporation Clock Manager
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Module Instance Base Address Register Address
i_clk_mgr_mainplligrp | OxFFD04040 | OxFFD04050
Offset: 0x10
Access: RW

Important: The value of a reserved bit must be maintained in software. When you modify registers
containing reserved bit fields, you must use a read-modify-write operation to preserve state
and prevent indeterminate system behavior.

Bit Fields

31 | 30 | 29 | 28 | 27 | 26 | 25 | 24 | 23 | 22 | 21 | 20 | 19 | 18 | 17 | 16
Reserved
15 | 14 | 13 | 12 | 11 | 10 | 9 | 8 7 6 5 4 3 2 1 0
Reserved hmepl | s2fus | cstim | csclk | 14spc | 14mpc | 14mai | mpuclken
Irefc |erOcl |erclk| en Iken | Iken |nclke
RW 0Ox1
lken | ken en n

RW RW RW
RW RW RW Ox1 Ox1 Ox1 RW

Ox1 Ox1 Ox1 Ox1
enr Fields
I N 2
hmeplirefclken Enables clock hmc_pll_ref clk output
6 |s2fuserOclken Enables clock s2f user0_clk output RW Ox1
5 cstimerclken Enables Debug Timer Clock output RW Ox1
(cs_timer_clk)
4 csclken Enables Debug Clock outputs (cs_at_ Rt e
clk, cs pdbg clk and cs_trace_clk)
3 14spclken Enables clock 14_sp_clk output RW Ox1
2 14mpclken Enables clock 14 _mp_clk output RW Ox1
! 14mainclken Enables clock 14 main_clk output RW Ox1
0 |mpuclken Enable for MPU Clock Group (mpu_ RW Ox1
clk, mpu_I2ram_clk and mpu_periph_
clk).
Clock Manager Altera Corporation
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bypass

Contains fields that control bypass for clocks derived from

the Main PLL.
1: The clock is bypassed to boot_clk.
O: The clock is derived from the 5:1 active mux.

Module Instance Base Address Register Address

i_clk_mgr_mainpllgrp | OxFFD04040 | OxFFD04054

Offset: 0x14

Access: RW

Important: The value of a reserved bit must be maintained in software. When you modify registers
containing reserved bit fields, you must use a read-modify-write operation to preserve state
and prevent indeterminate system behavior.

Bit Fields

31 | 30 | 29 | 28 | 27 | 26 | 25 | 24 | 23 | 22 | 21 | 20 | 19 | 18 | 17 | 16
Reserved
15 | 14 | 13 | 12 | 11 | 10 | 9 | 8 | 7 | 6 5 4 3 2 1 0
Reserved fben | rfen | hmcpl | s2fus| noc mpu
re | rw [ TTET e oy | Rwooxt
Ox1 Ox1 RW RW Ox1
Ox1 Ox1

bypass Fields

B S O S 0

Then If set, the pll_main_fben _clk will
be bypassed to the boot_clk. The
pll_main_fben_clk is used to
synchronously update the Numerator
to the Main PLL.

4 rfen If set, the pll_main_rfen_clk will RW Ox1
be bypassed to the boot clk. The
pll_main_rfen_clk is used to
synchronously update the
Denominator to the Main PLL.

3 |hmepliref If set, the hmc_pll_ref clk will be RW Ox1
bypassed to the boot clk.

Clock Manager
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N S O Y [
s2fuser0 If set, the s2f user0_clk will be
bypassed to the boot_clk.
1 noc If set, the NOC clock group will be RW 0x1
bypassed to boot clk.
0 |mpu If set, the MPU clock group will be RW Ox1
bypassed to the boot_clk.
bypasss

Write One to Set corresponding fields in Bypass Register.

Module Instance Base Address Register Address

i_clk_mgr_mainpllgrp | OxFFD04040 | OxFFD04058

Offset: 0x18
Access: RW

Important: The value of a reserved bit must be maintained in software. When you modify registers
containing reserved bit fields, you must use a read-modify-write operation to preserve state
and prevent indeterminate system behavior.

Bit Fields

31|30|29|28|27|26|25|24|23|22|21|20|19|18|17|16
Reserved
15 | 14 | 13 | 12 | 11 | 10 | 9 | 8 | 7 | 6 5 4 3 2 1 0
Reserved fben | rfen |hmecpl | s2fus| noc mpu
Re | rw | 1Tl er0 b oy | Rw oxt
Ox1 | Ox1 | RW RW | Ox1
0Ox1 Ox1
bypasss Fields
IR S I N L
Tben If set, the pll_main_fben clk will

be bypassed to the boot_clk. The
pll_main_fben_clk is used to
synchronously update the Numerator
to the Main PLL.
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R N I = W 22
rfen If set, the pll_main_rfen_clk will
be bypassed to the boot_clk. The
pll_main_rfen_clk is used to
synchronously update the
Denominator to the Main PLL.
3 |hmepliref If set, the hmc_pll_ref clk will be RW Ox1
bypassed to the boot_clk.
2 s2fuser0 If set, the s2f user0 clk will be RW Ox1
bypassed to the boot clk.
1 noc If set, the NOC clock group will be RW Ox1
bypassed to the boot clk.
0 mpu If set, the MPU clock group will be RW Ox1
bypassed to the boot_clk.
bypassr

Write One to Clear corresponding fields in Bypass Register.

Module Instance Base Address Register Address

i_clk_mgr_mainpllgrp | OxFFD04040 | OxFFD0405C

Offset: 0x1C
Access: RW

Important: The value of a reserved bit must be maintained in software. When you modify registers
containing reserved bit fields, you must use a read-modify-write operation to preserve state
and prevent indeterminate system behavior.

Bit Fields

31 | 30 | 29 | 28 | 27 | 26 | 25 | 24 | 23 | 22 | 21 | 20 | 19 | 18 | 17 | 16
Reserved
15|14|13|12|11|10|9|8|7|6 5 4 3 2 1 0
Reserved fben | rfen | hmepl | s2fus | noc mpu
re | rw | 1T er0 by | Rwooxt
Ox1 Ox1 RW RW 0ox1
Ox1 Ox1
Altera Corporation Clock Manager
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bypassr Fields
““mm
foen If set, the pll_main_fben clk will

be bypassed to the boot_clk. The
pll_main_fben_clk is used to
synchronously update the Numerator
to the Main PLL.

4 rfen If set, the pll_main_rfen clk will RW Ox1
be bypassed to the boot clk. The
pll_main_rfen_clk is used to
synchronously update the
Denominator to the Main PLL.

3 |hmcpliref If set, the hmc_pll_ref clk will be RW Ox1
bypassed to the boot_clk.

2 s2fuser0 If set, the s2f userO clk will be RW Ox1
bypassed to the input clock
reference of the Main PLL.

! noc If set, the NOC clock group will be RW Ox1
bypassed to the input clock
reference of the Main PLL.

0 mpu If set, the MPU clock group will be s el
bypassed to the input clock
reference of the Main PLL.

mpuclk

Contains settings that control clock mpu_clk generated from
the Main PLL VCO clock.

Module Instance Base Address Register Address

i_clk _mgr_mainpllgrp ‘ OxFFD04040 ‘ OxFFD04060

Offset: 0x20
Access: RW

Important: The value of a reserved bit must be maintained in software. When you modify registers
containing reserved bit fields, you must use a read-modify-write operation to preserve state
and prevent indeterminate system behavior.
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Bit Fields
31|30|29|28|27|26|25|24|23|22|21|20|19 18|17|16
Reserved src
RW 0x0
15|14|13|12|11 10|9|8|7|6|5|4|3 2|1|0
Reserved cnt
RW 0x0
mpuclk Fields

I O 21
18:16 Selects the source for the active

5:1 clock selection when the PLL is
not bypassed.

Value Description
0 pll0_mpu_base_clk

1 pll1_mpu_base_clk

2 oscl_clk (external oscillator)
3

cb_intosc_hs_div2_clk (internal high speed
oscillator divided by 2)

4 f2h_free_clk (FPGA fabric PLL clock

reference)
10:0 |ent Divides the VCO/2 frequency by the s 0x0
value+l in this field.
nocclk

Contains settings that control clock main_clk generated from
the Main PLL VCO clock.

Module Instance Base Address Register Address

i_clk _mgr_mainpllgrp | OxFFD04040 | OxFFD04064

Offset: 0x24
Access: RW

Important: The value of a reserved bit must be maintained in software. When you modify registers

containing reserved bit fields, you must use a read-modify-write operation to preserve state
and prevent indeterminate system behavior.
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Bit Fields

31 | 30 | 29 | 28 | 27 | 26 | 25 | 24 | 23 | 22 | 21 | 20 | 19 18 | 17 | 16
Reserved src
RW 0x0
15 | 14 | 13 | 12 | 11 10 | 9 | 8 | 7 | 6 | 5 | 4 | 3 2 | 1 | 0
Reserved cnt
RW 0x0
nocclk Fields

I O 21
18:16 Selects the source for the active

5:1 clock selection when the PLL is
not bypassed.

Value Description
0 pll0_noc_base_clk

1 pll1_noc_base_clk

2 oscl_clk (external oscillator)
3

cb_intosc_hs_div2_clk (high speed internal
oscillator divided by 2)

4 f2h_free_clk (FPGA Fabric PLL clock

reference)
10:0 |ent Divides the VCO frequency by the s 0x0
value+l in this field.
cntr2clk

Contains settings that control Counter 2 clock generated
from the Main PLL VCO clock.

Module Instance Base Address Register Address

i_clk _mgr_mainpllgrp | OxFFD04040 | OxFFD04068

Offset: 0x28

Access: RW

Important: The value of a reserved bit must be maintained in software. When you modify registers
containing reserved bit fields, you must use a read-modify-write operation to preserve state
and prevent indeterminate system behavior.
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31 | 30 | 29 | 28 | 27 | 26 | 25 | 24 | 23 | 22 | 21 | 20 | 19 | 18 | 17 | 16
Reserved
15 | 14 | 13 | 12 | 11 10 | 9 | 8 | 7 | 6 | 5 | 4 | 3 | 2 | 1 | 0
Reserved cnt

cntr2clk Fields

I S O R £

Divides the VCO frequency by the
value+l in this field.

cntr3clk

Contains settings that control Counter 3 clock generated
from the Main PLL VCO clock.

Module Instance Base Address Register Address

i_clk _mgr_mainpllgrp | OxFFD04040 | OxFFD0406C

Offset: 0x2C
Access: RW

Important: The value of a reserved bit must be maintained in software. When you modify registers
containing reserved bit fields, you must use a read-modify-write operation to preserve state
and prevent indeterminate system behavior.

Bit Fields

31 | 30 | 29 | 28 | 27 | 26 | 25 | 24 | 23 | 22 | 21 | 20 | 19 | 18 | 17 | 16
Reserved
15 | 14 | 13 | 12 | 11 10 | 9 | 8 | 7 | 6 | 5 | 4 | 3 | 2 | 1 | 0
Reserved cnt
RW 0x0
Altera Corporation Clock Manager
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cntr3clk Fields

I S O 01

Divides the VCO frequency by the
value+l in this field.

cntrdclk

Contains settings that control Counter 4 clock generated
from the Main PLL VCO clock.

Module Instance Base Address Register Address

i_clk _mgr_mainpllgrp | OxFFD04040 | OxFFD04070

Offset: 0x30
Access: RW

Important: The value of a reserved bit must be maintained in software. When you modify registers
containing reserved bit fields, you must use a read-modify-write operation to preserve state
and prevent indeterminate system behavior.

Bit Fields

31 | 30 | 29 | 28 | 27 | 26 | 25 | 24 | 23 | 22 | 21 | 20 | 19 | 18 | 17 | 16
Reserved
15 | 14 | 13 | 12 | 11 10 | 9 | 8 | 7 | 6 | 5 | 4 | 3 | 2 | 1 | 0
Reserved cnt
RW 0x0

cntrdclk Fields

I S O )

Divides the VCO frequency by the
value+1l in this field.

cntr5clk

Contains settings that control Counter 5 clock generated
from the Main PLL VCO clock.
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Module Instance Base Address Register Address
i_clk_mgr_mainpllgrp | OxFFD04040 | OxFFD04074
Offset: 0x34
Access: RW

Important: The value of a reserved bit must be maintained in software. When you modify registers
containing reserved bit fields, you must use a read-modify-write operation to preserve state
and prevent indeterminate system behavior.

Bit Fields

31 | 30 | 29 | 28 | 27 | 26 | 25 | 24 | 23 | 22 | 21 | 20 | 19 | 18 | 17 | 16
Reserved
15 | 14 | 13 | 12 | 11 10 | 9 | 8 | 7 | 6 | 5 | 4 | 3 | 2 | 1 | 0
Reserved cnt
RW 0x0

cntr5clk Fields

I S O 0

Divides the VCO frequency by the
value+l in this field.

cntré6clk

Contains settings that control Counter 6 clock generated
from the Main PLL VCO clock.

Module Instance Base Address Register Address

i_clk_mgr_mainpllgrp | OxFFD04040 | OxFFD04078

Offset: 0x38
Access: RW

Important: The value of a reserved bit must be maintained in software. When you modify registers
containing reserved bit fields, you must use a read-modify-write operation to preserve state
and prevent indeterminate system behavior.
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31 | 30 | 29 | 28 | 27 | 26 | 25 | 24 | 23 | 22 | 21 | 20 | 19 | 18 | 17 | 16
Reserved
15 | 14 | 13 | 12 | 11 10 | 9 | 8 | 7 | 6 | 5 | 4 | 3 | 2 | 1 | 0
Reserved cnt
RW 0xO0

cntréclk Fields

I S O R £

Divides the VCO frequency by the
value+l in this field.

cntr7clk

Contains settings that control Counter 7 clock generated
from the Main PLL VCO clock.

Module Instance Base Address Register Address

i_clk _mgr_mainpllgrp | OxFFD04040 | OxFFD0407C

Offset: 0x3C
Access: RW

Important: The value of a reserved bit must be maintained in software. When you modify registers
containing reserved bit fields, you must use a read-modify-write operation to preserve state
and prevent indeterminate system behavior.

Bit Fields

31 | 30 | 29 | 28 | 27 | 26 | 25 | 24 | 23 | 22 | 21 | 20 | 19 18 | 17 | 16
Reserved src
RW 0x0
15 | 14 | 13 | 12 | 11 10 | 9 | 8 | 7 | 6 | 5 | 4 | 3 2 | 1 | 0
Reserved cnt
RW 0xO
Clock Manager Altera Corporation
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cntr7clk Fields

I S O 01 A

18:16 Selects the source for the active

5:1 clock selection when the PLL is
not bypassed.

Value Description
0 pll0_h2f user0_clk

1 pll1_h2f user0_clk

2 oscl_clk (external oscillator)
3

cb_intosc_hs_div2_clk (internal high speed
oscillator divided by 2)

4 f2h_free_clk (FPGA fabric PLL clock

reference)
10:0  fent Divides the VCO frequency by the RW 0x0
value+1l in this field.
cntr8clk

Contains settings that control Counter 8 clock generated
from the Main PLL VCO clock.

Module Instance Base Address Register Address

i_clk_mgr_mainpllgrp | OxFFD04040 | OxFFD04080

Offset: 0x40
Access: RW
Important: The value of a reserved bit must be maintained in software. When you modify registers

containing reserved bit fields, you must use a read-modify-write operation to preserve state
and prevent indeterminate system behavior.

Bit Fields

31 | 30 | 29 | 28 | 27 | 26 | 25 | 24 | 23 | 22 | 21 | 20 | 19 | 18 | 17 | 16
Reserved
15 | 14 | 13 | 12 | 11 10 | 9 | 8 | 7 | 6 | 5 | 4 | 3 | 2 | 1 | 0
Reserved cnt
RW 0x0
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cntr8clk Fields

I S O 01

Divides the VCO frequency by the
value+l in this field.

outrst

Contains settings to assert individual Outreset for all Main
PLL Counters.

Module Instance Base Address Register Address

i_clk _mgr_mainpllgrp | OxFFD04040 | OxFFD0O40A0

Offset: 0x60
Access: RW

Important: The value of a reserved bit must be maintained in software. When you modify registers
containing reserved bit fields, you must use a read-modify-write operation to preserve state
and prevent indeterminate system behavior.

Bit Fields

31 | 30 | 29 | 28 | 27 | 26 | 25 | 24 | 23 | 22 | 21 | 20 | 19 | 18 | 17 | 16
Reserved
15|14|13|12|11|10|9|8|7|6|5|4|3|2|1|0
outreset
RW 0x0
Clock Manager Altera Corporation
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outrst Fields

I S O 01

outreset Resets the individual PLL output
counter.

For software to change the PLL
output counter without producing
glitches on the respective clock,
SW must set the Output Counter
Reset Register "Output Counter
Reset” bit. Software then polls the
respective Output Counter Reset
Acknowledge bit in the Output
Counter Reset Ack Status Register.
Software then writes the
appropriate counter register, and
then clears the respective Output
Counter Reset bit.

LSB "outreset[0]" corresponds to
PLL output clock CO, etc.

IT set to "1", reset output
divider, no clock output from
counter.

IT set to "0°, counter is not reset.
The reset value of this bit is
applied on a cold reset; warm reset
has no affect on this bit.

outrststat

Contains Output Clock Counter Reset acknowledge status.

Module Instance Base Address Register Address

i_clk_mgr_mainpllgrp ‘ OxFFD04040 ‘ OxFFD040A4

Offset: 0x64
Access: RO

Important: The value of a reserved bit must be maintained in software. When you modify registers
containing reserved bit fields, you must use a read-modify-write operation to preserve state
and prevent indeterminate system behavior.
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al10_5v4

2016.10.28 nocdiv 2-65
31 | 30 | 29 | 28 | 27 | 26 | 25 | 24 | 23 | 22 | 21 | 20 | 19 | 18 | 17 | 16
Reserved
15 | 14 | 13 | 12 | 11 | 10 | 9 | 8 | 7 | 6 | 5 | 4 | 3 | 2 | 1 | 0
outresetack
RO 0x0

outrststat Fields

e ——

outresetack These read only bits per PLL output
indicate that the PLL has received
the Output Reset Counter request
and has gracefully stopped the
respective PLL output clock.

For software to change the PLL
output counter without producing
glitches on the respective clock,
SW must set the Output Counter
Reset Register "Output Counter
Reset”™ bit. Software then polls the
respective Output Counter Reset
Acknowlledge bit in the Output
Counter Reset Ack Status Register.
Software then writes the
appropriate counter register, and
then clears the respective Output
Counter Reset bit.

The reset value of this bit is
applied on a cold reset; warm reset
has no affect on this bit.

Value Description
0 IDLE
ACK_RECEIVED

nocdiv

Contains fields that control clock dividers for NoC Clocks.

Module Instance Base Address Register Address

i_clk _mgr_mainpllgrp | OxFFD04040 | OxFFD040A8

Clock Manager Altera Corporation
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2-66 nocdiv

Offset: 0x68
Access: RW

al10_5v4
2016.10.28

Important: The value of a reserved bit must be maintained in software. When you modify registers
containing reserved bit fields, you must use a read-modify-write operation to preserve state
and prevent indeterminate system behavior.

Bit Fields

31 | 30 | 29 28 27 | 26 25 | 24 23 | 22 | 21 | 20 | 19 | 18 17 | 16
Reserved cspdb | cstraceclk csatclk Reserved l4spclk
gelk RW 0x2 RW 0x0 RW 0x2
RW
Ox1
15 | 14 | 13 12 10 9 8 7 | 6 | 5 | 4 | 3 | 2 0
Reserved 14mpclk Reserved I4mainclk
RW Ox1 RW Ox0

nocdiv Fields

I S O )

cspdbgclk

The external cs_pdbg_clk divider is
specified in this field. This
divider is cascaded after the cs_at_
clk external divider.

Value
0 Divl

1 Div4

Description

27:26 | cstraceclk

The external cs_trace_clk divider

is specified in this field. The cs_
trace_clk is used by the actual
trace interface to the debugger.
This divider is cascaded after the
cs_at_clk external divider.

Value Description
Divl
Div2
Div4

Div8

w NN = O

RW

0x2

Altera Corporation
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10_5v4
2015.1\,0.28 clkmgr_perpligrp Address Map 2-67

I S S 01

2524 | csatclk The external cs_at _clk divider is
specified in this field.

Value Description
0 Divl
1 Div2
2 Div4
3 Div8
17:16 | 14spclk The external 14 _sp_clk divider is RW 0x2
specified in this field.
Value Description
0 Divl
1 Div2
2 Div4
3 Div8
9:8 | 14mpclk The external 14_mp_clk divider is RW Ox1
specified in this field.
Value Description
0 Divl
1 Div2
2 Div4
3 Div8
1:0 | l4mainclk The external 14 _main_clk divider is RW 0x0

specified in this field.

Value Description
0 Divl
1 Div2
2 Div4
3 Div8
clkmgr_perpligrp Address Map
Clock Manager Altera Corporation
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2-68 clkmgr_perpligrp Address Map

i_clk_mgr_perpligrp

al10_5v4

2016.10.28

Module Instance Base Address End Address

| OxFFD040C0

| OxFFDO413F

Important: To prevent indeterminate system behavior, reserved areas of memory must not be accessed by
software or hardware. Any area of the memory map that is not explicitly defined as a register

space or accessible memory is considered reserved.

vcoO on page 2-73 0x10043 Peripheral PLL VCO
Control Register O

vcol on page 2-75 Ox4 32 RW 0x10001 Main PLL VCO Control
Register

en on page 2-76 0x8 32 RW OXF7F Enable Register

ens on page 2-78 0xC 32 RW OXF7F Enable Set Register

enr on page 2-79 0x10 32 RW OxXF7F Enable Reset Register

bypass on page 2-80 0x14 32 RW OXFF Bypass Register

bypasss on page 2-82 0x18 32 RW OxFF Bypass Set Register

bypassr on page 2-83 0x1C 32 RW OxXFF Bypass Reset Register

cntr2cl k on page 2- 0x28 32 RW 0x0 Peripheral PLL Control

84 Register for Counter 2
Clock

cntr3cl k on page 2- 0x2C 32 RW 0x0 Peripheral PLL Control

85 Register for Counter 3
Clock

cntr4cl k on page 2- 0x30 32 RwW 0x0 Peripheral PLL Control

86 Register for Counter 4
Clock

cntr5cl k on page 2- 0x34 32 RW 0x0 Peripheral PLL Control

87 Register for Counter 5
Clock

cntrécl k on page 2- 0x38 32 RW 0x0 Peripheral PLL Control

88 Register for Counter 6
Clock

Altera Corporation
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al0_5v4
2016.10.28

clkmgr_perpligrp Summary

W

cntr7clk on page 2- 0x3C Peripheral PLL Control

89 Register for Counter 7
Clock

cntr8clk on page 2- 0x40 32 RW 0x0 Peripheral PLL Control

90 Register for Counter 8
Clock

outrst on page 2-91 0x60 32 RW 0x0 Peripheral PLL Output
Counter Reset Register

outrststat on page 2- 0x64 32 RO 0x0 Peripheral PLL Output

92 Counter Reset Ack
Status Register

emacct| on page 2-93 0x68 32 RW 0x0 Main Divide Register

gpi odi v on page 2-95 0x6C 32 RW Ox1

GP10 Divide Register

clkmgr_perpllgrp Summary

Base Address: OXxFFD040CO

Register Bit Fields
Address
Offset
i_clk_mgr_
perpligrp
31|30|29 28 27|26|25|24|23|22|21|20|19|18|17|16
Reserved bwad bwadj
Jen RW Ox1
RW
0x0
vco0
0x0 15 | 14 | 3| 12| 11| 10| 9 8 7 6 5 4 3 2 1 0
Reserved psrc Rese | sate | fast | rege | outr | en | pwrd | bgpwrdn
RW 0xO0 rved n en xtlse easlelt RW n RW Ox1
RW RW 0x0 RW
Ox1 | OxO0 RW RW Ox1
0x0 | OxO0
Clock Manager Altera Corporation
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al10_5v4

2-70 clkmgr_perpligrp Summary 2016.10.28
Register Bit Fields
Address
Offset
31 | 30 | 29 | 28 | 27 | 26 | 25 | 24 | 23 | 22 21 | 20 | 19 | 18 | 17 | 16
Reserved denom
vcol RW Ox1
ox4 15 | 14 | 13| 12 | 11 | 10 | 9 | 8 | 7 | 6 5 | 4 | 3 | 2 | 1 | 0
Reserved numer
RW Ox1
31 | 30 | 29 28 | 27 | 26 | 25 | 24 | 23 | 22 | 21 | 20 | 19 | 18 | 17 | 16
Reserved
15 | 14 | 13 | 12 11 10 9 8 7 6 5 4 3 2 1 0
en
Reserved gspi | nand | spim | usbc | Rese | s2fu | sdmm | gpio | emac | emac | emac | emacOen
0x8 clke | clke | clke | Iken | rved | serl | cclk | dben | ptpe | 2en | len | . o -
n n n RW ctre en RW n RW RW
RW RW RW Ox1 RW Ox1 RW Ox1 Ox1
Ox1 Ox1 | Ox1 RW Ox1 Ox1
Ox1
31 | 30 | 29 | 28 27 26 25 24 23 22 21 20 19 18 17 16
Reserved
15 | 14 | 13 | 12 11 10 9 8 7 6 5 4 3 2 1 0
ens _ N i
Reserved gspi | nand | spim | usbc | Rese | s2fu | sdmm | gpio | emac | emac | emac | emacOen
0xC clke | clke | clke | Iken | rved | serl | cclk | dben | ptpe | 2en | len | . o -
n n n RW ctre en RW n RW RW
RW RW RW Ox1 RW Ox1 RW Ox1 Oox1
Ox1 Ox1 | Ox1 RW Ox1 Ox1
Ox1
31 | 30 | 29 | 28 27 26 25 24 23 22 21 20 19 18 17 16
Reserved
15 | 14 | 13 | 12 11 10 9 8 7 6 5 4 3 2 1 0
enr B N i
Reserved gspi | nand | spim | usbc | Rese | s2fu | sdmm | gpio | emac | emac | emac | emacOen
0x10 clke | clke | clke | lken | rved | serl | cclk | dben | ptpe | 2en | len | .. o .
n n n RW cﬁre en RW n RW RW
RW RW RW Ox1 RW Ox1 RW Ox1 Ox1
Ox1 Ox1 | Ox1 RW Ox1 Ox1
Ox1
31 | 30 | 29 | 28 27 26 25 24 23 22 21 20 19 18 17 16
Reserved
bypass 15 | 14 | 13 | 12 | 11 | 10 | 9 | 8 7 6 5 4 3 2 1 0
0x14 Reserved fben | rfen | s2fu | sdmm | gpio | emac | emac | emaca
RW | mw | SE€TL| ¢ | dbpptp b b0
Ox1 | Ox1 RW RW RW RW RW
Ox1 Ox1 Ox1 Ox1 Ox1
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al10_5v4

2016.10.28 clkmgr_perpligrp Summary 2-71
Register Bit Fields
Address
Offset
31 | 30 | 29 | 28 | 27 | 26 | 25 | 24 | 23 | 22 | 21 | 20 | 19 | 18 | 17 | 16
Reserved
bypasss 15 | 14 | 13 | 12 | 11 | 10 | 9 | 8 7 6 5 4 3 2 1 0
0x18 Reserved fben | rfen | s2fu | sdmm | gpio | emac | emac | emaca
Ry | rw | S€rL| c | dbpptp | b oo
Ox1 Ox1 RW RW RW RW RW
0ox1 Ox1 0Ox1 Ox1 Ox1
31 | 30 | 29 | 28 | 27 | 26 | 25 | 24 23 22 21 20 19 18 17 16
Reserved
bypassr 15 | 14 | 13 | 12 | 11 | 10 | 9 | 8 7 6 5 4 3 2 1 0
0x1C Reserved fben | rfen | s2fu | sdmm | gpio | emac | emac | emaca
RW | rw | S€TL| ¢ | db pptp | b by
Ox1 Ox1 RW RW RW RW RW
Ox1 Ox1 Oox1 Ox1 Oox1
31 | 30 | 29 | 28 | 27 | 26 | 25 | 24 23 22 21 20 19 18 17 16
Reserved src
cntr2clk RW 0x0
0x28 15 | 14 | 13 | 12 | 11 10 | 9 | 8 | 7 | 6 | 5 | 4 | 3 2 | 1 | 0
Reserved cnt
RW 0x0
31 | 30 | 29 | 28 | 27 26 | 25 | 24 | 23 | 22 | 21 | 20 | 19 18 | 17 | 16
Reserved src
cntr3cl k Rw 0x0
ox2C 15 | 14 | 13 | 12 | 1| 10 | 9 | 8 | 7 | 6 | 5 | 4 | 3 2 | 1 | 0
Reserved cnt
RW 0x0
31 | 30 | 29 | 28 | 27 26 | 25 | 24 | 23 | 22 | 21 | 20 | 19 18 | 17 | 16
Reserved src
cntr4cl k RW 0x0
0x30 15 | 14 | 13 | 12 | 1| 10 | 9 | 8 | 7 | 6 | 5 | 4 | 3 2 | 1 | 0
Reserved cnt
RW Ox0
31 | 30 | 29 | 28 | 27 26 | 25 | 24 | 23 | 22 | 21 | 20 | 19 18 | 17 | 16
Reserved src
cntr5cl k Rw 0x0
0x34 15 | 14 | 13 | 12 | 11 10 | 9 | 8 | 7 | 6 | 5 | 4 | 3 2 | 1 | 0
Reserved cnt
RW Ox0
Clock Manager Altera Corporation
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al10_5v4

2-72 clkmgr_perpllgrp Summary 2016.10.28
Register Bit Fields
Address
Offset
31 | 30 | 29 | 28 | 27 | 26 | 25 | 24 | 23 | 22 | 21 | 20 | 19 18 | 17 | 16
Reserved src
cntr6cl k RW 0x0
0x38 15 | 14 | 13 | 12 | 1| 10 | 9 | 8 | 7 | 6 | 5 | 4 | 3 2 | 1 | 0
Reserved cnt
RW 0x0
31 | 30 | 29 | 28 | 27 26 | 25 | 24 | 23 | 22 | 21 | 20 | 19 | 18 | 17 | 16
Reserved
cntr7cl k
15 | 14 | 13 | 12 | 11 10 | 9 | 8 | 7 | 6 | 5 | 4 | 3 | 2 | 1 | 0
0x3C
Reserved cnt
RW 0x0
31 | 30 | 29 | 28 | 27 26 | 25 | 24 | 23 | 22 | 21 | 20 | 19 18 | 17 | 16
Reserved src
cntr8cl k RW 0x0
0x40 15 | 14 | 13 | 12 | 1| 10 | 9 | 8 | 7 | 6 | 5 | 4 | 3 2 | 1 | 0
Reserved cnt
RW 0x0
31 | 30 | 29 | 28 | 27 26 | 25 | 24 | 23 | 22 | 21 | 20 | 19 | 18 | 17 | 16
Reserved
outrst
15 | 14 | 13 | 12 | 11 | 10 | 9 | 8 | 7 | 6 | 5 | 4 | 3 | 2 | 1 | 0
0x60
outreset
RW 0x0
31 | 30 | 29 | 28 | 27 | 26 | 25 | 24 | 23 | 22 | 21 | 20 | 19 | 18 | 17 | 16
Reserved
outrststat
15 | 14 | 13 | 12 | 11 | 10 | 9 | 8 | 7 | 6 | 5 | 4 | 3 | 2 | 1 | 0
0x64
outresetack
RO 0x0
31 | 30 | 29 28 27 26 25 | 24 | 23 | 22 | 21 | 20 | 19 | 18 | 17 | 16
Reserved emac | emac | emac Reserved
2sel | 1sel | Osel
emacct | RW RW RW
0x68 0x0 0x0 0x0
15 | 14 | B | 12| 11| 10 9 | 8 | 7 | 6 | 5 | 4 | 3 | 2 | 1 | 0
Reserved
Altera Corporation Clock Manager
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al10_5v4

2016.10.28 vco0 e
Register Bit Fields
Address
Offset
31|30|29|28|27|26|25|24|23|22|21|20|19|18|17| 16
Reserved
gpi odi v
15|14|13|12|11|10|9|8|7|6|5|4|3|2|1|0
0x6C
gpiodbclk
RW Ox1
vco0

Contains settings that control the Peripheral PLL VCO.
VCOO register contains signals required for PLL reset and power down.

Module Instance Base Address Register Address

i_clk _mgr_perpligrp | OxFFD040CO | OxFFD040C0

Offset: 0x0
Access: RW

Important: The value of a reserved bit must be maintained in software. When you modify registers
containing reserved bit fields, you must use a read-modify-write operation to preserve state
and prevent indeterminate system behavior.

Bit Fields

31 | 30 | 29 28 27 | 26 | 25 | 24 | 23 | 22 | 21 | 20 | 19 | 18 | 17 | 16
Reserved bwad j bwadj
en RW Ox1
RW
0x0
15 | 14 | 13 12 11 10 9 8 7 6 5 4 3 2 1 0
Reserved psrc Reser | saten | faste | regex |outre| en |pwrdn| bgpwrdn
RW 0x0 ved | gy 0 el Sefa' RW | RW | Rw oxi
0Ox1 RW RW 0x0 Ox1
0x0 0x0 RW
0x0
Clock Manager Altera Corporation
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al10_5v4

2-74 vco0 2016.10.28
vcoO Fields
m“mm
bwadjen If set to 1, the Loop Bandwidth

Adjust value comes from the Loop
Bandwidth Adjust field.

IT set to 0, the Loop Bandwidth
Adjust value equals the M field
divided by 2 value of the VCO
Control Register. The M divided by
2 is the upper 12 bits (12:1) of
the M field in the VCO register.

27:16 | bwadj Provides Loop Bandwidth Adjust b b
value.
98 |psrc Controls the VCO input clock source.| RY 0x0
Value Description
0 EOSC1
1 INTOSC
2 F2S
3 MAIN
6 saten Enables saturation behavior. A L
> fasten Enables fast locking circuit. RW 0x0
4 regextsel IT set to "1", the external RW 0x0

regulator is selected for the PLL.
IT set to "0°, the internal
regulator is slected.

It is strongly recommended to
select the external regulator while
the PLL is not enabled (in reset),
and then disable the external
regulater once the PLL becomes
enabled. Software should simulate-
ously update the "Enable™ bit and
the "External Regulator Input
Select” in the same write access to
the VCO register. When the
"Enable® bit is clear, the
"External Regulator Input Select”
should be set, and vice versa.

The reset value of this bit is
applied on a cold reset; warm reset
has no affect on this bit.
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al0_5v4

2016.10.28 vcol 2-75
m“mm
outresetall Before releasing Bypass, All Output

Counter Reset must be set and
cleared by software for correct
clock operation.

IT "1°, Reset phase multiplexer and
all output counter state. So that
after the assertion all the clocks
output are start from rising edge
align.

IT "0", phase multiplexer and
output counter state not reset and
no change to the phase of the clock
outputs.

2 en If "1", VCO is enabled. If "0", VCO RW 0x0
is Iin reset.

! pwrdn If "1", power down analog RW Ox1
circuitry. If 0", analog circuitry
not powered down.

0 bgpwrdn If "1", powers down bandgap. If e Ox1
0", bandgap is not power down.

vcol

Contains settings that control the Peripheral PLL VCO. The
VCO1 register contains the numerator and denominator counter settings.

Module Instance Base Address Register Address

i_clk_mgr_perplligrp ‘ OxFFD040CO ‘ OxFFD040C4

Offset: 0x4
Access: RW

Important: The value of a reserved bit must be maintained in software. When you modify registers
containing reserved bit fields, you must use a read-modify-write operation to preserve state
and prevent indeterminate system behavior.
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al10_5v4

2-76 en 2016.10.28
31 | 30 | 29 | 28 | 27 | 26 | 25 | 24 | 23 | 22 21 | 20 | 19 | 18 | 17 | 16
Reserved denom
RW Ox1
15 | 14 | 13 12 | 11 | 10 | 9 | 8 | 7 | 6 5 | 4 | 3 | 2 | 1 | 0
Reserved numer
RW Ox1
vco1 Fields

e —

21:16 | denom Denominator in VCO output frequency
equation. For incremental frequency
change, if the new value lead to
less than 20% of the frequency
change, this value can be changed
without resetting the PLL. The
Numerator and Denominator can not
be changed at the same time for
incremental frequency changed.

12:0 | numer Numerator in VCO output frequency s el
equation. For incremental frequency
change, if the new value lead to
less than 20% of the frequency
change, this value can be changed
without resetting the PLL. The
Numerator and Denominator can not
be changed at the same time for
incremental frequency changed.

en

Contains fields that control clock enables for clocks
derived from the Peripheral PLL.
1: The clock is enabled.
0: The clock is disabled.

Module Instance Base Address Register Address

i_clk _mgr_perpligrp | OxFFD040CO | OxFFD040C8

Offset: 0x8
Access: RW
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al0_5v4

2016.10.28 en 2-77

Important: The value of a reserved bit must be maintained in software. When you modify registers
containing reserved bit fields, you must use a read-modify-write operation to preserve state
and prevent indeterminate system behavior.

Bit Fields

31‘30‘29‘28‘27‘26‘25‘24‘23‘22‘21‘20‘19‘18‘17‘16
Reserved
15 ‘ 14 ‘ 13 ‘ 12 11 10 9 8 7 6 5 4 3 2 1 0
Reserved gspic | nandc | spimc | usbcl | Reser | s2fus | sdmmc | gpiod | emacp | emac2 | emacl | emacOen
lken | lken | lken | ken ved |erlcl clken| ben | tpen en en
Kken RW Ox1
RW RW RW RW RW RW RW RW RW
Ox1 0Ox1 Ox1 Ox1 RW Ox1 Ox1 Ox1 Ox1 Ox1
Ox1
en Fields
T m L mmm Emes
gspiclken Enables QSPI peripheral clock.

This enable goes outside of the
Clock Manger to the QSPI directly.

10 | nandclken Enables NAND peripheral clock. RW Ox1
This enable goes outside of the
Clock Manger to the NAND directly.

9 spimclken Enables SPI Master peripheral RW Ox1
clock. This enable goes outside
of the Clock Manger to the SPIM
directly.

8  |usbclken Enables USB peripheral clock. RW Ox1

This enable goes outside of the
Clock Manger to the USB directly.

6 s2fusericlken Enables clock s2f userl_clk output RW Ox1

> sdmmccken Enables SDMMC peripheral clock. Rt 0x1
This enable goes outside of the
Clock Manger to the SDMMC directly.

4 gpiodben Enables clock gpio_db_clk output RW Ox1

3 emacptpen Enables clock emac_ptp_clk output RW 0x1

2 emaczen Enables clock emac2_clk output RW 0x1

1 emaclen Enables clock emacl _clk output R 0>t
Clock Manager Altera Corporation
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al0_5v4

i 2016.10.28
m“mm
emacoen ‘Enables clock emacO _clk output ’ ’

ens

Write One to Set corresonding fields in Enable Register.

Module Instance Base Address Register Address

i_clk _mgr_perpllgrp | OxFFD040CO | OxFFDO0O40CC

Offset: 0xC
Access: RW

Important: The value of a reserved bit must be maintained in software. When you modify registers
containing reserved bit fields, you must use a read-modify-write operation to preserve state
and prevent indeterminate system behavior.

Bit Fields

31|30|29|28|27|26|25|24|23|22|21|20|19|18|17|16
Reserved
15 | 14 | 13 | 12 11 10 9 8 7 6 5 4 3 2 1 0
Reserved gspic | nandc | spimc | usbcl | Reser | s2fus | sdmmc | gpiod | emacp | emac2 | emacl | emacOen
Iken | lken | lken ken ved |erlcl |clken| ben | tpen en en
b RW Ox1
RW RW RW RW RW RW RW RW RW
Ox1 Ox1 Ox1 0Ox1 RW Ox1 Ox1 Ox1 Ox1 Ox1
Ox1
ens Fields
R - I - N =1 ==
gspiclken Enables QSPI peripheral clock.

This enable goes outside of the
Clock Manger to the QSPI directly.

10 nandclken Enables NAND peripheral clock. RW Ox1
This enable goes outside of the
Clock Manger to the NAND directly.

9 |spimclken Enables SPI Master peripheral RW Ox1
clock. This enable goes outside
of the Clock Manger to the SPIM
directly.
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usbclken Enables USB peripheral clock.

This enable goes outside of the
Clock Manger to the USB directly.

6 s2fusericlken Enables clock s2f userl_clk output RW Ox1

> sdmmcclken Enables SDMMC peripheral clock. RW Ox1
This enable goes outside of the
Clock Manger to the SDMMC directly.

4 gpiodben Enables clock gpio_db_clk output RW Ox1

3 emacptpen Enables clock emac_ptp_clk output RW Ox1

2 emac2en Enables clock emac2_clk output RW Ox1

1 emaclen Enables clock emacl clk output R Ox1

0 emacOen Enables clock emacO_clk output RW Ox1
enr

Write One to Clear corresponding fields in Enable Register.

Module Instance Base Address Register Address

i_clk_mgr_perplligrp | OxFFD040CO | OxFFD040D0

Offset: 0x10
Access: RW

Important: The value of a reserved bit must be maintained in software. When you modify registers
containing reserved bit fields, you must use a read-modify-write operation to preserve state
and prevent indeterminate system behavior.

Bit Fields

31 | 30 | 29 | 28 | 27 | 26 | 25 | 24 | 23 | 22 | 21 | 20 | 19 | 18 | 17 | 16
Reserved
15 | 14 | 13 | 12 11 10 9 8 7 6 5 4 3 2 1 0
Reserved gspic | nandc | spimc | usbcl | Reser | s2fus | sdmmc | gpiod | emacp | emac2 | emacl | emacOen
Iken | lken | lken ken ved |erlcl |clken| ben | tpen en en
Ken RW 0Ox1
RW RW RW RW RW RW RW RW RW
Oox1 Ox1 ox1 Ox1 RW Oox1 Ox1 Oox1 Ox1 Oox1
Ox1
Clock Manager Altera Corporation
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enr Fields
I )
gspiclken Enables QSPI peripheral clock.
This enable goes outside of the
Clock Manger to the QSPI directly.
10 |nandclken Enables NAND peripheral clock. RW Ox1
This enable goes outside of the
Clock Manger to the NAND directly.
9 |spimclken Enables SPI Master peripheral RW 0x1
clock. This enable goes outside
of the Clock Manger to the SPIM
directly.
8 usbclken Enables USB peripheral clock. RW Ox1
This enable goes outside of the
Clock Manger to the USB directly.
6 s2fuserilclken Enables clock s2f userl_clk output RW Ox1
> sdmmcclken Enables SDMMC peripheral clock. RW Ox1
This enable goes outside of the
Clock Manger to the SDMMC directly.
4 |gpiodben Enables clock gpio_db_clk output RW Ox1
3 emacptpen Enables clock emac_ptp_clk output RW Ox1
2 emaczen Enables clock emac2 clk output RW Ox1
1 S Enables clock emacl_clk output Bl 0x1
0 emacQen Enables clock emacO _clk output RW Ox1
bypass

Contains fields that control bypass for clocks derived from
the Peripheral PLL.
1: The clock is bypassed.
0: The clock is derived from the 5:1 active mux.

Module Instance Base Address Register Address

i_clk_mgr_perplligrp ‘ OxFFD040CO ‘ OxFFD040D4
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bypass
Offset: 0x14
Access: RW

Important: The value of a reserved bit must be maintained in software. When you modify registers
containing reserved bit fields, you must use a read-modify-write operation to preserve state
and prevent indeterminate system behavior.

Bit Fields

31 ‘ 30 ‘ 29 ‘ 28 ‘ 27 ‘ 26 ‘ 25 ‘ 24 ‘ 23 ‘ 22 ‘ 21 ‘ 20 ‘ 19 ‘ 18 ‘ 17 ‘ 16
Reserved
15 ‘ 14 ‘ 13 ‘ 12 ‘ 11 ‘ 10 ‘ 9 ‘ 8 7 6 5 4 3 2 1 0
Reserved fben | rfen | s2fus | sdmmc | gpiod | emacp | emacbh emaca
Rw | Rw | ®" | Rw 3 tp RW | RW Oxl
Ox1 0x1 RW 0x1 RW RW Ox1
Ox1 Ox1 Ox1

bypass Fields

I S O N £

Toen If set, the pll_main_fben clk will

be bypassed to the boot_clk. The
pll_main_fben clk is used to
synchronously update the Numerator
to the Main PLL.

6 rfen If set, the pll_peri_rfen clk will RW Ox1
be bypassed to the boot clk. The
pll _peri_rfen clk is used to
synchronously update the
Denominator to the Peripheral PLL.

> s2fuserl If set, the s2f userl _clk will be RW Ox1
bypassed to the boot_clk.

4 sdmme If set, the sdmmc_clk will be RW Ox1
bypassed to the boot clk.

3 |gpiodb If set, the gpio_db_clk will be RW Ox1
bypassed to the boot clk.

2 SiEEEY If set, the emac_ptp_clk will be B Ox1
bypassed to the boot_clk.

! emach If set, the emacb_free clk will be RW Ox1
bypassed to the boot_clk.

0 emaca If set, the emaca_free clk will be RW Ox1
bypassed to the boot clk.

Clock Manager
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bypasss

Write One to Set corresponding fields in Bypass Register.

Module Instance Base Address Register Address

i_clk_mgr_perpllgrp | OxFFD040CO | OxFFD040D8

Offset: 0x18
Access: RW

Important: The value of a reserved bit must be maintained in software. When you modify registers
containing reserved bit fields, you must use a read-modify-write operation to preserve state
and prevent indeterminate system behavior.

Bit Fields

31 | 30 | 29 | 28 | 27 | 26 | 25 | 24 | 23 | 22 | 21 | 20 | 19 | 18 | 17 | 16

Reserved

15 | 14 | 13 | 12 | 11 | 10 | 9 | 8 7 6 5 4 3 2 1 0

Reserved fben | rfen | s2fus | sdmmc | gpiod | emacp | emacb emaca

RW | Rw RW o rw | RwWoxt
ox1 | ox1 | RW | oxt | RW | RW | ox1
Ox1 Ox1 Ox1

bypasss Fields

I S O 0

Tben If set, the pll_main_fben clk will
be bypassed and the boot _clk will
be used. The pll_main_fben_clk is
used to synchronously update the
Numerator to the Main PLL.

6  |rfen If set, the pll_peri_rfen _clk will RW Ox1

be bypassed and the boot_clk will
be used. The pll_peri_rfen_clk is
used to synchronously update the
Denominator to the Peripheral PLL.

> |s2fuserl If set, the s2f userl clk wi RW 0x1

]|
bypassed and the boot_clk will
used.

be
be

Altera Corporation Clock Manager
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sdmmc If set, the sdmmc_clk will be
bypassed and the boot_clk will be
used.
3 |gpiodb If set, the gpio_db_clk will be RW Ox1
bypassed and the boot_clk will be
used.
2 emacptp If set, the emac_ptp_clk will be RW Ox1
bypassed and the boot_clk will be
used.
1 emach If set, the emach free clk will be RW 0x1
bypassed and the boot clk will be
used.
0 emaca If set, the emaca free clk will be RW Ox1
bypassed and the boot clk will be
used.
bypassr

Write One to Clear corresponding fields in Bypass Register.

Module Instance Base Address Register Address

i_clk _mgr_perpligrp | OxFFD040CO | OxFFD040DC

Offset: 0x1C
Access: RW

Important: The value of a reserved bit must be maintained in software. When you modify registers
containing reserved bit fields, you must use a read-modify-write operation to preserve state
and prevent indeterminate system behavior.

Bit Fields

31 | 30 | 29 | 28 | 27 | 26 | 25 | 24 | 23 | 22 | 21 | 20 | 19 | 18 | 17 | 16
Reserved

15 | 14 | 13 | 12 | 11 | 10 | 9 | 8 7 6 5 4 3 2 1 0
Reserved fben | rfen | s2fus | sdmmc | gpiod | emacp | emacbh emaca

Rw | rw | €| Rw o tp RW | RwW Ox1

0Ox1 Ox1 RW Ox1 RW RW Ox1
0Ox1 0Ox1 Ox1

Clock Manager Altera Corporation
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bypassr Fields
I S 2
foen If set, the pll_main_fben clk will

be bypassed to the boot_clk. The
pll_main_fben_clk is used to
synchronously update the Numerator
to the Main PLL.

6 rfen If set, the pll_peri_rfen clk will RW Ox1
be bypassed to the boot clk. The
pll_peri_rfen_clk is used to
synchronously update the
Denominator to the Peripheral PLL.

>  |s2fuserl If set, the s2f userl clk will be RW Ox1
bypassed to the input clock
reference of the Peripheral PLL.

4 |sdmme If set, the sdmmc_clk will be RW Ox1
bypassed to the input clock
reference of the Peripheral PLL.

3 |gpiodb If set, the gpio_db_clk will be RW Ox1
bypassed to the input clock
reference of the Peripheral PLL.

2 SR If set, the emac_ptp_clk will be o Ox1
bypassed to the input clock
reference of the Peripheral PLL.

1 emach If set, the emacb free clk will be RW 0x1
bypassed to the input clock
reference of the Peripheral PLL.

0 emaca If set, the emaca free clk will be RW Ox1
bypassed to the input clock
reference of the Peripheral PLL.

cntr2clk

Contains settings that control Counter 2 clock generated
from the Peripheral PLL VCO clock.

Module Instance Base Address Register Address

i_clk_mgr_perplligrp ‘ OxFFD040CO ‘ OxFFDO40E8

Altera Corporation Clock Manager
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Offset: 0x28
Access: RW
Important: The value of a reserved bit must be maintained in software. When you modify registers

containing reserved bit fields, you must use a read-modify-write operation to preserve state
and prevent indeterminate system behavior.

Bit Fields

31 | 30 | 29 | 28 | 27 | 26 | 25 | 24 | 23 | 22 | 21 | 20 | 19 18 | 17 | 16
Reserved src
RW 0x0
15 | 14 | 13 | 12 | 11 10 | 9 | 8 | 7 | 6 | 5 | 4 | 3 2 | 1 | 0
Reserved cnt
RW 0x0

cntr2clk Fields

I S O )

18:16 Selects the source for the active
5:1 clock selection when the PLL is
not bypassed.

Value Description

0 pllo_emaca_base_clk

1 plll_emaca_base_clk

2 oscl_clk (external oscillator)

3 cb_intosc_hs_div2_clk (internal high speed
oscillator divided by 2)

4 f2h_free_clk (FPGA fabric PLL clock
reference)

10:0 |ent Divides the VCO frequency by the s 0x0
value+l In this field.

cntr3clk

Contains settings that control Counter 3 clock generated
from the Peripheral PLL VCO clock.

Module Instance Base Address Register Address

i_clk _mgr_perpllgrp | OxFFD040C0 | OxFFDO40EC

Clock Manager
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Offset: 0x2C

Access: RW
Important: The value of a reserved bit must be maintained in software. When you modify registers

containing reserved bit fields, you must use a read-modify-write operation to preserve state
and prevent indeterminate system behavior.

Bit Fields

31 | 30 | 29 | 28 | 27 | 26 | 25 | 24 | 23 | 22 | 21 | 20 | 19 18 | 17 | 16
Reserved src
RW 0x0
15 | 14 | 13 | 12 | 11 10 | 9 | 8 | 7 | 6 | 5 | 4 | 3 2 | 1 | 0
Reserved cnt
RW 0x0

cntr3clk Fields

I S O )

18:16 Selects the source for the active
5:1 clock selection when the PLL is
not bypassed.

Value Description

0 pllo_emacb_base_clk

1 pll1_emacb_base_clk

2 oscl_clk (external oscillator)

3 cb_intosc_hs_div2_clk (internal high speed
oscillator divided by 2)

4 f2h_free_clk (FPGA fabric PLL clock
reference)

10:0  fent Divides the VCO frequency by the RW 0x0
value+1l in this field.

cntr4dclk

Contains settings that control Counter 4 clock generated
from the Peripheral PLL VCO clock.

Module Instance Base Address Register Address

i_clk _mgr_perpllgrp | OxFFD040C0 | OxFFDO40FO0
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Offset: 0x30
Access: RW
Important: The value of a reserved bit must be maintained in software. When you modify registers

containing reserved bit fields, you must use a read-modify-write operation to preserve state
and prevent indeterminate system behavior.

Bit Fields

31 | 30 | 29 | 28 | 27 | 26 | 25 | 24 | 23 | 22 | 21 | 20 | 19 18 | 17 | 16
Reserved src
RW 0x0
15 | 14 | 13 | 12 | 11 10 | 9 | 8 | 7 | 6 | 5 | 4 | 3 2 | 1 | 0
Reserved cnt
RW 0x0

cntrdclk Fields

I S O )

18:16 Selects the source for the active
5:1 clock selection when the PLL is
not bypassed.

Value Description

0 pllo_emac_ptp_clk

1 pll1_emac_ptp_clk

2 oscl_clk (external oscillator)

3 cb_intosc_hs_div2_clk (internal high speed
oscillator divided by 2)

4 f2h_free_clk (FPGA fabric PLL clock
reference)

10:0  fent Divides the VCO frequency by the RW 0x0
value+1l in this field.

cntr5clk

Contains settings that control Counter 5 clock generated
from the Peripheral PLL VCO clock.

Module Instance Base Address Register Address

i_clk _mgr_perpllgrp | OxFFD040C0 | OxFFD0O40F4
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Offset: 0x34

Access: RW

Important: The value of a reserved bit must be maintained in software. When you modify registers

containing reserved bit fields, you must use a read-modify-write operation to preserve state
and prevent indeterminate system behavior.

Bit Fields

31 | 30 | 29 | 28 | 27 | 26 | 25 | 24 | 23 | 22 | 21 | 20 | 19 18 | 17 | 16
Reserved src
RW 0x0
15 | 14 | 13 | 12 | 11 10 | 9 | 8 | 7 | 6 | 5 | 4 | 3 2 | 1 | 0
Reserved cnt
RW 0x0

cntr5clk Fields

I S O )

18:16 Selects the source for the active
5:1 clock selection when the PLL is
not bypassed.

Value Description

0 pll0_gpio_clk

1 pll1_gpio_clk

2 oscl_clk (external oscillator)

3 cb_intosc_hs_div2_clk (internal high speed
oscillator divided by 2)

4 f2h_free_clk (FPGA fabric PLL clock
reference)

10:0  fent Divides the VCO frequency by the RW 0x0
value+1l in this field.

cntréclk

Contains settings that control Counter 6 clock generated
from the Peripheral PLL VCO clock.

Module Instance Base Address Register Address

i_clk _mgr_perpllgrp | OxFFD040C0 | OxFFDO40F8
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Offset: 0x38
Access: RW
Important: The value of a reserved bit must be maintained in software. When you modify registers

containing reserved bit fields, you must use a read-modify-write operation to preserve state
and prevent indeterminate system behavior.

Bit Fields

31 | 30 | 29 | 28 | 27 | 26 | 25 | 24 | 23 | 22 | 21 | 20 | 19 18 | 17 | 16
Reserved src
RW 0x0
15 | 14 | 13 | 12 | 11 10 | 9 | 8 | 7 | 6 | 5 | 4 | 3 2 | 1 | 0
Reserved cnt
RW 0x0

cntré6clk Fields

I S O )

18:16 Selects the source for the active
5:1 clock selection when the PLL is
not bypassed.

Value Description

0 pllo_sdmmc_clk

1 pll1_sdmmc_clk

2 oscl_clk (external oscillator)

3 cb_intosc_hs_div2_clk (internal high speed
oscillator divided by 2)

4 f2h_free_clk (FPGA fabric PLL clock
reference)

10:0  fent Divides the VCO frequency by the RW 0x0
value+1l in this field.

cntr7clk

Contains settings that control Counter 7 clock generated
from the Peripheral PLL VCO clock.

Module Instance Base Address Register Address

i_clk _mgr_perpllgrp | OxFFD040C0 | OxFFDO40FC
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Offset: 0x3C

Access: RW

Important: The value of a reserved bit must be maintained in software. When you modify registers
containing reserved bit fields, you must use a read-modify-write operation to preserve state

and prevent indeterminate system behavior.

Bit Fields
16

31 | 30 | 29 | 28 | 27 | 26 | 25 | 24 | 23 | 22 | 21 | 20 | 19 | 18 | 17 |
Reserved
15 | 14 | 13 | 12 | 11 10 | 9 | 8 | 7 | 6 | 5 | 4 | 3 | 2 | 1 | 0
Reserved cnt
RW 0xO0

cntr7clk Fields

I S O R £

Divides the VCO frequency by the
value+l in this field.

cntr8clk

Contains settings that control Counter 8 clock generated
from the Peripheral PLL VCO clock.

Module Instance Base Address Register Address

i_clk _mgr_perpllgrp | OxFFD040C0 | OxFFD04100

Offset: 0x40

Access: RW

Important: The value of a reserved bit must be maintained in software. When you modify registers
containing reserved bit fields, you must use a read-modify-write operation to preserve state

and prevent indeterminate system behavior.

Clock Manager
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Bit Fields

31 | 30 | 29 | 28 | 27 | 26 | 25 | 24 | 23 | 22 | 21 | 20 | 19 18 | 17 | 16
Reserved src
RW 0x0
15 | 14 | 13 | 12 | 11 10 | 9 | 8 | 7 | 6 | 5 | 4 | 3 2 | 1 | 0
Reserved cnt
RW 0x0

cntr8clk Fields

I O 21
18:16 Selects the source for the active

5:1 clock selection when the PLL is
not bypassed.

Value Description
0 pllo_h2f userl_clk

1 pll1_h2f userl_clk

2 oscl_clk (external oscillator)
3

cb_intosc_hs_div2_clk (internal high speed
oscillator divided by 2)

4 f2h_free_clk (FPGA fabric PLL clock

reference)
10:0 |ent Divides the VCO frequency by the s 0x0
value+l in this field.
outrst

Contains settings to assert individual Outreset for all
Peripheral PLL Counters.

Module Instance Base Address Register Address

i_clk _mgr_perpligrp | OxFFD040C0 | OxFFD04120

Offset: 0x60

Access: RW

Important: The value of a reserved bit must be maintained in software. When you modify registers
containing reserved bit fields, you must use a read-modify-write operation to preserve state
and prevent indeterminate system behavior.
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Bit Fields

31|30|29|28|27|26|25|

24|23

|22|21|20|19|18|17|16

Reserved

15|14|13|12|11|10|9|

8 | 7

[ e [s e[ f2]r] o

outreset
RW 0x0

outrst Fields

I S O R £

counter.

outreset Resets the individual PLL output

For software to change the PLL
output counter without producing
glitches on the respective clock,
SW must set the Output Counter
Reset Register "Output Counter
Reset”™ bit. Software then polls the
respective Output Counter Reset
Acknowledge bit in the Output
Counter Reset Ack Status Register.
Software then writes the
appropriate counter register, and

then clears the respective Output
Counter Reset bit.

LSB "outreset[0]" corresponds to
PLL output clock CO, etc.

If set to "1°, reset output
divider, no clock output from
counter.

IT set to 0", counter is not reset.
The reset value of this bit is
applied on a cold reset; warm reset
has no affect on this bit.

outrststat

Contains Output Clock Counter Reset acknowledge status.

Module Instance Base Address Register Address

i_clk_mgr_perpligrp

| OxFFD040C0

| OxFFD04124

Offset: 0x64
Access: RO

Altera Corporation
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Important: The value of a reserved bit must be maintained in software. When you modify registers
containing reserved bit fields, you must use a read-modify-write operation to preserve state
and prevent indeterminate system behavior.

Bit Fields

31 ‘ 30 ‘ 29 ‘ 28 ‘ 27 ‘ 26 ‘ 25 ‘ 24 ‘ 23 ‘ 22 ‘ 21 ‘ 20 ‘ 19 ‘ 18 ‘ 17 ‘ 16

Reserved

15 ‘ 14 ‘ 13 ‘ 12 ‘ 11 ‘ 10 ‘ 9 ‘ 8 ‘ 7 ‘ 6 ‘ 5 ‘ 4 ‘ 3 ‘ 2 ‘ 1 ‘ 0

outresetack
RO 0x0

outrststat Fields

e ——

outresetack These read only bits per PLL output
indicate that the PLL has received
the Output Reset Counter request
and has gracefully stopped the
respective PLL output clock.

For software to change the PLL
output counter without producing
glitches on the respective clock,
SW must set the Output Counter
Reset Register "Output Counter
Reset” bit. Software then polls the
respective Output Counter Reset
Acknowlledge bit in the Output
Counter Reset Ack Status Register.
Software then writes the
appropriate counter register, and
then clears the respective Output
Counter Reset bit.

The reset value of this bit is
applied on a cold reset; warm reset
has no affect on this bit.

Value Description
0 IDLE
1 ACK_RECEIVED

emacctl

Contains fields that control clock dividers for main clocks
derived from the Main PLL

Clock Manager Altera Corporation
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Module Instance Base Address Register Address

i_clk_mgr_perpllgrp

| OxFFD040CO | OxFFD04128

Offset: 0x68
Access: RW

Important: The value of a reserved bit must be maintained in software. When you modify registers
containing reserved bit fields, you must use a read-modify-write operation to preserve state
and prevent indeterminate system behavior.

Bit Fields

31 | 30 | 29 28 27 26 25 | 24 | 23 | 22 | 21 | 20 | 19 | 18 | 17 | 16
Reserved emac?2 | emacl | emacO Reserved
sel sel sel
RW RW RW
0ox0 0x0 0ox0
15 |14|13 12 11 10 9|8|7|6|5|4|3|2|1| 0
Reserved

emacctl Fields

I S N 0

emac2sel Selects the source for emac2_clk as
either emaca_free clk or emacb_free
clk.
Value Description
0 EMACA
1 EMACB
27 |emaclsel Selects the source for emacl clk as RW 0x0
either emaca free clk or emachb free_
clk.
Value Description
0 EMACA
1 EMACB
Altera Corporation Clock Manager

C] Send Feedback


mailto:TechDocFeedback@altera.com?subject=Feedback%20on%20Clock%20Manager%20(a10_5v4%202016.10.28)&body=We%20appreciate%20your%20feedback.%20In%20your%20comments,%20also%20specify%20the%20page%20number%20or%20paragraph.%20Thank%20you.

al10_5v4

2016.10.28 gpiodiv 2-95
RECH = = - W= ==
emacOsel Selects the source for emacO _clk as
either emaca_free clk or emacb_free
clk.
Value Description

0 EMACA

1 EMACB
gpiodiv

Contains a field that controls the clock divider for the
GP10 De-bounce clock.

Module Instance Base Address Register Address

i_clk _mgr_perpllgrp | OxFFD040C0 | OxFFD0412C

Offset: 0x6C
Access: RW

Important: The value of a reserved bit must be maintained in software. When you modify registers
containing reserved bit fields, you must use a read-modify-write operation to preserve state
and prevent indeterminate system behavior.

Bit Fields

31 | 30 | 29 | 28 | 27 | 26 | 25 | 24 | 23 | 22 | 21 | 20 | 19 | 18 | 17 | 16
Reserved

15 | 14 | 13 | 12 | 11 | 10 | 9 | 8 | 7 | 6 | 5 | 4 | 3 | 2 | 1 | 0
gpiodbclk

RW Ox1
gpiodiv Fields
I S S T T
gpiodbelk The gpio_db_clk is divided down

from the periph_base clk by the
value plus one specified in this
field. The value 0 (divide by 1) is
illegal. A value of 1 indicates
divide by 2, 2 divide by 3, etc.
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clkmgr_alteragrp Address Map

Module Instance Base Address End Address

i_clk _mgr_alteragrp | OxFFD04140 | OxXFFDO4FFF

Important: To prevent indeterminate system behavior, reserved areas of memory must not be accessed by
software or hardware. Any area of the memory map that is not explicitly defined as a register
space or accessible memory is considered reserved.

“

mpucl k on page 2-97 0x10001  'MPU Internal PLL
Counters

noccl k on page 2-98 0x4 32 RW 0x30003 NOC Internal PLL
Counters

clkmgr_alteragrp Summary

Base Address: OxFFD04140

Register Bit Fields
Address
Offset
i_clk_mgr_
alteragrp
31 | 30 | 29 | 28 | 27 26 | 25 | 24 | 23 | 22 | 21 | 20 | 19 | 18 | 17 | 16
Reserved pericnt
npucl k RW Ox1
0x0 15|14|13|12|11 10|9|8|7|6|5|4|3|2|1|0
Reserved maincnt
RW Ox1
31 | 30 | 29 | 28 | 27 26 | 25 | 24 | 23 | 22 | 21 | 20 | 19 | 18 | 17 | 16
Reserved pericnt
noccl k RW 0x3
ox4 15|14|13|12|11 10|9|8|7|6|5|4|3|2|1|0
Reserved maincnt
RW 0x3
Altera Corporation Clock Manager
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mpuclk
Contains internal counter setting for MPU Clock groups for
both PLLs.
Module Instance Base Address Register Address
i_clk _mgr_alteragrp | OxFFD04140 | OxFFD04140
Offset: 0x0
Access: RW

Important: The value of a reserved bit must be maintained in software. When you modify registers
containing reserved bit fields, you must use a read-modify-write operation to preserve state
and prevent indeterminate system behavior.

Bit Fields

31 | 30 | 29 | 28 | 27 26 | 25 | 24 | 23 | 22 | 21 | 20 | 19 | 18 | 17 | 16

Reserved pericnt
RW Ox1

15 | 14 | 13 | 12 | 11 10 | 9 | 8 | 7 | 6 | 5 | 4 | 3 | 2 | 1 | 0

Reserved maincnt
RW Ox1

mpuclk Fields

I S S A

26:16 |pericnt Divides the VCO frequency by the

value+1l in this field. This field
loads the internal counter in the
Main PLL for the Main Clock Group.

Note: Intel recommends that you do not alter the
value of this register. Changing the value at run
time can cause the system to become unstable.

10:0 |maincnt Divides the VCO frequency by the RW Ox1
value+1l in this field. This field
loads the internal counter in the
Main PLL for the Main Clock Group.

Note: Intel recommends that you do not alter the
value of this register. Changing the value at run
time can cause the system to become unstable.
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nocclk

Contains settings that control clock main_clk generated from
the Main PLL VCO clock.

Module Instance Base Address Register Address

i_clk _mgr_alteragrp | OxFFD04140 | OxFFD04144

Offset: 0x4
Access: RW

Important: The value of a reserved bit must be maintained in software. When you modify registers
containing reserved bit fields, you must use a read-modify-write operation to preserve state
and prevent indeterminate system behavior.

Bit Fields

31 | 30 | 29 | 28 | 27 26 | 25 | 24 | 23 | 22 | 21 | 20 | 19 | 18 | 17 | 16
Reserved pericnt
RW 0x3
15 | 14 | 13 | 12 | 11 10 | 9 | 8 | 7 | 6 | 5 | 4 | 3 | 2 | 1 | 0
Reserved maincnt
RW 0x3
nocclk Fields
N S =~ B =2 =
26:16 | pericnt Divides the VCO frequency by the

value+l in this field. This field
loads the internal counter in the
NOC PLL for the NOC Clock Group.

10:0 maincnt Divides the VCO frequency by the RW 0x3
value+1l in this field. This field
loads the internal counter in the
NOC PLL for the NOC Clock Group.
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Document Revision History

Table 2-8: Document Revision History

I I S

October 2016 2016.10.28 |, Added mpuclk register (offset 0x0) to i_clk_mgr_alteragrp

May 2016 2016.05.27 |, Removed references to f2h_emac*_ap_clk in the Arria 10 Top
Level Clocks table. The Ethernet application interface (also called
the switch interface) is not supported.

o Removed clk9cntr (offset 0x44) and clki5cntr (offset 0x5C)
registers from the i_clk_mgr_mainpllgrp

« Removed clk9cntr register (offset 0x44) from the i_clk_mgr_
perpllgrp

o Clarified the src fields of the clk*cntr registers in the i_clk_mgr_
mainpllgrp and i_clk_mgr_perpllgrp

Removed references to PLL counter outputs C9-C15 from the

following topics:

« Boot Clock
« PLLs
o FREE FVCO, and FOUT Equations

May 2016 2016.05.03 | Added a section titled "L4 Peripheral Clocks".
November 2015 2015.11.02 | Updated Sections:

 Clock Manager Block Diagram and System Integration
o PLL Integration

« Software Sequenced Clocks

+ Clock Gating

» Boot Clock

Added Sections:

» Updating PLL Settings without a System Reset
« MPU Clock Scaling

Updates:

+ Removed references to PLL output C9 used as HMC PLL reference
clock.

May 2015 2015.05.04 |, ypdated Block Diagram with HMC block

o Added Arria 10 Top Level Clocks table

» Updated PLL Integration in Clock Manager figure
» Added Address Map and Register Descriptions
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I T

December 2014 2014.12.15 | Clock Manager Block Diagram. Updated mux output route. NOC
clock added. Peripheral Clocks block update
C15 input for PLL1 has been removed throughout document.
August 2014 2014.08.18 | Initial release.
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Reset Manager

The reset manager generates module reset signals based on reset requests from the various sources in the
HPS and FPGA fabric, and software writing to the module-reset control registers. The reset manager
ensures that a reset request from the FPGA fabric can occur only after the FPGA portion of the system-
on-a-chip (SoC) device is configured.

The HPS contains multiple reset domains. Each reset domain can be reset independently. A reset may be
initiated externally, internally or through software.

The Reset domains and sequences include security features. The security manager works with Power On
Reset (POR) and brings the reset manager out of reset only when the secure fuses have been loaded and
validated. Once this process is complete, the reset manager brings the rest of the HPS out of reset.

Table 3-1: HPS Reset Domains

Domain Domain Logic Module Master Description
Name
POR | Power on Reset. The entire HPSis | Security Manager After POR, the security
reset. manager comes out of
reset and validates the
security fuses. After
validation, the reset
manager is released from
reset and proceeds to
perform a cold reset on the
HPS.
System | Cold Reset. All of the HPS except | Reset Manager Using the known security
Cold | security manager and POR fuse state, the HPS is placed in

logic.

the default state, allowing
software to boot. Cold
reset is triggered by POR
as well as other sources.
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Domain Domain Logic Module Master Description
Name

System | System Warm (SW) is a warm reset. | Reset Manager Used to recover system

Warm | All of the HPS except security from a non-responsive
manager, POR, Fuse Logic, and test condition. Resets a subset
access port (TAP), and Debug of the HPS state reset by a
domains are reset. cold reset. Only affects the

system reset domain,
which allows debugging
(including trace) to
operate through the warm
reset. It is possible to mask
a warm reset for some
modules such that they are
not affected.

Debug | All debug logic including most of | Reset Manager May be asserted by cold
the DAP, CoreSight™ components reset, the debugger or
connected to the debug peripheral software. Used to recover
bus, trace, the microprocessor unit debug logic from a non-
(MPU) subsystem, and the FPGA responsive condition.
fabric.

TAP JTAG test access port (TAP) Reset Manager Asserted by cold reset or
controller, which is used by the by Software.
debug access port (DAP).

RAM | The on-chip memories are cleared | Reset Manager Memories may be cleared

Clear on cold or warm as

indicated by the
corresponding bits in the
ramstat register.
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The HPS supports the following reset types:

System cold reset

+ Used to ensure the HPS is placed in a default state sufficient for software to boot
« Triggered by a power-on reset and other sources

» Resets all HPS logic that can be reset

o Affects all reset domains

System warm reset

o Used to recover system from a non-responsive condition

o Does not reset the Debug or TAP reset domain, allowing debug functions including trace to operate
through out a warm reset

o Masks allow software to exclude modules from warm reset. Exceptions for masks:

« To maintain security, there is no mask for security manager
o The MPU cannot be masked

« RAM Clearing domain (if not masked) logic is reset

Debug reset

o Used to recover debug logic from a non-responsive condition
« Only affects the debug reset domain
TAP Reset

o JTAG TAP controller is reset
« Software may trigger TAP reset

Related Information

SoC Security on page 6-1

Reset Manager Block Diagram and System Integration

The reset manager accepts reset requests from the security manager, FPGA control block, FPGA core,
modules in the HPS, and reset pins and generates module reset signals. The reset manager receives
security status from the security manager. The reset manager also has warm reset handshaking signals to
support system reset behavior, clock manager interfaces, and the Anti-Tamper interface with security
manager. The Boot clock (boot_clk) is used as the default clock for both cold or warm reset. When the
device is configured to operate in secure mode, boot_clk is cb_intosc_hs_div2_clk. When the device
is not in secure mode, boot_clk is EOSCI.

The following figure shows a block diagram of the reset manager in the SoC device. For clarity, reset-
related handshaking signals to other HPS modules and to the clock manager module are omitted.

Reset Manager

Altera Corporation
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Figure 3-1: Reset Manager Block Diagram

DAP Debug Reset Request

FPGA
Core HMC
s usermode f2h_dbg_rst_req h2f_dbg_rst_n g (1/0 48)
— f2h_cold_rst_req h2f rst_n 4
f2h_warm_rst_req h2f_cold_rst_n
Reset Manager HMC GPIO
load_csr
R < dbg_rst_n
v fpga_config_complete :
FPGA load_csr_filt >
Manager Reset e } RAM Clear
nPOR D4 Controller -0 s
nRST X! >
MPU | mwp_rm_wd_rst_req_t[1:0] + ” | Module Reset
Wrapper * » | Signals

sec_rm_rst_req

MPU Reset Signals
MPU Wrapper

Boot Mode/

Security
Security Fuse and AT Clock Stop Handshake
Manager < e e
g 't:‘—sys—"i’ee—"k Clock Manager
Watchdog | Watchdog Reset Request[1:0] oot ¢
(2)
MPU rstmgr_intr (14_sys_free_clk) » | Module Warm
> Reset Handshake
: Signals
(SR Sync
Wrapper
0CP Slave Interface
(|4_5y5_f5e_c|k) L4 Bus, 14_sys_free_clk

Reset Controller

In secure mode, all signals are synchronous to boot_clk. In non-secure mode, all signals are synchronous
to osc1_clk. The following table lists the reset sources external to the HPS.

Table 3-2: HPS External Reset Sources

f2h_cold_rst_reqg_n

Cold reset request from FPGA fabric (active low)

f2h_warm_rst_reqg_n

Warm reset request from FPGA fabric (active low)

Altera Corporation
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“

f2h_dbg_rst_req_n Debug reset request from FPGA fabric (active low)

load_csr_filt Cold-only reset from FPGA control block (CB)

nPOR Power-on reset pin (active low)

RS Warm reset pin (active low)

Table 3-3: HPS External Reset Outputs

“

h2f_cold_rst_n Cold-only reset to FPGA fabric (active low)

h2f_rst_n Cold or warm reset to FPGA fabric (active low)

h2f_dbg_rst_n Debug reset (dbg_rst_n) to FPGA fabric (active low)

The reset controller performs the following functions:

o Accepts reset requests from the FPGA control block (CB), FPGA fabric, modules in the HPS, and reset
pins

 Generates an individual reset signal for each module instance for all modules in the HPS

 Provides reset handshaking signals to support system reset behavior

The reset controller generates module reset signals from external reset requests and internal reset requests.
External reset requests originate from sources external to the reset manager. Internal reset requests
originate from control registers in the reset manager.

The reset controller supports the following cold reset requests:

o Security manager reset

« Cold reset request pin (nPOR)

o FPGA fabric

« FPGA CB

« Software cold reset request bit (swcoldrstreq) of the control register (ctrl)

The reset controller supports the following warm reset requests:

o Warm reset request pin (nRST)

o FPGA fabric

« Software warm reset request bit (swwarmrstreq) of the ctrl register
o MPU watchdog reset requests for CPUO and CPU1

+ System watchdog timer 0 and 1 reset requests

Reset Manager Altera Corporation

D Send Feedback


mailto:TechDocFeedback@altera.com?subject=Feedback%20on%20Reset%20Manager%20(a10_5v4%202016.10.28)&body=We%20appreciate%20your%20feedback.%20In%20your%20comments,%20also%20specify%20the%20page%20number%20or%20paragraph.%20Thank%20you.

al10_5v4
3-6 Reset Controller 2016.10.28

The reset controller supports the following debug reset requests:

o CDBGRSTREQ from DAP
o FPGA fabric

Reset Manager
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Figure 3-2: Reset Controller Signals
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Security Reset Functions

When secure mode is enabled on the device, reset manager performs some additional functions. To avoid
unsecure snooping of existing RAM contents, the HPS can be configured to clear all RAM, both general-
purpose RAM and dedicated RAM that is integrated into modules. The list of RAMs on the HPS is:

o Onchip RAM

« USBO

. USBI1

« SDMMC

« EMACO - EMAC2 RX and TX buffers
« DMA

o NAND Read, Write and ECC RAMs

« QSPI

« MPURAM

RAMs can be cleared on cold reset, warm reset or both as there are separate fuses that control behavior for
cold and warm resets. When the corresponding fuse is blown, all RAMs are cleared for the indicated reset
type. If an additional fuse is blown, the various RAM contents are cleared sequentially; otherwise, the
contents of all of the RAMs are cleared simultaneously. Even if all security RAM clearing is disabled, the
reset manager always invalidates the MPU L1 Cache.

The HPS also supports an Anti-Tamper interface from the FPGA fabric to security manager. If an Anti-
Tamper event occurs, the HPS clears all RAMs and becomes unresponsive. The HPS only recovers from
this state by a POR. Anti-Tamper logic, such as voltage detection, may reside in the FPGA.

Module Reset Signals

The following tables list the module reset signals. The module reset signals are organized in groups for the
MPU, peripherals, bridges.

In the following tables, columns marked for Cold Reset, Warm Reset, and Debug Reset denote reset
signals asserted by each type of reset. For example, writing a 1 to the swwarmrstreq bit in the ctrl register
resets all the modules that have a checkmark in the Warm Reset column.

Note: For warm resets, software can set the warmmask registers to prevent the assertion of module reset
signals to peripheral modules.

The column marked for Software Deassert denotes reset signals that are left asserted by the reset manager.

Table 3-4: MPU Group, Generated Module Resets

Module Reset Signal Description Cold | Warm | Debug | Software
Reset | Reset | Reset Deassert

mpu_cpu_rst_n[0] Resets each processor in the |System | X X
MPU
UL EEUL L | L Resets each processor in the | System |X X X
MPU
Altera Corporation Reset Manager
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Module Reset Signal

Description

Reset
Domai
n

Cold
Reset

Module Reset Signals

Warm | Debug

Reset

3-9

Software

Reset Deassert

mpu_wd_rst_n Resets both per-processor | System | X X
watchdogs in the MPU
I SEN pRrEin LT Resets Snoop Control Unit | System |X X

(SCU) and peripherals

Table 3-5: PER1 Group, Generated Module Resets

Module Reset Signal

Description

Reset
Domai
n

Cold
Reset

Warm | Debug

Reset

Software

Reset | Deassert

watchdog_rst_n[1:0] Resets corresponding system | System | X X X
watchdog timer

14sys_timer_rst_n[1:0] Resets corresponding OSC1 | System | X X X
timer

sp_timer_rst n[1:0] Resets corresponding SP System | X X X
timer

i2c_rst _n[4:0] Resets corresponding I°C System | X X X
controller

uart_rst n[1:0] Resets corresponding UART | System | X X X

gpio_rst_n[2:0] Resets corresponding GPIO | System | X X X
interface

dma_periph_if_rst_n[7:0] | DMA controller request System | x X X
interface from FPGA fabric
to DMA controller

emac_ptp_rst_n [1:0] Resets corresponding EMAC System X X
precision time protocol

emac_ecc_rst_n [2:0] Resets corresponding to System X X
EMAC ECC

usb_ecc_rst_n [1:0] Resets corresponding to USB System | X X
ECC

nand_Fflash_ecc_rst_n Resets corresponding to System X X
NAND Flash ECC

qgspi_flash_ecc_rst_n Resets corresponding to System X X

QSPI Flash ECC
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Module Reset Signal Description Warm | Debug Software
Reset | Reset Deassert

sdmmc_ecc_rst_n Resets corresponding to System X X
SDMMC ECC

Table 3-6: PERO Group, Generated Module Resets

Module Reset Signal Description Warm | Debug Software
Reset | Reset Deassert

emac_rst_n[2:0] Resets corresponding EMAC | System | X X X

usb_rst_n[1:0] Resets corresponding USB | System | X X X

nand_flash_rst_n Resets NAND flash System | X X X
controller

gspi_flash_rst_n Resets quad SPI flash System | X X X
controller

spim_rst_n[1:0] Resets SPI master controller | System | X X X

spis_rst_n[1:0] Resets SPI slave controller System | X X X

sdmmc_rst_n Resets SD/MMC controller | System | X X X

dma_rst_n Resets DMA controller System | X X X

dma_ecc_rst_n Resets DMA ECC System | X X

Table 3-7: Bridge Group, Generated Module Resets

Module Reset Signal Description Reset | Cold | Warm | Debu | Software
Domai | Reset | Reset g Deassert
n Reset
X X

hps2fpga_bridge _rst_n Resets HPS-to-FPGA Syste X
AMBA® Advanced m
eXtensible Interface
(AXI™) bridge

fpga2hps bridge rst_n Resets FPGA-to-HPS AXI | Syste |X X X
bridge m

Iwhps2fpga_bridge_rst_n Resets lightweight HPS-to- | Syste | X X X
FPGA AXI bridge m

f2h_sdram_bridge0_rst_n Resets SDRAM bridge 0 Syste | X X X

m
Altera Corporation Reset Manager
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Module Reset Signal

Description

Module Reset Signals 3-11

Reset | Cold | Warm Debu Software
Domai | Reset | Reset Deassert
Reset

f2h_sdram_bridgel_rst_n Resets SDRAM bridge 1 Syste X
m

f2h_sdram_bridge2_rst_n Resets SDRAM bridge 2 Syste X X
m

ddr_scheduler_rst_n Resets DDR scheduler Syste X X
m

Table 3-8: MISC Group, Generated Module Resets

Group Module Reset Signal Description Reset Cold Warm Debug | Software
Domain Reset Reset Reset | Deassert

boot_rom_rst_n

Resets boot System
ROM

onchip_ram_rst_nsy

Resets on-chip | System
RAM

Sys_manager_rst_n

Resets system | System
manager
(resets logic
associated
with cold or
warm reset)

fpga_manager_rst_n

SYSMOD

Resets FPGA | System
manager

sys_dbg_rst_n

Resets debug | System
masters and
slaves
connected to
L3
interconnect
and level 4
(L4) buses

onchip_ram_ecc_rst_n |Onchip RAM | System

ECC reset

h2f_rst_n

System

sec_rst_n

Security reset | System

Reset Manager
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Module Reset Signal Description Reset Cold Warm Debug | Software
Domain Reset Reset Reset Deassert

COLD

sys_manager_cold_rst_
n

Resets system
manager
(resets logic
associated
with cold reset
only)

System

rst_pin_oe_rst

Pulls nRST pin
low

System

timestamp_cold_rst_n

Resets debug
timestamp to
0x0

System

clk_manager_cold_rst_

n

Resets clock
manager
(resets logic
associated
with cold reset
only)

System

tap_cold_rst_n

Resets portion
of TAP
controller in
the DAP that
must be reset
on a cold reset

TAP

sec_cold_rst_n

Security cold
reset

System

hmc_cold_rst_n

HMC cold
reset

System

io_manager_cold_rst_n

I/O manager
cold reset

System

DBUG

dbg_rst_n

Resets debug
components

including DAP,

trace, MPU
debug logic,
and any user
debug logic in
the FPGA
fabric

Debug

L3

13 _rst n

Resets L3
Interconnect
and L4 buses

System

Altera Corporation
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Table 3-9: RAM Clear Group, Generated Module Resets

Module Reset Signal Reset Cold Warm Debug Software
Domain Reset Reset Reset Deassert

onchip_sec_ram_rst_n

otg0_sec_ram_rst_n

otgl_sec_ram_rst_n

sdmmc_sec_ram_rst_n

emacOrx_sec_ram_rst_n

emacOtx_sec_ram_rst_n

emaclrx_sec_ram_rst_n

emacltx_sec_ram_rst_n

emac2rx_sec_ram_rst_n

emac2tx_sec_ram_rst_n

dma_sec_ram_rst_n

nandw_sec_ram_rst_n

nandr_sec_ram_rst_n

nande_sec_ram_rst_n

gspi_sec_ram_rst_n

b | | b | e | e [ ] e e | e ] e [ ] | | e
b | | b | e | e [ ] e e | e ] e [ ] | |

mwp_sec_ram_rst_n

Table 3-10: L3 Group, Generated Module Resets

misc Resets L3 interconnect and | System
L4 buses

Module Reset Signal Description Reset Cold ET Debug Software
Domain Reset Reset Reset Deassert

Modules Requiring Software Deassert
The reset manager leaves the reset signal asserted on certain modules even after the rest of the HPS has
come out of reset. These modules are likely to require software configuration before they can safely be
taken out of reset.

When a module that has been held in reset is ready to start running, software can deassert the reset signal
by writing to the appropriate register, shown in the following table.

Table 3-11: Module Reset Signals and Registers

HPS Peripheral Module Reset Signal

mpumodrst mpu_cpu_rst_n[1]

Watchdog perimodrst watchdog_rst_n[1:0] PER1

Reset Manager Altera Corporation
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HPS Peripheral Module Reset Signal

Timer perlmodrst l4sys_timer_rst_n[1:0] PER1
Timer perlmodrst sp_timer_rst_n[1:0] PER1
IC perilmodrst i2c_rst_n[4:0] PER1
UART perimodrst uart_rst_n[1:0] PER1
GPIO perimodrst gpio_rst_n[2:0] PER1
DMA perimodrst dma_periph_if_rst _n[7:0] PERI1
Ethernet MAC perOmodrst emac_rst_n[2:0] PERO
USB 2.0 OTG perOmodrst usb_rst_n[1:0] PERO
NAND perOmodrst nand_flash_rst_n PERO
Quad SPI perOmodrst gspi_flash_rst n PERO
SPI Master perOmodrst spim_rst_n[1:0] PERO
SPI Slave perOmodrst spis_rst_n[1:0] PERO
SD/MMC perOmodrst sdmmc_rst_n PERO
DMA perOmodrst dma_rst_n PERO
HPS-to-FPGA Bridge brgmodrst hps2fpga_bridge_rst_n Bridge
FPGA-to-HPS Bridge brgmodrst fpga2hps_bridge_rst n Bridge
Lightweight HPS-to-FPGA Bridge brgmodrst lwhps2fpga_bridge_rst_n Bridge
FPGA-to-SDRAM port 0 brgmodrst f2s_sdram_bridgeO_rst_n Bridge
FPGA-to-SDRAM port 1 brgmodrst f2s_sdram_bridgel_rst_n Bridge
FPGA-to-SDRAM port 2 brgmodrst f2s_sdram_bridge2 rst _n Bridge
SDRAM Scheduler brgmodrst ddr_scheduler_rst_n Bridge

Slave Interface and Status Register

The reset manager slave interface is used to control and monitor the reset states.

The status register (stat) in the reset manager contains the status of the reset requester. The register
contains a bit for each monitored reset request. The stat register captures all reset requests that have

occurred. Software is responsible for clearing the bits.

During the boot process, the Boot ROM copies the stat register value into memory before clearing it.
After booting, you can read the value of the reset status register at memory address (ro + 0x0038). For
more information, refer to the "HPS State on Entry to the Second-Stage Boot Loader" section of the

Booting and Configuration appendix.

Related Information

HPS State on Entry to the Second-Stage Boot Loader on page 30-43

Altera Corporation
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Functional Description of the Reset Manager

The reset manager generates reset signals to modules in the HPS and to the FPGA fabric. The following
actions generate reset signals:

« Software writing a 1 to the swcoldrstreq or swwarmrstreq bits in the ctrl register. Writing either bit
causes the reset controller to perform a reset sequence.

o Software writing to the mpumodrst, perOmodrst, perimodrst, brgmodrst, sysmodrst, coldmodrst,
nrstmodrst or dbgmodrst module reset control registers.

» Asserting reset request signals triggers the reset controller. All external reset requests cause the reset
controller to perform a reset sequence.

Multiple reset requests can be driven to the reset manager at the same time. Cold reset requests take
priority over warm and debug reset requests. Higher priority reset requests preempt lower priority reset
requests. There is no priority difference among reset requests within the same domain.

If a cold reset request is issued while another cold reset is already underway, the reset manager extends the
reset period for all the module reset outputs until all cold reset requests are removed. If a cold reset request
is issued while the reset manager is removing other modules out of the reset state, the reset manager
returns those modules back to the reset state.

If a warm reset request is issued while another warm reset is already underway, the first warm reset
completes before the second warm reset begins. If the second warm reset request is removed before the
first warm reset completes, the warm first reset is extended to meet the timing requirements of the second
warm reset request.

The nPOR pin can be used to extend the cold reset beyond what the POR voltage monitor automatically
provides. The use of the nPOR pin is optional and can be tied high when it is not required.

The nRST pin can be used to extend a warm reset. The nRST pin is tri-stated, and the Reset Manager
stretches a warm reset by the count programed in the CSR (RSTMGR.COUNTS.NRSTCNT) [doc
however you usually do registers and bits] After the count has elapsed, 256 additional clocks cycles elapse
before the nRST input is sampled again.

The reset manager contains the stat register that indicates which reset source caused a reset as well as the
ramstat register that indicates which RAM modules were cleared during the last reset. After a cold reset is
complete, all bits are cleared except for the bit(s) that indicate the source of the cold reset. If multiple cold
reset requests overlap with each other, the bit corresponding to the source that de-asserts its request last is
set. If more than one source is de-asserted in the same cycle, the value of the bit corresponding to each
source is set.

After a warm reset is complete, the bit(s) that indicate the source of the warm reset are set to 1. A warm
reset doesn't clear any bits in the stat register, so bits corresponding to any reset source that has caused a
warm reset since the last cold reset or since the bits were last cleared are set. Any bit can be manually
cleared by writing a 1 to it.

If RAM memory is cleared during a Cold or Warm reset, then the ramstat register indicates which RAMs
during the reset. Bits are cleared manually by writing a 1.

The hard memory controller (HMC) in the FPGA is reset by the reset manager using a GPIO. The HMC is
reset only through software; resetting the HMC is not part of the operation of any reset sources.

Reset Manager Altera Corporation

C] Send Feedback


mailto:TechDocFeedback@altera.com?subject=Feedback%20on%20Reset%20Manager%20(a10_5v4%202016.10.28)&body=We%20appreciate%20your%20feedback.%20In%20your%20comments,%20also%20specify%20the%20page%20number%20or%20paragraph.%20Thank%20you.

. al0_5v4
3-16 Reset Sequencing 2016.10.28

Related Information

Arria 10 Device Datasheet

For information about the required duration of reset request signal assertion, refer to the Arria 10 Device
Datasheet.

Reset Sequencing

The reset controller sequences resets without software assistance. Module reset signals are asserted
asynchronously and synchronously. The reset manager deasserts the module reset signals synchronous to
the boot_clk clock. Module reset signals are deasserted in groups in a fixed sequence. All module reset
signals in a group are deasserted at the same time.

The reset manager sends a request to the clock manager to put the clocks in boot mode, which creates a
fixed and known relationship between the boot_clk clock and all other clocks generated by the clock
manager.

After the reset manager releases the MPU subsystem from reset, CPU1 is left in reset and CPUO begins
executing code from the reset vector address. Software is responsible for deasserting CPU1 and other
resets, as shown in MPU Group, Generated Module Resets Table. Software deasserts resets by writing the
mpumodrst, perOmodrst, perimodrst, brgmodrst, sysmodrst, coldmodrst, nrstmodrst, and
dbgmodrst module-reset control registers.

Software can also bypass the reset controller and generate reset signals directly through the module-reset
control registers. In this case, software is responsible for asserting module reset signals, driving them for
the appropriate duration, and deasserting them in the correct order. The clock manager is not typically in
boot mode during this time, so software is responsible for knowing the relationship between the clocks
generated by the clock manager. Software must not assert a module reset signal that would prevent
software from deasserting the module reset signal. For example, software should not assert the module
reset to the processor executing the software.

Table 3-12: Minimum Pulse Width

Warm Reset 200 ns
Cold Reset 6 oscl_clk cycles
Altera Corporation Reset Manager
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Figure 3-3: Cold Reset Timing Diagram

Reset Sequencing
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Clocks (boot_clk) 30C§00G00000GO000GGO00G0GOC0OGAN0GOC0G000G00DNOCHC0GOCOEI00C0MAGI00G0AC0C0EE00H0C0R000 YA
nPOR (or Other Cold Reset) \\§ § §—
nrst_pin_oe_rst /4§ ) §_
nRST "¢ J ) W
(M Cold Reset 1&8% ) §—
RAM Clear Resets ) §—
RM to CM CLock Stop Req —~.§ ) -
(M to RM Clock Stop Ack . § §_
MPU Clocks 0C§00G0000000000 000000000060000C0H0CC00H000000 0000000000 00K
L2 Reset (mpu_I2_rst_n) —{ / § / H—
MPU CLKOFF — \ -
MPU Type Resets (Not L2) x: CaPnl:; ‘\Si s ::
RAM Clear Handshakes —{ oW Y006 §—
Cold/L3/DBG Resets ) N
SYS Resets Ws S\ SS*
Bridge/*Per/MPUT (SW) S, W
?%J?)(OJ 200 H1K6J %J %Y?&J Softhre
(mpu) (mpu) De-Assert
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Figure 3-4: Warm Reset Timing Diagram

128
2 16 16
Clocks (boot_clk) )00000G00F  100000HOCOCERO00HOGOOCHAAN0EC00G0C0GC0B0AYO0HOCACOGINA0N0GI00BGA0NRRA0A0A0G000HYIX
nRST (or Other Warm Reset) "\ \S \87
nrst_pin_oe_rst _/ 3\, “7
(M Cold Reset ) §
Warm Reset Handshakes —yx; AS §—
RM to CM Boot Mode Handshake OO0 \S “7
RAM Clear Resets — ) W
RM to CM Clock Stop Req \, \S—
(M to RM Clock Stop Ack f \. “—
Cock — MPU Clocks Y00000G0A 0000000000 XH00G0000000G000041X00G000000AC00000: 3000000600004 00
Transitio& Reset (mpu_I2_rst_n) — (PUT T
and No CPU1
MPU CLKOFF — owh—Y N
MPU Type Resets (Not12) — §— A
RAM Clear Handshakes XX\SXXX l‘()i
[3Reset 1 § N
SYSResets — § J )
Bridge/*Per/MPUT (SW) \ §r

AN S S
16 100 200 16 16 16 32 32 Software
(mpu) (mpu) De-Assert

The cold and warm reset sequences consist of different reset assertion sequences and the same deassertion
sequence. The following sections describe the sequences.

Note: Cold and warm reset affect only the cpu0, and by default cpul is held in reset until the software
running in the cpuo releases it.

Related Information

« Module Reset Signals on page 3-8
« Clock Manager on page 2-1

For more information about safe mode, refer to the Clock Manager chapter.
Cold Reset Assertion Sequence
The following list describes the assertion steps for cold reset shown in the Cold Reset timing diagram:

1. Assert all module resets.

2. Wait for level cold reset requests to de-assert

3. Wait for 32 cycles, de-asserts clock manager cold reset

4. Wait the nRST count (default is 2048). De-assert NRST Output Enable.

Altera Corporation Reset Manager
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5. Wait 256 clocks to allow the nRST pin to stabilize. Start sampling nRST input pin.
6. Wait for level warm reset requests to all de-assert.
7. Go to de-assertion sequence.

Related Information

Cold and Warm Reset Deassertion Sequence on page 3-19

Warm Reset Assertion Sequence
The following list describes the assertion steps for warm reset shown in the Warm Reset Timing Diagram:

1. Reset manager performs optional handshake configured by SW with debug ETR. Wait for acknowl-
edge.

2. Reset manager performs optional handshake configured by SW handshake with FPGA core. Wait for
acknowledge.

3. Reset manager performs optional handshakes configured by SW with SDRAM and FPGA manager.
Wait for acknowledges.

4. Reset manager asserts module resets except for MPU watchdogs if the watchdogs were the source of
the warm reset.

5. Wait for 8 cycles, then reset manger sends rm_cm_boot_mode_req to clock manager. Wait until the
Clock Manager acknowledges.

6. Start nRST count if non-zero and a fixed counter to 128 (COUNTS.WARMRSCYCLES).

7. If nRST count non-zero, start 256 stretch counter after nRST count is done to allow the nRST pin to
stabilize. After 256 clocks, sample input pin nRST.

8. Wait for level warm reset requests to de-assert, the nRST count to be zero and the fixed 128 count to be
Zero.

9. Go to de-assertion sequence.

Related Information

Cold and Warm Reset Deassertion Sequence on page 3-19

Cold and Warm Reset Deassertion Sequence

The following list describes the deassertion steps for both cold and warm reset shown in the Cold Reset
Timing Diagram and Warm Reset Timing Diagram:

1. De-assert all RAM CLEAR resets. Reset Manager Initiates Clock Manager MPU clocks stop request.
2. Clock manager stops the MPU clocks and then waits 16 MPU clocks.

3. Clock manager asserts Clock stop acknowledge to Reset Manager.
4

. Reset manager sees acknowledge and de-asserts L2 (mpu_I2_rst_n) reset only. Reset Manager de-
asserts MPU stop request.

Clock manger sees request de-asserted. Wait 16 MPU clocks. Start MPU clocks, and Clock Manager
de-asserts Clock stop acknowledge.

6. Reset manager sees de-assertion of acknowledge. Wait 16 cycles.

7. Reset manager asserts CPU0/1 CLKOFF signals and waits 32 cycles.

8. Reset manager de-asserts CPUO, CPU1, and SCU MPU resets (not WD). Wait 32 additional cycles.
9. De-assert CPU0/1 CLKOFF signals. Wait 16 cycles

10.Reset manager checks the Security fuse setting, and if the appropriate cold or warm reset fuse is set, do
full RAM clearing sequence. Otherwise, clear only the MPU L1 RAM.

11.Wait for Security RAM Sequence to complete.
12.Assert again the CPUO, CPU1 and SCU MPU resets. Wait 16 cycles.
13.De-assert L3 reset, and if Cold Reset, de-assert DBG and COLD groups of resets. Wait for 100 cycles

o

Reset Manager Altera Corporation
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14.De-assert SYS group module resets. Wait for 200 cycles.

15.Reset manager Initiates Clock Manager MPU clocks stop request.

16.Clock manager stops the MPU clocks and then waits 16 MPU clocks.

17.Clock manager asserts Clock stop acknowledge to Reset Manager.

18.Reset manager sees acknowledge and de-asserts L2 (mpu_I2_rst_n) reset only. Reset Manager de-
asserts MPU stop request.

19.Clock manger sees request de-asserted. Wait 16 MPU clocks. Start MPU clocks, and Clock Manager
de-asserts Clock stop acknowledge.

20.Reset manager sees de-assertion of acknowledge. Wait 16 cycles.

21.Reset manager asserts CPUO CLKOFF signal(s) and waits 32 cycles.

22.Reset manager de-asserts remaining CPUO, SCU, and WD resets (no CPU1). Wait 32 additional cycles.

23.De-assert CPUO CLKOFF signal(s). De-assertion sequence is finished.

24.Now SW should start running. SW to de-assert FPER/PER/SPER/BRIDGE/MPU?2 resets.

Reset Pins
Figure 3-5: Reset Pins

SoC Device
HPS
nTRST >
™S »  ARMDAP
TCK >
nPOR
nRST < Reset Manager

The test reset (nNTRST), test mode select (TMS), and test clock (TCK) pins are associated with the TAP reset
domain and are used to reset the TAP controller in the DAP. These pins are not connected to the reset
manager.

The nPOR and nRST pins are used to request cold and warm resets respectively. The nRST pin is an output as
well. Any warm reset request causes the reset manager to drive the rst_pin_oe_rst output enable high,
which drives the nRST pin low. The amount of time the reset manager pulls nRST low is controlled by the
nRST pin count field (nrstent) of the reset cycles count register (counts); the default is 2048 clocks. This
technique can be used to reset external devices (such as external memories) connected to the HPS.

Altera Corporation Reset Manager
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Reset Effects

The following list describes how reset affects HPS logic:

In the security manager domain, some status bits are cleared differently for cold and warm reset.

The TAP reset domain ignores warm reset

The Debug reset domain ignores warm reset

The Clock Manager module is reset only by cold reset. After warm reset, the Clock Manager is put into
Boot Mode.

Each peripheral module and System Manager define reset behavior differently. See the appropriate
control register for details.

In the MPU module, the Watchdog Reset Status Registers are reset if an MPU Watchdog triggered the
warm reset

The Pin MUX is reset only by cold reset.

Reset Handshaking

The reset manager participates in several reset handshaking protocols to ensure other modules are safely
reset.

Before issuing a warm reset, the reset manager performs a handshake with several modules to allow them
to prepare for a warm reset. The handshake logic ensures the following conditions:

Optionally the ETR master has no pending master transactions to the L3 interconnect
Optionally preserve SDRAM contents during warm reset by issuing self-refresh mode request
FPGA manager stops generating configuration clock

Warns the FPGA fabric of the forthcoming warm reset

Similarly, the handshake logic associated with ETR also occurs during the debug reset to ensure that the
ETR master has no pending master transactions to the L3 interconnect before the debug reset is issued.
This action ensures that when ETR undergoes a debug reset, the reset has no adverse effects on the system
domain portion of the ETR.

Reset Manager Address Map and Register Definitions

For complete HPS address map and register definitions, refer to the Arria 10 HPS Address Map and
Register Definitions.

rst_mgr Address Map

Module Instance Base Address End Address

i_rst_mgr_rstmgr ‘ OxFFD05000 ‘ OXFFDO5FFF

Important: To prevent indeterminate system behavior, reserved areas of memory must not be accessed by

Reset Manager

software or hardware. Any area of the memory map that is not explicitly defined as a register
space or accessible memory is considered reserved.

Altera Corporation
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3-2 rst_mgr Address Map

al10_5v4
2016.10.28

stat on page 3-30

Status Register

ranstat on page 3-32 0x4 32 RW 0x0 RAM Status Register

m scstat on page 3- 0x8 32 RW 0x0 Status Register

34

ctrl on page 3-36 OxC 32 RW 0x100000 Control Register

hdsken on page 3-37 0x10 32 RW 0x100000 Control Register

hdskreq on page 3-39 0x14 32 RW 0x100000 Control Register

hdskack on page 3-41 0x18 32 RW 0x100000 |control Register

counts on page 3-42 0x1C 32 RW 0x80000800 |Reset Cycles Count
Register

mpunodr st on page 3- 0x20 32 | RW 0x2 MPU Module Reset

43 Register

per Onodr st on page 3- 0x24 32 RW OXFF7FFFFF Peripheral 0O Module

45 Reset Register

per 1nodrst on page 3- 0x28 32 RW 0x7031F3F Peripheral Module

48 Reset Register

br gnodr st on page 3- 0x2C 32 RW OX7F Bridge Module Reset

50 Register

sysnodrst on page 3- 0x30 32 RW 0x0 SYSTEM Module Reset

51 Register

col dnodr st on page 3- 0x34 32 RW 0x0 COLD Module Reset

52 Register

nrst nodrst on page 3- 0x38 32 RW 0x0 NRST Module Reset

54 Register

dbgnodrst on page 3- 0x3C 32 RW 0x0 Debug Module Reset

55 Register

npuwar nmask on page 0x40 32 RwW Ox1F MPU Warm Mask Register

3-56

per Owar mmask on page 0x44 32 RW OXFF7FFFFF

3-57

Peripheral O Warm Mask
Register

Altera Corporation
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rst_mgr Summary 3-2

W

per lwar mmask on page 0x48 0x7031F3F | peripheral 1 Warm Mask

3-60 Register

br gwar nmask on page 0x4C 32 RW Ox7F Bridge Warm Mask

3-62 Register

syswar mask on page 0x50 32 | RW Ox1FF | SYSTEM Warm Mask

3-63 Register

nrstwar nmask on page 0x54 32 RW 0ox1 NRST Warm Mask Register

3-65

| 3war mmask on page 3- 0x58 32 RW ox1 Mask L3 Register

66

tststa on page 3-67 0x5C 32 RO 0x0 Test Status

tstscratch on page 3- 0x60 32 RW 0x0 Test Scratch

67

hdskti neout on page 0x64 32 RW 0x2800 Hand Shake Time Out

3-68

hntintr on page 3-69 0x68 32 RW 0x0 HMC Interrupt

hntintren on page 3- 0x6C 32 RW 0x0 HMC Interrupt enable

69

hreintrens on page 3- 0x70 32 RW 0x0 HMC Interrupt enable

70 set

hnti ntrenr on page 3- Ox74 32 RW 0x0 HMC Interrupt Enable

71 Clear

hncgpout on page 3- 0x78 32 RW 0x0 HMC GPIO Output

71

hncgpi n on page 3-72 0x7C 32 RO 0x0 HMC GP10 Input
rst_mgr Summary

Base Address: 0xFFD05000
Register Bit Fields

Address
Offset

i_rst_mgr_
rstmgr

Reset Manager
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3-24 rst_mgr Summary 2016.10.28
Register Bit Fields
Address
Offset
31 | 30 | 29 | 28 | 27 | 26 | 25 | 24 | 23 | 22 | 21 | 20 | 19 | 18 17 16
Reserved cdbg | fpgadbgr
reqr st
St | Rw oxo
RW
0x0
st at
0x0 15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0
Rese | 14wd | 14wd | mpuw | mpuw | swwa | fpga | nrst | Reserved | swco | conf | fpga | npor | porf | porhpsvo
rved | 1rst | Orst | dlrs | dOrs | rmrs | warm | pinr Idrs | igio | cold | pinr | pgav Itrst
RW RW t t t rst st t c:sltd rst st o;:r RW OxO
0x0 | Ox0 RW RW RW RW RW RW RW RW
0x0 0x0 0x0 0x0 0x0 0x0 RW 0x0 0x0 RW
0x0 0x0
31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Reserved mpul | mpullram
1tim clr
SOUL | pw 0x0
RW
0x0
ranst at
Ox4 15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0
mwpr | gspi | emac | emac | emac | emac | emac | emac | nand | nand | nand | dmar | sdmm | otgl | otgO | onchipra
amcl | ramc | 2rxr | 2txr | 1txr | 1rxr | Otxr | Orxr | eram | rram | wram | amcl | cram | ramc | ramc mclr
r Ir | amcl | amcl | amcl | amcl | amcl | amcl | clr | clr | clIr r clr Ir Ir RW 0xO0
Rw | Rw | " r r r r " | rRw | RWw | RW | RW | RW | RW | RW
ox0 0x0 RW RW RW RW RW RW ox0 0x0 0x0 0x0 0x0 0x0 0x0
0x0 0x0 0x0 0x0 0x0 0x0
31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Reserved
15|14|13|12|11|10|9|8|7|6|S|4 3 2 1 0
m scst at
Reserved etrs | fpga | fpga | sdrselfr
0x8 tall | hsti | mgrh | eftimeou
time | meou | stim t
out t eout RW OxO
RW RW RW
0x0 0x0 0x0
31 | 30 | 29 | 28 | 27 | 26 | 25 | 24 | 23 | 22 | 21 | 20 19 18 17 16
Reserved
15 | 14 | 13 | 12 | 11 | 10 | 9 | 8 | 7 | 6 | 5 | 4 | 3 | 2 1 0
ctrl
OxC Reserved swwa | swcoldr-
rmrs streq
tred | gy oxo
RW
0x0

Reset Manager
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Register

Address
Offset

Bit Fields

rst_mgr Summary

3-25

31 | 30 | 29 | 28 | 27 | 26 | 25 | 24 | 23 | 22 | 21 | 20 | 19 | 18 | 17 | 16
Reserved
15|14|13|12|11|10|9|8|7|6|5|4 3 2 1 0
hdsken
0x10 Reserved etrs | fpga | fpga | sdrselfr
tall | hsen | mgrh efen
el rw | S | Rw ox0
RW 0x0 RW
0x0 0x0
31 | 30 | 29 | 28 | 27 | 26 | 25 | 24 | 23 | 22 | 21 | 20 19 18 17 16
Reserved
15|14|13|12|11|10|9|8|7|6|5|4 3 2 1 0
hdskr eq
0x14 Reserved etrs | fpga | fpga | sdrselfr
tall | hsre | mgrh efreq
req q Sred | ow oxo0
RW RW RW
0Ox0 | OxO | OxO
31 | 30 | 29 | 28 | 27 | 26 | 25 | 24 | 23 | 22 | 21 | 20 19 18 17 16
Reserved
15|14|13|12|11|10|9 8 7|6|5|4 3 2 1 0
hdskack
Reserved etrs Reserved etrs | fpga | fpga | sdrselfr
0x18 tall tall | hsac | mgrh | eqgack
%2;? ack K sack RO OxO
RO RO RO
RW Ox0 | Ox0 | OxO0
0x0
31 | 30 | 29 | 28 | 27 | 26 | 25 24 23 | 22 | 21 | 20 19 18 17 16
warmrstcycles Reserved nrstcnt
count s RW 0x80 RW 0x800
0x1C 15 | 14 | 13 | 12 | 11 | 10 | 9 | 8 7 | 6 | 5 | 4 3 | 2 | 1 | 0
nrstcnt
RW 0x800
31 | 30 | 29 | 28 | 27 | 26 | 25 | 24 | 23 | 22 | 21 | 20 | 19 | 18 | 17 | 16
Reserved
npunodr st 15 | 14 | 13 | 12 | 11 | 10 | 9 | 8 | 7 | 6 | 5 | 4 3 2 1 0
0x20 Reserved scup | wds | cpul cpuo
€ | rRw | RW | RW Ox0
RW 0x0 | Ox1
0x0

Reset Manager
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Register Bit Fields
Address
Offset
dmai | dmai | dmai | dmai | dmai | dmai | dmai | dmai | Rese | emac | dmao | spis | spis | spim | spim dma
7 6 5 f4 3 2 fl fO | rved | ptp cp 1 0 1 0 RW Ox1
RW RW RW RW RW RW RW RW RW RW RW RW RW RW
perOmodrst | Ox1 | Ox1 | Ox1 | Ox1 | Ox1 | Ox1 | Ox1 | Ox1 Ox1 | Ox1 | Ox1 | Ox1 | Ox1 | Ox1
0x24 15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0
sdmm | gspi | nand | usbl | usbO | emac | emac | emac | sdmm | gspi | nand | usbl | usbO | emac | emac emacO
cocp | ocp | ocp ocp | ocp | 2ocp | locp | Oocp [ RW RW RW RW 2 1 RW Ox1
RW RW RW RW RW RW RW RW RW Ox1 | Ox1 | Ox1 | Ox1 RW RW
Ox1 Ox1 | Ox1 Ox1 | Ox1 Ox1 | Ox1 Ox1 | Ox1 Ox1 | Ox1
31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Reserved gpio | gpio | gpio Reserved uart uart0
2 1 0 1 RW Ox1
RW RW RW RW
Ox1 Ox1 Ox1 Ox1
per lnodr st
0x28 15 | 14 | 3| 12| 11| 10| 9 8 7 6 5 4 3 P 1 0
Reserved i2c4 | i2c3 | i2c2 | i2cl | i2c0 | Reserved | spti | spti | l4sy | l4sy | watc | watchdog
RW RW RW RW RW merl | merO Ztrllm S:rlom hdfg 0
Ox1 Ox1 Ox1 Ox1 Ox1 RW RW RW Ox1
Ox1 | Ox1 RW RW RW
Ox1 Ox1 Ox1
31 | 30 | 29 28 27 26 25 24 23 | 22 21 20 19 18 17 16
Reserved
15 | 14 | 13 | 12 | 11 | 10 | 9 | 8 | 7 6 5 4 3 2 1 0
br gnodr st
0x2C Reserved ddrs | f2ss | f2ss | f2ss | fpga | Iwhp | hps2fpga
ch dr2am drlam dr&)am 2hps sZ:p RW Ox1
RW R | 9
Ox1 RW RW RW Ox1 RW
Ox1 Ox1 | Ox1 Ox1
31 | 30 | 29 | 28 | 27 | 26 | 25 | 24 | 23 22 21 20 19 18 17 16
Reserved
sysrmdrst 15 | 14 | 13 | 12 | 11 | 10 | 9 | 8 | 7 6 5 4 3 2 1 0
0x30 Reserved ocra | sysd | s2f | fpga | Rese | ocra rom
mocp | bg RW mgr | rved m RW OxO
RW RW 0x0 RW RW
0x0 | OxO 0x0 0x0
Altera Corporation Reset Manager
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Register

Address
Offset

Bit Fields

rst_mgr Summary

3-27

31 30 29 28 | 27 26 25 | 24 | 23 | 22 | 21 | 20 | 19 | 18 | 17 | 16
Reserved
15 14 13 12 | 11 10 9 | 8 7 6 5 4 3 2 | 1 0
col dnodr st _ _
Reserved iomg | hmec | tapc | time | s2fc | Reserved |clkmgrco
0x34 rcol | old | old | stam | old Id
d | Rw | Rw p°d°' RW RW 0Ox0
RwW 0x0 | OxO0 0x0
0x0 RW
0x0
31 30 29 28 27 26 25 | 24 23 22 21 20 19 18 | 17 16
Reserved
nrstnodrst |5 14 13 12 11 10 9 | 8 | 7 | 6 5 4 | 3 | 2 | 1 0
0x38 R
Reserved nrstpino
e
RW Ox0
31 30 29 28 27 26 25 | 24 | 23 | 22 21 20 | 19 | 18 | 17 16
Reserved
dbgnodr st
5 | 14 | 13| 12| 11| w]| o9 | 8 | 7 | 6 5 4 | 3 | 2 | 1 0
0x3C
Reserved dbg
RW Ox0
31 30 29 28 27 26 25 | 24 | 23 | 22 21 20 | 19 | 18 | 17 16
Reserved
mpuwar mask
5 | 14 | 3] 2] ]| w]| o | 8 | 7 | 6 5 4 | 3 | 2 | 1 0
0x40
Reserved wds
RW Ox1
31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
dmai | dmai | dmai | dmai | dmai | dmai | dmai | dmai | Rese | emac | dmao | spis | spis | spim | spim dma
7 6 5 T4 3 T2 Tl fO | rved | ptp cp 1 0 1 0 RW Ox1
RW RW RW RW RW RW RW RW RW RW RW RW RW RW
perOwarmmas | ox1 | Ox1 | Ox1 | Ox1 | Ox1 | Ox1 | Ox1 | Ox1 Ox1 | Ox1 | Ox1 | Ox1 | Ox1 | Ox1
k
Ox44 15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0
sdmm | gspi | nand | usbl | ushO | emac | emac | emac | sdmm | gspi | nand | usbl | usbO | emac | emac emacO
cocp | ocp | ocp ocp | ocp | 2ocp | locp | Oocp c RW RW RW RW 2 1 RW Ox1
RW RW RW RW RW RW RW RW RW Ox1 Oox1 Ox1 Oox1 RW RW
0Ox1 Ox1 0Ox1 Ox1 ox1 Ox1 Ox1 Ox1 Ox1 Ox1 Oox1
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3-28 rst_mgr Summary

Register

Address
Offset

Bit Fields

al10_5v4
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31 | 30 | 29 | 28 | 27 26 25 24 23 | 22 | 21 | 20 | 19 | 18 17 16
Reserved gpio | gpio | gpio Reserved uart uart0
2 1 0 1 RW Ox1
RW RW RW RW
per 1war mas 0x1 | Ox1 | Ox1 Ox1
K 15 | 14 | 3| 12 | 11| 10 9 8 7 6 5 4 3 2 1 0
0x48
Reserved 12c4 | 12c3 | 12c2 | i2cl | i2cO0 | Reserved | spti | spti | l4sy | l4sy | watc | watchdog
RW RW RW RW RW merl | merO i::r i;;? hefg 0
Ox1 | Ox1 | Ox1 | Ox1 | Ox1 RW RW RW Ox1
Ox1 Ox1 RW RW RW
Ox1 Ox1 | Ox1
31 | 30 | 29 28 27 26 25 24 23 | 22 21 20 19 18 17 16
Reserved
15 | 14 | 13 12 | 11 | 10 9 | 8 | 7 6 5 4 3 2 1 0
br gwar mmask
0x4C Reserved ddrs | f2ss | f2ss | f2ss | fpga | Iwhp | hps2fpga
ch dzfm dzém dz?m 2hps sZZp RW Ox1
RW rRw | 9
0x1 RW RW RW Ox1 RW
Ox1 Ox1 Ox1 Ox1
31 | 30 | 29 28 | 27 | 26 25 | 24 | 23 22 21 20 19 18 17 16
Reserved
syswar mmask | 15 | 14 | 13 12 | 11 | 10 9 | 8 | 7 6 5 4 3 2 1 0
0x50 Reserved ocra | sysd | s2f | fpga | Rese | ocra rom
mocp | bg RW mgr | rved m RW Ox1
RW RW Ox1 RW RW
Ox1 Ox1 Ox1 0ox1
31 | 30 | 29 28 | 27 | 26 25 | 24 | 23 22 21 20 19 18 17 16
Reserved
nr st war m
mask 15 | 14 | 13 12 | 11 | 10 9 | 8 | 7 | 6 | 5 | 4 | 3 2 | 1 0
0x54 Reserved nrstpino
e
RW Ox1
31 | 30 | 29 28 | 27 | 26 25 | 24 | 23 | 22 | 21 | 20 | 19 18 | 17 16
Reserved
| 3war nmask
15 | 14 | 13 12 | 11 | 10 9 | 8 | 7 | 6 | 5 | 4 | 3 2 | 1 0
0x58
Reserved 13
RW Ox1
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Register

Address
Offset

Bit Fields

rst_mgr Summary

3-29

31 30 29 | 28 | 27 | 26 25 | 24 | 23 | 22 | 21 | 20 | 19 18 | 17 | 16
Reserved
tststa
15 14 13|12|11|10 9|8|7 6|5|4 3 2|1|0
0x5C
Reserved dbgrstst warmrstst
RO 0x0 RO 0x0
31 30 29 | 28 | 27 26 25 | 24 | 23 22 | 21 | 20 19 18 | 17 | 16
fl1do
tstscratch RW 0x0
0x60 15 14 13 | 12 | 11 10 9 | 8 | 7 | 6 | 5 | 4 | 3 2 | 1 | 0
fldo
RW 0x0
31 30 29 | 28 | 27 26 25 24 | 23 | 22 | 21 | 20 | 19 18 | 17 | 16
Reserved val
hdskt i meout RW 0x2800
0x64 5 | 14 | 13 | 12 | 1| 10 9 8 | 7 | 6 | 5 | 4 | 3 2 | 1 | 0
val
RW 0x2800
31 30 29 | 28 | 27 26 25 | 24 | 23 | 22 | 21 | 20 | 19 18 | 17 | 16
Reserved
hntintr
5 | 14 | 13 | 12 | 1| 10 9 | 8 | 7 | 6 | 5 | 4 | 3 2 | 1 0
0x68
Reserved intr
RW 0x0
31 30 29 | 28 | 27 26 25 | 24 | 23 | 22 | 21 | 20 | 19 18 | 17 16
Reserved
hntintren
15 14 13 | 12 | 11 10 9 | 8 | 7 | 6 | 5 | 4 | 3 2 | 1 0
0x6C
Reserved en
RW 0x0
31 30 29 | 28 | 27 26 25 | 24 | 23 | 22 | 21 | 20 | 19 18 | 17 16
Reserved
hnti ntrens
15 14 13 | 12 | 11 10 9 | 8 | 7 | 6 | 5 | 4 | 3 2 | 1 0
0x70
Reserved en
RW 0x0
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3-30 stat 2016.10.28

Register Bit Fields

Address
Offset

31 | 30 | 29 | 28 | 27 | 26 | 25 | 24 | 23 | 22 | 21 | 20 | 19 | 18 | 17 | 16
Reserved
hnti ntrenr
15|14|13|12|11|10|9|8|7|6|5|4|3|2|1 0
0x74
Reserved en
RW 0x0
31 | 30 | 29 | 28 | 27 | 26 | 25 | 24 | 23 | 22 | 21 | 20 | 19 | 18 | 17 16
Reserved
hncgpout
15|14|13|12|11|10|9|8 7|6|5|4|3|2|1|0
0x78
Reserved out
RW Ox0
31 | 30 | 29 | 28 | 27 | 26 | 25 | 24 23 | 22 | 21 | 20 | 19 | 18 | 17 | 16
Reserved
hncgpi n
15|14|13|12|11|10|9|8 7|6|5|4|3|2|1|0
0x7C
Reserved in
RO OxO
stat

The STAT register contains bits that indicate the reset
source. For reset sources, a field is 1 if its associated reset
requester caused the reset.

Software clears bits by writing them with a value of 1. Writes to
bits with a value of 0O are ignored.

After a cold reset is complete, all bits are reset to their reset
value except for the bit(s) that indicate the source of the cold
reset. If multiple cold reset requests overlap with each other, the
source de-asserts the request last will be logged. The other reset
request source(s) de-assert the request in the same cycle will also
be logged, the rest of the fields are reset to default value of O.

After a warm reset is complete, the bit(s) that indicate the source
of the warm reset are set to 1. A warm reset doesn"t clear any of
the bits 1in the STAT register; these bits must be cleared by
software writing the STAT register.

Module Instance Base Address Register Address

i_rst_mgr_rstmgr | OxFFDO5000 | OxFFDO5000

Altera Corporation Reset Manager
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stat 3-31
Offset: 0x0
Access: RW

Important: The value of a reserved bit must be maintained in software. When you modify registers
containing reserved bit fields, you must use a read-modify-write operation to preserve state
and prevent indeterminate system behavior.

Bit Fields

31 ‘ 30 ‘ 29 ‘ 28 ‘ 27 ‘ 26 ‘ 25 ‘ 24 ‘ 23 ‘ 22 ‘ 21 ‘ 20 ‘ 19 ‘ 18 17 16
Reserved cdbgr | fpgadbgr
egrst st
RW RW 0x0
0x0
15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0
Reserved | 14wd1 | 14wdO | mpuwd | mpuwd | swwar | fpgaw | nrstp Reserved swcol | confi | fpgac | nporp | porfp | porhpsvo
rst rst | 1rst | Orst | mrst |armrs | inrst drst |gioco |oldrs | inrst | gavol Itrst
RW | Rw | Rw | Rw | Rw | Y | Rw ry | 1Arst T gy [ EST L oy oxo
0x0 0x0 0x0 0x0 0x0 RW 0x0 0x0 RW RW 0x0 RW
0x0 0x0 0x0 0x0
stat Fields
5 N = N 2= 2
cdbgregrst DAP triggered debug reset
16 | fpgadbgrst FPGA triggered debug reset RW Ox0
14 | l4wdirst L4 Watchdog 1 triggered a hardware RW 0x0

sequenced warm reset

13 | l4wdorst L4 Watchdog O triggered a hardware RW 0x0
sequenced warm reset

12 |mpundirst MPU Watchdog 1 triggered a hardware RW 0x0
sequenced warm reset

11 |mpuwdOrst MPU Watchdog O triggered a hardware RW O
sequenced warm reset

10 |swwarmrst Software wrote CTRL.SWARMRSTREQ to RW 0x0
1 and triggered a hardware
sequenced warm reset.

9 fpgawarmrst FPGA core triggered a hardware RW 0x0
sequenced warm reset

8  |nrstpinrst nRST pin triggered a hardware RW 0x0
sequenced warm reset

Reset Manager Altera Corporation
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RECH = == W= ==
swcoldrst Software wrote CTRL.SWCOLDRSTREQ to
1 and triggered a cold reset.
4 |configiocoldrst FPGA entered CONFIG_IO mode and a RW 0x0
triggered a cold reset
3 fpgacoldrst FPGA core triggered a cold reset RW 0x0
(f2s _cold rst req = 1)
2 nporpinrst nPOR pin triggered a cold reset RW 0x0
(por_pin_req = 1)
1 porfpgavoltrst Built-in FPGA POR voltage detector RW 0x0
triggered a cold reset. Security
Manager brought Reset Manager out
of POR Reset.
0 |porhpsvoltrst Built-in HPS POR voltage detector RW 0x0

triggered a cold reset. Security
Manager brought Reset Manager out
of POR Reset.

ramstat

The RAMSTAT register contains bits that indicate the
security RAM clearing event during cold or warm reset for each RAM.

Software clears bits by writing them with a value of 1. Writes to
bits with a value of 0 are ignhored.

For MPU, there are seperate bits for L1 invalidate only or full
security clearing.

There is another bit for L1 invalidate timeout error only. The
security RAM clearing does not have a timeout.

Module Instance Base Address Register Address

i_rst_mgr_rstmgr ‘ OxFFD0O5000 ‘ OxFFD0O5004

Offset: Ox4
Access: RW

Important: The value of a reserved bit must be maintained in software. When you modify registers
containing reserved bit fields, you must use a read-modify-write operation to preserve state
and prevent indeterminate system behavior.

Altera Corporation Reset Manager

D Send Feedback


mailto:TechDocFeedback@altera.com?subject=Feedback%20on%20Reset%20Manager%20(a10_5v4%202016.10.28)&body=We%20appreciate%20your%20feedback.%20In%20your%20comments,%20also%20specify%20the%20page%20number%20or%20paragraph.%20Thank%20you.

al0_5v4

2016.10.28 ramstat 3-33
Bit Fields
31 ‘ 30 ‘ 29 ‘ 28 ‘ 27 ‘ 26 ‘ 25 ‘ 24 ‘ 23 ‘ 22 ‘ 21 ‘ 20 ‘ 19 ‘ 18 17 16
Reserved mpull | mpullram
timeo clr
Ut | Rw oxo
RW
0x0
15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0
mwpramcl | gspir | emac2 | emac2 | emacl | emacl | emacO | emacO | nande | nandr | nandw | dmara | sdmmc | otglr | otgOr | onchipra
r amclr | rxram | txram | txram | rxram | txram | rxram | ramcl | ramcl | ramcl | mclr | ramcl | amclr | amclr mclr
RW 0X0 RW clr clr clr clr clr clr r r r RW r RW RW RW 0x0
0x0 RW RW RW RW RW RW RW RW RW 0x0 RW 0x0 0x0
0x0 0x0 0x0 0x0 0x0 0x0 0x0 0x0 0x0 0x0

ramstat Fields

B S O )

mpulltimeout RAMSTATUS bit to indicate MPU 11
RAM cleared timeout during cold/
warm reset

N e RAMSTATUS bit to indicate MPU L1 RW 0x0
invalidate clearing only or full
security clearing during cold/warm
reset

15 |mwprameclr RAMSTATUS bit to indicate MWP RAM RW 0x0
is cleared during cold/warm reset

14 Jagspiramclr RAMSTATUS bit to indicate QSPI RAM RW 0x0
is cleared during cold/warm reset

13 |emac2rxramclr RAMSTATUS bit to indicate EMAC2 RX RW 0x0
RAM is cleared during cold/warm
reset

12 Jemac2txramclr RAMSTATUS bit to indicate EMAC2 TX RW 0x0
RAM is cleared during cold/warm
reset

11 Jemacltxramclr RAMSTATUS bit to indicate EMAC1 TX RW 0x0
RAM is cleared during cold/warm
reset

10 |emaclrxramclr RAMSTATUS bit to indicate EMAC1 RX RW 0x0
RAM is cleared during cold/warm
reset

Reset Manager Altera Corporation
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I S S 01

emacOtxramclr

RAMSTATUS bit to indicate EMACO TX
RAM is cleared during cold/warm
reset

8 emacOrxramclr

RAMSTATUS bit to indicate EMACO RX
RAM is cleared during cold/warm
reset

RwW

0x0

7 nanderamclr

RAMSTATUS bit to indicate NAND ECC
RAM is cleared during cold/warm
reset

Rw

0x0

6 nandrramclr

RAMSTATUS bit to indicate NAND Read
RAM is cleared during cold/warm
reset

Rw

0x0

5 nandwramclr

RAMSTATUS bit to indicate NAND
Write RAM is cleared during cold/
warm reset

RW

0x0

4 dmaramclr

RAMSTATUS bit to indicate DMA RAM
is cleared during cold/warm reset

RwW

0x0

3 sdmmcramclr

RAMSTATUS bit to indicate SDMMC RAM
is cleared during cold/warm reset

Rw

0x0

2 otglramclr

RAMSTATUS bit to indicate USB1 RAM
is cleared during cold/warm reset

Rw

0x0

1 otgOramclr

RAMSTATUS bit to indicate USBO RAM
is cleared during cold/warm reset

RwW

0x0

0 onchipramclr

RAMSTATUS bit to indicate Onchip
RAM is cleared during cold/warm
reset

RwW

0x0

miscstat

The MISCSTAT register contains bits that indicate the

timeout event. For timeout events, a field

is 1 if its associated

timeout occured as part of a hardware sequenced warm/debug reset.

Software clears bits by writing them with a value of 1. Writes to
bits with a value of 0O are ignored.

After a cold reset is complete, all bits are reset to their reset
value except for the bit(s) that indicate the source of the cold
reset. If multiple cold reset requests overlap with each other, the
source de-asserts the request last will be logged. The other reset
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request source(s) de-assert the request in the same cycle will also
be logged, the rest of the Fields are reset to default value of O.

After a warm reset is complete, the bit(s) that indicate the source
of the warm reset are set to 1. A warm reset doesn"t clear any of
the bits in the MISCSTAT register; these bits must be cleared by
software writing the STAT register.

Module Instance Base Address Register Address

i_rst_mgr_rstmgr ’ OxFFD05000 ‘ OxFFD05008

Offset: 0x8
Access: RW

Important: The value of a reserved bit must be maintained in software. When you modify registers
containing reserved bit fields, you must use a read-modify-write operation to preserve state
and prevent indeterminate system behavior.

Bit Fields

31|30|29|28|27|26|25|24|23|22|21|20|19|18|17|16
Reserved
15|14|13|12|11|10|9|8|7|6|5|4 3 2 1 0
Reserved etrst | fpgah | fpgam | sdrselfr
allti | stime | grhst| eftimeou
meout | out | imeou t
RW RW t RW 0x0
0x0 0x0 RW
0x0

miscstat Fields

. ——

etrstalltimeout A 1 indicates that Reset Manager"s
request to the ETR (Embedded Trace
Router) to stall its AXl master
port before starting a hardware
sequenced warm reset timed-out and
the Reset Manager had to proceed
with the warm reset anyway.

2 |fpgahstimeout A 1 indicates that Reset Manager"s R D
handshake request to FPGA before
starting a hardware sequenced warm
reset timed-out and the Reset
Manager had to proceed with the
warm reset anyway .
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I I O 2
fpgamgrhstimeout A 1 indicates that Reset Manager"s

request to the FPGA manager to stop
driving configuration clock to FPGA
CB before starting a hardware
sequenced warm reset timed-out and
the Reset Manager had to proceed
with the warm reset anyway.

0 |sdrselfreftimeout A 1 indicates that Reset Manager"s RW 0x0
request to the SDRAM Controller
Subsystem to put the SDRAM devices
into self-refresh mode before
starting a hardware sequenced warm
reset timed-out and the Reset
Manager had to proceed with the
warm reset anyway.

ctrl

The CTRL register is used by software to control reset
behavior.lt includes fields for software to initiate the cold and
warm reset.

Module Instance Base Address Register Address

i_rst_mgr_rstmgr | OxFFD05000 | OxFFD0500C

Offset: OxC
Access: RW

Important: The value of a reserved bit must be maintained in software. When you modify registers
containing reserved bit fields, you must use a read-modify-write operation to preserve state
and prevent indeterminate system behavior.

Bit Fields

31 | 30 | 29 | 28 | 27 | 26 | 25 | 24 | 23 | 22 | 21 | 20 | 19 | 18 | 17 | 16
Reserved
15 | 14 | 13 | 12 | 11 | 10 | 9 | 8 | 7 | 6 | 5 | 4 | 3 | 2 1 0
Reserved swwar | swcoldr-

mrstr streq

ed RW 0x0
RW
0x0
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ctrl Fields

T L

swwarmrstreq This is a one-shot bit written by

software to 1 to trigger a hardware
sequenced warm reset. It always
reads the value O.

0 |sweoldrstreq This is a one-shot bit written by RW 0x0

software to 1 to trigger a cold
reset. It always reads the value O.

hdsken

The CTRL register is used by software to control reset

behavior.lt includes fields for enable hardware handshake with other
modules before warm reset.

Module Instance Base Address Register Address

i_rst_mgr_rstmgr | OxFFDO5000 | OxFFD05010

Offset: 0x10
Access: RW
Important: The value of a reserved bit must be maintained in software. When you modify registers

containing reserved bit fields, you must use a read-modify-write operation to preserve state
and prevent indeterminate system behavior.

Bit Fields

31|30|29|28|27|26|25|24|23|22|21|20|19|18|17|16
Reserved
15|14|13|12|11|10|9|8|7|6|5|4 3 2 1 0
Reserved etrst | fpgah | fpgam | sdrselfr
allen| sen |grhse efen
RW | RW n RW Ox0
0x0 0x0 RW
0x0
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L L

etrstallen

Software writes this field 1 to
request to the ETR that it stalls
its AXI master to the L3 Intercon-
nect.

Software waits for the ETRSTALLACK
to be 1 and then writes this field
to 0. Note that it is possible for
the ETR to never assert ETRSTALLACK
so software should timeout if
ETRSTALLACK is never asserted.

2 fpgahsen

This field controls whether to
perform handshake with FPGA before
asserting warm reset.

IT set to 1, the Reset Manager
makes a request to the FPGAbefore
asserting warm reset signals.
However if FPGA is already in warm
reset state, the handshake is not
performed.

IT set to 0, the handshake is not
performed

Rw

0x0

1 fpgamgrhsen

Enables a handshake between the
Reset Manager and FPGA Manager
before a warm reset. The handshake
is used to warn the FPGA Manager
that a warm reset 1t coming so it
can prepare for it. When the FPGA
Manager receives a warm reset
handshake, the FPGA Manager drives
its output clock to a quiescent
state to avoid glitches.

IT set to 1, the Manager makes a
request to the FPGA Managerbefore
asserting warm reset signals.
However if the FPGA Manager is
already in warm reset, the
handshake i1s skipped.

IT set to 0, the handshake is
skipped.

RwW

0x0

Altera Corporation
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m“mm
sdrselfrefen This field controls whether the

contents of SDRAM devices survive a
hardware sequenced warm reset. If
set to 1, the Reset Manager makes a
request to the SDRAM Controller
Subsystem to put the SDRAM devices
into self-refresh mode before
asserting warm reset signals.
However, if SDRAM is already in
warm reset, Handshake with SDRAM is
not performed.

hdskreq

The CTRL register is used by software to control reset
behavior.lt includes fields for software to initiate the cold and
warm reset, enable hardware handshake with other modules before warm
reset, and perform software handshake. The software handshake
sequence must match the hardware sequence. Software mustde-assert the
handshake request after asserting warm reset and before de-assert the
warm reset.

Fields are only reset by a cold reset.

Module Instance Base Address Register Address

i_rst_mgr_rstmgr ’ OxFFD05000 ‘ OxFFD05014

Offset: 0x14
Access: RW

Important: The value of a reserved bit must be maintained in software. When you modify registers
containing reserved bit fields, you must use a read-modify-write operation to preserve state
and prevent indeterminate system behavior.

Bit Fields

31 | 30 | 29 | 28 | 27 | 26 | 25 | 24 | 23 | 22 | 21 | 20 | 19 | 18 | 17 | 16

Reserved
15 | 14 | 13 | 12 | 11 | 10 | 9 | 8 | 7 | 6 | 5 | 4 3 2 1 0
Reserved etrst | fpgah | fpgam | sdrselfr
allre| sreq | grhsr efreq
q rRw | 9 | Rwoxo
RW 0x0 RW
0x0 0x0
Reset Manager Altera Corporation
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hdskreq Fields
““mm
etrstallreq Software writes this field 1 to

request to the ETR that it stalls
its AXI master to the L3 Intercon-
nect.

Software waits for the ETRSTALLACK
to be 1 and then writes this field
to 0. Note that it is possible for
the ETR to never assert ETRSTALLACK
so software should timeout if
ETRSTALLACK is never asserted.

2 |fpgahsreq Software writes this field 1 to RW 0x0
initiate handshake request to
FPGA .

Software waits for the FPGAHSACK to
be active and then writes this
field to O. Note that it is
possible for the FPGA to never
assert FPGAHSACK so software should
timeout iIn this case.

! fpgamgrhsreq Software writes this field 1 to RW 0x0
request to the FPGA Manager to idle
its output clock.

Software waits for the FPGAMGRHSACK
to be 1 and then writes this field
to 0. Note that it is possible for
the FPGA Manager to never assert
FPGAMGRHSACK so software should
timeout In this case.

0 |sdrselfrefreq Software writes this field 1 to RW 0x0
request to the SDRAM Controller
Subsystem that it puts the SDRAM
devices into self-refresh mode.
This is done to preserve SDRAM
contents across a software warm
reset.

Software waits for the SDRSELFRE-
FACK to be 1 and then writes this
field to O. Note that it is
possible for the SDRAM Controller
Subsystem to never assert SDRSELFRE-
FACK so software should timeout if
SDRSELFREFACK is never asserted.
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hdskack

The CTRL register is used by software to control reset
behavior.lt includes fields for software to initiate the cold and
warm reset, enable hardware handshake with other modules before warm
reset, and perform software handshake. The software handshake
sequence must match the hardware sequence. Software mustde-assert the
handshake request after asserting warm reset and before de-assert the
warm reset.

Fields are only reset by a cold reset.

Module Instance Base Address Register Address

i_rst_mgr_rstmgr | OxFFD0O5000 | OxFFD05018

Offset: 0x18
Access: RW

Important: The value of a reserved bit must be maintained in software. When you modify registers
containing reserved bit fields, you must use a read-modify-write operation to preserve state
and prevent indeterminate system behavior.

Bit Fields

31 | 30 | 29 | 28 | 27 | 26 | 25 | 24 | 23 | 22 | 21 | 20 | 19 | 18 | 17 | 16
Reserved
15 | 14 | 13 | 12 | 11 | 10 | 9 8 7 | 6 | 5 | 4 3 2 1 0
Reserved etrst Reserved etrst | fpgah | fpgam | sdrselfr
allwa allac | sack |grhsa eqgack
rmrst k RO ck RO 0x0
RW RO 0x0 RO
0x0 0x0 0x0
Reset Manager Altera Corporation
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I S N 2
etrstallwvarmrst If a warm reset occurs and

ETRSTALLEN is 1, hardware sets this
bit to 1 to indicate that the stall
of the ETR AXI master is pending.
Hardware leaves the ETR stalled
until software clears this field by
writing 1t with 1. Software must
only clear this field when it is
ready to have the ETR AXI master
start making AXI requests to write
trace data.

3 etrstallack This is the acknowlege for a ETR RO 0x0
AXI1 master stall initiated by the
ETRSTALLREQ field. A 1 indicates
that the ETR has stalled its AXI
master

2 |fpgahsack This is the acknowlege (high RO 0x0
active) that the FPGA handshake
acknowledge has been received by
Reset Manager.

1 fpgamgrhsack This is the acknowlege (high RO 0x0
active) that the FPGA manager has
successfully idled its output clock.

0 |sdrselfregack This is the acknowlege for a SDRAM RO 0x0
self-refresh mode request initiated
by the SDRSELFREFREQ field. A 1
indicates that the SDRAM Controller
Subsystem has put the SDRAM devices
into self-refresh mode.

counts

The COUNTS register is used by software to control reset
behavior.1t includes fields for software to control the behavior of
the warm reset and nRST pin.

Fields are only reset by a cold reset.

Module Instance Base Address Register Address

i_rst_mgr_rstmgr ‘ OxFFD0O5000 ‘ OxFFDO501C
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Offset: 0x1C
Access: RW

Important: The value of a reserved bit must be maintained in software. When you modify registers
containing reserved bit fields, you must use a read-modify-write operation to preserve state
and prevent indeterminate system behavior.

Bit Fields

31 ‘ 30 ‘ 29 ‘ 28 ‘ 27 ‘ 26 ‘ 25 ‘ 24 23 ‘ 22 ‘ 21 ‘ 20 19 ‘ 18 ‘ 17 ‘ 16

warmrstcycles Reserved nrstcnt
RW 0x80 RW 0x800

N N N N T A T N N B

nrstcnt
RW 0x800

counts Fields

I S O 0

31:24  |warmrstcycles On a warm reset, the Reset Manager 0x80
releases the reset to the Clock
Manager, and then waits for the
number of cycles specified In this
register before releasing the rest
of the hardware controlled resets.

19:0  nrstent The Reset Manager pulls down the RW 0x800
NRST pin on a warm reset for the
number of cycles specified iIn this
register. A value of Ox0 is
reserved. nRST assertion on a warm
reset may be disabled by clearing
NRSTWARMMASK .NRSTP INOE .

mpumodrst

The MPUMODRST register is used by software to trigger module
resets (individual module reset signals). Software explicitly asserts
and de-asserts module reset signals by writing bits in the
appropriate *MODRST register. It is up to software to ensure module
reset signals are asserted for the appropriate length of time and are
de-asserted in the correct order. It is also up to software to not
assert a module reset signal that would prevent software from de-
asserting the module reset signal. For example, software should not
assert the module reset to the CPU executing the software.

Software writes a bit to 1 to assert the module reset signal and to O
to de-assert the module reset signal.

Reset Manager Altera Corporation
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All Fields except CPULl are only reset by a cold reset. The CPUl field
is reset by a cold reset. The CPU1l fTield is also reset by a warm
reset if not masked by the corresponding MPUWARMMASK field.

Module Instance Base Address Register Address

i_rst_mgr_rstmgr | OxFFDO5000 | OxFFD05020

Offset: 0x20
Access: RW

Important: The value of a reserved bit must be maintained in software. When you modify registers
containing reserved bit fields, you must use a read-modify-write operation to preserve state
and prevent indeterminate system behavior.

Bit Fields

31 | 30 | 29 | 28 | 27 | 26 | 25 | 24 | 23 | 22 | 21 | 20 | 19 | 18 | 17 | 16
Reserved

15 | 14 | 13 | 12 | 11 | 10 | 9 | 8 | 7 | 6 | 5 | 4 3 2 1 0

Reserved scupe | wds | cpul cpu0

RW RW RW 0x0
RW 0x0 Oox1
0x0

mpumodrst Fields

I S O 0 A

Scuper Resets SCU and peripherals.
Peripherals consist of the

interrupt controller, global timer,
both per-CPU private timers, and
both per-CPU watchdogs (except for
the Watchdog Reset Status registers)

2 |wds Resets both per-CPU Watchdog Reset RW 0x0
Status registers in MPU.
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m“mm
cpul Resets Cortex-A9 CPUl in MPU.

It is reset to 1 on a cold or warm
reset. This holds CPUl in reset
until software is ready to release
CPU1 from reset by writing O to
this field.

On single-core devices, writes to
this field are ignored.On dual-core
devices, writes to this field
trigger the same sequence as writes
to the CPUO field (except the
sequence is performed on CPUl).

0 |cpuo Resets Cortex-A9 CPUO in MPU. Whe RW 0x0
software changes this field from O
to 1, i1ttriggers the following
sequence: 1. CPUO reset is
asserted. cpuO clkoff is de-
asserted 2. after 32 oscl clk
cycles, cpuO clkoff is asserted.
When software changes this field
from 1 to O, it triggers the
following sequence: 1.CPUO reset 1is
de-asserted. 2. after 32 cycles,
cpuO clkoff is de-asserted.
Software needs to wait for at least
64 oscl clk cycles between each
change of this field to keep the
proper reset/clkoff sequence.

perOmodrst

The PEROMODRST register is used by software to trigger
module resets for Peripheral Group and Fast Peripheral Group.
Regular Peripheral Group resets are in the lower 2 bytes, and Fast
Pheripheral Group resets are in the upper 2 bytes. Software
explicitly asserts and de-asserts module reset signals by writing
bits iIn the appropriate *MODRST register. It is up to software to
ensure module reset signals are asserted for the appropriate length
of time and are de-asserted in the correct order. It is also up to
software to not assert a module reset signal that would prevent
software from de-asserting the module reset signal. For example,
software should not assert the module reset to the CPU executing the
software.

Software writes a bit to 1 to assert the module reset signal and to O
to de-assert the module reset signal.

All Ffields are reset by a cold reset_All fields are also reset by a

warm reset 1T not masked by the corresponding PERWARMMASK field.
The reset value of all fields is 1. This holds the corresponding
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module In reset until software is ready to release the module from
reset by writing 0 to its field.

Module Instance Base Address Register Address

i_rst_mgr_rstmgr ’ OxFFD05000 ‘ OxFFD05024

Offset: 0x24
Access: RW

Important: The value of a reserved bit must be maintained in software. When you modify registers
containing reserved bit fields, you must use a read-modify-write operation to preserve state
and prevent indeterminate system behavior.

Bit Fields

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
dmaif7 |dmaif |dmaif |dmaif | dmaif |dmaif | dmaif |dmaif | Reser | emacp | dmaoc | spisl | spisO | spiml | spimO dma
RW Ox1 s 4 3 2 1 O | ved | ® P RW | RW | RW | RW | RW Oxl

RW RW RW RW RW RW RW RW RW Ox1 Ox1 Ox1 Ox1
Ox1 Ox1 Ox1 Ox1 Ox1 Ox1 Ox1 Ox1 Ox1
15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0

sdmmcocp | gspio | hando | usblo | usbOo | emac2 | emacl | emacO | sdmmc | gspi | nand | usbl | usbO | emac2 | emacl emacO

RW Ox1 cp cp cp Cp | ocp | ocp | ocp | oy RW RW RW RW RW RW RW Ox1
RW RW RW RW RW RW RW | OxL | ox1 | ox1 | ox1 | oxl | ox1 | oxi
Oox1 Ox1 Oox1 Ox1 Oox1 Ox1 Oox1

perOmodrst Fields

e —

dmaif7 Resets DMA channel 7 interface
adapter between FPGA Fabric and HPS
DMA Controller

30 | dmaifé Resets DMA channel 6 interface RW Ox1
adapter between FPGA Fabric and HPS
DMA Controller

29 |dmaifs Resets DMA channel 5 interface RW Ox1
adapter between FPGA Fabric and HPS
DMA Controller

28 | dmaif4 Resets DMA channel 4 interface RW Ox1
adapter between FPGA Fabric and HPS
DMA Controller
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dmaif3 Resets DMA channel 3 interface

adapter between FPGA Fabric and HPS
DMA Controller

26 |dmaif2 Resets DMA channel 2 interface RW Ox1
adapter between FPGA Fabric and HPS
DMA Controller

25 |dmaifl Resets DMA channel 1 interface RW Ox1
adapter between FPGA Fabric and HPS
DMA Controller

24 | dmaifo Resets DMA channel 0 interface RW Ox1
adapter between FPGA Fabric and HPS
DMA Controller

22 |emacptp Resets EMAC PTP RW 0x1

21 |dmaocp Resets DMA Controller ECC OCP RW Oxi1
Dlagnostics modules.

20 |spisl Resets SPIS1 controller RW Ox1

19 |spisO Resets SPISO controller RW Ox1

18 |spiml Resets SPIM1 controller RW Ox1

17 |spim0 Resets SPIMO controller RW Ox1

16 [dma Resets DMA controller RW Ox1

15 |sdmmcocp Resets SDMMC ECC OCP Dlagnostics R oL
modules.

14 |qgspiocp Resets QSPI ECC OCP Dlagnostics RW Ox1
modules.

13 | nandocp Resets NAND ECC OCP Dlagnostics RW Ox1
modules.

12 |usblocp Resets USB1 ECC OCP Dlagnostics RW Ox1
modules.

11 usbOocp Resets USBO ECC OCP Dlagnostics = oL
modules.

10| emac2ocp Resets EMACO ECC OCP Dlagnostics RW Ox1
modules.

Reset Manager Altera Corporation
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emaclocp Resets EMAC1 ECC OCP Dlagnostics
modules.
8  |emacOocp Resets EMACO ECC OCP Dlagnostics RW 0x1
modules.
7 |sdmmc Resets SD/MMC controller RW Ox1
6 aspi Resets QSPI flash controller RW Ox1
> nand Resets NAND flash controller RW Ox1
4 Jusbl Resets USB1 RW Ox1
S| UEkD Resets USBO il Bl
2 emac2 Resets EMAC2 RW 0x1
1 |emacl Resets EMAC1 RW Oxd
0 | emaco Resets EMACO RW Oxt
perTmodrst

The PERIMODRST register is used by software to trigger
module resets for Slow Peripheral Group. Software explicitly asserts
and de-asserts module reset signals by writing bits in the
appropriate *MODRST register. It is up to software to ensure module
reset signals are asserted for the appropriate length of time and are
de-asserted in the correct order. It is also up to software to not
assert a module reset signal that would prevent software from de-
asserting the module reset signal. For example, software should not
assert the module reset to the CPU executing the software.

Software writes a bit to 1 to assert the module reset signal and to O
to de-assert the module reset signal.

All Ffields are reset by a cold reset.All fields are also reset by a
warm reset if not masked by the corresponding PERWARMMASK field.
The reset value of all fields is 1. This holds the corresponding
module In reset until software is ready to release the module from
reset by writing 0 to its field.

Module Instance Base Address Register Address

i_rst_mgr_rstmgr ‘ OxFFDO5000 ‘ OxFFD05028

Altera Corporation Reset Manager
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Offset: 0x28
Access: RW

Important: The value of a reserved bit must be maintained in software. When you modify registers
containing reserved bit fields, you must use a read-modify-write operation to preserve state
and prevent indeterminate system behavior.

Bit Fields

31 | 30 | 29 | 28 | 27 26 25 24 23 | 22 | 21 | 20 | 19 | 18 17 16
Reserved gpio2 | gpiol | gpio0 Reserved uartl uart0
RW RW RW RW RW Ox1
Ox1 Ox1 0Ox1 Oox1
15 | 14 | 13 12 11 10 9 8 7 | 6 5 4 3 2 1 0
Reserved i2c4 | 12c3 | 12c2 | i2cl | i2c0 Reserved sptim | sptim | 14sys | 14sys | watch | watchdog
RW RW RW RW RW erl er0 tlr;er tlger dogl 0
Ox1 Ox1 Oox1 Ox1 Oox1 RW RW RW RW Ox1
Ox1 Ox1 RW RW Ox1
Ox1 Ox1

perTmodrst Fields

I T T R L N
26 RW Ox1

gpio2 Resets GP102
25 |gpiol Resets GPI101 RW Ox1
24 |gpio0 Resets GP100 RW Ox1
17 uartl Resets UART1 RW Ox1
16 uarto Resets UARTO RW Ox1
12 |izca Resets 12C4 controller R L
11 |i2c3 Resets 12C3 controller RW Ox1
10 |i2c2 Resets 12C2 controller RW Ox1
9 12c1 Resets 12C1 controller RW Ox1
8 12c0 Resets 12C0 controller RW 0x1
> sptimerl Resets SP timer 1 connected to L4 RW Ox1
4 sptimerQ Resets SP timer O connected to L4 R 0x1
3 l4systimerl Resets l4sys_timerl RW 0x1
Reset Manager Altera Corporation
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l4systimer0O Resets l4sys_timer0
1 |watchdogl Resets Watchdog 1 RW Ox1
0 |watchdogo Resets Watchdog 0 RW Ox1
brgmodrst

The BRGMODRST register is used by software to trigger module
resets (individual module reset signals). Software explicitly asserts
and de-asserts module reset signals by writing bits in the
appropriate *MODRST register. It is up to software to ensure module
reset signals are asserted for the appropriate length of time and are
de-asserted in the correct order. It is also up to software to not
assert a module reset signal that would prevent software from de-
asserting the module reset signal. For example, software should not
assert the module reset to the CPU executing the software.

Software writes a bit to 1 to assert the module reset signal and to O
to de-assert the module reset signal.

All fTields are reset by a cold reset_All Tields are also reset by a
warm reset if not masked by the corresponding BRGWARMMASK field.
The reset value of all fields is 1. This holds the corresponding
module In reset until software is ready to release the module from
reset by writing 0 to its field.

Module Instance Base Address Register Address

i_rst_mgr_rstmgr ‘ OxFFD05000 ‘ OxFFD0502C

Offset: 0x2C
Access: RW

Important: The value of a reserved bit must be maintained in software. When you modify registers
containing reserved bit fields, you must use a read-modify-write operation to preserve state
and prevent indeterminate system behavior.

Altera Corporation Reset Manager
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31 ‘ 30 ‘ 29 ‘ 28 ‘ 27 ‘ 26 ‘ 25 ‘ 24 ‘ 23 ‘ 22 ‘ 21 ‘ 20 ‘ 19 ‘ 18 ‘ 17 ‘ 16
Reserved
15 ‘ 14 ‘ 13 ‘ 12 ‘ 11 ‘ 10 ‘ 9 ‘ 8 ‘ 7 6 5 4 3 2 1 0
Reserved ddrsc | f2ssd | f2ssd | f2ssd | fpga2 | Ilwhps | hps2fpga

h ram2 | raml | ramO | hps |2fpga

RW RW RW RW RW RW
Ox1 0Ox1 Ox1 0Ox1 Ox1 0Ox1

RW Ox1

brgmodrst Fields

e e ———

ddrsch Resets logic in the DDR Scheduler
in the NOC.
I =S use Resets F2S_SDRAM2 Bridge il e
4 |f2ssdraml Resets F2S_SDRAM1 Bridge RW Ox1
3 |f2ssdran0 Resets F2S_SDRAMO Bridge RW 0x1
2 |fpgahps Resets FPGA2HPS Bridge RW Ox1
1 Iwhps2fpga Resets LWHPS2FPGA Bridge RW Ox1
0 [hps2fpga Resets HPS2FPGA Bridge RW Ox1
sysmodrst

The SYSMODRST register is used by software to trigger module
resets (individual module reset signals). Software explicitly asserts
and de-asserts module reset signals by writing bits in the
appropriate *MODRST register. It is up to software to ensure module
reset signals are asserted for the appropriate length of time and are
de-asserted in the correct order. It is also up to software to not
assert a module reset signal that would prevent software from de-
asserting the module reset signal. For example, software should not
assert the module reset to the CPU executing the software.

Software writes a bit to 1 to assert the module reset signal and to O
to de-assert the module reset signal.

All fields are only reset by a cold reset

Reset Manager Altera Corporation
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Module Instance Base Address Register Address
i_rst_mgr_rstmgr | OxFFD0O5000 | OxFFD0O5030
Offset: 0x30
Access: RW

Important: The value of a reserved bit must be maintained in software. When you modify registers
containing reserved bit fields, you must use a read-modify-write operation to preserve state
and prevent indeterminate system behavior.

Bit Fields

31 | 30 | 29 | 28 | 27 | 26 | 25 | 24 | 23 | 22 | 21 | 20 | 19 | 18 | 17 | 16
Reserved
15 | 14 | 13 | 12 | 11 | 10 | 9 | 8 | 7 6 5 4 3 2 1 0
Reserved ocram | sysdb | s2f | fpgam | Reser | ocram rom
oce |9 R | 9" | VD | Ry | Rw ooxo
RW RW 0x0 RW 0x0
0x0 0x0 0x0

sysmodrst Fields

I S O 01

ocramocp Resets On-chip RAM ECC OCP
Diagnostic module
> |sysdbg Resets logic that spans the system RW 0x0
and debug domains.
4 s2f Resets logic in FPGA core that RW 0x0
doesn"t differentiate between HPS
cold and warm resets
3 |fpgamgr Resets FPGA Manager RW 0x0
1 ocram Resets On-chip RAM RW 0x0
0 FE Resets Boot ROM s 0x0
coldmodrst

The COLDMODRST register is used by software to trigger
module resets (individual module reset signals). Software explicitly
asserts and de-asserts module reset signals by writing bits in the
appropriate *MODRST register. It is up to software to ensure module
reset signals are asserted for the appropriate length of time and are

Altera Corporation Reset Manager
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de-asserted in the correct order. It is also up to software to not
assert a module reset signal that would prevent software from de-
asserting the module reset signal. For example, software should not
assert the module reset to the CPU executing the software.

Software writes a bit to 1 to assert the module reset signal and to O
to de-assert the module reset signal.

All Ffields are only reset by a cold reset

Module Instance Base Address Register Address

i_rst_mgr_rstmgr ’ OxFFD0O5000 ‘ OxFFD0O5034

Offset: 0x34
Access: RW

Important: The value of a reserved bit must be maintained in software. When you modify registers
containing reserved bit fields, you must use a read-modify-write operation to preserve state
and prevent indeterminate system behavior.

Bit Fields

31 | 30 | 29 | 28 | 27 | 26 | 25 | 24 | 23 | 22 | 21 | 20 | 19 | 18 | 17 | 16
Reserved
15|14|13|12|11|10|9|8 7 6 5 4 3 2|1 0

Reserved iomgr | hmcco | tapco | times | s2fco Reserved clkmgrco
cold Id Id |tampc| Id 1d
rRe | rw | orw | O | Ry RW Ox0
0x0 0x0 0x0 RW 0x0

0x0

coldmodrst Fields

B S O 0

iomgrcold Resets logic in 10 Manager that is
only reset by a cold reset (ignhores
warm reset)

6 hmecold Resets logic in HMC affected only RW 0x0
by a cold reset.

> | tapcold Resets portion of DAP JTAG TAP RW 0x0
controller no reset by a debug
probe reset (i.e. nTRST pin). Cold
reset only.

Reset Manager Altera Corporation
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timestampcold Resets debug timestamp to 0 (cold

reset only)

3 s2fcold Resets logic in FPGA core that is RW 0x0
only reset by a cold reset (ighores
warm reset)

0 clkmgrcold Resets Clock Manager (cold reset RW 0x0

only)

nrstmodrst

The NRSTMODRST register is used by software to trigger
module resets (individual module reset signals). Software explicitly
asserts and de-asserts module reset signals by writing bits in the
appropriate *MODRST register. It is up to software to ensure module
reset signals are asserted for the appropriate length of time and are
de-asserted in the correct order. It is also up to software to not
assert a module reset signal that would prevent software from de-
asserting the module reset signal. For example, software should not
assert the module reset to the CPU executing the software.

Software writes a bit to 1 to assert the module reset signal and to O
to de-assert the module reset signal.

All Ffields are only reset by a cold reset

Module Instance Base Address Register Address

i_rst_mgr_rstmgr ‘ OxFFD05000 ‘ OxFFD05038

Offset: 0x38
Access: RW

Important: The value of a reserved bit must be maintained in software. When you modify registers
containing reserved bit fields, you must use a read-modify-write operation to preserve state
and prevent indeterminate system behavior.

Bit Fields

31 ‘ 30 ‘ 29 ‘ 28 ‘ 27 ‘ 26 ‘ 25 ‘ 24 ‘ 23 ‘ 22 ‘ 21 ‘ 20 ‘ 19 ‘ 18 ‘ 17 ‘ 16

Reserved
15‘14‘13‘12‘11‘10‘9‘8‘7‘6‘5‘4‘3‘2‘1 0
Reserved nrstpino
e
RW 0x0
Altera Corporation Reset Manager
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nrstmodrst Fields

T — ————

nrstpinoe Drives NRST output enable with data RW
tied low to extend cold and warm
reset
dbgmodrst

The DBGMODRST register is used by software to trigger module
resets (individual module reset signals). Software explicitly asserts
and de-asserts module reset signals by writing bits in the
appropriate *MODRST register. It is up to software to ensure module
reset signals are asserted for the appropriate length of time and are
de-asserted in the correct order. It is also up to software to not
assert a module reset signal that would prevent software from de-
asserting the module reset signal. For example, software should not
assert the module reset to the CPU executing the software.

Software writes a bit to 1 to assert the module reset signal and to O
to de-assert the module reset signal.

All Ffields are only reset by a cold reset

Module Instance Base Address Register Address

i_rst_mgr_rstmgr | OxFFDO5000 | OxFFDO503C

Offset: 0x3C

Access: RW

Important: The value of a reserved bit must be maintained in software. When you modify registers
containing reserved bit fields, you must use a read-modify-write operation to preserve state
and prevent indeterminate system behavior.

Bit Fields

31 | 30 | 29 | 28 | 27 | 26 | 25 | 24 | 23 | 22 | 21 | 20 | 19 | 18 | 17 | 16
Reserved
15 | 14 | 13 | 12 | 11 | 10 | 9 | 8 | 7 | 6 | 5 | 4 | 3 | 2 | 1 0
Reserved dbg
RW 0x0
Reset Manager Altera Corporation
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dbgmodrst Fields

e ——

Resets logic located only in the
debug domain.

mpuwarmmask

The MPUWARMMASK register is used by software to mask the
assertion of module reset signals for hardware sequenced warm resets.
There is a writeable bit for each module reset signal that is
asserted by default on a hardware sequenced warm reset. If the bit is
1, the module reset signal is asserted by a hardware sequenced warm
reset. If the bit is 0, the module reset signal is not changed by a
hardware sequenced warm reset. The bit assignments of the *WARMMASK
registers match the corresponding *MODRST registers. Any module reset
signals that are never asserted by a warm reset have reserved bit
offsets and are tied to O (read as O, writes are ignored).

All fields are only reset by a cold reset.

Module Instance Base Address Register Address

i_rst_mgr_rstmgr | OxFFDO5000 | OxFFD05040

Offset: 0x40
Access: RW

Important: The value of a reserved bit must be maintained in software. When you modify registers
containing reserved bit fields, you must use a read-modify-write operation to preserve state
and prevent indeterminate system behavior.

Bit Fields

31 | 30 | 29 | 28 | 27 | 26 | 25 | 24 | 23 | 22 | 21 | 20 | 19 | 18 | 17 | 16
Reserved
15|14|13|12|11|10|9|8|7|6|5|4|3|2|1 0
Reserved wds
RW 0Ox1
Altera Corporation Reset Manager
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mpuwarmmask Fields

I S S 01

Masks hardware sequenced warm reset
for both per-CPU Watchdog Reset
Status registers in MPU

perOwarmmask

The PEROWARMMASK register is used by software to mask the
assertion of Peripheral and Fast Peripheral reset signals for
hardware sequenced warm resets. There is a writeable bit for each
module reset signal that is asserted by default on a hardware
sequenced warm reset. If the bit is 1, the module reset signal is
asserted by a hardware sequenced warm reset. ITf the bit is 0, the
module reset signal is not changed by a hardware sequenced warm
reset. The bit assignments of the *WARMMASK registers match the
corresponding *MODRST registers. Any module reset signals that are
never asserted by a warm reset have reserved bit offsets and are tied
to O (read as O, writes are ignhored).

All fields are only reset by a cold reset.

Module Instance Base Address Register Address

i_rst_mgr_rstmgr | OxFFDO5000 | OxFFD0O5044

Offset: 0x44
Access: RW

Important: The value of a reserved bit must be maintained in software. When you modify registers
containing reserved bit fields, you must use a read-modify-write operation to preserve state
and prevent indeterminate system behavior.

Bit Fields

31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
dmaif7 |dmaif |dmaif|dmaif|dmaif|dmaif|dmaif|dmaif|Reser | emacp | dmaoc | spisl | spisO | spiml | spimO dma
RW Ox1 > 4 = 2 1 O el i p RW | RW | RW | RW | Rw oxi

RW RW RW RW RW RW RW RW RW 0x1 Ox1 Ox1 Ox1
Ox1 Ox1 0Ox1 Ox1 0Ox1 Ox1 0Ox1 Ox1 Ox1
15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0

sdmmcocp | gspio | nando | usblo | usbOo | emac2 | emacl | emacO | sdmmc | gspi | nand | usbl | usbO |emac2 | emacl emacO

RW Ox1 cp cp cp Cp | ocp | ocp | ocp | oy RW RW RW RW RW RW RW Ox1
RW RW RW RW RW | RW RW | oxi | oxi | ox1 | ox1 | ox1 | oxi | oxi
Oox1 Ox1 Oox1 Ox1 Oox1 Ox1 Oox1
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e e —

dmaif7

Masks hardware sequenced warm reset
for DMA channel 7 interface adapter
between FPGA Fabric and HPS DMA
Controller

30

dmaif6

Masks hardware sequenced warm reset
for DMA channel 6 interface adapter
between FPGA Fabric and HPS DMA
Controller

RwW

Ox1

29

dmaifb5

Masks hardware sequenced warm reset
for DMA channel 5 interface adapter
between FPGA Fabric and HPS DMA
Controller

RwW

0ox1

28

dmaif4

Masks hardware sequenced warm reset
for DMA channel 4 interface adapter
between FPGA Fabric and HPS DMA
Controller

RW

Ox1

27

dmaif3

Masks hardware sequenced warm reset
for DMA channel 3 interface adapter
between FPGA Fabric and HPS DMA
Controller

Rw

Ox1

26

dmaif2

Masks hardware sequenced warm reset
for DMA channel 2 interface adapter
between FPGA Fabric and HPS DMA
Controller

RW

Ox1

25

dmaifl

Masks hardware sequenced warm reset
for DMA channel 1 interface adapter
between FPGA Fabric and HPS DMA
Controller

Rw

Ox1

24

dmaif0

Masks hardware sequenced warm reset
for DMA channel O interface adapter
between FPGA Fabric and HPS DMA
Controller

RwW

Ox1

22

emacptp

Masks hardware sequenced warm reset
for EMAC PTP

RW

Ox1

21

dmaocp

Masks hardware sequenced warm reset
for DMA Controller ECC OCP Dlagnos-
tics module.

Rw

Ox1

Altera Corporation
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N O 2 [
spisl Masks hardware sequenced warm reset
for SPIS1 controller
19 |spisoO Masks hardware sequenced warm reset RW 0x1
for SPISO controller
18 [spiml Masks hardware sequenced warm reset RW Ox1
for SPIM1 controller
17 |spim0 Masks hardware sequenced warm reset RW Ox1
for SPIMO controller
16 |dma Masks hardware sequenced warm reset RW Ox1
for DMA controller
15 |sdmmcocp Masks hardware sequenced warm reset RW 0x1
for SDMMC ECC OCP Dlagnostics
module.
14 |aspiocp Masks hardware sequenced warm reset RW Ox1
for QSPI ECC OCP Dlagnostics module.
13| nandocp Masks hardware sequenced warm reset RW 0x1
for NAND ECC OCP Dlagnostics
modules.
12 |usblocp Masks hardware sequenced warm reset RW 0x1
for USB1 ECC OCP Dlagnostics module.
11 usbOocp Masks hardware sequenced warm reset RW 0x1
for USBO ECC OCP Dlagnostics module.
10 |emac2zocp Masks hardware sequenced warm reset RW Ox1
for EMAC2 ECC OCP Dlagnostics
modules.
9 SUEELEEY Masks hardware sequenced warm reset A Ox1
for EMAC1 ECC OCP Dlagnostics
modules.
8 emacOocp Masks hardware sequenced warm reset RW 0x1
for EMACO ECC OCP Dlagnostics
modules.
7 sdmme Masks hardware sequenced warm reset R¥ 0x1
for SD/MMC controller
6 aspi Masks hardware sequenced warm reset RW Ox1
for QSPI flash controller
Reset Manager Altera Corporation
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I S O 01

nand Masks hardware sequenced warm reset

for NAND flash controller

4 usbl Masks hardware sequenced warm reset RW 0x1
for USB1USB1

3 usbO Masks hardware sequenced warm reset RW L
for USBO

2 emac2 Masks hardware sequenced warm reset RW Ox1
for EMAC2

1 emacl Masks hardware sequenced warm reset RW Oxi1
for EMAC1

0 emaco Masks hardware sequenced warm reset RW 0x1
for EMACO

perlwarmmask

The PER1IWARMMASK register is used by software to mask the
assertion of module reset signals for hardware sequenced warm resets.
There i1s a writeable bit for each module reset signal that is
asserted by default on a hardware sequenced warm reset.

1, the module reset signal

reset.

IT the bit is
is asserted by a hardware sequenced warm

IT the bit is 0, the module reset signal is not changed by a

hardware sequenced warm reset. The bit assignments of the *WARMMASK
registers match the corresponding *MODRST registers. Any module reset
signhals that are never asserted by a warm reset have reserved bit
offsets and are tied to 0 (read as 0, writes are ignhored).

All Ffields are only reset by a cold reset.

Module Instance

i_rst_mgr_rstmgr

‘ OxFFDO5000

Base Address

Register Address

‘ OxFFD05048

Offset: 0x48
Access: RW

Important: The value of a reserved bit must be maintained in software. When you modify registers
containing reserved bit fields, you must use a read-modify-write operation to preserve state
and prevent indeterminate system behavior.

Altera Corporation
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Bit Fields
31 ‘ 30 ‘ 29 ‘ 28 ‘ 27 26 25 24 23 ‘ 22 ‘ 21 ‘ 20 ‘ 19 ‘ 18 17 16
Reserved gpio2 | gpiol | gpio0 Reserved uartl uartO
RW RW RW RW RW Ox1
Ox1 Ox1 Ox1 Ox1
15 ‘ 14 ‘ 13 12 11 10 9 8 7 ‘ 6 5 4 3 2 1 0
Reserved i2c4 | 12c3 | 12c2 | 12cl | i2c0 Reserved sptim | sptim | I14sys | 14sys | watch | watchdog
RW RW RW RW RW erl er0 tlTer tlger dogl 0
0ox1 Ox1 Ox1 Ox1 Ox1 RW RW RW RW 0Ox1
Ox1 0x1 RW RW Ox1
Ox1 Ox1

perTwarmmask Fields

I S O )

gpio2 Masks hardware sequenced warm reset

for GP102

25 |gpiol Masks hardware sequenced warm reset R L
for GP101

24 |gpio0 Masks hardware sequenced warm reset RW Ox1
for GP100O

17 Juartl Masks hardware sequenced warm reset RW L
for UART1

16 |uart0 Masks hardware sequenced warm reset RW Ox1
TforUARTO

12 Ji2ca Masks hardware sequenced warm reset R L
for 12C4 controller

11 |i2c3 Masks hardware sequenced warm reset RW Ox1
for 12C3 controller

10 Ji2c2 Masks hardware sequenced warm reset R L
for 12C2 controller

9 i2cl Masks hardware sequenced warm reset RW Ox1
for 2C1 controller

8 12c0 Masks hardware sequenced warm reset R bl
for 2CO controller

>  |sptimerl Masks hardware sequenced warm reset RW Ox1
for SP timer 1 connected to L4

Reset Manager Altera Corporation
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I T S 1
sptimero Masks hardware sequenced warm reset
for SP timer O connected to L4
3 14systimerl Masks hardware sequenced warm reset RW Ox1
for l4sys timerl
2 l4systimer0 Masks hardware sequenced warm reset RW Ox1
for l4sys timerO
! watchdogl Masks hardware sequenced warm reset RW 0x1
for Watchdog 1
0 |watchdog0 Masks hardware sequenced warm reset RW Ox1
for Watchdog O

brgwarmmask

The Bridge WARM MASK register is used by software to mask
the assertion of module reset signals for hardware sequenced warm
resets. There is a writeable bit for each module reset signal that is
asserted by default on a hardware sequenced warm reset. If the bit is
1, the module reset signal i1s asserted by a hardware sequenced warm
reset. If the bit is 0, the module reset signal is not changed by a
hardware sequenced warm reset. The bit assignments of the *WARMMASK
registers match the corresponding *MODRST registers. Any module reset
signals that are never asserted by a warm reset have reserved bit
offsets and are tied to O (read as 0, writes are ignored).

All fields are only reset by a cold reset.

Module Instance Base Address Register Address

i_rst_mgr_rstmgr ‘ OxFFDO5000 ‘ OxFFD0O504C

Offset: 0x4C
Access: RW

Important: The value of a reserved bit must be maintained in software. When you modify registers
containing reserved bit fields, you must use a read-modify-write operation to preserve state
and prevent indeterminate system behavior.

Altera Corporation Reset Manager
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Bit Fields

31 ‘ 30 ‘ 29 ‘ 28 ‘ 27 ‘ 26 ‘ 25 ‘ 24 ‘ 23 ‘ 22 ‘ 21 ‘ 20 ‘ 19 ‘ 18 ‘ 17 ‘ 16

Reserved

15 ‘ 14 ‘ 13 ‘ 12 ‘ 11 ‘ 10 ‘ 9 ‘ 8 ‘ 7 6 5 4 3 2 1 0

Reserved ddrsc | f2ssd | f2ssd | f2ssd | fpga2 | Ilwhps | hps2fpga
h ram2 | raml | ramO | hps |2fpga RW Ox1

RW RW RW RW RW RW
Ox1 0Ox1 Ox1 0Ox1 Ox1 0Ox1

brgwarmmask Fields

e —

ddrsch Masks hardware sequenced warm reset

for the DDR Scheduler in the NOC.

>  |f2ssdram2 Masks hardware sequenced warm reset RW 0x1
for F2S_SDRAM2 Bridge

4 |f2ssdraml Masks hardware sequenced warm reset RW Ox1
for F2S _SDRAM1 Bridge

3 |fz2ssdram0 Masks hardware sequenced warm reset RW 0x1
for F2S_SDRAMO Bridge

2 fpgazhps Masks hardware sequenced warm reset RW Ox1
for FPGA2HPS Bridge

1 Iwhps2fpga Masks hardware sequenced warm reset RW 0x1
for LWHPS2FPGA Bridge

0 hps2fpga Masks hardware sequenced warm reset RW Ox1
for HPS2FPGA Bridge

syswarmmask

The SYSWARMMASK register is used by software to mask the
assertion of module reset signals for hardware sequenced warm resets.
There i1s a writeable bit for each module reset signal that is
asserted by default on a hardware sequenced warm reset. If the bit is
1, the module reset signhal is asserted by a hardware sequenced warm
reset. If the bit is 0, the module reset signal is not changed by a
hardware sequenced warm reset. The bit assignments of the *WARMMASK
registers match the corresponding *MODRST registers. Any module reset
signals that are never asserted by a warm reset have reserved bit
offsets and are tied to 0 (read as 0, writes are ighored).

All Ffields are only reset by a cold reset.
Fields in the SYSMODRST register associated with cold reset or debug

Reset Manager Altera Corporation
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domain reset aren"t present in the MISCWARMMASK register and are
reserved.

Module Instance Base Address Register Address
i_rst_mgr_rstmgr | OxFFD05000 | OxFFD05050
Offset: 0x50
Access: RW

Important: The value of a reserved bit must be maintained in software. When you modify registers
containing reserved bit fields, you must use a read-modify-write operation to preserve state
and prevent indeterminate system behavior.

Bit Fields

31 | 30 | 29 | 28 | 27 | 26 | 25 | 24 | 23 | 22 | 21 | 20 | 19 | 18 | 17 | 16
Reserved
15 | 14 | 13 | 12 | 11 | 10 | 9 | 8 | 7 6 5 4 3 2 1 0
Reserved ocram | sysdb | s2f | fpgam | Reser | ocram rom
ocp |9 R | 97 | ved Ry | Rwoxt
RW RW 0x1 RW Ox1
Ox1 Ox1 Ox1

syswarmmask Fields

e e —

ocramocp Masks hardware sequenced warm reset
for On-chip RAM ECC OCP Diagnostic
module

> |sysdbg Masks hardware sequenced warm reset RW Ox1

for logic that spans the system and
debug domains.

4 s2f Masks hardware sequenced warm reset RW Ox1

for logic in FPGA core that doesn™t
differentiate between HPS cold and
warm resets

3 fpgangn Masks hardware sequenced warm reset R L

for FPGA Manager

! ocram Masks hardware sequenced warm reset RW Ox1

for On-chip RAM

Altera Corporation Reset Manager
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I S S 01

Masks hardware sequenced warm reset
for Boot ROM

nrstwarmmask

The NRSTWARMMASK register is used by software to mask the
assertion of nRST for hardware sequenced warm resets. There is a
writeable bit that is asserted by default on a hardware sequenced
warm reset. IFf the bit is 1, the module reset signhal is asserted by a
hardware sequenced warm reset. ITf the bit 1s 0, the module reset
signhal i1s not changed by a hardware sequenced warm reset. The bit
assignments of the *WARMMASK registers match the corresponding
*MODRST registers. Any module reset signals that are never asserted
by a warm reset have reserved bit offsets and are tied to 0 (read as
0, writes are ignored).

Only reset by a cold reset.

Module Instance Base Address Register Address

i_rst_mgr_rstmgr | OxFFD05000 | OxFFD05054

Offset: 0x54
Access: RW

Important: The value of a reserved bit must be maintained in software. When you modify registers
containing reserved bit fields, you must use a read-modify-write operation to preserve state
and prevent indeterminate system behavior.

Bit Fields

31 | 30 | 29 | 28 | 27 | 26 | 25 | 24 | 23 | 22 | 21 | 20 | 19 | 18 | 17 | 16

Reserved

15 | 14 | 13 | 12 | 11 | 10 | 9 | 8 | 7 | 6 | 5 | 4 | 3 | 2 | 1 0

Reserved nrstpino
e

RW Ox1

nrstwarmmask Fields

e L

nrstpinoe Masks hardware sequenced warm reset
for nrst_pin_oe

Reset Manager Altera Corporation
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I3warmmask

The L3WARMMASK register is used by software to mask the
assertion of module reset signals for hardware sequenced warm resets.
There is a writeable bit for each module reset signal that is
asserted by default on a hardware sequenced warm reset. If the bit is
1, the module reset signhal iIs asserted by a hardware sequenced warm
reset. If the bit is 0, the module reset signal is not changed by a
hardware sequenced warm reset. The bit assignments of the *WARMMASK
registers match the corresponding *MODRST registers. Any module reset
signals that are never asserted by a warm reset have reserved bit
offsets and are tied to 0 (read as 0, writes are ignhored).

All Ffields are only reset by a cold reset.
Note that there is no module reset for the L3 interconnect in any

*MODRST register because there would be no way for a master to remove
the module reset to the L3 once asserted.

Module Instance Base Address Register Address

i_rst_mgr_rstmgr | OxFFD0O5000 | OxFFD0O5058

Offset: 0x58
Access: RW

Important: The value of a reserved bit must be maintained in software. When you modify registers
containing reserved bit fields, you must use a read-modify-write operation to preserve state
and prevent indeterminate system behavior.

Bit Fields

31 | 30 | 29 | 28 | 27 | 26 | 25 | 24 | 23 | 22 | 21 | 20 | 19 | 18 | 17 | 16
Reserved
15 | 14 | 13 | 12 | 11 | 10 | 9 | 8 | 7 | 6 | 5 | 4 | 3 | 2 | 1 0
Reserved 13
RW Ox1

I3warmmask Fields

B S S 0

Masks hardware sequenced warm reset
to L3 Interconnect

Altera Corporation Reset Manager

C] Send Feedback


mailto:TechDocFeedback@altera.com?subject=Feedback%20on%20Reset%20Manager%20(a10_5v4%202016.10.28)&body=We%20appreciate%20your%20feedback.%20In%20your%20comments,%20also%20specify%20the%20page%20number%20or%20paragraph.%20Thank%20you.

al10_5v4
2016.10.28 tststa 3-67

tststa

status fields used for testing the Reset Manager.

Module Instance Base Address Register Address

i_rst_mgr_rstmgr | OxFFDO5000 | OxFFDO505C

Offset: 0x5C
Access: RO

Important: The value of a reserved bit must be maintained in software. When you modify registers
containing reserved bit fields, you must use a read-modify-write operation to preserve state
and prevent indeterminate system behavior.

Bit Fields

31 | 30 | 29 | 28 | 27 | 26 | 25 | 24 | 23 | 22 | 21 | 20 | 19 | 18 | 17 | 16
Reserved
15 | 14 | 13 | 12 | 11 | 10 | 9 | 8 | 7 6 | 5 | 4 3 | 2 | 1 | 0
Reserved dbgrstst warmrstst
RO 0xO0 RO 0xO0

tststa Fields

I S O 0

dbgrstst debug reset control FSM state
3:0  warmrstst warm reset control FSM state RO 0x0
tstscratch

SW can write/read this register without side effect to reset
manager function.

Module Instance Base Address Register Address

i_rst_mgr_rstmgr | OxFFD0O5000 | OxFFD0O5060

Offset: 0x60
Access: RW

Reset Manager Altera Corporation
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Bit Fields
31|30|29|28|27|26|25|24|23|22|21|20|19|18|17|16
f1do
RW 0x0
15|14|13|12|11|10|9|8|7|6|5|4|3|2|1|0
f1do
RW 0x0

tstscratch Fields

I S O )

‘fldo ‘fleld for SW write/read

hdsktimeout

The Warm Reset handshake timeout will default to 10,240
which at 100 MHz for 14_sys_free_clk will 102.4 micro-seconds. This
value will be a 25 bit programmable value in SW. The reason for this
is the HMC adaptor may need a longer time to clear all outstanding
SDRAM transactions. The maximum programmable value would be 20.97
msec

Module Instance Base Address Register Address

i_rst_mgr_rstmgr | OxFFD05000 | OxFFD05064

Offset: 0x64
Access: RW

Important: The value of a reserved bit must be maintained in software. When you modify registers
containing reserved bit fields, you must use a read-modify-write operation to preserve state
and prevent indeterminate system behavior.

Bit Fields

31 | 30 | 29 | 28 | 27 | 26 | 25 24 | 23 | 22 | 21 | 20 | 19 | 18 | 17 | 16
Reserved val
RW 0x2800
15|14|13|12|11|10|9 8|7|6|5|4|3|2|1|0
val
RW 0x2800
Altera Corporation Reset Manager
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hdsktimeout Fields

I S O 01

val ‘hand shake timeout ’ RW ’ 0x2800

hmcintr

HMC GP10 Interrupt

Module Instance Base Address Register Address

i_rst_mgr_rstmgr | OxFFDO5000 | OxFFD0O5068

Offset: 0x68
Access: RW

Important: The value of a reserved bit must be maintained in software. When you modify registers
containing reserved bit fields, you must use a read-modify-write operation to preserve state
and prevent indeterminate system behavior.

Bit Fields

31 | 30 | 29 | 28 | 27 | 26 | 25 | 24 | 23 | 22 | 21 | 20 | 19 | 18 | 17 | 16
Reserved
15 | 14 | 13 | 12 | 11 | 10 | 9 | 8 | 7 | 6 | 5 | 4 | 3 | 2 | 1 0
Reserved intr
RW 0x0

hmcintr Fields

B S O 7Y

intr Interrupt

hmcintren

HMC Interrupt Enable

Module Instance Base Address Register Address

i_rst_mgr_rstmgr | OxFFD05000 | OxFFD0506C

Reset Manager Altera Corporation
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Offset: 0x6C

Access: RW

Important: The value of a reserved bit must be maintained in software. When you modify registers
containing reserved bit fields, you must use a read-modify-write operation to preserve state

and prevent indeterminate system behavior.

Bit Fields
16

31 | 30 | 29 | 28 | 27 | 26 | 25 | 24 | 23 | 22 | 21 | 20 | 19 | 18 | 17 |
Reserved
15 | 14 | 13 | 12 | 11 | 10 | 9 | 8 | 7 | 6 | 5 | 4 | 3 | 2 | 1 0
Reserved en
RW 0x0

hmcintren Fields

I S O R £

HMC Interrupt Enable Signal for
hmcintr

hmcintrens

HMC Interrupt Enable Set

Module Instance Base Address Register Address

i_rst_mgr_rstmgr | OxFFD05000 | OxFFD05070

Offset: 0x70

Access: RW

Important: The value of a reserved bit must be maintained in software. When you modify registers
containing reserved bit fields, you must use a read-modify-write operation to preserve state

and prevent indeterminate system behavior.

Bit Fields
16

31 | 30 | 29 | 28 | 27 | 26 | 25 | 24 | 23 | 22 | 21 | 20 | 19 | 18 | 17 |
Reserved
15 | 14 | 13 | 12 | 11 | 10 | 9 | 8 | 7 | 6 | 5 | 4 | 3 | 2 | 1 0
Reserved en
RW 0x0

Reset Manager
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hmcintrens Fields

I S O 01

Interrupt Enable Set Signal

hmcintrenr

HMC Interrupt Enable Clear

Module Instance Base Address Register Address

i_rst_mgr_rstmgr | OxFFDO5000 | OxFFDO5074

Offset: 0x74
Access: RW

Important: The value of a reserved bit must be maintained in software. When you modify registers
containing reserved bit fields, you must use a read-modify-write operation to preserve state
and prevent indeterminate system behavior.

Bit Fields

31 | 30 | 29 | 28 | 27 | 26 | 25 | 24 | 23 | 22 | 21 | 20 | 19 | 18 | 17 | 16
Reserved
15 | 14 | 13 | 12 | 11 | 10 | 9 | 8 | 7 | 6 | 5 | 4 | 3 | 2 | 1 0
Reserved en
RW 0x0

hmcintrenr Fields

B S O 0

‘HMC Interrupt Enable Clear Signal

hmcgpout

GPIO output for HMC and corresponding interrupt

Module Instance Base Address Register Address

i_rst_mgr_rstmgr | OxFFD05000 | OxFFD05078

Reset Manager Altera Corporation
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Offset: 0x78

Access: RW

Important: The value of a reserved bit must be maintained in software. When you modify registers
containing reserved bit fields, you must use a read-modify-write operation to preserve state

and prevent indeterminate system behavior.

Bit Fields
16

31 | 30 | 29 | 28 | 27 | 26 | 25 | 24 | 23 | 22 | 21 | 20 | 19 | 18 | 17 |
Reserved
15 | 14 | 13 | 12 | 11 | 10 | 9 | 8 7 | 6 | 5 | 4 | 3 | 2 | 1 | 0
Reserved out
RW 0xO0

hmcgpout Fields

T T R
7:0 out ’

‘ hmc gpio out RW 0x0

hmcgpin

GP10 input for HMC and corresponding interrupt

Module Instance Base Address Register Address

i_rst_mgr_rstmgr | OxFFDO5000 | OxFFDO507C

Offset: Ox7C

Access: RO

Important: The value of a reserved bit must be maintained in software. When you modify registers
containing reserved bit fields, you must use a read-modify-write operation to preserve state
and prevent indeterminate system behavior.

Bit Fields
16

31 | 30 | 29 | 28 | 27 | 26 | 25 | 24 | 23 | 22 | 21 | 20 | 19 | 18 | 17 |
Reserved
15 | 14 | 13 | 12 | 11 | 10 | 9 | 8 7 | 6 | 5 | 4 | 3 | 2 | 1 | 0
Reserved in
RO 0x0

Reset Manager
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hmcgpin Fields

[ Bt |
7:0

in

Document Revision History 3-73

hmc gpio in

T

RO 0x0

Document Revision History

Table 3-13: Document Revision History

I I S

October 2016 2016.10.28 Maintenance release.

May 2016 2016.05.03 Maintenance release.

November 2015 |2015.11.02 Updated "Reset Pins" section.

May 2015 2015.05.04 "Slave Interface" and "Status Register" sections updated.
December 2014 | 2014.12.15 Maintenance release.

August 2014 2014.08.18 Initial release.

Reset Manager

D Send Feedback

Altera Corporation


mailto:TechDocFeedback@altera.com?subject=Feedback%20on%20Reset%20Manager%20(a10_5v4%202016.10.28)&body=We%20appreciate%20your%20feedback.%20In%20your%20comments,%20also%20specify%20the%20page%20number%20or%20paragraph.%20Thank%20you.

FPGA Manager

2016.10.28

al10_5v4 @ Subscribe C] Send Feedback

The FPGA manager in the hard processor system (HPS) manages and monitors the FPGA portion of the
system on a chip (SoC) device. The FPGA manager can configure the FPGA fabric from the HPS, monitor
the state of the FPGA, and drive or sample signals to or from the FPGA fabric.

Features of the FPGA Manager

The FPGA manager provides the following functionality and features:

« Full configuration and partial reconfiguration

« CRC error message extraction

« General purpose I/O signals to the FPGA

« Boot from FPGA control

« Generation of interrupts based on FPGA status changes

© 2016 Intel Corporation. All rights reserved. Intel, the Intel logo, Altera, Arria, Cyclone, Enpirion, MAX, Megacore, NIOS, Quartus and Stratix words and logos
are trademarks of Intel Corporation in the US and/or other countries. Other marks and brands may be claimed as the property of others. Intel warrants

I1SO
performance of its FPGA and semiconductor products to current specifications in accordance with Intel's standard warranty, but reserves the right to make  9901:2008
changes to any products and services at any time without notice. Intel assumes no responsibility or liability arising out of the application or use of any Registered

information, product, or service described herein except as expressly agreed to in writing by Intel. Intel customers are advised to obtain the latest version of

device specifications before relying on any published information and before placing orders for products or services.

101 Innovation Drive, San Jose, CA 95134 now part of Intel


https://www.altera.com/servlets/subscriptions/alert?id=a10_5v4
mailto:TechDocFeedback@altera.com?subject=Feedback%20on%20(a10_5v4%202016.10.28)%20FPGA%20Manager&body=We%20appreciate%20your%20feedback.%20In%20your%20comments,%20also%20specify%20the%20page%20number%20or%20paragraph.%20Thank%20you.
http://www.altera.com/support/devices/reliability/certifications/rel-certifications.html
http://www.altera.com/support/devices/reliability/certifications/rel-certifications.html
http://www.altera.com/support/devices/reliability/certifications/rel-certifications.html

al0_5v4

4-2 FPGA Manager Block Diagram and System Integration 2016.10.28

FPGA Manager Block Diagram and System Integration

Figure 4-1:

FPGA Manager Block Diagram
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The FPGA Manager consists of the following blocks:

Altera Corporation

Configuration Data Interface - Accepts and transfers the configuration and decryption data to the
FPGA configuration sub system (CSS)

Register Slave Interface - Accesses the control and status registers in the FPGA Manager

CSS Control - Controls full and partial configuration of the FPGA

CSS Monitor - Monitors the status of the FPGA during a full or partial configuration of the device

FPGA Manager
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 Error Message Register (EMR) Interface - Error message extraction, in case of CRC errors in the FPGA

+ General Purpose I/O Interface - Receives and drives 32 bits of general purpose I/O to and from the
FPGA

o Miscellaneous Core Input Interface - Receives control input signals from the FPGA to support booting
the HPS from the FPGA

Functional Description of the FPGA Manager

FPGA Configuration

You can configure the FPGA using an external device or through the HPS. This section highlights
configuring the FPGA through the HPS.

The FPGA manager connects to the configuration logic in the FPGA portion of the device using a mode
similar to how external logic (for example, MAX II or an intelligent host) configures the FPGA in fast
passive parallel (FPP) mode. FPGA configuration through the HPS supports all the capabilities of FPP
mode, including the following items:

» FPGA configuration

o Partial FPGA reconfiguration

o Decompression

o Advanced Encryption Standard (AES) encryption

Note: The FPGA manager supports a data width of 16 or 32 bits. When configuring the FPGA fabric from
the HPS, Altera recommends that you always set the data width to 32 bits. For partial reconfigura-
tion, the 16-bit and 32-bit data widths are options.

Table 4-1: MSEL Pin Settings for Each Configuration Scheme of Arria 10 Devices

Configuration Scheme Veepam(V) Power-On Reset (POR) Valid MSEL[2:0]
Delay
000

FPP (x16 and x32) |[1.8

Fast

Standard 001

The FPGA Manager can be configured to accept configuration data directly from the MPU or the DMA
engine. Either the processor or the DMA engine moves data from memory to the FPGA Manager data
image register space img_data_w.

Configuration data is buffered in a 64 deep x 32 bits wide FIFO in the FPGA Manager. Status information
such as FIFO empty/full and remaining depth can be accessed through a status register imgcfg_stat.
FIFO empty/full conditions can also be enabled to generate an interrupt.

If using the DMA engine to move FPGA configuration data to the FPGA Manager, a FIFO threshold value
can be set in the dma_config register. This value is used to control the assertion of a DMA transfer request
from the FPGA Manager to the DMA engine.

Before sending FPGA configuration data to the FPGA Manager HPS, software sets the clock-to-data ratio
field (CDRAT10) and configuration data width bit (CFGWIDTH) in the image control 2 register
(imgcfg_ctrl_02).

FPGA Manager Altera Corporation
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Related Information

o Configuration, Design Security, and Remote System Upgrades in Arria 10 Devices
For more information about configuring the FPGA through the HPS, refer to the "Configuration,
Design Security, and Remote System Upgrade in Arria 10 Devices" appendix in the Arria 10 Core
Fabric and General Purpose 1/Os Handbook.

» Booting and Configuration on page 30-1

FPGA Status

Configuration signals from the FPGA CSS such as INIT_DONE, CRC_ERROR and PR_DONE are monitored by
the FPGA Manager. Software configures the monitor block through the register slave interface, and can
either poll FPGA signals or be interrupted. Monitored signals can be read through the imgcfg_stat
register as well as the intr_masked_status register. Each of the monitored signals can generate an
interrupt to the MPU global interrupt controller. Each interrupt source can be enabled and the polarity of
the signals generating the interrupt can also be selected through the intr_mask and intr_polarity
registers in the FPGA Manager.

Error Message Extraction

Cyclic redundancy check (CRC) errors from the FPGA fabric are monitored by the FPGA Manager. Upon
assertion of a CRC error signal from the FPGA, the FPGA Manager extracts information about the error
including:

 Error syndrome

e Error location
o Error type

A CRC error interrupt from the FPGA manager can be enabled through software. Software can then
extract the CRC error information from the error message register (EMR) data interface. The number of
valid error information bits in the EMR data registers depends on the specific FPGA device.

Data AES Decryption

The configuration data interface can also be used to transmit data from the HPS to the FPGA CSS
Advanced Encryption Standard (AES) decryption engine. Software should sample the status registers in
FPGA manager before switching modes between FPGA configuration and AES decryption. The FPGA
manager does not do anything specific to handle a situation where software starts an AES decryption
while in the middle of an FPGA configuration initiated by HPS, and the end result in this case is
undefined.

Boot Handshake

There are two input signals from the FPGA to control HPS boot from the FPGA. Both are synchronized
within the FPGA Manager. Boot software reads these signals before accessing a boot image in the FPGA.
The following table describes the functionality of these signals.

Altera Corporation FPGA Manager
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I N = R

T2h_boot_from_fpga on_failure Indicates whether a fallback second-stage boot loader image is

available in the FPGA on-chip RAM at memory location 0x0.
The fallback second-stage boot loader image is used only if the
HPS boot ROM does not find a valid second-stage boot loader
image in the selected flash memory device.

f2h_boot_from_fpga_ready The f2h_boot_from_fpga_ready signal is used by the Boot

ROM when accessing the public key stored in the FPGA. The
Boot ROM will only use the signal if asserted to boot with the
public key.

Indicates a second-stage boot loader image is available in an
FPGA on-chip RAM at memory location 0x0 and it is ready to
be accessed.

General Purpose I/0

Thirty-two general purpose inputs and thirty-two general purpose outputs are provided to the FPGA and
are controlled through registers in the FPGA Manager.

No interrupts are generated through the input pins. All inputs are synchronized within the FPGA
Manager. Output signals should be synchronized in the FPGA.

Clock

The FPGA manager has two clock input signals which are asynchronous to each other. The clock manager
generates these two clocks:

« cfg_clk—the configuration slave interface clock input and also the DCLK output reference for FPGA
configuration. Enable this clock in the clock manager only when configuration is active or when the
configuration slave interface needs to respond to master requests.

o 14_mp_clk—the register slave interface clock.

Related Information

Clock Manager on page 2-1

Reset

The FPGA manager has the fpga_manager_rst_n reset signal. The reset manager drives this signal to the
FPGA manager on a cold or warm reset. All distributed reset signals in the FPGA manager are asserted
asynchronously at the same time and deasserted synchronously to their associated clocks.

Related Information
Reset Manager on page 3-1

FPGA Manager Address Map and Register Definitions

For complete HPS address map and register definitions, refer to the Arria 10 HPS Address Map and
Register Definitions.

FPGA Manager Altera Corporation
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fpga_mgr_fpgamgrdata Address Map

Module Instance Base Address End Address

i_fpga _mgr_fpgamgrdata | OxFFCFE400 | OXFFCFFFFF
ing_data_w on page 4- Write Data Register
6

fpga_mgr_fpgamgrdata Summary

Base Address: OXFFCFE400

Register Bit Fields
Address
Offset
i_fpga_mgr_
fpgamgrdata
31|30|29|28|27|26|25|24|23|22|21|20|19|18|17| 16
data
i ng_data_w Rw 0x0
0x0 15|14|13|12|11|10|9|8|7|6|5|4|3|2|1|0
data
RW 0x0
img_data_w

Used to send configuration image to FPGA.

Module Instance Base Address Register Address

i_fpga_mgr_fpgamgrdata | OxFFCFE400 | OXFFCFE400

Offset: 0x0

Access: WO

Altera Corporation FPGA Manager
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Bit Fields
31 |30|29|28|27|26|25|24|23|22|21|20|19|18|17| 16
data
RW 0x0
15|14|13|12|11|10|9|8|7|6|5|4|3|2|1|0
data
RW 0x0

img_data_w Fields

B S T )

data Accepts configuration image to be
sent to the CSS when the HPS
configures the FPGA. Software
normally writes the register.

fpga_mgr_fpgamgrregs Address Map

Module Instance Base Address End Address

i_fpga_mgr_fpgamgrregs | OxFFD0O3000 | OxFFDO3FFF

Important: To prevent indeterminate system behavior, reserved areas of memory must not be accessed by
software or hardware. Any area of the memory map that is not explicitly defined as a register
space or accessible memory is considered reserved.

W

dcl kent on page 4-16 DCLK Count Register

dcl kst at on page 4- 0xC 32 RW 0x0 DCLK Status Register

17

gpo on page 4-18 0x10 32 RW 0x0 General-Purpose Output
Register

gpi on page 4-19 0x14 32 RO 0x0 General-Purpose Input
Register

m sci on page 4-19 0x18 32 RO 0x0 Miscellaneous Input
Register

FPGA Manager Altera Corporation
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enr _data0 on page 4- 0x30 Extracted EMR register
21 content
21 content
enr _data2 on page 4- 0x38 32 RO (0)'¢ bits [95:64] of EMR
22 register
em _dat a3 on page 4- 0x3C 32 RO 0x bits [119:96] of EMR
23 register
enr _dat a4 on page 4- 0x40 32 RO (0)% bits [159:128] of EMR
23 register
enr _dat a5 on page 4- 0x44 32 RO (0)'¢ bits [171:160] of EMR
24 register
enr _valid on page 4- 0x48 32 RW 0x0
25
enT _en on page 4-25 0x4C 32 RW 0x77000000
jtag_config on page 0x50 32 RW 0x1400 Scan-Chain Enable
4-26 Register
jtag_status on page 0x54 32 RO 0x500 Control/Status Word
4-29 Register
jtag_kick on page 4- 0x58 32 WO 0x0 TCK Divide ratio
31
jtag_data_w on page 0x60 32 WO 0x0 TX FIEO Write
4-32
jtag_data_r on page 0x64 32 RO 0x0 RX FIFO Read
4-33
imgefg_ctrl _00 on 0x70 32 RW 0x107
page 4-34
imgefg_ctrl _01 on 0x74 32 RW 0x1000001
page 4-36
imgefg_ctrl _02 on 0x78 32 RW 0x200 Control Register
page 4-37

Altera Corporation FPGA Manager
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i ngcfg_stat on page 0x80 0x1000000 |This is the unmasked
4-39 status.

Value of corresponding
inputs from CSS or
PINs, without
considering the intr_
mask or intr_polarity.

intr_masked_status on 0x84 32 RW 0x0 When you read this

page 4-42 register you read the
active high pending
interrupt status of
corresponding bit.
This value is after
the masking specified
by intr_mask and after
the polarity
conversion as
specified in intr_

polarity
44 value of 1 in a

particular bit will
cause the specific
interrupt to be masked.

intr_polarity on page 0x8C 32 RW 0x33073FFF Active Level of the
4-45 signal to generate
interrupt.

0 :Active LOW. An
interrupt will be
generated when that
particular bit/signal
is LOW

1: Active HIGH. An
interrupt will be
generated when that
particular bit/signal

iIs HIGH
dma_config on page 4- 0x90 32 RW 0x0 Control/Status Word
47 Register
ingcfg_fifo_status on 0x94 32 RO 0x200 Control/Status Word
page 4-48 Register
FPGA Manager Altera Corporation
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fpga_mgr_fpgamgrregs Summary

Base Address: OxFFDO3000

Register Bit Fields
Address
Offset
i_fpga_mgr_
fpgamgrregs
31 | 30 | 29 | 28 | 27 | 26 | 25 | 24 | 23 | 22 | 21 | 20 | 19 | 18 | 17 | 16
cnt
dcl kent Rw 0x0
0x8 15|14|13|12|11|10|9|8|7|6|5|4|3|2|1| 0
cnt
RW 0x0
31 | 30 | 29 | 28 | 27 | 26 | 25 | 24 | 23 | 22 | 21 | 20 | 19 | 18 | 17 | 16
Reserved
dcl kst at
15|14|13|12|11|10|9|8|7|6|5|4|3|2|1 0
0xC
Reserved dcntdone
RW 0x0
31 | 30 | 29 | 28 | 27 | 26 | 25 | 24 | 23 | 22 | 21 | 20 | 19 | 18 | 17 16
value
gpo RW 0x0
0x10 15 | 14 | 13 | 12 | 11 | 10 | 9 | 8 | 7 | 6 | 5 | 4 | 3 | 2 | 1 | 0
value
RW 0x0
31 | 30 | 29 | 28 | 27 | 26 | 25 | 24 | 23 | 22 | 21 | 20 | 19 | 18 | 17 | 16
value
gpi RO 0x0
0x14 15 | 14 | 13 | 12 | 11 | 10 | 9 | 8 | 7 | 6 | 5 | 4 | 3 | 2 | 1 | 0
value
RO 0x0
31 | 30 | 29 | 28 | 27 | 26 | 25 | 24 | 23 | 22 | 21 | 20 | 19 | 18 | 17 | 16
Reserved
. 15|14|13|12|11|10|9|8|7|6|5|4|3|2 1 0
m sc
0x18 Reserved boot | bootFPGA
FPGA fail
rdy | ro oxo
RO
0x0
Altera Corporation FPGA Manager
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Register

Address
Offset

enr _dat a0
0x30

31

30

29

28

27

26

25

Bit Fields

|24|23

22

fpga_mgr_fpgamgrregs Summary

|21

20

19

18

4-11

|17| 16

value
RO 0x0

15

14

13

12

11

10

| & [ 7

value
RO 0x0

enmr _datal

0x34

31

30

29

28

27

26

25

|24|23

22

|21

20

19

18

|17| 16

value
RO Ox0

15

14

13

12

11

10

N

value
RO 0x0

enr _dat a2

0x38

31

30

29

28

27

26

25

|24|23

22

|21

20

19

18

|17| 16

value
RO 0x0

15

14

13

12

11

10

N

value
RO 0x0

enr _dat a3
0x3C

31

30

29

28

27

26

25

|24|23

22

|21

20

19

18

|17| 16

value
RO 0x0

15

14

13

12

11

10

R

value
RO 0x0

enr _dat a4
0x40

31

30

29

28

27

26

25

|24|23

22

IE

20

19

18

|17| 16

value
RO 0x0

15

14

13

12

11

10

| s [ 7

value
RO OxO0

enmr _dat a5
0x44

31

30

29

28

27

26

25

|24|23

22

|21

20

19

18

|17| 16

value

15

14

13

12

11

10

FPGA Manager
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Register Bit Fields
Address
Offset
31 | 30 | 29 | 28 | 27 | 26 | 25 | 24 | 23 | 22 | 21 | 20 | 19 | 18 | 17 | 16
Reserved
emr _valid
15|14|13|12|11|10|9|8|7|6|5|4|3|2|1 0
0x48
Reserved vid
0x0
31 | 30 | 29 | 28 | 27 | 26 | 25 | 24 | 23 | 22 | 21 | 20 | 19 | 18 | 17 16
Reserved
enr_en
15|14|13|12|11|10|9|8|7|6|5|4|3|2|1 0
0x4C
Reserved en
RW Ox0
31 | 30 | 29 | 28 | 27 | 26 | 25 | 24 | 23 | 22 | 21 | 20 | 19 | 18 | 17 16
txSize
RW 0x0
jtag_config| 15 | 14 | 13 | 12 | 11 | 10 | 9 | 8 7 | 6 | 5 4 3 2 1 0
0x50 R R
tckRatio Reserved trst | Rese | loop | jtag | JtagHost
RW Ox1d En rved Bgﬁk szt En
RW RW 0x0
0x0 RW RW
0x0 0x0
31 | 30 | 29 | 28 | 27 | 26 | 25 | 24 23 | 22 | 21 20 19 18 17 16
txDoneSize
0x0
jtag _status | 15 14 | 13 | 12 11 10 9 8 7 | 6 | 5 | 4 3 | 2 | 1 | 0
Ox54 Sess Reserved rxFi | rxFi | txFi | txFi rxFifoLevel txFifolLevel
ionS foFu | foEm | foFu | foEm 0x0 0x0
tatu 11 pty 11 pty
S 0x0 | Ox1 | Ox0 | Ox1
0x0
31 30 | 29 | 28 27 26 25 24 23 | 22 | 21 | 20 19 | 18 | 17 | 16
Reserved
jtag_kick 15 | 14 | 13 | 12 | 11 | 10 | 9 | 8 | 7 | 6 | 5 | 4 3 2 1 0
0x58 Reserved clea | clea | stop | startSes
rRxF | rTxF | Sess sion
ifo ifo ion 0x0
0x0 0x0 0x0
Altera Corporation FPGA Manager
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Register Bit Fields
Address
Offset
31 | 30 | 29 | 28 | 27 | 26 | 25 | 24 | 23 | 22 | 21 | 20 | 19 | 18 | 17 | 16
tmsData
jtag_data_w 0x0
0x60 15 | 14 | 13 | 12 | 11 | 10 | 9 | 8 | 7 | 6 | 5 | 4 | 3 | 2 | 1 | 0
tdiData
0x0
31 | 30 | 29 | 28 | 27 | 26 | 25 | 24 | 23 | 22 | 21 | 20 | 19 | 18 | 17 | 16
Reserved
jtag_data_r
15|14|13|12|11|10|9|8|7|6|5|4|3|2|1|0
0x64
tdiData
0x0
31 | 30 | 29 | 28 | 27 | 26 | 25 24 23 | 22 | 21 | 20 | 19 | 18 | 17 16
Reserved s2f_ Reserved s2f
cond nstatus_
one_ oe
o€ RW 0x0
RW
ingcfg_ctrl 0x0
00 15 | 14 | 13 | 12 | 11 | 10 | 9 8 7 | 6 | 5 | 4 | 3 2 1 0
0x70
Reserved s2f_ Reserved s2f_ | s2f_ s2f_
ncon nena | nena | nenable_
fig ble_ | ble_ | nconfig
RW cond | nsta RW Ox1
Ox1 one | tus
RW RW
Ox1 Ox1
31 | 30 | 29 | 28 | 27 | 26 | 25 24 23 | 22 | 21 | 20 | 19 18 17 16
Reserved s2f Reserved s2f_pr_
nce request
_ RW RW 0x0
imgefg_ctrl Ox1
_01
Ox74 15 | 14 | 13 | 12 | 11 | 10 | 9 8 7 | 6 | 5 | 4 | 3 | 2 | 1 0
Reserved s2f_
nenable_
config
RW Ox1
FPGA Manager Altera Corporation

C] Send Feedback


mailto:TechDocFeedback@altera.com?subject=Feedback%20on%20FPGA%20Manager%20(a10_5v4%202016.10.28)&body=We%20appreciate%20your%20feedback.%20In%20your%20comments,%20also%20specify%20the%20page%20number%20or%20paragraph.%20Thank%20you.

al10_5v4

4-14 fpga_mgr_fpgamgrregs Summary 2016.10.28
Register Bit Fields
Address
Offset
31 | 30 | 29 | 28 | 27 | 26 | 25 24 23 | 22 | 21 | 20 | 19 | 18 17 16
Reserved cfgw Reserved cdratio
idth RW 0x0
RW
ingcfg_ctrl 0x0
02 15 | 14 | 13 | 12 | 11 | 10 | 9 8 7 | 6 | 5 | 4 | 3 | 2 1 0
0x78
Reserved en_ Reserved en_cfg_
cfg_ ctrl
data 0x0
RW
0x0
31 30 29 28 27 26 25 24 23 | 22 | 21 | 20 | 19 18 17 16
Reserved emr | jtag Reserved imgc | imgc Reserved f2s_ | f2s_ f2s_
RO m fg_ | fg_ msel | msel mselO
0x0 | RO E;ﬁ Er;ffc’ 2 1| ro oxo
0x0 P RO | RO
rRO | Y 0x0 | 0x0
0x0 RO
i mgcf g_stat 0x1
0x80 15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0
Reserved f2s | f2s_|f2s_|f2s_|f2s_ | f2s_| f2s_| f2s_| f2s_ | f2s_ | f2s_ | f2s_ | f2s_ | f2s_crc_
nceo | ncon | pr_ | pr_ | pr_ |cvp_|cond | cond | nsta | nsta | init | user | earl error
_oe | fig_ | erro | done | read | conf | one_ | one_ | tus_ | tus_ | done | mode | y_ RO 0O
RO pin r RO y e oe pin oe pin | _oe RO ;zgg
0x0 RO RO 0x0 RO RO RO RO RO RO 0x0
0x0 0x0 0x0 RO 0x0 0x0 0x0 0x0 0x0 RO
0x0 0x0
31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Reserved emr | jtag Reserved imgc | imgc Reserved f2s_ | f2s_ f2s_
RW m fg_ | fgo_ msel | msel mselO
ox0 | RW ELTI’ E:]f: 2 L] rwoxo
0x0 P RW | RW
Rw | Y 0x0 | 0x0
) 0x0 RW
intr_masked 0x0
_status
0x84 15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0
Reserved | f2s_ | f2s_|f2s_|f2s_|f2s_| f2s_ | f2s_| f2s_| f2s_| f2s_ | f2s_ | f2s_ | f2s_ | f2s_crc_
nceo | ncon | pr_ | pr_ | pr_ |cvp_|cond | cond | nsta | nsta | init | user | earl error
_oe | fig_ | erro | done | read | conf | one_ | one_ | tus_ | tus_ | done | mode | y_ RW OxO
RW pin r RW y e oe pin oe pin | _oe RW :zzg
0ox0 RW RW 0x0 RW RW RW RW RW RW 0x0
0x0 0x0 0x0 RW 0x0 0x0 0x0 0x0 0x0 RW
0x0 0x0
Altera Corporation FPGA Manager
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Register Bit Fields
Address
Offset
31 30 29 28 27 26 25 24 23 | 22 | 21 | 20 | 19 18 17 16
Reserved emr | jtag | Reserved imgc | imgc Reserved f2s_ | f2s_ f2s_
RW m fg_ | fo_ msel | msel msel0
oxl | RW E;ﬁ Er:]fz 2 L rwoxt
ox1 P RW | RW
rRw | Y Ox1 | Oxl1
Ox1 RW
intr_mask 0x1
0x88 15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0
Reserved | f2s_ | f2s_|f2s_|f2s_ | f2s_| f2s_ | f2s_| f2s_| f2s_ | f2s_ | f2s_ | f2s_ | f2s_ | f2s_crc_
nceo | ncon | pr_ | pr_ | pr_ |cvp_|cond | cond | nsta | nsta | init | user | earl error
_oe | Fig_ | erro | done | read | conf | one_ | one_ | tus_ | tus_ | done | mode | y_ RW Ox1
RW pin r RW y e oe pin oe pin | _oe RW ;33;
0Ox1 RW RW Ox1 RW RW RW RW RW RW Ox1
Ox1 | Ox1 Ox1 RW Ox1 Ox1 | Ox1 Ox1 | Ox1 RW
Ox1 Ox1
31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Reserved emr | jtag | Reserved imgc | imgc Reserved f2s_ | f2s_ f2s_
RW m fg_ | fo_ msel | msel mselO
Ox1 | RW E;‘:‘I’ Er:]ffc’ 2 Lol Rwooxt
ox1 p RW | RW
Rw | Y ox1 | Ox1
_ _ O0x1 | RW
intr_polari ox1
ty
0x8C 15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0
Reserved | f2s_| f2s_ | f2s_ | f2s_ | f2s_ | f2s_ | f2s_| f2s_ | f2s_ | f2s_ | f2s_ | f2s_ | f2s_ | f2s_crc_
nceo | ncon | pr_ | pr_ | pr_ | cvp_|cond | cond | nsta | nsta | init | user | earl error
_oe | Fig_ | erro | done | read | conf | one_ | one_ | tus_ | tus_ | done | mode | y_ RW Ox1
RW pin r RW y e oe pin oe pin | _oe RW :252
Ox1 RW RW Ox1 RW RW RW RW RW RW Ox1
Ox1 Ox1 Ox1 RW Ox1 Ox1 Ox1 Ox1 Ox1 RW
Ox1 Ox1
31 | 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Reserved clearFif
o
0x0
dma_config
15 | 14 | 13 | 12 | 11 | 10 | 9 8 7 | 6 | 5 | 4 | 3 | 2 | 1 0
0x90
Reserved dmar dmareq_level
eq_
enab 0x0
le
0x0
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Register Bit Fields

Address
Offset

31 | 30 | 29 | 28 | 27 | 26 | 25 | 24 | 23 | 2 | 21 | 20 | 19 | 18 | 17 | 16
Reserved
imgefg_fifo| 45 | 14 | 13 | 12 | 11 | 10 9 8 7 | 6 | 5 | 4 | 3 | 2 | 1 | 0
_status
0x94 Reserved Fifo Fir? FifoLevel

Empt | Fu 0x0
Y | oxo
Ox1

dclkent

Used to give software control in enabling DCLK at any time.

SW will need control of the DCLK in specific configuration and
partial reconfiguration initialization steps to send spurious DCLKs
required by the CB. SW takes ownership for DCLK during normal
configuration, partial reconfiguration, error scenerio handshakes
including SEU CRC error during partial reconfiguration, SW early
abort of partial reconfiguration, and initializatin phase DCLK
driving.

During initialization phase, a configuration image loaded into the
FPGA can request that DCLK be used as the initialization phase clock
instead of the default internal oscillator or optionally the CLKUSR
pin. In the case that DCLK is requested, the DCLKCNT register is used
by software to control DCLK during the initialization phase.

Software should poll the DCLKSTAT.DCNTDONE write one to clear
register to be set when the correct number of DCLKs have completed.
Software should clear DCLKSTAT.DCNTDONE before writing to the DCLKCNT
register again.

This Tield only affects the FPGA if CTRL.EN is 1.

Module Instance Base Address Register Address

i_fpga _mgr_fpgamgrregs | OxFFD0O3000 | OxFFD0O3008

Offset: 0x8
Access: RW

Altera Corporation FPGA Manager
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Bit Fields
31 | 30 | 29 | 28 | 27 | 26 | 25 | 24 | 23 | 22 | 21 | 20 | 19 | 18 | 17 | 16
cnt
RW 0x0
15 | 14 | 13 | 12 | 11 | 10 | 9 | 8 | 7 | 6 | 5 | 4 | 3 | 2 | 1 | 0
cnt
RW 0x0

dclkent Fields

I S O 0

Controls DCLK counter.

Software writes a non-zero value
into CNT and the FPGA Manager
generates the specified number of
DCLK pulses and decrements COUNT.
This register will read back the
original value written by software.

Software can write CNT at any time.

dclkstat

This write one to clear register indicates that the DCLKCNT
has counted down to zero. The DCLKCNT is used by software to drive
spurious DCLKs to the FPGA. Software will poll this bit after writing
DCLKCNT to know when all of the DCLKs have been sent.

Module Instance Base Address Register Address

i_fpga _mgr_fpgamgrregs | OxFFD03000 | OxFFD0300C

Offset: 0xC
Access: RW

Important: The value of a reserved bit must be maintained in software. When you modify registers
containing reserved bit fields, you must use a read-modify-write operation to preserve state
and prevent indeterminate system behavior.

FPGA Manager Altera Corporation
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Bit Fields
31|30|29|28|27|26|25|24|23|22|21|20|19|18|17|16
Reserved
15|14|13|12|11|10|9|8|7|6|5|4|3|2|1 0
Reserved dcntdone
RW 0x0

dclkstat Fields

T r——

dcntdone This bit is write one to clear.

This bit gets set after the DCLKCNT
has counted down to zero

(transition from 1 to 0).
Value Description
0 notdone

done

gpo

Provides a low-latency, low-performance, and simple way to
drive general-purpose signals to the FPGA fabric.

Module Instance Base Address Register Address

i_fpga_mgr_fpgamgrregs | OxFFD0O3000 | OxFFD03010

Offset: 0x10

Access: RW

Bit Fields

31 | 30 | 29 | 28 | 27 | 26 | 25 | 24 | 23 | 22 | 21 | 20 | 19 | 18 | 17 | 16
value
RW Ox0
15|14|13|12|11|10|9|8|7|6|5|4|3|2|1|0
value
RW 0x0
Altera Corporation FPGA Manager
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2016.10.28 gpi i
gpo Fields
I S O N £
value Drives s2f gp[31:0] with specified

value. When read, returns the
current value being driven to the
FPGA fabric.

gpi

Provides a low-latency, low-performance, and simple way to
read general-purpose signals driven from the FPGA fabric.

Module Instance Base Address Register Address

i_fpga_mgr_fpgamgrregs | OxFFD0O3000 | OxFFD03014
Offset: 0x14
Access: RO
31|30|29|28|27|26|25|24|23|22|21|20|19|18|17|16
value
RO 0x0
15|14|13|12|11|10|9|8|7|6|5|4|3|2|1|O
value
RO 0x0
gpi Fields
I ) S 7
value The value being driven from the

FPGA fabric on f2s_gp[31:0]. If the
FPGA is not in User Mode, the value
of this field is undefined.

misci

Provides a low-latency, low-performance, and simple way to
read specific handshaking signals driven from the FPGA fabric.

FPGA Manager Altera Corporation
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Module Instance Base Address Register Address
i_fpga_mgr_fpgamgrregs | OxFFD0O3000 | OxFFD03018
Offset: 0x18
Access: RO

Important: The value of a reserved bit must be maintained in software. When you modify registers
containing reserved bit fields, you must use a read-modify-write operation to preserve state
and prevent indeterminate system behavior.

Bit Fields

31|30|29|28|27|26|25|24|23|22|21|20|19|18|17|16
Reserved
15|14|13|12|11|10|9|8|7|6|5|4|3|2 1 0
Reserved bootF | bootFPGA
PGArd fail
y RO 0x0
RO
ox0
misci Fields
I ] O S 7 I
bootFPGArdy The value of the f2s_boot from_ fpga

ready signal from the FPGA fabric.
If the FPGA i1s not in User Mode,
the value of this field is
undefined.

1 = FPGA fabric is ready to
accept AXI master requests from the
HPS2FPGA bridge.

0 = FPGA fabric is not ready
(probably still processing a reset).

0 bootFPGAfaill The value of the f2s_boot from_fpga | RO 0x0
on_failure signal from the FPGA
fabric. ITf the FPGA is not in User
Mode, the value of this field is
undefined.

1 = Boot ROM will boot from FPGA
if boot from normal boot device
fails.

0 = Boot ROM will not boot from
FPGA if boot from normal boot
device fails.

Altera Corporation FPGA Manager
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emr_data0

bits [31:0] of EMR register

Module Instance Base Address Register Address

i_fpga_mgr_fpgamgrregs | OxFFD03000 | OxFFD03030
Offset: 0x30
Access: RO
31|30|29|28|27|26|25|24|23|22|21|20|19|18|17|16
value
RO 0xO0
15|14|13|12|11|10|9|8|7|6|5|4|3|2|1|0
value
RO 0x0

emr_dataO Fields

I S S Y A

value ‘ EMR register bits

emr_datal

bits [63:32] of EMR register

Module Instance Base Address Register Address

i_fpga_mgr_fpgamgrregs | OxFFD0O3000 | OxFFD03034

Offset: 0x34
Access: RO

FPGA Manager Altera Corporation
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Bit Fields

31 | 30 | 29 | 28 | 27 | 26 | 25 | 24 | 23 | 22 | 21 | 20 | 19 | 18 | 17 | 16
value
RO Ox0

15|14|13|12|11|10|9|8|7|6|5|4|3|2|1|0
value
RO 0Ox0

emr_data1 Fields

B S O )

1:0 ‘value ‘EMR register bits

emr_data2

bits [95:64] of EMR register

Module Instance Base Address Register Address

i_fpga_mgr_fpgamgrregs | OxFFD03000 | OxFFD03038
Offset: 0x38
Access: RO
Bit Fields
31|30|29|28|27|26|25|24|23|22|21|20|19|18|17|16
value
RO Ox0
15|14|13|12|11|10|9|8|7|6|5|4|3|2|1|O
value
RO 0xO0

emr_data2 Fields

I S O 7

‘value ‘EMR register bits

Altera Corporation FPGA Manager

D Send Feedback


mailto:TechDocFeedback@altera.com?subject=Feedback%20on%20FPGA%20Manager%20(a10_5v4%202016.10.28)&body=We%20appreciate%20your%20feedback.%20In%20your%20comments,%20also%20specify%20the%20page%20number%20or%20paragraph.%20Thank%20you.

al10_5v4
2016.10.28 emr_data3 4-23

emr_data3

bits [119:96] of EMR register

Module Instance Base Address Register Address

i_fpga_mgr_fpgamgrregs | OxFFD03000 | OxFFD0303C
Offset: 0x3C
Access: RO
31|30|29|28|27|26|25|24|23|22|21|20|19|18|17|16
value
RO 0xO0
15|14|13|12|11|10|9|8|7|6|5|4|3|2|1|0
value
RO 0x0

emr_data3 Fields

I S S Y A

value ‘ EMR register bits

emr_data4

bits [159:128] of EMR register

Module Instance Base Address Register Address

i_fpga_mgr_fpgamgrregs | OxFFD0O3000 | OxFFD03040

Offset: 0x40
Access: RO

FPGA Manager Altera Corporation
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Bit Fields

31 | 30 | 29 | 28 | 27 | 26 | 25 | 24 | 23 | 22 | 21 | 20 | 19 | 18 | 17 | 16
value
RO Ox0

15|14|13|12|11|10|9|8|7|6|5|4|3|2|1|0
value
RO 0Ox0

emr_data4 Fields

B S O )

1:0 ‘value ‘EMR register bits

emr_data5

bits [171:160] of EMR register

Module Instance Base Address Register Address

i_fpga_mgr_fpgamgrregs | OxFFD03000 | OxFFD03044
Offset: 0x44
Access: RO
Bit Fields
31|30|29|28|27|26|25|24|23|22|21|20|19|18|17|16
value
RO Ox0
15|14|13|12|11|10|9|8|7|6|5|4|3|2|1|O
value
RO 0xO0

emr_data5 Fields

I S O 7

‘value ‘EMR register bits
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emr_valid

Module Instance Base Address Register Address

i_fpga_mgr_fpgamgrregs | OxFFD03000 | OxFFD03048

Offset: 0x48
Access: RW

Important: The value of a reserved bit must be maintained in software. When you modify registers
containing reserved bit fields, you must use a read-modify-write operation to preserve state
and prevent indeterminate system behavior.

Bit Fields

31 | 30 | 29 | 28 | 27 | 26 | 25 | 24 | 23 | 22 | 21 | 20 | 19 | 18 | 17 | 16
Reserved

15 | 14 | 13 | 12 | 11 | 10 | 9 | 8 | 7 | 6 | 5 | 4 | 3 | 2 | 1 0

Reserved vid

0x0

emr_valid Fields

I I R 1
0 |v|d | | RW | 0x0

emr_en

Module Instance Base Address Register Address

i_fpga_mgr_fpgamgrregs | OxFFD0O3000 | OxFFD0304C

Offset: 0x4C
Access: RW

Important: The value of a reserved bit must be maintained in software. When you modify registers
containing reserved bit fields, you must use a read-modify-write operation to preserve state
and prevent indeterminate system behavior.

FPGA Manager Altera Corporation
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31 | 30 | 29 | 28 | 27 | 26 | 25 | 24 | 23 | 22 | 21 | 20 | 19 | 18 | 17 | 16
Reserved
15 | 14 | 13 | 12 | 11 | 10 | 9 | 8 | 7 | 6 | 5 | 4 | 3 | 2 | 1 0
Reserved en
RW 0x0

emr_en Fields

I S O R £

‘Enable HPS EMR extraction from CSS.

jtag_config
This register is used to configure the JTAG master interface.

It 1s recommended that software write this register before initiating

a transfer.
IT the software writes to this register while an active session is in

progress (as indicated by jtag_ status.SessionStatus), the expected
behavior is "undefined".

Module Instance Base Address Register Address

i_fpga_mgr_fpgamgrregs | OxFFD0O3000 | OxFFD03050

Offset: 0x50

Access: RW

Important: The value of a reserved bit must be maintained in software. When you modify registers
containing reserved bit fields, you must use a read-modify-write operation to preserve state

and prevent indeterminate system behavior.

Bit Fields
16

31 | 30 | 29 | 28 | 27 | 26 | 25 | 24 | 23 | 22 | 21 | 20 | 19 | 18 | 17 |
txSize
RW 0x0
15|14|13|12|11|10|9|8 7|6|5 4 3 2 1 0
tckRatio Reserved trstE | Reser | loopB | jtagP | JtagHost
RW Ox1d n ved |ackEn | ortEn En
RW RW RW RW 0x0
0x0 0x0 0x0
FPGA Manager

Altera Corporation
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jtag_config Fields

jtag_config 4-27

I S O S 0

31:16 | txSize

Defines the number of bits to be
transmitted. Once the software
kicks of the transfer via Start_
Transfer bits, the hardware will
stop the transfer, when either of
the below conditions are reached.
a) Completed a transfer of
programmed Number of TX Bits +1.
b) TxFifo became empty (under-
run of TxFifo).

c) A Stop Transfer request
received from software.

So for a successful transfer of
fixed number of bits, software has
to make sure continuous flow of
data.

The exact number of bits to be
transferred iIn the current session
is 1+ the value in this register
field.

For example

0 -> 1 bit to be transmitted once
start session is triggered.

1-> 2 bits to be transmitted.once
start session is triggered.

15:8 tckRatio

Ratio of TCK division. The FPGA
manager clock is 100MHz.

value of 4 provides a 25MHz TCK
value of 20 (0x14) provides a 5MHz
TCK.

Maximum supported TCK frequency is
25MHz .

So writing a value less than 4 to
this field will cause unexpected
behavior.

RW 0x14

FPGA Manager

C] Send Feedback

Altera Corporation


mailto:TechDocFeedback@altera.com?subject=Feedback%20on%20FPGA%20Manager%20(a10_5v4%202016.10.28)&body=We%20appreciate%20your%20feedback.%20In%20your%20comments,%20also%20specify%20the%20page%20number%20or%20paragraph.%20Thank%20you.

4-28 jtag_config
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I S O S 0

trstEn

Set this bit and then writing at
least 1 data in jtag data w will
cause a JTAG reset to happen.
Please note that writing TRSTEN
while a data transmission 1is
undergoing could cause undesired
effects, so it is recommended that
software poll the SESSIONSTATUS bit
to make sure there is no existing
transfers before writing TRSTEN.
Software should manually write O to
this bit after the completion of
the reset and after the SESSION-
STATUS 1is inactive.

loopBackEn

Enables the internal loopback mode.
A typical scenario will be to set
JtagHostEn=0, JtagPortEn=0, and
then initiate transmits by software
writes to TXFifo. All transfers
should receive back on RxFifo. Also
this should not affect anything
external, since the Jtag ports will
be gated off.

Value Description
0 disable

1 enable

RW

0x0

jtagPortEn

This bit field gates off TDI/TMS/
TCK driven to the FPGA CSS
interface. This allows the software
to take over JTAG but keep them
tied low. IT this bit is 0 the
internal core logic will still be
active and all the status will be
updated as iIn regular operation.

Value Description
0 disable

1 enable

RwW

0x0

Altera Corporation

FPGA Manager

C] Send Feedback


mailto:TechDocFeedback@altera.com?subject=Feedback%20on%20FPGA%20Manager%20(a10_5v4%202016.10.28)&body=We%20appreciate%20your%20feedback.%20In%20your%20comments,%20also%20specify%20the%20page%20number%20or%20paragraph.%20Thank%20you.

al0_5v4
2016.10.28 jtag_status 4-29

B S O 01

JtagHostEn This bit field drives the enable
signal to the FPGA CSS. Please note
that this enable should be driven
long before you start any JTAG

transactions.
Value Description
0 disable
1 enable

jtag_status

status of the currently ongoing JTAG transmit or receive

Module Instance Base Address Register Address

i_fpga_mgr_fpgamgrregs | OxFFD0O3000 | OxFFD03054

Offset: 0x54
Access: RO

Important: The value of a reserved bit must be maintained in software. When you modify registers
containing reserved bit fields, you must use a read-modify-write operation to preserve state
and prevent indeterminate system behavior.

Bit Fields

31 | 30 | 29 | 28 | 27 | 26 | 25 | 24 | 23 | 22 | 21 | 20 | 19 | 18 | 17 | 16
txDoneSize
0x0

15 14 | 13 | 12 11 10 9 8 7 | 6 | 5 | 4 3 | 2 | 1 | 0
Session- Reserved rxFif | rxFif| txFif | txFif rxFifoLevel txFifolLevel
Status oFull | oEmpt | oFull | oEmpt 0x0 0x0

0x0 ox0 | Y | oxo | Y

Ox1 Ox1
FPGA Manager
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jtag_status Fields

e ——

31:16 | txDoneSize Total Number of Successful bits
transferred in the current session.
The exact number of bits
transferred in the current session
is 1+ the value iIn this register.
For example

0 -> 1 bit completed transmit or in
the process of transmitting.

1-> 2 bits completed transmit or in
the process of transmitting.

15 | SessionStatus A read of 1 indicates that there is = 0x0
an ongoing transfer session.
A read of O indicates that there is
no ongoing transfer session.

Value Description
0 disable
1 enable
11 rxFifoFull Read RO 0x0

1 -> Rx Fifo Full
0 -> Rx Fifo NOT full

10 rxFifoEmpty Read RO 0x1

1 -> Rx Fifo Empty
0 -> Rx Fifo NOT Empty

9 txFifoFull Read RO 0x0

1 -> Tx Fifo Full
0 -> Tx Fifo NOT full

8 txFifoEmpty Read RO Ox1

1 -> Tx Fifo Empty
0 -> Tx Fifo NOT Empty

74 | rxFifoLevel Number of Words remaining in the Rx RO 0x0
Fifo.
Maximum value is 0x8

30 | txFifoLevel Number of words remaining in Tx RO gx0
Fifo.

Maximum value is 0x8

Altera Corporation FPGA Manager
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jtag_kick

Jtag Master Control Triggers. Each of this bit field
triggers a specific hardware operation.

Module Instance Base Address Register Address

i_fpga _mgr_fpgamgrregs | OxFFD03000 | OxFFD03058

Offset: 0x58
Access: WO

Important: The value of a reserved bit must be maintained in software. When you modify registers
containing reserved bit fields, you must use a read-modify-write operation to preserve state
and prevent indeterminate system behavior.

Bit Fields

31 | 30 | 29 | 28 | 27 | 26 | 25 | 24 | 23 | 22 | 21 | 20 | 19 | 18 | 17 | 16
Reserved
15 |14|13|12|11|10|9|8|7|6|5|4 3 2 1 0
Reserved clear | clear | stopS | startSes
RxFif | TXFif | essio sion
6] o n 0x0
0x0 0x0 0x0

jtag_kick Fields

I S N )

clearRxFifo A write 1 to this bit field will
empty the RxFifo. A read will
always return O.

2 |clearTxFifo A write 1 to this bit Field will wo 0x0
empty the TxFifo. A read will
always return O.

FPGA Manager Altera Corporation
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m“@m
stopSession A write 1 to this bit Field will

kick off stop of an ongoing session
of TX and RX. Please note that
there should be alteast 1 word
available In the Tx Fifo for this
kick off to be successful. The
status of this kick off can be read
from status register SessionStatus
field.

stopSession has priority over
startSession.

0 |startSession A write 1 to this bit field will wo 0x0
kick off a session of TX and RX.
Please note that there should be
alteast 1 word available in the Tx
Fifo for this kick off to be
successful. The status of this Kkick
off can be read from status
register SessionStatus field.
stopSession has priority over
startSession.

jtag_data_w

A write to this field initiates a write to the TxFifo with
the value provided. Please note that this is always a 32bit write,
and lower 16 of these bits will be transferred over TDI and upper 16
of these bits will be transferred over TMS once the transfer is
initiated. A write to this fifo when full will just be ignored. Also
it is allowed to keep writing this fifo without actually intiating a
transfer. A typical scenario where this is applicable is if the
software want to keep a fixed number of bits ready for JTAG interface
before kicking it off.

Both the fifos are 8 words deep. So you can have up to 128 bits
buffered In the FIFOs. If you have more than 128 bits to be
transferred, and want continuous transfer software should make sure
proper data flow to avoid a Tx-Fifo under-run or Rx-Fifo over-run. A
Rx-Fifo over-run will cause silent data loss, and a Tx-Fifo under-run
will stop the transfer, and will stop the TCK toggles, till another
transfer is initiated by software.

At 5MHz jtag clock 16x100/5 = 320 cycles of FPGA manager clock to
transfer 1 word of data

At 25Mhz jtag clock 16x100/25 = 64 cycles of FPGA manager clock to
transfer 1 word of data.
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jtag_data_r 4-33

Module Instance Base Address Register Address

i_fpga_mgr_fpgamgrregs | OxFFD0O3000 | OxFFD03060

Offset: 0x60

Access: WO

Bit Fields

31

| 30 | 29 | 28 | 27 | 26 | 25 | 24 | 23 | 22 | 21 | 20 | 19 | 18 | 17 | 16

tmsData

tdiData
0x0

jtag_data_w Fields

I S T 0

31:16 | tmsData Data to be transferred over TMS.
15:0 tdiData WO 0x0
jtag_data_r

A read to this Ffield initiates a read to the RxFifo. Please
note that the read always returns a 16 bit value. If the received
number of bits are not aligned with 16, lower most n bits should be
ignored by software. For example in the case of 6 bits received,
rdata[15:10] will contain received bits and rdata[9:0] should be
ignored. A read of the fifo while empty is not defined.

Both the fifos are 8 words deep. So you can have up to 128 bits
buffered in the FIFOs. If you have more than 128 bits to be
transferred, and want continuous transfer software should make sure
proper data flow to avoid a Tx-Fifo under-run or Rx-Fifo over-run. A
Rx-Fifo over-run will cause silent data loss, and a Tx-Fifo under-run
will stop the transfer, and will stop the TCK toggles, till another
transfer i1s iInitiated by software.

At 5MHz jtag clock 16x100/5 = 320 cycles of FPGA manager clock to
transfer 1 word of data

At 25Mhz jtag clock 16x100/25 = 64 cycles of FPGA manager clock to
transfer 1 word of data.
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4-34 imgcfg_ctrl_00

Module Instance Base Address Register Address

i_fpga_mgr_fpgamgrregs | OxFFD0O3000 | OxFFD03064

Offset: 0x64

Access: RO
Important: The value of a reserved bit must be maintained in software. When you modify registers
containing reserved bit fields, you must use a read-modify-write operation to preserve state

and prevent indeterminate system behavior.

Bit Fields
|22|21|20|19|18|17|16

31 | 30 | 29 | 28 | 27 | 26 | 25 | 24 | 23
Reserved
15|14|13|12|11|10|9|8|7|6|5|4|3|2|1|O
tdiData
0x0

jtag_data_r Fields

I T T R L
RO 0x0

31:16 |Reserved
RO 0x0

15:0 tdiData

imgcfg_ctrl_00

Module Instance Base Address Register Address

i_fpga _mgr_fpgamgrregs | OxFFD0O3000 | OxFFD03070

Offset: 0x70

Access: RW
Important: The value of a reserved bit must be maintained in software. When you modify registers
containing reserved bit fields, you must use a read-modify-write operation to preserve state

and prevent indeterminate system behavior.

FPGA Manager
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Bit Fields
31 ‘ 30 ‘ 29 ‘ 28 ‘ 27 ‘ 26 ‘ 25 24 23 ‘ 22 ‘ 21 ‘ 20 ‘ 19 ‘ 18 ‘ 17 16
Reserved s2f _ Reserved s2f _
condo nstatus_
ne_oe oe
RW RW Ox0
0x0
15‘14‘13‘12‘11‘10‘9 8 7‘6‘5‘4‘3 2 1 0
Reserved s2f_ Reserved s2f_ | s2f_ s2f_
nconf nenab | nenab | nenable_
ig le_ le_ nconfig
RW condo | nstat RW Ox1
Ox1 ne us
RW RW
Ox1 Ox1

imgcfg_ctrl_00 Fields

I S O )

s2f_condone_oe This bit has an effect on CSS/PIN
only if curresponding override is
enabled.

1: Drive CONF_DONE pin to O.

0: Disable CONF_DONE pin drive from
HPS, and allow default pull-up to
take over.

HPS can drive CONF_DONE pin O to
delay the FPGA from entering user

mode.

16 |s2f nstatus_oe This bit has an effect on CSS only RW 0x0
iT curresponding override is
enabled.

1: Drive nSTATUS pin to O.

0: Disable nSTATUS pin drive from
HPS, and allow default pull-up to
take over.

Driving this pin has no effect on
CSS once the FPGA is iIn user mode.
HPS can drive this pin O to delay
the initialization phase of CSS.
During configuation phase, HPS can
drive this pin 0 to end the current
configuration and initialize a
reconfiguration.

FPGA Manager Altera Corporation
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e L

s2f_nconfig This bit has an effect on CSS only
iT curresponding override is
enabled.

1: Drive nCONFIG input to CSS 1.
0: Drive nCONFIG input to CSS O

4-36 imgcfg_ctrl_01

The nCONFIG input is used to put
the FPGA iInto its reset phase. If
the FPGA was configured, its
operation stops and it will have to
be configured again to start
operation.

2 |s2f_nenable_condone  |ps override Enable for CONF_DONE RW Ox1
to PIN

1: override is disabled
0: override is enabled

1 s2f_nenable_nstatus  |Hpg gverride Enable for nSTATUS to RW Ox1
PIN

1: override is disabled
0: override is enabled

0 s2f_nenable_nconfig  |Hpg gverride Enable for nCONFIG to RW Ox1
CSS

1: override is disabled
0: override is enabled

imgcfg_ctrl_01

Module Instance Base Address Register Address

i_fpga_mgr_fpgamgrregs ‘ OxFFD0O3000 ‘ OxFFD03074

Offset: 0x74
Access: RW

Important: The value of a reserved bit must be maintained in software. When you modify registers
containing reserved bit fields, you must use a read-modify-write operation to preserve state
and prevent indeterminate system behavior.
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Bit Fields

31 ‘ 30 ‘ 29 ‘ 28 ‘ 27 ‘ 26 ‘ 25 24 23 ‘ 22 ‘ 21 ‘ 20 ‘ 19 ‘ 18 ‘ 17 16
Reserved s2f _ Reserved s2f _pr_
nce request
RW RW 0x0
Ox1
15 ‘ 14 ‘ 13 ‘ 12 ‘ 11 ‘ 10 ‘ 9 8 7 ‘ 6 ‘ 5 ‘ 4 ‘ 3 ‘ 2 ‘ 1 0
Reserved s2f_
nenable_
config
RW Ox1

imgcfg_ctrl_01 Fields

I S O )

s2f_nce This bit carries the override value
of nCE to CSS.

16 s2f_pr_request This bit carries the override value RW 0x0

of PR _REQUEST to CSS.

0 |s2f_nenable config  |ps override Enable for DATA, DCLK, RW Ox1
NCE and PR_REQUEST to CSS

1: override is disabled
0: override is enabled

imgcfg_ctrl_02

Allows HPS to control FPGA configuration.

The NCONFIGPULL, NSTATUSPULL, and CONFDONEPULL fields drive signals
to the FPGA Control Block that are logically ORed into their
respective pins. These signals are always driven independent of the
value of EN. The polarity of the NCONFIGPULL, NSTATUSPULL, and
CONFDONEPULL fields is inverted relative to their associated pins.

The MSEL (external pins), CDRATIO and CFGWDTH signhals determine the
mode of operation for Normal Configuration. For Partial Reconfigura-
tion, CDRATIO is used to set the appropriate clock to data ratio, and
CFGWDTH should always be set to 16-bit Passive Parallel.

AXICFGEN is used to enable transfer of configuration data by enabling
or disabling DCLK during data transfers.

FPGA Manager
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Module Instance Base Address Register Address

| OxFFDO3000 | OxFFD03078

i_fpga_mgr_fpgamgrregs

Offset: 0x78

Access: RW

Important: The value of a reserved bit must be maintained in software. When you modify registers
containing reserved bit fields, you must use a read-modify-write operation to preserve state
and prevent indeterminate system behavior.

Bit Fields

31 | 30 | 29 | 28 | 27 | 26 | 25 24 23 | 22 | 21 | 20 | 19 | 18 17 | 16
Reserved cfgwi Reserved cdratio
dth RW Ox0
RW
0x0
15 |14|13|12|11|10|9 8 7|6|5|4|3|2 1 0
Reserved en_ Reserved en_cfg_
cfg_ ctrl
data 0x0
RW
0x0

imgcfg_ctrl_02 Fields

e

cfgwidth

This field determines the Configura-
tion Passive Parallel data bus
width when HPS configures the

FPGA. Only 32-bit Passive

Parallel or 16-bit Passive Parallel
are supported.

When HPS does Normal Configuration,
configuration should use 32-bit
Passive Parallel Mode. The
external pins MSEL must be set
appropriately for the configuration
selected.

For Partial Reconfiguration, 16-bit
Passive Parallel must be used.

Value Description
0 PPx16
1 PPx32

Altera Corporation

FPGA Manager

C] Send Feedback


mailto:TechDocFeedback@altera.com?subject=Feedback%20on%20FPGA%20Manager%20(a10_5v4%202016.10.28)&body=We%20appreciate%20your%20feedback.%20In%20your%20comments,%20also%20specify%20the%20page%20number%20or%20paragraph.%20Thank%20you.

al10_5v4
2016.10.28 imgcfg_stat 4-39

T e ——

17:16 | cdratio This field controls the Clock to
Data Ratio (CDRATIO) for Normal
Configuration and Partial Reconfigu-
ration data transfer from the AXI
Slave to the FPGA.

For Normal Configuration, the value
in this field must be set to be
consistent to the implied CD ratio
of the MSEL setting.

For Partial Reconfiguration, the
value in this field must be set to
the same clock to data ratio in the
options bits in the Normal Configu-
ration file.
Value Description

x1

x2

x4

x8

w NN = O

8 en_cfg_data this is an unused software bit RW 0x0

0 |en_cfg ctrl If this bit is not enabled, the s2f | RV 0x0

dclk as well as s2f data will be
always driven O.

This Is to provide a mechanism by
which HPS can take over the DCLK/
DATA by fTirst setting the nenable_
dclk even while s2f dclk and s2f
data from HPS is silent.

imgcfg_stat

This is the unmasked status.

Value of corresponding inputs from CSS or PINs, without considering
the intr_mask or intr_polarity.

Module Instance Base Address Register Address

i_fpga_mgr_fpgamgrregs ‘ OxFFD0O3000 ‘ OxFFD03080
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4-40

imgcfg_stat
Offset: 0x80

Access: RO

al0_5v4
2016.10.28

Important: The value of a reserved bit must be maintained in software. When you modify registers
containing reserved bit fields, you must use a read-modify-write operation to preserve state
and prevent indeterminate system behavior.

Bit Fields

31 ‘ 30 29 28 27 ‘ 26 25 24 23 ‘ 22 ‘ 21 ‘ 20 ‘ 19 18 17 16
Reserved emr | jtagm Reserved imgcf | imgcf Reserved f2s_ | f2s_ f2s
g_ g_ msel2 | msell msel0
RO RO p >
0x0 | Ox0 FL'JCI’F Fm'ioE RO | RO | RO Ox0
pty 0x0 | 0x0
RO RO
0x0 0Ox1
15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0
Reserved f2s_ | f2s_ | f2s_ | f2s_ | f2s_ | f2s_ | f2s_ | f2s_ | f2s_ | f2s_ | f2s_ | f2s_ | f2s_ | f2s_crc_
nceo_ | nconf | pr_ pr_ pr_ | cvp_ | condo | condo | nstat | nstat | initd | userm | early error
oe ig_ |error | done |ready |conf_|ne_oe| ne_ |us_oe| us_ | one_ | ode _ RO OXO
RO pin RO RO RO ERTE RO pin RO pIn oe RO uisgm
0x0 RO 0x0 0x0 0x0 RO 0x0 RO 0x0 RO RO 0x0
0x0 0x0 0x0 0x0 0x0 RO
0x0

imgcfg_stat Fields

| Bit | Neme |
29 emr

EMR valid bit

RO 0x0

28

Jtagm

JTAG Master Session Status

RO

0x0

25

imgcfg_FifoFull

FIfoFull Status of FPGA image
configuration FIFO

RO

0x0

24

imgcfg_FifoEmpty

FIfoEmpty Status of FPGA image
configuration FIFO

RO

Ox1

18

f2s_msel2

This read-only Ffield allows
software to observe the MSEL inputs
from the device pins. The MSEL pins
define the FPGA configuration mode.
Please refer to CSS functional
specifications for the exact
definisions of MSEL encoding.

In Baum only 3 of these are used.
Other bits will always read O.

RO

0x0

Altera Corporation
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mmmm
s el This read-only field allows

software to observe the MSEL inputs
from the device pins. The MSEL pins
define the FPGA configuration mode.
Please refer to CSS functional
specifications for the exact
definisions of MSEL encoding.

In Baum only 3 of these are used.
Other bits will always read O.

16 | f2s_mselO This read-only field allows RO 0x0
software to observe the MSEL inputs
from the device pins. The MSEL pins
define the FPGA configuration mode.
Please refer to CSS functional
specifications for the exact
definisions of MSEL encoding.

In Baum only 3 of these are used.
Other bits will always read O.

13 | f2s_nceo_oe Chip select output enable driven RO 0x0
from Control Subsystem.

12 |f2s_nconfig_pin The value of this pin is used for RO 0x0
monitoring purposes only in the
FPGA manager.

11 f2s_pr_error Partial reconfiguration error RO 0x0

10 [f2s_pr_done Partial reconfiguration done status RO 0x0

9 f2s_pr_ready Partial reconfiguration ready RO 0x0

8  |f2s_cvp_conf_done Configuration via PCle done RO 0x0
indicator.

7 f2s_condone_oe This is the driven output enable of RO 0x0

condone from the Control Subsystem
(CSS). This signal can be used by
software to determine the true
status of the CSS.

6 f2s_condone_pin Sampled pin value for monitoring RO 0x0
purposes only in FPGA manager.
Please note that this value can be
overriden by external devices.

FPGA Manager Altera Corporation
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I T R L3
f2s_nstatus_oe This is the driven output enable of

nstatus from the Control Subsystem
(CSS). This signal can be used by

software to determine true status

of the CSS.

4 |f2s_nstatus pin This status bit holds the signal RO 0x0
value of nstatus which the Control
Subsystem (CSS) sees when override
is enabled, irrespective of what
the pin value i1s. When this signal
is 1, it doesn’t affect the pin
value. When this signal is 1, it
pulls down the pin value (irrespec-
tive override enable).

3 |f2s_initdone oe This bit indicates the true status RO 0x0
of the Control Subsystem.

2 |f2s_usermode User mode status. Asserted only RO 0x0
when FPGA has finally entered user
mode. The FPGA manager receives
this signal after a glitch filter
external to FPGA manager. This
glitch filtered signal is named
fpga config_complete.

1 f2s_early usermode | status of early user mode signal RO 0x0
from the Control Subsystem (CSS).
Used by software to determine
status of when HPS is configuring
the shared 10s via sending POF to
CSS.

0 f2s_crc_error CRC error indicator. RO 0x0

intr_masked_status

When you read this register you read the active high pending
interrupt status of corresponding bit.
This value is after the masking specified by intr_mask and after the
polarity conversion as specified iIn intr_polarity

Module Instance Base Address Register Address

i_fpga_mgr_fpgamgrregs ‘ OxFFD03000 ‘ OxFFD03084
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Offset: 0x84
Access: RW

Important: The value of a reserved bit must be maintained in software. When you modify registers
containing reserved bit fields, you must use a read-modify-write operation to preserve state
and prevent indeterminate system behavior.

Bit Fields

31 | 30 29 28 27 | 26 25 24 23 | 22 | 21 | 20 | 19 18 17 16
Reserved emr | jtagm Reserved imgcf | imgcf Reserved f2s_ | f2s_ f2s_
g_ g_ msel2 | msell msel0
RW RW > K
0x0 | 0x0 F;fcl": Fm'ftoE RW | RW | RW 0x0
pty 0x0 | 0x0
RW RW
0x0 0x0
15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0
Reserved f2s_ | f2s_ | f2s_ | f2s_ | f2s_ | f2s_ | f2s_ | f2s_ | f2s_ | f2s_ | f2s_ | f2s_ | f2s_ | f2s_crc_
nceo_ | nconf | pr_ pr_ pr_ | cvp_ |condo | condo | nstat | nstat | initd | userm | early error
oe ig_ |error | done |ready |conf_|ne_oe| ne_ |us_oe| us_ | one_ | ode _ RW 0X0
Rw | PP | Ry | Rw | Rw [9ON€| gy | PIN | gy | PIN | 08 gy ”ig;m
0x0 RW 0x0 0x0 0x0 RW 0x0 RW 0x0 RW RW 0x0
0x0 0x0 0x0 0x0 0x0 RW
0x0

intr_masked_status Fields

o[t | omapin | e | e |
29 emr RW 0x0

EMR valid bit

28 |jtagm JTAG Master Session Status RW 0x0
2> | imgcfg FifoFull FIfoFull Status of FPGA image RW 0x0
configuration FIFO
24 | imgcfg FifoEmpty FlfoEmpty Status of FPGA image RW 0x0
configuration FIFO
18 f2s_msel2 RW 0x0
17 f2s_msell RW 0x0
16 f2s_mselO RW 0x0
13 f2s_nceo_oe RW 0x0
12 f2s_nconfig_pin RW 0x0
11 f2s_pr_error RW 0x0
10 f2s_pr_done RW 0x0
9 f2s_pr_ready RW 0x0
8 f2s_cvp_conf_done RW 0x0
FPGA Manager Altera Corporation
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B S O 0

7 f2s_condone_oe

6 f2s_condone_pin RW 0x0
5 f2s_nstatus_oe RW 0x0
4 f2s_nstatus_pin RW 0x0
3 f2s_initdone_oe RW 0x0
2 f2s_usermode RW 0x0
1 f2s_early_usermode RW 0x0
0 f2s_crc_error RW 0x0

intr_mask

Mask for interrupts. A value of 1 in a particular bit will
cause the specific interrupt to be masked.

Module Instance Base Address Register Address

i_fpga_mgr_fpgamgrregs | OxFFD03000 | OxFFD03088

Offset: 0x88
Access: RW

Important: The value of a reserved bit must be maintained in software. When you modify registers
containing reserved bit fields, you must use a read-modify-write operation to preserve state
and prevent indeterminate system behavior.

Bit Fields

31 | 30 29 28 27 | 26 25 24 23 | 22 | 21 | 20 | 19 18 17 16
Reserved emr | jtagm Reserved imgcf | imgcf Reserved f2s_ | f2s_ f2s_
a_ a_ msel2 [ msell mselO
RW RW B p
Ox1 | Ox1 FL'J‘I’F Fm'ftOE RW | RW | RW Oxl
pty ox1 | Ox1
RW RW
Ox1 0Ox1
15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0
Reserved f2s_ | f2s_ | f2s_ | f2s_ | f2s_ | f2s_ | f2s_ | f2s_ | f2s_ | f2s_ | f2s_ | f2s_ | f2s_ | f2s_crc_
nceo_ | nconf | pr_ pr_ pr_ | cvp_ |condo | condo | nstat | nstat | initd | userm | early error
oe ig_ |error | done |ready |conf_|ne_ oe| ne_ |us_oe| us_ | one_ | ode _ RW Ox1
Rw | PP | Ry | Rw | Rw [9OM€| gy | PIN | gy | PIN |08 gy “33;’"
0x1 RW 0x1 Ox1 0x1 RW 0x1 RW 0x1 RW RW 0x1
Ox1 Ox1 Ox1 Ox1 Ox1 RW
Ox1
Altera Corporation FPGA Manager
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intr_mask Fields

T T R
29 emr

EMR valid bit RW 0x1
28 |jtagm JTAG Master Session Status RW 0x1
2> | imgefg FifoFull FIfoFull Status of FPGA image RW Ox1

configuration FIFO
24 | imgcfg_FifoEmpty FIfoEmpty Status of FPGA image RW Ox1

configuration FIFO
18 f2s_msel2 RW 0ox1
17 f2s_msell RW Ox1
16 f2s_msel0 RW Oox1
13 f2s_nceo_oe RW Ox1
12 f2s_nconfig_pin RW 0ox1
11 f2s_pr_error RW Ox1
10 f2s_pr_done RW Ox1
9 f2s_pr_ready RW Ox1
8 f2s_cvp_conf_done RW Ox1
7 f2s_condone_oe RW 0x1
6 f2s_condone_pin RW 0ox1
5 f2s_nstatus_oe RW 0x1
4 f2s_nstatus_pin RW Ox1
3 f2s_initdone_oe RW Ox1
2 f2s_usermode RW 0x1
1 f2s_early_usermode RW Ox1
0 f2s_crc_error RW Ox1

intr_polarity

Active Level of the signal to generate interrupt.

O :Active LOW. An interrupt will be generated when that particular
bit/signal is LOW
1: Active HIGH. An interrupt will be generated when that particular
bit/signal is HIGH

FPGA Manager Altera Corporation

D Send Feedback


mailto:TechDocFeedback@altera.com?subject=Feedback%20on%20FPGA%20Manager%20(a10_5v4%202016.10.28)&body=We%20appreciate%20your%20feedback.%20In%20your%20comments,%20also%20specify%20the%20page%20number%20or%20paragraph.%20Thank%20you.

4-46 intr_polarity

al10_5v4
2016.10.28

Module Instance Base Address Register Address

i_fpga_mgr_fpgamgrregs

| OxFFDO3000

| OxFFD0308C

Offset: 0x8C

Access: RW

Important: The value of a reserved bit must be maintained in software. When you modify registers
containing reserved bit fields, you must use a read-modify-write operation to preserve state
and prevent indeterminate system behavior.

Bit Fields

31 | 30 29 28 27 | 26 25 24 23 | 22 | 21 | 20 | 19 18 17 16
Reserved emr | jtagm Reserved imgcf | imgcf Reserved f2s_ | f2s_ f2s_
RW RW L | msel2 [ msell mselO
ox1 | Ox1 F;‘:‘I’F Fm'ftOE RW | RW | RW Ox1
pty Ox1 | Oxl
RW RW
0Ox1 Ox1
15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0
Reserved f2s_ | f2s_ | f2s_ | f2s_ | f2s_ | f2s_ | f2s_ | f2s_ | f2s_ | f2s_ | f2s_ | f2s_ | f2s_ | f2s_crc_
nceo_ | nconf | pr_ pr_ pr_ | cvp_ |condo | condo | nstat | nstat | initd | userm | early error
oe ig_ |error | done |ready |conf_|ne oe| ne_ |us_oe| us_ | one_ | ode _ RW Ox1
Rw | PP | Ry | mw | Rw [9OM€ | gy | PIN | gy | PIN | o0e gy “ig;m
Ox1 RW Ox1 Ox1 Ox1 RW Ox1 RW 0Ox1 RW RW Ox1
0Ox1 0Ox1 Ox1 Ox1 Ox1 RW
Ox1

intr_polarity Fields

| Bt | Neme |
29 emr

T T R
RW Ox1

EMR valid bit
28 | jtagnm JTAG Master Session Status RW 0x1
25 | imgcfg_FifoFull FlfoFull Status of FPGA image RW Ox1
configuration FIFO
24 | imgcfg_FifoEmpty FIfoEmpty Status of FPGA image R L
configuration FIFO
18 f2s_msel2 RW Ox1
17 f2s_msell RW Ox1
16 f2s_msel0 RW Oox1
13 f2s _nceo_oe RW Ox1
12 f2s_nconfig_pin RW 0Ox1
11 f2s_pr_error RW Ox1
Altera Corporation FPGA Manager
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Co [ e | =1
10 f2s_pr_done RW Ox1
9 f2s_pr_ready RW Ox1
8 f2s_cvp_conf_done RW 0Ox1
7 f2s_condone_oe RW Ox1
6 f2s_condone_pin RW Ox1
5 f2s_nstatus_oe RW 0Ox1
4 f2s_nstatus_pin RW 0ox1
3 f2s_initdone_oe RW 0ox1
2 f2s_usermode RW Oox1
1 f2s_early_usermode RW Ox1
0 f2s_crc_error RW Ox1
dma_config

Consist of control bit and status information.

Module Instance Base Address Register Address

i_fpga mgr_fpgamgrregs | OxFFD03000 | OxFFD03090

Offset: 0x90
Access: RW

Important: The value of a reserved bit must be maintained in software. When you modify registers
containing reserved bit fields, you must use a read-modify-write operation to preserve state
and prevent indeterminate system behavior.

Bit Fields

31 | 30 | 29 | 28 | 27 | 26 | 25 | 24 | 23 | 22 | 21 | 20 | 19 | 18 | 17 16
Reserved clearFif
o
0x0
15 | 14 | 13 | 12 | 11 | 10 | 9 8 7 | 6 | 5 | 4 | 3 | 2 | 1 0
Reserved dmare dmareq_level
q_
enabl O©
e
0x0
FPGA Manager Altera Corporation
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dma_config Fields

B S O 01

clearFifo A write 1 to this bit field will
empty the TxFifo. A read will
always return O.

8  |dmareq_enable Writing 1 will enable DMA request RW 0x0

handshake from FPGA manager .
Writing O will disable DMA request
handshake from FPGA manager .

Value Description

0 DMA request handshake disable.

1 DMA request handshake enable

70 |dmareqg_level DMA request threshold level RW 0x0

imgcfg_fifo_status

Consist of control bit and status information.

Module Instance Base Address Register Address

i_fpga_mgr_fpgamgrregs | OxFFD0O3000 | OxFFD03094

Offset: 0x94
Access: RO

Important: The value of a reserved bit must be maintained in software. When you modify registers
containing reserved bit fields, you must use a read-modify-write operation to preserve state
and prevent indeterminate system behavior.

Bit Fields

31 | 30 | 29 | 28 | 27 | 26 | 25 | 24 | 23 | 22 | 21 | 20 | 19 | 18 | 17 | 16
Reserved
15 | 14 | 13 | 12 | 11 | 10 9 8 7 | 6 | 5 | 4 | 3 | 2 | 1 | 0
Reserved FifoE | FifoF FifoLevel
mpty | ull 0x0
Ox1 0x0
Altera Corporation FPGA Manager
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imgcfg_fifo_status Fields

I N L
9

FifoEmpty

Document Revision History 4-49

Read RO 0x1
1 -> Fifo Empty
0 -> Fifo NOT Empty

8 FifoFull

Read RO 0x0
1 -> Fifo Full
0 -> Fifo NOT full

7:0 FifoLevel

Number of words remaining in FPGA RO 0x0

Image Configuration Fifo.
Maximum value is 0x64

Document Revision History

Table 4-2: Document Revision History

N R

October 2016 2016.10.28 | Maintenance release

May 2016 2016.05.03 | Maintenance release

November 2015 2015.11.02 |, provided more information for the configuration schemes for the

dedicated pins.
o Added missing address maps and register definitions.

May 2015 2015.05.04 | Maintenance release

December 2014 2014.12.15 | Maintenance release

August 2014 2014.08.18 | Initial release
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The system manager in the hard processor system (HPS) contains memory-mapped control and status
registers (CSRs) and logic to control system level functions as well as other modules in the HPS.

The system manager connects to the following modules in the HPS:

+ Direct memory access (DMA) controller

o Ethernet media access controllers (EMACO0, EMACI1, and EMAC2)
« Error Checking and Correction Controller (ECC) for RAMs

o Microprocessor unit (MPU) subsystem

o NAND flash controller

o Secure Digital/MultiMediaCard (SD/MMC) controller

o Quad serial peripheral interface (SPI) flash controller

o USB 2.0 On-The-Go (OTG) controllers (USB0O and USB1)

« Watchdog timers

Features of the System Manager

Software accesses the CSRs in the system manager to control and monitor various functions in other HPS
modules that require external control signals. The system manager connects to these modules to perform
the following functions:

« Sends pause signals to pause the watchdog timers when the processors in the MPU subsystem are in
debug mode

« Selects the EMAC system interconnect master access options and other EMAC clock and interface
options.

+ Selects the SD/MMC controller clock options and system interconnect master access options.

o Selects the NAND flash controller bootstrap options and system interconnect master access option.

+ Selects USB controller system interconnect master access option.

« Provides control over the DMA security settings when the HPS exits from reset.

« Provides boot source information that can be read during the boot process.

+ Provides the capability to enable or disable an interface to the FPGA.

« Provides combined ECC status and interrupts from other HPS modules with ECC-protected RAM.

 Routes parity failure interrupts from the L1 caches to the Global Interrupt Controller.

« Provides the capability to inject errors during testing in the MPU L2 ECC-protected RAM.
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System Manager Block Diagram and System Integration

The system manager connects to the level 4 (L4) bus through a slave interface. The CSRs connect to signals
in the FPGA and other HPS modules.

Figure 5-1: System Manager Block Diagram
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The system manager consists of the following:

o CSRs—Provide memory-mapped access to control signals and status for the following HPS modules:

« EMACGs

« Debug core

« SD/MMC controller

o NAND controller

« USB controllers

o DMA controller

o System interconnect

« ECC memory interfaces for the following peripherals:

« USB controllers
« SD/MMC controller
« Ethernet MACs
« DMA controller
« NAND flash controller
« On-chip RAM
o Slave port interface—provides access to system manager CSRs for connected masters.

» Watchdog debug pause—accepts the debug mode status from the MPU subsystem and pauses the L4
watchdog timers.

+ Reset Manager— system manager receives the reset signals from reset manager.

Functional Description of the System Manager

The system manager serves the following purposes:

+ Provides software access to boot configuration and system information

 Provides software access to control and status signals in other HPS modules

+ Provides combined ECC status and interrupt from other HPS modules with ECC-protected RAM
 Enables and disables HPS peripheral interfaces to the FPGA

« Provides eight registers that software can use to pass information between boot stages

Boot Configuration and System Information

The system manager provides boot configuration information through the bootinfo register. Sampled
value of the HPS boot select (BSEL) pins are available to the Boot ROM software.

The boot source is determined by a combination of the BSEL pins and a fuse bit that can bypass the BSEL
pins.

Related Information
Booting and Configuration on page 30-1

Additional Module Control

Each module in the HPS has its own CSRs, providing access to the internal state of the module. The system
manager provides registers for additional module control and monitoring. To fully control each module,

System Manager Altera Corporation

C] Send Feedback


mailto:TechDocFeedback@altera.com?subject=Feedback%20on%20System%20Manager%20(a10_5v4%202016.10.28)&body=We%20appreciate%20your%20feedback.%20In%20your%20comments,%20also%20specify%20the%20page%20number%20or%20paragraph.%20Thank%20you.

al10_5v4

5-4 DMA Controller 2016.10.28

you must program both the peripheral's CSR and its corresponding CSR in the System Manager. This
section describes how to configure the system manager CS for each module.

DMA Controller

The security state of the DMA controller is controlled by the manager thread security (mgr_ns) and
interrupt security (irg_ns) bits of the DMA register.

The periph_ns register bits determine if a peripheral request interface is secure or non-secure.

Note: The periph_ns register bits must be configured before the DMA is released from global reset.

Related Information

o DMA Controller on page 16-1
« System Manager Address Map and Register Definitions on page 5-9

NAND Flash Controller

The bootstrap control register (nand_bootstrap) modifies the default behavior of the NAND flash
controller after reset. The NAND flash controller samples the bootstrap control register bits when it comes
out of reset.

The following nand_bootstrap register bits control configuration of the NAND flash controller:

« Bootstrap inhibit initialization bit (noinit)—inhibits the NAND flash controller from initializing
when coming out of reset, and allows software to program all registers pertaining to device parameters
such as page size and width.

« Bootstrap 512-byte device bit (page512)—informs the NAND flash controller that a NAND flash
device with a 512-byte page size is connected to the system.

« Bootstrap inhibit load block 0 page 0 bit (noloadbOp0)—inhibits the NAND flash controller from
loading page 0 of block 0 of the NAND flash device during the initialization procedure.

« Bootstrap two row address cycles bit (tworowaddr)—informs the NAND flash controller that only two
row address cycles are required instead of the default three row address cycles.

You can use the system manager's nanad_l3master register to control the following signals:

o ARPROT

o AWPROT

« ARDOMAIN
+ AWDOMAIN
« ARCACHE

« AWCACHE

These bits define the cache attributes for the master transactions of the DMA engine in the NAND
controller.

Note: Register bits must be accessed only when the master interface is guaranteed to be in an inactive
state.

Related Information

o NAND Flash Controller on page 13-1
« System Manager Address Map and Register Definitions on page 5-9

Altera Corporation System Manager
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You can program the emac_global register to select either emac_ptp_clk from the Clock Manager or
2s_ptp_ref_clk from the FPGA fabric as the source of the IEEE 1588 reference clock for each EMAC.

You can use the system manager's 13master register to control the EMAC's ARCACHE andAWCACHE signals,
by setting or clearing the (arcache, awcache) and (arprot, awprot) bits. These bits define the cache
attributes for the master transactions of the DMA engine in the EMAC controllers.

Note: Register bits must be accessed only when the master interface is guaranteed to be in an inactive
state.

The phy_intf_sel bit is programmed to select between a GMII (MII), RGMII or RMII PHY interface
when the peripheral is released from reset. The ptp_ref_sel bit selects if the timestamp reference is
internally or externally generated. The ptp_ref_sel bit must be set to the correct value before the EMAC
core is pulled out of reset.

Note: EMACO must be set to internal timestamp.

Related Information

o Clock Manager on page 2-1

« Ethernet Media Access Controller on page 17-1
USB 2.0 OTG Controller

The usb*_13master registers in the system manager control the HPROT and HAUSER fields of the USB
master port of the USB 2.0 OTG Controller.

Note: Register bits should be accessed only when the master interface is guaranteed to be in an inactive
state.

Related Information
USB 2.0 OTG Controller on page 18-1
SD/MMC Controller

The sdmmc_I3master register in the system manager controls the HPROT and HAUSER fields of the
SD/MMC master port.

Note: Register bits should be accessed only when the master interface is guaranteed to be in an inactive
state.

You can program software to select the clock’s phase shift for cclk_in_drv and cclk_in_sample by
setting the drive clock phase shift select (drvsel) and sample clock phase shift select (smplIsel) bits of the
sdmmc register in the system manager.

Related Information
SD/MMC Controller on page 14-1

Watchdog Timer

The system manager controls the watchdog timer behavior when the CPUs are in debug mode. The system
manager sends a pause signal to the watchdog timers depending on the setting of the debug mode bits of

System Manager Altera Corporation
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the L4 watchdog debug register (wddbg). Each watchdog timer built into the MPU subsystem is paused
when its associated CPU enters debug mode.

Related Information
Watchdog Timer on page 24-1

Boot ROM Code

Registers in the system manager control whether the boot ROM code configures the pin multiplexing for
boot pins after a warm reset. Set the warm-reset-configure-pin-multiplex for boot pins bit (warmrstcfg-
pinmux) of the boot ROM code register to enable or disable this control.

Note: The boot ROM code always configures the pin multiplexing for boot pins after a cold reset.

Registers in the system manager also control whether the boot ROM code configures the I/O pins used
during the boot process after a warm reset. Set the warm reset configure I/Os for boot pins bit
(warmrstcfgio) of the ctrl register to enable or disable this control.

Note: By default, the boot ROM code always configures the I/O pins used by boot after a cold reset.

There can be up to four preloader images stored in flash memory. The (initswlastld) register contains
the index of the preloader's last image that is loaded in the on-chip RAM.

The boot ROM software state register (bootromswstate) is a 32-bit general-purpose register reserved for
the boot ROM.

The following warmram related registers are used to configure the warm reset from on-chip RAM feature
and must be written by software prior to the warm reset occurring.

Table 5-1: The warmram Registers

I N N

enable Enable Controls whether the boot ROM attempts to boot from

the contents of the on-chip RAM on a warm reset.

e Data start Contains the byte offset of the warm boot CRC validation

region in the on-chip RAM. The offset must be word-
aligned to an integer multiple of four.

length Length Contains the length in bytes of the region in the on-chip

RAM available for warm boot CRC validation.

execution

Execution address

Contains the global address the boot code jumps to in the
on-chip RAM if the CRC validation succeeds.

crc

Expected CRC

Contains the expected CRC of the region in the on-chip
RAM.

The number of wait states applied to the boot ROM's read operation is determined by the wait state bit
(waitstate) of the ctrl register. After the boot process, software might require reading the code in the

Altera Corporation
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boot ROM. If software has changed the clock frequency of the 13_main_clk after reset, an additional wait

state is necessary to access the boot ROM. Set the waitstate bit to add an additional wait state to the read
access of the boot ROM. The enable safe mode warm reset update bit controls whether the wait state bit is

updated during a warm reset.

Controlling the Boot Memory Map Through the System Interconnect

The System Manager contains a register, noc_addr_remap_value, that controls how the system intercon-
nect maps memory addresses starting at 0x00000000. This register remaps the bottom of the memory map
to either boot ROM or on-chip RAM.

Refer to "Address Remapping" in the System Interconnect chapter for details about using the
noc_addr_remap_value register.

Related Information
Address Remapping on page 7-19

FPGA Interface Enables

The system manager can enable or disable interfaces between the FPGA and HPS.

The global interface bit (intf) of the global disable register (gbl) disables all interfaces between the FPGA
and HPS.

Note: Ensure that the FPGA in configured before enabling the interfaces and that all interfaces between
the FPGA and HPS are inactive before disabling them.

You can program the individual disable register (indiv) to disable the following interfaces between the
FPGA and HPS:

You can program the FPGA interface enable registers (fpgaintf_en_*) to disable the following interfaces
between the FPGA and HPS:

» Reset request interface

o JTAG enable interface
 I/O configuration interface

« Boundary scan interface

o Debug interface

o Trace interface

o System Trace Macrocell (STM) interface
o Cross-trigger interface (CTI)
o NAND interface

o SD/MMC interface

o SPI Master interface

« EMAC interfaces

System Manager Altera Corporation
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ECC and Parity Control

The system manager can mask the ECC interrupts from each of the following HPS modules with ECC-
protected RAM:

o MPU L2 cache data RAM

« On-chip RAM

o USB 2.0 OTG controller (USB0O and USB1) RAM
« EMAC (EMACO0, EMACI1, and EMAC2) RAM

o DMA controller RAM

o NAND flash controller RAM

e Quad SPI flash controller RAM

o SD/MMC controller RAM

« DDR interfaces

The system manager can inject single-bit or double-bit errors into the MPU L2 ECC memories for testing
purposes. Set the bits in the appropriate memory enable register to inject errors. For example, to inject a
single bit ECC error, set the injs bit of the mpu_ctrl_12_eccregister.

Note: The injection request is edge-sensitive, meaning that the request is latched on 0 to 1 transitions on
the injection bit. The next time a write operation occurs, the data will be corrupted, containing
either a single or double bit error as selected. When the data is read back, the ECC logic detects the
single or double bit error appropriately. The injection request cannot be cancelled, and the number
of injections is limited to once every five MPU cycles.

The system manager can also inject parity failures into the parity-protected RAM in the MPU L2 to test
the parity failure interrupt handler. Set the bits of the parity fail injection register (parityinj) to inject
parity failures.

Note: Injecting parity failures into the parity-protected RAM in the MPU L2 causes the interrupt to be
raised immediately. There is no actual error injected and the data is not corrupted. Furthermore,
there is no need for a memory operation to actually be performed for the interrupt to be raised.

Preloader Handoff Information

The system manager provides eight 32-bit registers to store handoff information between the preloader
and the operating system. The preloader can store any information in these registers. These register
contents have no impact on the state of the HPS hardware. When the operating system kernel boots, it
retrieves the information by reading the preloader to OS handoff information register array. These
registers are reset only by a cold reset.

Clocks
The system manager is driven by a clock generated by the clock manager.

Related Information
Clock Manager on page 2-1

Resets

The system manager receives two reset signals from the reset manager. The sys_manager_rst_n signal is
driven on a cold or warm reset and the sys_manager_cold_rst_n signal is driven only on a cold reset.

Altera Corporation System Manager
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This function allows the system manager to reset some CSR fields on either a cold or warm reset and
others only on a cold reset.

Related Information
Reset Manager on page 3-1

System Manager Address Map and Register Definitions

For complete HPS address map and register definitions, refer to the Arria 10 HPS Address Map and
Register Definitions.

sys_mgr_core Address Map

Module Instance Base Address End Address

i_sys_mgr_core ’ OXFFD06000 ’ OXFFDOG1FF

Important: To prevent indeterminate system behavior, reserved areas of memory must not be accessed by
software or hardware. Any area of the memory map that is not explicitly defined as a register
space or accessible memory is considered reserved.

siliconidl on page 5- 0x10002  |sjlicon ID1 Register

25

siliconi d2 on page 5- 0x4 32 RO 0x0 Silicon ID2 Register

26

wddbg on page 5-27 0x8 32 RwW OxF L4 Watchdog Debug
Register

booti nfo on page 5- OxC 32 RO 0x0 Boot Info Register

28

npu_ctrl _| 2_ecc on 0x10 32 RwW 0x0 L2 Data RAM ECC Enable

page 5-31 Register

dnma on page 5-33 0x20 32 RW 0x100 Control Register

dma_peri ph on page 5- 0x24 32 RW 0x0 Peripheral Security

35 Register

sdnmt on page 5-35 0x28 32 RW 0x0 Control Register

sdmt_| 3nmaster on 0x2C 32 RW 0x3 SD/MMC L3 Master HPROT

page 5-37 Register

System Manager Altera Corporation

D Send Feedback


http://www.altera.com/literature/hb/arria-10/hps.html
http://www.altera.com/literature/hb/arria-10/hps.html
mailto:TechDocFeedback@altera.com?subject=Feedback%20on%20System%20Manager%20(a10_5v4%202016.10.28)&body=We%20appreciate%20your%20feedback.%20In%20your%20comments,%20also%20specify%20the%20page%20number%20or%20paragraph.%20Thank%20you.

5- sys_mgr_core Address Map

al10_5v4
2016.10.28

nand_boot strap on 0x30 Bootstrap Control

page 5-40 Register

nand_| 3naster on page 0x34 32 RW 0x0 NAND L3 Master AxXCACHE

5-41 Register

usbO_I| 3mast er on page 0x38 32 RW Ox1 USB L3 Master HPROT

5-43 Register

usbl | 3master on page 0x3C 32 RW Ox1 USB L3 Master HPROT

5-44 Register

emac_gl obal on page 0x40 32 RW 0x0 EMAC L3 Master AxCACHE

5-46 Register

emacO on page 5-47 0x44 32 RW 0x12000003 |control Register

enmacl on page 5-51 0x48 32 RW 0x12000003 |control Register

enac2 on page 5-55 0x4C 32 RW 0x12000003 | control Register

f pgai ntf _en_gl obal on 0x60 32 RW Ox1 Global Disable Register

page 5-60

fpgaintf_en_0 on page 0x64 32 RW OXFFFFFFFF | EPGA interface

5-61 Individual Enable
Register

fpgaintf_en_1 on page 0x68 32 RW OXFFFFFFFF | EPGA interface

5-63 Individual Enable
Register

fpgaintf_en_2 on page 0x6C 32 RW 0x0 FPGA interface

5-65 Individual Enable
Register

fpgai ntf_en_3 on page 0x70 32 RW 0x0 FPGA interface

5-67 Individual Enable
Register

noc_addr _renmap_val ue 0x80 32 RW 0x0

on page 5-68

Address remap

register. This
register drives the
remap bits for the NOC.

This is read /7 write
register.
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sys_mgr_core Address Map 5-1

noc_addr_renmap_set on
page 5-69

0x84

This is a Write 1 to
Set register.

Writing O is ignored,
and writing 1 to a
specific bit field
sets the specific
remap bit.

Reads should not
return an error, but
the actual read value
is "Undefined" .

noc_addr _remap_cl ear
on page 5-70

0x88

32

WO

0x0

This is a Write 1 to
Clear register.
Writing O is ignored,
and writing 1 to a
specific bit field
Clears the specific
remap bit.

Reads should not
return an error, but
the actual read value
is "Undefined" .

ecc_i nt mask_val ue on
page 5-71

0x90

32

RwW

0x0

ECC interrupt mask
register.

This is a read/write
register.

ecc_intmask_set on
page 5-72

0x94

32

WO

0ox0

ECC interrupt mask Set
register

ecc_i nt mask_clr on
page 5-73

0x98

32

WO

0x0

ECC interrupt mask
Clear register

ecc_intstatus_serr on
page 5-75

0x9C

32

RO

0x0

ECC single bit error
status of individual
modules.

A write to this
register should return
an error.

ecc_i ntstatus_derr on
page 5-76

O0xAO

32

RO

0x0

ECC double bit error
status of individual
modules.

A write to this
register should return
an error.
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5-1 sys_mgr_core Address Map
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2016.10.28

npu_status_|2_ecc on
page 5-77

OxA4

This is a read only
register which reads
the current mpu L2 ecc
interrupt status.

A write to this
register should return
an error.

mpu_cl ear_| 2_ecc on
page 5-78

0OxA8

32

RwW

0x0

Write 1 to Clear
register to clear the
specific bit field of
mpu 12 ecc interrupt
pending status

Reads should not
return an error, but
the read value is
undefined.
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npu_status_l 1_parity OxAC Parity status from L1
on page 5-79 and scu. This is a
read only register.

A write to this
register should return
an error.

[17] CPU1l SCU parity
error
[16] CPUO SCU parity
error

[15] CPUl BTAC parity
error

[14] CPUl GHB parity
error

[13] CPUl1l instruction
tag RAM parity error
[12] CPUl1l instruction
data RAM parity error
[11] CPU1l main TLB
parity error

[10] CPUl data outer
RAM parity error

[9] CPUl data tag RAM
parity error

[8 CPUl data data
RAM parity error.

[7] CPUO BTAC parity
error

[6] CPUO GHB parity
error

[5] CPUO instruction
tag RAM parity error
[4] CPUO instruction
data RAM parity error
[3] CPUO main TLB
parity error

[2] CPUO data outer
RAM parity error

[1] CPUO data tag RAM
parity error

[0] CPUO data data
RAM parity error.
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npu_clear |1 parity
on page 5-80

0xBO

Parity status clear
bit.

A write to 1 of a
specific bit clears
the curresponding
parity status bit.

A read of this
register should not
return an error, but
the actual read value
is undefined.

[17] CPU1l SCU parity
error
[16] CPUO SCU parity
error

[15] CPUl BTAC parity
error

[14] CPUl GHB parity
error

[13] CPUl instruction
tag RAM parity error
[12] CPUl1l instruction
data RAM parity error
[11] CPU1 main TLB
parity error

[10] CPUl data outer
RAM parity error

[9] CPUl data tag RAM
parity error

[8] CPUl data data
RAM parity error.

[7] CPUO BTAC parity
error

[6] CPUO GHB parity
error

[5] CPUO instruction
tag RAM parity error
[4] CPUO instruction
data RAM parity error
[3] CPUO main TLB
parity error

[2] CPUO data outer
RAM parity error

[1] CPUO data tag RAM
parity error

[0] CPUO data data
RAM parity error.
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2016.10.28 sys_mgr_core Address Map
mpu_set_I 1_parity on OxB4 Parity status set bit.
page 5-82 A write to 1 of a

specific bit sets the
curresponding parity
status bit.

This register is used
only to check the
specific ISR routine.
A read of this
register should not
return an error, but
the actual read value
is undefined.

[17] CPU1l SCU parity
error
[16] CPUO SCU parity
error

[15] CPUl BTAC parity
error

[14] CPUl GHB parity
error

[13] CPUl1l instruction
tag RAM parity error
[12] CPUl instruction
data RAM parity error
[11] CPU1l main TLB
parity error

[10] CPUl data outer
RAM parity error

[9] CPUl data tag RAM
parity error

[8] CPUl data data
RAM parity error.

[7] CPUO BTAC parity
error

[6] CPUO GHB parity
error

[5] CPUO instruction
tag RAM parity error
[4] CPUO instruction
data RAM parity error
[3] CPUO main TLB
parity error

[2] CPUO data outer
RAM parity error

[1] CPUO data tag RAM
parity error

[0] CPUO data data
RAM parity error.
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5- sys_mgr_core Summary

al10_5v4

2016.10.28

noc_ti neout on page 0xCO

5-83

noc_i dl ereq_set on 0xC4 32 wo 0x0 Set IDLE request to

page 5-84 each NOC master.

noc_idlereqg_clr on 0xC8 32 WO 0x0 Clear IDLE request to

page 5-85 each NOC master.

noc_i dl ereq_val ue on 0xCC 32 "not 0x0 IDLE request to each

page 5-86 speci NOC master.

fied"

This register can be
set by writing 1 to
the specific bit in
noc_idlereqg_set
register.
This register can be
cleared by writing 1
to the specific bit in
noc_idlereqg _clr
register

noc_i dl eack on page 0xDO 32 RO 0x0 Idle acknowledge value

5-87 from NOC Masters. This
is asserted (value 1
in the field) in
response to the IDLE
requests asserted by
software.

noc_i dl estatus on 0xD4 32 RO 0x0 Status of IDLE from

page 5-88 the NOC masters. A 1
in the field means the
specific master is
idle.

fpga2soc_ctrl on page 0xD8 32 RW 0x0

5-89

sys_mgr_core Summary

Base Address: OXFFDO6000
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2016.10.28 sys_mgr_core Summary 5-17
Register Bit Fields
Address
Offset
i_sys_mgr_
core
31 | 30 | 29 | 28 | 27 26 | 25 | 24 | 23 | 22 | 21 | 20 | 19 18 | 17 | 16
id
siliconidl RO Ox1
0x0 15 | 14 | 13 | 12 | 11 10 | 9 | 8 | 7 | 6 | 5 | 4 | 3 2 | 1 | 0
rev
RO 0x2
31 | 30 | 29 | 28 | 27 26 | 25 | 24 | 23 | 22 | 21 | 20 | 19 18 | 17 | 16
rsv
siliconid2 RO 0x0
ox4 15 | 14 | 13 | 12 | 1| 10 | 9 | 8 | 7 | 6 | 5 | 4 | 3 2 | 1 | 0
rsv
RO Ox0
31 | 30 | 29 | 28 | 27 26 | 25 | 24 | 23 | 22 | 21 | 20 | 19 18 | 17 | 16
Reserved
wddbg
15|14|13|12|11 10|9|8|7|6|5|4 3|2 1| 0
0x8
Reserved mode_1 mode_0
RW 0x3 RW 0x3
31 | 30 | 29 | 28 | 27 26 | 25 | 24 | 23 | 22 | 21 | 20 19 | 18 17 | 16
Reserved
booti nfo 15 | 14 | 13 | 2 | 1 10 | 9 | 8 7 6 | 5 | 4 3 | 7 | 1 0
0xC R
Rese bsel Rese pin_bsel Rese fpga_bsel Reserved fpoga_
rved RO OXO rved RO OXO rved RO 0x0 bsel_en
RO 0x0
31 30 | 29 | 28 27 26 | 25 | 24 23 22 | 21 | 20 19 | 18 | 17 16
Reserved inj_type
RW 0x0
mpu_ctrl _I2
_ecc 15 | 14 | 13 | 12 | 11 10 | 9 8 7 | 6 | 5 | 4 | 3 | 2 | 1 0
0x10 Reserved inj_ Reserved ecc_en
en RW 0x0
RW
0x0
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5-18 sys_mgr_core Summary 2016.10.28
Register Bit Fields
Address
Offset
31 | 30 | 29 | 28 | 27 | 26 | 25 | 24 23 | 22 | 21 | 20 | 19 | 18 | 17 16
irg_ns Reserved mgr_ns
RW Ox0 RW 0x0
dma 15 | 14 | 13 | 12 | 11 | 10 | 9 8 7 | 6 | 5 4 3 | 2 | 1 0
0x20 Reserved chan Reserved chan Reserved chansel_
sel_ sel_ 0
2 1 RW 0x0
RW RW
Ox1 0x0
31 | 30 | 29 | 28 | 27 | 26 | 25 24 23 | 22 | 21 20 19 | 18 | 17 16
ns
dma_peri ph Rw 0x0
0x24 15 | 14 | 13 | 12 | 11 | 10 | 9 | 8 | 7 | 6 | 5 | 4 | 3 | 2 | 1 | 0
ns
RW Ox0
31 | 30 | 29 | 28 | 27 | 26 | 25 | 24 | 23 | 22 | 21 | 20 | 19 | 18 | 17 | 16
Reserved
sdmmt
15 | 14 | 13 | 12 | 11 | 10 | 9 | 8 | 7 6 | 5 | 4 3 2 | 1 | 0
0x28
Reserved smplsel Rese drvsel
RW 0x0 rved RW 0x0
31 | 30 | 29 | 28 | 27 | 26 | 25 | 24 | 23 22 | 21 | 20 19 18 | 17 | 16
sdmt_| 3nas Reserved
ter 15 | 14 | 13 | 12 | 11 | 10 | 9 | 8 | 7 | 6 | 5 4 | 3 | 2 | 1 | 0
0x2C
Reserved hprot
RW 0x3
31 | 30 | 29 28 27 | 26 | 25 24 23 | 22 | 21 20 | 19 | 18 | 17 16
Reserved page Reserved page Reserved tworowad
512_ 512 dr
x16 RW RW 0x0
RW 0x0
nand_boot st 0x0
rap
0x30 15 | 14 | 13 12 11 | 10 | 9 8 7 | 6 | 5 | 4 | 3 | 2 | 1 0
Reserved nolo Reserved noinit
adbo RW 0x0
pO
RW
0x0
Altera Corporation System Manager
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2016.10.28 sys_mgr_core Summary 5-19
Register Bit Fields
Address
Offset
31 | 30 | 29 | 28 | 27 | 26 | 25 | 24 | 23 | 22 | 21 | 20 | 19 | 18 | 17 | 16
nand_| 3nast Reserved
er 15|14|13|12|11|10|9|8 7|6|5|4 3|2|1| 0
0x34
Reserved awcache_0 arcache_0
RW 0x0 RW 0x0
31 | 30 | 29 | 28 | 27 | 26 | 25 | 24 23 | 22 | 21 | 20 19 | 18 | 17 | 16
usb0_| 3nast Reserved
er 15|14|13|12|11|10|9|8|7|6|5|4 3|2|1|0
0x38
Reserved hprot
RW Ox1
31 | 30 | 29 | 28 | 27 | 26 | 25 | 24 | 23 | 22 | 21 | 20 19 | 18 | 17 | 16
usbl_| 3nast Reserved
er 15|14|13|12|11|10|9|8|7|6|5|4 3|2|1|0
0x3C
Reserved hprot
RW Ox1
31 | 30 | 29 | 28 | 27 | 26 | 25 | 24 | 23 | 22 | 21 | 20 19 | 18 | 17 | 16
Reserved
emac_gl obal |5 | 14 | 13 | 12 | 11 | 10 | 9 | 8 | 7 | 6 | 5 | 4 | 3 | 2 | 1 0
0x40
Reserved ptp_clk_
sel
RW 0x0
31 30 29 28 | 27 26 25 | 24 23 | 22 | 21 | 20 19 | 18 | 17 16
axi_ | sbd_ | Rese awprot Rese arprot awcache arcache
db'lsea data | rved | py oo | FVed | Ry ox2 RW 0x0 RW 0xO
R | e
0x0
SSs
emacO RW
Ox44 0x0
15 14 13 12 11 10 9 8 7 | 6 | 5 | 4 3 2 1 0
Reserved ptp_ Reserved phy_intf_sel
ref_ RW Ox3
sel
RW
0x0
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5-20 sys_mgr_core Summary 2016.10.28
Register Bit Fields
Address
Offset
31 30 29 28 27 26 25 24 23 | 22 | 21 | 20 19 | 18 | 17 | 16
axi_ | sbd_ | Rese awprot Rese arprot awcache arcache
db'lsea data | rved | pyooxo | TVed | Ry ox2 RW Ox0 RW 0x0
w | ool
0x0
ss
emacl RW
0x48 0x0
5 | 14 | 3] 2] 1] w0 9 8 7 | 6 | 5 | 4 3 2 1 0
Reserved ptp_ Reserved phy_intf_sel
ref_ RW Ox3
sel
RW
0x0
31 30 29 28 27 26 25 24 23 | 22 | 21 | 20 19 18 17 16
axi_ | sbd_ | Rese awprot Rese arprot awcache arcache
db'lsea data | rved | pyooxo | TVed | gy ox2 RW Ox0 RW 0Ox0
| ool
0x0
ss
emac2 RW
0x4C 0x0
15 14 13 12 11 10 9 8 7 | 6 | 5 | 4 3 2 1 0
Reserved ptp_ Reserved phy_intf_sel
ref_ RW Ox3
sel
RW
0x0
31 | 30 | 29 | 28 | 27 | 26 | 25 24 23 | 22 | 21 | 20 | 19 | 18 17 | 16
) Reserved
fpgaintf_en
_gl obal 15|14|13|12|11|10|9|8|7|6|S|4|3|2|1 0
0x60
Reserved intf
RW Ox1
31|30|29|28|27|26|25|24|23|22|21|20|19|18|17 16
Reserved bscan
RW Ox1
fpgaintf_en
0 15|14|13|12|11|10|9 8 7|6|5|4|3|2|1 0
0x64 Reserved cfgi Reserved rstreq
° RW Ox1
RW
Ox1
Altera Corporation System Manager

D Send Feedback


mailto:TechDocFeedback@altera.com?subject=Feedback%20on%20System%20Manager%20(a10_5v4%202016.10.28)&body=We%20appreciate%20your%20feedback.%20In%20your%20comments,%20also%20specify%20the%20page%20number%20or%20paragraph.%20Thank%20you.

al10_5v4

2016.10.28 sys_mgr_core Summary 5-21
Register Bit Fields
Address
Offset
31 | 30 | 29 | 28 | 27 | 26 | 25 24 23 | 22 | 21 | 20 | 19 | 18 | 17 16
Reserved ctmt Reserved stmevent
reag RW Ox1
er
fpgaintf_en RW
1 Oox1
0x68 15 | 14 | 13 | 12 | 11 | 10 | 9 8 7 | 6 | 5 4 3 | 2 | 1 0
Reserved dbga Reserved trac Reserved
pb e
RW RW
Ox1 Ox1
31 | 30 | 29 | 28 | 27 | 26 | 25 24 23 | 22 | 21 20 19 | 18 | 17 16
Reserved spim Reserved spim_0
- RW 0Ox0
_ RW
fpgaintf_en 0x0
2
OX6C 15 | 14 | 13 | 12 | 11 | 10 | 9 8 7 | 6 | 5 4 3 | 2 | 1 0
Reserved sdmm Reserved nand Reserved
¢ RW
RW 0x0
0x0
31 | 30 | 29 | 28 | 27 | 26 | 25 24 23 | 22 | 21 20 19 | 18 | 17 16
Reserved emac_2
) RW 0x0
fpgai ntf_en
3 15 | 14 | 13 | 12 | 11 | 10 | 9 8 7 | 6 | 5 | 4 | 3 | 2 | 1 0
0x70 Reserved emac Reserved emac_0
- RW 0x0
RW
0x0
31 | 30 | 29 | 28 | 27 | 26 | 25 24 23 | 22 | 21 | 20 | 19 | 18 | 17 16
Reserved
noc_addr _re
mep_val ue 15 | 14 | 13 | 12 | 11 | 10 | 9 | 8 | 7 | 6 | 5 | 4 | 3 | 2 1 0
0x80 Reserved rema | remapO
Pl 0x0
0x0
31 | 30 | 29 | 28 | 27 | 26 | 25 | 24 | 23 | 22 | 21 | 20 | 19 | 18 17 16
Reserved
noc_addr _re
map_set 15 | 14 | 13 | 12 | 11 | 10 | 9 | 8 | 7 | 6 | 5 | 4 | 3 | 2 1 0
0x84 Reserved rema | remapO
Pl 0x0
0x0
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5-22

Register

Address
Offset

sys_mgr_core Summary

Bit Fields

al10_5v4
2016.10.28

31 30 29 | 28 | 27 26 | 25 | 24 | 23 | 22 | 21 | 20 | 19 | 18 | 17 | 16
Reserved
noc_addr _re
mep_cl ear 15 14 13 | 12 | 11 10 | 9 | 8 | 7 | 6 | 5 | 4 | 3 | 2 1 0
0x88 Reserved rema | remapO
Pl 0x0
0x0
31 30 29 | 28 | 27 26 | 25 | 24 | 23 | 22 | 21 | 20 | 19 18 17 16
Reserved ddrl | ddrO | sdmmcb
ecc int mask 0x0 0x0 0x0
_value 15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0
0x90
sdmm | gspi | nand | nand | nand | dma | emac | emac | emac | emac | emac | emac | usbl | usbO | ocra 12
ca 0x0 _rd | _wr | _buf 0x0 2 & |2 rx |1 _tx |1 _rx|O0_tx | 0O_rx ox0 | oxo m 0x0
0x0 0x0 0x0 0x0 0x0 0x0 0x0 0x0 0x0 0x0 0x0
31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Reserved ddrl | ddrO | sdmmcb
ecc_i nt mask 0x0 | 0x0 0x0
-set 5 | 14 | 13| 12| 11| 10 9 8 7 6 5 4 3 2 1 0
0x94
sdmm | gspi | nand | nand | nand | dma | emac | emac | emac | emac | emac | emac | usbl | usbO | ocra 12
ca 0x0 _rd | _wr | _buf 0x0 2 tx | 2. rx |1 _tx|1_rx|0_tx|O0_rx 0x0 | 0Ox0 m 0x0
0x0 0x0 | OxO | OxO Ox0 | OxO | OxO | OxO | OxO | OxO 0x0
31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Reserved ddrl | ddrO | sdmmcb
ecc int mask 0x0 0x0 0x0
clr 15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0
0x98
sdmm | gspi | nand | nand | nand | dma | emac | emac | emac | emac | emac | emac | usbl | usbO | ocra 12
ca 0x0 rd | _wr | _buf 0x0 2 tX |2 rx |1 tx |1 rx |0 tx|0_rx 0x0 | 0x0 m 0x0
0x0 0x0 | OxO | OxO Ox0 | OxO | OxO | OxO | OxO | OxO 0x0
31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
Reserved ddrl | ddrO | sdmmcb
ecc_intstat 0x0 | Ox0 0x0
us_serr 15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0
0x9C
sdmm | qspi | nand | nand | nand | dma | emac | emac | emac | emac | emac | emac | usbl | usbO | ocra 12
ca 0x0 _rd | _wr | _buf 0x0 2 & |2 rx |1 _tx |1 _rx|O0_tx | 0O_rx ox0 | oxo m 0x0
0x0 0x0 0x0 0x0 0x0 0x0 0x0 0x0 0x0 0x0 0x0
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Register

Address
Offset

Bit Fields

sys_mgr_core Summary

5-23

31 | 30 | 29 | 28 | 27 | 26 | 25 | 24 | 23 | 22 | 21 | 20 | 19 18 17 16
Reserved ddrl | ddrO | sdmmcb
ecc_intstat 0x0 | Ox0 0x0
us_derr 5 | 14 | 3] 12| 1| w]| o9 8 7 6 5 4 3 2 1 0
OxAO
sdmm | gspi | nand | nand | nand | dma | emac | emac | emac | emac | emac | emac | usbl | usbO | ocra 12
ca 0x0 rd | _wr | _buf 0x0 2 tX |2 rx |1 tx |1 rx |0 tx|0_rx 0x0 | 0Ox0 m 0x0
0x0 0x0 | OxO | OxO Ox0 | OxO | OxO | OxO | OxO | OxO0 0x0
31 30 29 28 27 26 25 24 23 22 21 20 19 18 17 16
merr Reserved merr_info
pe_nd 0x0
ing
npu_status_ | gxo
12 _ecc
OxA4 15 14 | 13 | 12 11 10 | 9 | 8 | 7 | 6 | 5 | 4 | 3 2 | 1 | 0
serr Reserved serr_info
pe_nd 0x0
ing
0x0
31 30 | 29 | 28 27 26 | 25 | 24 | 23 | 22 | 21 20 | 19 18 | 17 | 16
merr Reserved
mpu_clear _| | oxo
2_ecc
OxA8 15 14 | 13 | 12 11 10 | 9 | 8 | 7 | 6 | 5 4 | 3 2 | 1 | 0
serr Reserved
0x0
31 30 | 29 | 28 27 26 | 25 | 24 | 23 | 22 | 21 20 | 19 18 17 | 16
Reserved scu
npu_status_ 0x0
11 _parity
OXAC 15 | 14 | 13 | 12 | 1| 10 | 9 | 8 7 | 6 | 5 4 | 3 2 1 | 0
cpul cpu0
0x0 0x0
31 30 | 29 | 28 | 27 26 | 25 | 24 23 | 22 | 21 20 | 19 18 17 | 16
Reserved scu
nmpu_cl ear _| 0x0
1 _parity
OxBO 15 14 | 13 | 12 | 11 10 | 9 | 8 7 | 6 | 5 4 | 3 2 1 | 0
cpul cpu0
0x0 0x0
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Register Bit Fields
Address
Offset
31 | 30 | 29 | 28 | 27 | 26 | 25 | 24 | 23 | 22 | 21 | 20 | 19 | 18 17 | 16
Reserved scu
mpu_set _I'1_ 0x0
parity
oxBa 15 | 14 | 13 | 12 | 11 | 10 | 9 | 8 7 | 6 | 5 | 4 | 3 | 2 1 | 0
cpul cpu0
0x0 0x0
31 | 30 | 29 | 28 | 27 | 26 | 25 | 24 23 | 22 | 21 | 20 | 19 | 18 | 17 | 16
Reserved
noc_ti meout
15 | 14 | 13 | 12 | 11 | 10 | 9 | 8 | 7 | 6 | 5 | 4 | 3 | 2 | 1 0
0xCO
Reserved en
0x0
31 | 30 | 29 | 28 | 27 | 26 | 25 24 23 | 22 | 21 20 19 | 18 | 17 16
Reserved fpga Reserved fpga Reserved fpga2sdr
2sdr 2sdr am0
_ am2 aml 0x0
noc_idlereq 0x0 0x0
_set
oxCa 15 | 14 | 13 | 12 | 11 | 10 | 9 8 7 | 6 | 5 4 3 | 2 | 1 0
Reserved fpga Reserved Iwso Reserved soc2fpga
2soc cZ:p 0x0
0x0 9
0x0
31 | 30 | 29 | 28 | 27 | 26 | 25 24 23 | 22 | 21 20 19 | 18 | 17 16
Reserved fpga Reserved fpga Reserved fpga2sdr
2sdr 2sdr am0
. am2 aml 0x0
noc_i dl ereq 0x0 0x0
_clr
0xC8 15 | 14 | 13 | 12 | 11 | 10 | 9 8 7 | 6 | 5 4 3 | 2 | 1 0
Reserved fpga Reserved lwso Reserved soc2fpga
2soc cZ:p 0x0
0x0 9
0x0
31 | 30 | 29 | 28 | 27 | 26 | 25 24 23 | 22 | 21 20 19 | 18 | 17 16
Reserved fpga Reserved fpga Reserved fpga2sdr
2sdr 2sdr am0
. am2 aml 0x0
noc_i dl ereq 0x0 0x0
_val ue
0xCC 15 | 14 | 13 | 12 | 11 | 10 | 9 8 7 | 6 | 5 4 3 | 2 | 1 0
Reserved fpga Reserved Iwso Reserved soc2fpga
2soc cZ:p 0x0
0x0 9
0x0
Altera Corporation System Manager
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Register Bit Fields
Address
Offset
31 | 30 | 29 | 28 | 27 | 26 | 25 24 23 | 22 | 21 20 19 | 18 | 17 16
Reserved fpga Reserved fpga Reserved fpga2sdr
2sdr 2sdr am0
am2 aml 0x0
noc_i dl eack 0x0 0x0
0xDO 15 | 14 | 13 | 12 | 11 | 10 | 9 8 7 | 6 | 5 4 3 | 2 | 1 0
Reserved fpga Reserved Iwso Reserved soc2fpga
2soc cZZp 0x0
0x0 9
0x0
31 | 30 | 29 | 28 | 27 | 26 | 25 24 23 | 22 | 21 20 19 | 18 | 17 16
Reserved fpga Reserved fpga Reserved fpga2sdr
2sdr 2sdr am0
_ am2 aml 0x0
noc_idlesta 0x0 0x0
tus
OxD4 15 | 14 | 13 | 12 | 11 | 10 | 9 8 7 | 6 | 5 4 3 | 2 | 1 0
Reserved fpga Reserved lwso Reserved soc2fpga
2soc cZ:p 0x0
0x0 9
0x0
31 | 30 | 29 | 28 | 27 | 26 | 25 24 23 | 22 | 21 20 19 | 18 | 17 16
Reserved
f pga2soc_ct
o 15|14|13|12|11|10|9|8|7|6|S|4|3|2|1 0
0xD8 Reserved allow_
secure
0x0

siliconid1

Specifies Silicon ID and revision number.
This is a read only register and a write should return error.

Module Instance Base Address Register Address

i_sys _mgr_core | OxFFD06000 | OxFFD06000

Offset: 0x0
Access: RO

System Manager Altera Corporation
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Bit Fields
31 | 30 | 29 | 28 | 27 | 26 | 25 | 24 | 23 | 22 | 21 | 20 | 19 | 18 | 17 | 16
id
RO Ox1
15 | 14 | 13 | 12 | 11 | 10 | 9 | 8 | 7 | 6 | 5 | 4 | 3 | 2 | 1 | 0
rev
RO Ox1

siliconid1 Fields

T T T
RO Ox1

31:16 |id Silicon ID
Description
HPS_NF
15:0 rev Silicon revision number. O 0x2
Description
rev2

siliconid2

Reserved for future use.
This is a read only register and a write should return error.

Module Instance Base Address Register Address

i_sys _mgr_core | OxFFD06000 | OxFFD06004

Offset: 0x4
Access: RO

Important: The value of a reserved bit must be maintained in software. When you modify registers
containing reserved bit fields, you must use a read-modify-write operation to preserve state
and prevent indeterminate system behavior.
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2016.10.28
Bit Fields

|30|29|28|27|26|25|24|23|22|21|20|19|18|17| 16

31

siliconid2 Fields

B S O )

Reserved for future use.

wddbg

Controls the behavior of the L4 watchdogs when the CPUs are

in debug mode. These control registers are used to drive the pause
input signal of the L4 watchdogs. Note that the watchdogs built into
the MPU automatically are paused when their associated CPU enters

debug mode. Only reset by a cold reset.

Module Instance Base Address Register Address
| OxFFD06008

i_sys_mgr_core | OxFFD0O6000

Offset: 0x8

Access: RW
Important: The value of a reserved bit must be maintained in software. When you modify registers
containing reserved bit fields, you must use a read-modify-write operation to preserve state

and prevent indeterminate system behavior.

Bit Fields
|30|29|28|27|26|25|24|23|22|21|20|19|18|17| 16

31

Reserved
15|14|13|12|11|10|9|8|7|6|5|4 3|2 1|0
Reserved mode_1 mode_0
RW 0x3 RW 0x3

Altera Corporation
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wddbg Fields

L e

mode_1 Controls behavior of L4 watchdog
when CPUs in debug mode. Field
array index matches L4 watchdog

index.
Value Description
0 Continue
1 PauseCPUO
2 PauseCPU1
3 PauseEither
1:0  mode_0 Controls behavior of L4 watchdog s L

when CPUs in debug mode. Field
array index matches L4 watchdog

index.
Value Description
0 Continue
1 PauseCPUO
2 PauseCPU1
3 PauseEither

bootinfo

Provides access to boot configuration information.
This is a read only register and a write should return error.
This register gets reset only on a cold reset.

Module Instance Base Address Register Address

i_sys_mgr_core | OxFFD0O6000 | OxFFD0O600C

Offset: OxC
Access: RO

Important: The value of a reserved bit must be maintained in software. When you modify registers
containing reserved bit fields, you must use a read-modify-write operation to preserve state
and prevent indeterminate system behavior.
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Bit Fields
31 | 30 | 29 | 28 | 27 | 26 | 25 | 24 | 23 | 22 | 21 | 20 | 19 | 18 | 17 | 16
Reserved
15 14 | 13 | 12 11 10 | 9 | 8 7 6 | 5 | 4 3 | 2 | 1 0
Reserved bsel Reser pin_bsel Reser fpga_bsel Reserved fpga_
RO Ox0 e RO Ox0 ped RO Ox0 =L G
RO Ox0

bootinfo Fields

I S O 0

14:12 | bsel Multiplexed Value of Boot Select

from pins and fpga

Value Description

0 RESERVEDx

1 FPGA

2 NAND_Flash 1 8v

3 NAND_Flash 3 0Ov

4 SD_MMC_EXTERNAL_TRANSCEIVER_1_
8v

5 SD_MMC_INTERNAL_TRANSCEIVER_3_
Ov

6 QSPI_Flash_1_8v

7 QSPI_Flash_3_0v

System Manager Altera Corporation
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al10_5v4
2016.10.28

I S O 01 A

pin_bsel

Specifies the sampled value of the
HPS BSEL pins. The value of HPS
BSEL pins are sampled upon deasser-
tion of cold reset.

Value Description
0 RESERVEDx

1 FPGA

2 NAND_Flash_1_8v

3 NAND_Flash_3_0v
4

SD_MMC_EXTERNAL_TRANSCEIVER_1_

8v

5 SD_MMC_INTERNAL TRANSCEIVER 3_

Oov
6 QSPI_Flash_1_8v
7 QSPI_Flash_3_0v

Altera Corporation
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I S T 01

fpga_bsel The boot select field specifies the
boot source. It is read by the Boot
ROM code on a cold or warm reset to
determine the boot source.

The boot select value is equal to
the f2s _bsel signal from the FPGA
if the f2s bsel _en signal from the
FPGA is 1 or equal to the sampled
value of HPS BSEL pins 1T the f2s_
bsel _en signal from the FPGA is O
or the FPGA is not powered on or
not in User Mode (fpga config_
complete = 0).

The HPS BSEL pins value are sampled
upon deassertion of cold reset.

Value Description
0 RESERVEDx

1 FPGA

2 NAND_Flash 1 _8v

3 NAND_Flash_3 Ov
4

SD_MMC_EXTERNAL_TRANSCEIVER_1_
8v

5 SD_MMC_INTERNAL_TRANSCEIVER_3_
ov

6 QSPI_Flash_1_8v
7 QSPI_Flash_3_0v

0 fpga_bsel_en

Specifies the value of the f2s bsel | RO 0
en. f2s bsel_en is a signal from
FPGA.

IT 1, boot select value is equal
to FPGA boot select signal (f2s_
bsel).

IT O, boot select value is equal to
the sampled value of HPS BSEL pins.
Value of f2s_bsel_en is overidden
to OxO if FPGA is not in user mode
(fpga_config_complete = 0)

mpu_ctrl_I2_ecc

This register is used to enable ECC on the L2 Data RAM. ECC
errors can be injected into the write path using bits In this
register. This register contains interrupt status of the ECC single/
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double bit error.

Some Fileds of this register are only reset by a cold reset (ignores
warm reset).

Some fields are affected by both warm and cold reset.

Module Instance Base Address Register Address

i_sys_mgr_core | OxFFD0O6000 | OxFFD06010

Offset: 0x10

Access: RW

Important: The value of a reserved bit must be maintained in software. When you modify registers

containing reserved bit fields, you must use a read-modify-write operation to preserve state
and prevent indeterminate system behavior.

Bit Fields

31 | 30 | 29 | 28 | 27 | 26 | 25 | 24 | 23 | 22 | 21 | 20 | 19 | 18 | 17 16
Reserved inj_type
RW Ox0
15 |14|13|12|11|10|9 8 7|6|5|4|3|2|1 0
Reserved inj_ Reserved ecc_en
en RW Ox0
RW
0x0

mpu_ctrl_I2_ecc Fields

e e ———

inj_type MPU L2 ECC error injection type.

This bit will get reset on a warm
reset and cold reset.
Value Description
0 single_bit
1 double_bit

Altera Corporation System Manager
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mmm
inj

Error injection enable. Write 1
here to enable error injection to
MPU L2.

Please note that if ECC is not
enabled by writing 1 to ecc_en bit
there wont be any error injections.

This bit will get reset on a warm
reset and cold reset.

0 ecc_en Enable Single bit or Double bit RW 0x0

error Detection and Single bit
Error Correction for L2 Data RAM
Only reset by a cold reset (ighores
warm reset).

dma

Registers used by the DMA Controller. All fields are reset

by a cold or warm reset.

These register bits should be updated during system initialization
prior to removing the DMA controller from reset. They may not be
changed dynamically during DMA operation.

Module Instance Base Address Register Address

i_sys_mgr_core | OxFFD0O6000 | OxFFD06020

Offset: 0x20
Access: RW

Important: The value of a reserved bit must be maintained in software. When you modify registers
containing reserved bit fields, you must use a read-modify-write operation to preserve state
and prevent indeterminate system behavior.

Bit Fields

31 | 30 | 29 | 28 | 27 | 26 | 25 | 24 23 | 22 | 21 | 20 | 19 | 18 | 17 16
irgq_ns Reserved mgr_ns
RW 0x0 RW 0x0
15 | 14 | 13 | 12 | 11 | 10 | 9 8 7 | 6 | 5 4 3 | 2 | 1 0
Reserved chans Reserved chans Reserved chansel _
el_2 el_1 0
RW RW RW 0x0
0Ox1 0x0
System Manager Altera Corporation
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dma Fields

o e L

31:24  lirq_ns Specifies the security state of an
event-interrupt resource.

IT bit index [x] is 0, the DMAC
assigns event<x> or irgq[x] to the
Secure state.

IT bit index [x] is 1, the DMAC
assigns event<x> or irq[x] to the
Non-secure state.

16 |mgr_ns Specifies the security state of the RW 0x0

DMA manager thread.

0 = assigns DMA manager to the
Secure state.

1 = assigns DMA manager to the Non-
secure state.

Sampled by the DMA controller when
it exits from reset.

8 chansel_2 select between FPGA interface 5 and RW Ox1
Security Manager to be mapped to
DMA peripheral request index 5

Value Description
0 FPGA
1 SECMGR

4 chansel_1 select between FPGA interface 7 and RW 0x0
12C4_Rx to be mapped to DMA
peripheral request index 7

Value Description
0 FPGA
[2C4_RX

0 chansel_0 Select between FPGA interface 6 and RW 0x0
12C4_Tx to be mapped to DMA
peripheral request index 6

Value Description
0 FPGA
1 12C4_TX

Altera Corporation System Manager
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dma_periph

Controls the security state of a peripheral request
interface. Sampled by the DMA controller when it exits from reset.
These register bits should be updated during system initialization
prior to removing the DMA controller from reset. They may not be
changed dynamically during DMA operation.

Module Instance Base Address Register Address

i_sSys _mgr_core | OxFFD06000 | OxFFD06024
Offset: 0x24
Access: RW
31|30|29|28|27|26|25|24|23|22|21|20|19|18|17|16
ns
RW 0x0
15|14|13|12|11|10|9|8|7|6|5|4|3|2|1|O
ns
RW 0x0

dma_periph Fields

B S O 0

IT bit index [x] is O, the DMA
controller assigns perlpheral
request interface x to the Secure
state.

IT bit index [x] is 1, the DMA
controller assigns peripheral
request interface x to the Non-
secure state.

Reset by a cold or warm reset.

sdmmc

Registers used by the SDMMC Controller. All fields are reset
by a cold or warm reset.
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Module Instance Base Address Register Address
i_sys _mgr_core | OxFFD0O6000 | OxFFD06028
Offset: 0x28
Access: RW

Important: The value of a reserved bit must be maintained in software. When you modify registers
containing reserved bit fields, you must use a read-modify-write operation to preserve state
and prevent indeterminate system behavior.

Bit Fields

31 | 30 | 29 | 28 | 27 | 26 | 25 | 24 | 23 | 22 | 21 | 20 | 19 | 18 | 17 | 16
Reserved
15 | 14 | 13 | 12 | 11 | 10 | 9 | 8 | 7 6 | 5 | 4 3 2 | 1 | 0
Reserved smplsel Reser drvsel
RW 0x0 ved RW 0x0

sdmmc Fields

I S O 0

smplisel Select which phase shift of the
clock for cclk_in_sample. Note
that the boot ROM programs this
field to 0xO.

Value Description
0 degrees0
1 degrees45
2 degrees90
3 degrees135
4 degrees180
5 degrees225
6 degrees270
7 degrees315
Altera Corporation System Manager
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2016.10.28 sdmmc_I3master 5-37
e L
drvsel Select which phase shift of the
clock for cclk_in_drv. Note that
the boot ROM programs this field to
0x3.
Value Description
0 Reserved
1 degrees45
2 degrees90
3 degrees135
4 degrees180
5 degrees225
6 degrees270
7 degrees315

sdmmc_I3master

Controls the L3 master HPROT AHB-Lite signal.
These register bits should be updated only during system initializa-
tion prior to removing the peripheral from reset. They may not be
changed dynamically during peripheral operation
All Ffields are reset by a cold or warm reset.

Module Instance Base Address Register Address

i_sys_mgr_core | OxFFD0O6000 | OxFFD0602C

Offset: 0x2C
Access: RW

Important: The value of a reserved bit must be maintained in software. When you modify registers
containing reserved bit fields, you must use a read-modify-write operation to preserve state
and prevent indeterminate system behavior.
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31 | 30 | 29 | 28 | 27 | 26 | 25 | 24 | 23 | 22 | 21 | 20 | 19 | 18 | 17 | 16
Reserved
15|14|13|12|11|10|9|8|7|6|5 4|3|2|1|0
Reserved hprot
RW 0x3
Altera Corporation System Manager
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sdmmc_I3master Fields

I S T R
4:0

hprot

System Manager
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HPROT[4] Allocate

0: L3 master accesses for the
module are non-allocatable

1: L3 master accesses for the
module are allocatable

HPROT[3] Cachable

0: L3 master accesses for the
module are non-cacheable.

1: L3 master accesses for the
module are cacheable.

HPROT[2] Bufferable

0: L3 master accesses for the
module are not bufferable.

1: L3 master accesses for the
module are bufferable.

HPROT[1] Privileged

0: L3 master accesses for the
module are not privileged.

1: L3 master accesses for the
module are privileged.

HPROT[O] Data/Opcode

0: Specifies if the L3 master
access is for opcode

1: Specifies i1f the L3 master
access iIs for data

0 0 0 Strongly Ordered,
cannot be buffered

0 0 1 Device, can be
buffered

0 1 0 Cachable (Outer
Noncachable, do not allocate on
reads or writes)

1 1 0 Cachable Write-
Through (allocate on reads only, no
allocate on write)

0 1 1 Cachable Write-Back
(allocate on reads and writes)

1 1 1 Cachable Write-Back
(allocate on reads only, no
allocate on write)

[a) Nn~AdA CAt~h
0 - User Access
1 - Privileged Access

RwW

Altera
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nand_bootstrap

Bootstrap fields sampled by NAND Flash Controller when
released from reset.
All fields are reset by a cold or warm reset.

Module Instance Base Address Register Address

i_sys_mgr_core | OxFFD06000 | OxFFD06030

Offset: 0x30
Access: RW

Important: The value of a reserved bit must be maintained in software. When you modify registers
containing reserved bit fields, you must use a read-modify-write operation to preserve state
and prevent indeterminate system behavior.

Bit Fields

31 | 30 | 29 28 27 | 26 | 25 24 23 | 22 | 21 | 20 | 19 | 18 | 17 16
Reserved page5 Reserved page5 Reserved tworowad
12_ 12 dr
x16 RW RW 0Ox0
RW 0x0
0x0
15 | 14 | 13 12 11 | 10 | 9 8 7 | 6 | 5 | 4 | 3 | 2 | 1 0
Reserved noloa Reserved noinit
elews RW OxO0
RW
0x0

nand_bootstrap Fields

I S O S £

page512 x16 Reset value - 0

Field name: PAGE512 x16_ DEVICE
Description: If 1, NAND device has
512 bytes page size and 1/0 width
is 16 bits. This start should be
asserted in case of 512 bytes
devices only. This signal must be
stable and have proper value by the
time Controller comes out of Reset

24 |page512 If 1, NAND device has a 512 byte RW 0x0
page size.
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T e L

tworowaddr If 1, NAND device requires only 2
row address cycles instead of the
normal 3 row address cycles.

nand_I3master 5-41

88 ineloadb0ps If 1, inhibits NAND Flash R 2
Controller from loading page O of
block O of the NAND device as part
of the initialization procedure.

0 |noinit If 1, inhibits NAND Flash RW 0x0
Controller from performing initiali-
zation when coming out of reset.
Instead, software must program all
registers pertaining to device
parameters like page size, width,
etc.

nand_I3master

Controls the L3 master ARCACHE and AWCACHE AXI signals.
These register bits should be updated only during system initializa-
tion prior to removing the peripheral from reset. They may not be
changed dynamically during peripheral operation
All fields are reset by a cold or warm reset.

Module Instance Base Address Register Address

i_sys _mgr_core | OxFFD0O6000 | OxFFD06034

Offset: 0x34
Access: RW

Important: The value of a reserved bit must be maintained in software. When you modify registers
containing reserved bit fields, you must use a read-modify-write operation to preserve state
and prevent indeterminate system behavior.

Bit Fields

31 | 30 | 29 | 28 | 27 | 26 | 25 | 24 | 23 | 22 | 21 | 20 | 19 | 18 | 17 | 16
Reserved
15 | 14 | 13 | 12 | 11 | 10 | 9 | 8 7 | 6 | 5 | 4 3 | 2 | 1 | 0
Reserved awcache_0 arcache_0
RW 0x0 RW 0xO
System Manager Altera Corporation
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e L

awcache_0

Specifies the value of the module
AWCACHE signal.

Value

O 0 NN N U A W N+~ O

e e e
g R W N = O

Description
Noncache_Nonbuff
Buff
Cache_Nonalloc
Cache_Buft_Nonalloc
Reservedl
Reserved?2
Cache_Wrthru_Rdalloc
Cache_Wrback_Rdalloc
Reserved3
Reserved4
Cache_Wrthru_Wralloc
Cache_Wrback_Wralloc
Reserved5
Reserved6
Cache_Wrthru_Alloc
Cache_Wrback_Alloc
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e ———
ancache_ 0 Specifies the value of the module
ARCACHE signal.
Value Description
0 Noncache_Nonbuff
1 Buff
2 Cache_Nonalloc
3 Cache_Buft_Nonalloc
4 Reserved1
5 Reserved?2
6 Cache_Wrthru_Rdalloc
7 Cache_Wrback_Rdalloc
8 Reserved3
9 Reserved4
10 Cache_Wrthru_Wralloc
11 Cache_Wrback_Wralloc
12 Reserved5
13 Reserved6
14 Cache_Wrthru_Alloc
15 Cache_Wrback_Alloc

usb0_I3master

Controls the L3 master HPROT AHB-Lite signal.
These register bits should be updated only during system initializa-
tion prior to removing the peripheral from reset. They may not be
changed dynamically during peripheral operation
All Ffields are reset by a cold or warm reset.

Module Instance Base Address Register Address

i_sys_mgr_core | OxFFD0O6000 | OxFFD06038

Offset: 0x38
Access: RW
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Important: The value of a reserved bit must be maintained in software. When you modify registers
containing reserved bit fields, you must use a read-modify-write operation to preserve state
and prevent indeterminate system behavior.

Bit Fields

31 ‘ 30 ‘ 29 ‘ 28 ‘ 27 ‘ 26 ‘ 25 ‘ 24 ‘ 23 ‘ 22 ‘ 21 ‘ 20 ‘ 19 ‘ 18 ‘ 17 ‘ 16
15 ‘ 14 ‘ 13 ‘ 12 ‘ 11 ‘ 10 ‘ 9 ‘ 8 ‘ 7 ‘ 6 ‘ 5 ‘ 4 3 ‘ 2 ‘ 1 ‘ 0

usb0_I3master Fields

e e —

hprot Defines HPROT[4:1]. HPROT[O] from
usb is tied HIGH allow only data
access.

HPROT[4] Allocate

0: L3 master accesses for the
module are non-allocatable

1: L3 master accesses for the
module are allocatable

HPROT[3] Cachable

0: L3 master accesses for the
module are non-cacheable.

1: L3 master accesses for the
module are cacheable.

HPROT[2] Bufferable

0: L3 master accesses for the
module are not bufferable.

1: L3 master accesses for the
module are bufferable.

HPROT[1] Privileged

0: L3 master accesses for the
module are not privileged.

1: L3 master accesses for the
module are privileged.

usb1_I3master

Controls the L3 master HPROT AHB-Lite signal.
These register bits should be updated only during system initializa-
tion prior to removing the peripheral from reset. They may not be
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changed dynamically during peripheral operation
All Ffields are reset by a cold or warm reset.

Module Instance Base Address Register Address

i_sys _mgr_core | OxFFD0O6000 | OxFFD0O603C

Offset: 0x3C
Access: RW

Important: The value of a reserved bit must be maintained in software. When you modify registers
containing reserved bit fields, you must use a read-modify-write operation to preserve state
and prevent indeterminate system behavior.

Bit Fields

31 | 30 | 29 | 28 | 27 | 26 | 25 | 24 | 23 | 22 | 21 | 20 | 19 | 18 | 17 | 16
Reserved
15 | 14 | 13 | 12 | 11 | 10 | 9 | 8 | 7 | 6 | 5 | 4 3 | 2 | 1 | 0
Reserved hprot
RW Ox1
System Manager Altera Corporation
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usb1_I3master Fields

T ———

hprot Defines HPROT[4:1]. HPROT[O] from
usb is tied HIGH to allow only data
access.

HPROT[4] Allocate

0: L3 master accesses for the
module are non-allocatable

1: L3 master accesses for the
module are allocatable

HPROT[3] Cachable

0: L3 master accesses for the
module are non-cacheable.

1: L3 master accesses for the
module are cacheable.

HPROT[2] Bufferable

0: L3 master accesses for the
module are not bufferable.

1: L3 master accesses for the
module are bufferable.

HPROT[1] Privileged

0: L3 master accesses for the
module are not privileged.

1: L3 master accesses for the
modulle are privileged.

emac_global

Controls the L3 master ARCACHE and AWCACHE AXI signals.
These register bits should be updated only during system initializa-
tion prior to removing the peripheral from reset. They may not be
changed dynamically during peripheral operation
All fields are reset by a cold or warm reset.

Module Instance Base Address Register Address

i_sys _mgr_core ‘ OxFFD0O6000 ‘ OxFFD06040

Offset: 0x40

Access: RW
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Important: The value of a reserved bit must be maintained in software. When you modify registers
containing reserved bit fields, you must use a read-modify-write operation to preserve state
and prevent indeterminate system behavior.

Bit Fields

31 | 30 | 29 | 28 | 27 | 26 | 25 | 24 | 23 | 22 | 21 | 20 | 19 | 18 | 17 | 16
Reserved
15 | 14 | 13 | 12 | 11 | 10 | 9 | 8 | 7 | 6 | 5 | 4 | 3 | 2 | 1 0
Reserved ptp_clk_
sel
RW Ox0

emac_global Fields

B S O 0

ptp_clk_sel Selects the source of the PTP
reference clock between emac ptp
clk from the Clock Manager or f2s_
ptp_ref_clk from the FPGA Fabric.

Value Description
0 emac_ptp_clk
1 f2s_ptp_ref clk

emacO

Registers used by the EMAC. All fields are reset by a cold
or warm reset.

Module Instance Base Address Register Address

i_sys _mgr_core | OxFFD06000 | OxFFD06044

Offset: Ox44
Access: RW

Important: The value of a reserved bit must be maintained in software. When you modify registers
containing reserved bit fields, you must use a read-modify-write operation to preserve state
and prevent indeterminate system behavior.
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Bit Fields

31 30 | 29 28 | 27 26 25 | 24 23 | 22 | 21 | 20 19 | 18 | 17 | 16
axi_ Reserved awprot Reser arprot awcache arcache
B RW Ox2 =y RW Ox2 RW Ox0 RW Ox0
RW 0x0
15 14 | 13 12 | 11 10 9 8 7 | 6 | 5 | 4 3 | 2 1 | 0
Reserved ptp_ Reserved phy_intf_sel
e RW 0x3
sel
RW
0x0

emaco Fields

I S O )

axi_disable

AX1

Disable

28:27

awprot

Secure Normal(non-privileged) access

AXPROT[1]
LOW: Secure Access

HIGH: NonSecure Access

AXPROT[O]
LOW: Normal Access

HIGH: Privileged Access

Description

Secure Privileged access

Non-Secure Normal(non-privileged) access

Non-Secure Privileged access

Specifies the values of the 2 EMAC RW 0x2
AWCACHE signals.
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e a————

25:24 | arprot

Specifies the values of the ARPROT
signals.

AxXPROT[1]
LOW: Secure Access
HIGH: NonSecure Access

AXPROT[O]
LOW: Normal Access
HIGH: Privileged Access

Value Description

0 Secure Normal(non-privileged) access

1 Secure Privileged access

2 Non-Secure Normal(non-privileged) access
3 Non-Secure Privileged access

23:20 | awcache

Specifies the values of the 2 EMAC
AWCACHE signals.

The field array index corresponds
to the EMAC index.

Value Description
Noncache_Nonbuff
Buff
Cache_Nonalloc
Cache_Buft_Nonalloc
Reservedl
Reserved?2
Cache_Wrthru_Rdalloc
Cache_Wrback_Rdalloc

Reserved3

O 0 NN N U A~ W DN~ O

Reserved4
Cache_Wrthru_Wralloc
Cache_Wrback_Wralloc

Reserved5

—_— = = =
w NN = O

Reserved6
Cache_Wrthru_Alloc
Cache_Wrback_Alloc

—_ =
(62 BTN

RW 0x0
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I S O 01

19:16 | arcache Specifies the values of the 2 EMAC
ARCACHE signals.
The field array index corresponds
to the EMAC index.
Value Description
0 Noncache Nonbuff
1 Buff
2 Cache_Nonalloc
3 Cache_Buff Nonalloc
4 Reservedl
5 Reserved?2
6 Cache_Wrthru_Rdalloc
7 Cache_Wrback_Rdalloc
8 Reserved3
9 Reserved4
10 Cache_Wrthru_Wralloc
11 Cache_Wrback Wralloc
12 Reserved5
13 Reserved6
14 Cache_Wrthru_Alloc
15 Cache_Wrback_Alloc
8 ptp_ref_sel RW 0x0

This field selects 1If the Timestamp
reference is internally or
externally generated. EMACO may be
the master to generate the
timestamp for EMAC1 and EMAC2.
EMACO must be set to Internal
Timestamp. EMAC1/2 may be set to
either Internal or External.

Value Description
0 internal

1 external
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I S O 0

phy_intf_sel PHY Interface Select

Field to select "Out of Reset",
GMI1 (or MI1), RGMIN or RMII as the
PHY interface. Note, the MAC speed
is an output of Synopsys IP. So
the System Manager PHY Select
combined with MAC speed from the IP
determine the clock/PHY configura-
tion. "Out of Reset'" mode implies
that the MAC RX and TX internal
clocks use the Clock Manager
reference rather than depending on
the PHY to have active clocks.

emacl 5-51

Value Description
GMII_MII
RGMII
RMII
RESET

w N = O

emacl

Registers used by the EMAC. All fields are reset by a cold
or warm reset.

Module Instance Base Address Register Address

i_sys _mgr_core | OxFFD0O6000 | OxFFD06048

Offset: 0x48
Access: RW

Important: The value of a reserved bit must be maintained in software. When you modify registers
containing reserved bit fields, you must use a read-modify-write operation to preserve state
and prevent indeterminate system behavior.
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Bit Fields

31 30 | 29 28 | 27 26 25 | 24 23 | 22 | 21 | 20 19 | 18 | 17 | 16
axi_ Reserved awprot Reser arprot awcache arcache
B RW Ox2 =y RW Ox2 RW Ox0 RW Ox0
RW 0x0
15 14 | 13 12 | 11 10 9 8 7 | 6 | 5 | 4 3 | 2 1 | 0
Reserved ptp_ Reserved phy_intf_sel
e RW 0x3
sel
RW
0x0

emac]1 Fields

I S O )

axi_disable

AX1

Disable

28:27

awprot

Secure Normal(non-privileged) access

AXPROT[1]
LOW: Secure Access

HIGH: NonSecure Access

AXPROT[O]
LOW: Normal Access

HIGH: Privileged Access

Description

Secure Privileged access

Non-Secure Normal(non-privileged) access

Non-Secure Privileged access

Specifies the values of the 2 EMAC RW 0x2
AWCACHE signals.
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e a————

25:24 | arprot

Specifies the values of the ARPROT
signals.

AxXPROT[1]
LOW: Secure Access
HIGH: NonSecure Access

AXPROT[O]
LOW: Normal Access
HIGH: Privileged Access

Value Description

0 Secure Normal(non-privileged) access

1 Secure Privileged access

2 Non-Secure Normal(non-privileged) access
3 Non-Secure Privileged access

23:20 | awcache

Specifies the values of the 2 EMAC
AWCACHE signals.

The field array index corresponds
to the EMAC index.

Value Description
Noncache_Nonbuff
Buff
Cache_Nonalloc
Cache_Buft_Nonalloc
Reservedl
Reserved?2
Cache_Wrthru_Rdalloc
Cache_Wrback_Rdalloc

Reserved3

O 0 NN N U A~ W DN~ O

Reserved4
Cache_Wrthru_Wralloc
Cache_Wrback_Wralloc

Reserved5

—_— = = =
w NN = O

Reserved6
Cache_Wrthru_Alloc
Cache_Wrback_Alloc

—_ =
(62 BTN

RW 0x0
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I S O 01

19:16 | arcache Specifies the values of the 2 EMAC
ARCACHE signals.
The field array index corresponds
to the EMAC index.
Value Description
0 Noncache Nonbuff
1 Buff
2 Cache_Nonalloc
3 Cache_Buff Nonalloc
4 Reservedl
5 Reserved?2
6 Cache_Wrthru_Rdalloc
7 Cache_Wrback_Rdalloc
8 Reserved3
9 Reserved4
10 Cache_Wrthru_Wralloc
11 Cache_Wrback Wralloc
12 Reserved5
13 Reserved6
14 Cache_Wrthru_Alloc
15 Cache_Wrback_Alloc
8 ptp_ref_sel RW 0x0

This field selects 1If the Timestamp
reference is internally or
externally generated. EMACO may be
the master to generate the
timestamp for EMAC1 and EMAC2.
EMACO must be set to Internal
Timestamp. EMAC1/2 may be set to
either Internal or External.

Value Description
0 internal

1 external
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I S O 0

phy_intf_sel PHY Interface Select

Field to select "Out of Reset",
GMI1 (or MI1), RGMIN or RMII as the
PHY interface. Note, the MAC speed
is an output of Synopsys IP. So
the System Manager PHY Select
combined with MAC speed from the IP
determine the clock/PHY configura-
tion. "Out of Reset'" mode implies
that the MAC RX and TX internal
clocks use the Clock Manager
reference rather than depending on
the PHY to have active clocks.

emac2 5-55

Value Description
GMII_MII
RGMII
RMII
RESET

w N = O

emac2

Registers used by the EMAC. All fields are reset by a cold
or warm reset.

Module Instance Base Address Register Address

i_sys _mgr_core | OxFFD0O6000 | OxFFD0604C

Offset: 0x4C
Access: RW

Important: The value of a reserved bit must be maintained in software. When you modify registers
containing reserved bit fields, you must use a read-modify-write operation to preserve state
and prevent indeterminate system behavior.
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Bit Fields
31 30 | 29 28 | 27 26 25 | 24 23 | 22 | 21 | 20 19 | 18 | 17 | 16
axi_ Reserved awprot Reser arprot awcache arcache
disable RW 0x2 ved RW 0x2 RW 0x0 RW 0x0
RW 0x0
15 14 | 13 12 | 11 10 9 8 7 | 6 | 5 | 4 3 | 2 1 | 0
Reserved ptp_ Reserved phy_intf_sel
ref_ RW 0x3
sel
RW
0x0

emac?2 Fields

Description

3laxi_ ax] Disable R10
1/ disabl W x
e 0
g awprot| gsnecifies the values of the 2 EMAC AWCACHE signals. vF\{/ 0
X
: AXPROT[1] 2
2 LOW: Secure Access
7 HIGH: NonSecure Access
AXPROT[O0]
LOW: Normal Access

HIGH: Privileged Access

Value

w b = O

Description

Secure Normal(non-privileged) access

Secure Privileged access

Non-Secure Normal(non-privileged) access

Non-Secure Privileged access

Altera Corporation

System Manager

D Send Feedback


mailto:TechDocFeedback@altera.com?subject=Feedback%20on%20System%20Manager%20(a10_5v4%202016.10.28)&body=We%20appreciate%20your%20feedback.%20In%20your%20comments,%20also%20specify%20the%20page%20number%20or%20paragraph.%20Thank%20you.

al10_5v4
2016.10.28

2

arprot

Description

Specifies the values of the ARPROT signals.

AxXPROT[1]
LOW: Secure Access
HIGH: NonSecure Access

AxXPROT[O]
LOW: Normal Access
HIGH: Privileged Access

Value Description
Secure Normal(non-privileged) access
Secure Privileged access

Non-Secure Normal(non-privileged) access

w b = O

Non-Secure Privileged access

emac2 5-57

System Manager

C] Send Feedback

Altera Corporation


mailto:TechDocFeedback@altera.com?subject=Feedback%20on%20System%20Manager%20(a10_5v4%202016.10.28)&body=We%20appreciate%20your%20feedback.%20In%20your%20comments,%20also%20specify%20the%20page%20number%20or%20paragraph.%20Thank%20you.

al10_5v4
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ii
2| awcach |gpacijfies the values of the 2 EMAC AWCACHE signals. R1O
? e The field array index corresponds to the EMAC index. w g
2 Value Description
i 0 Noncache_Nonbuff
1 Buff
2 Cache_Nonalloc
3 Cache_Buft_Nonalloc
4 Reserved1
5 Reserved2
6 Cache_Wrthru_Rdalloc
7 Cache_Wrback_Rdalloc
8 Reserved3
9 Reserved4
10 Cache_Wrthru_Wralloc
11 Cache_Wrback_Wralloc
12 Reserved5
13 Reserved6
14 Cache_Wrthru_Alloc
15 Cache_Wrback_Alloc
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ii

— e

O 00 N N U oA~ W N = O

— = e e e
(S NV S =)

Value

arcach| gpecifies the values of the 2 EMAC ARCACHE signals.
9 € The field array index corresponds to the EMAC index.

Description
Noncache_Nonbuft
Buff
Cache_Nonalloc
Cache_Buft_Nonalloc
Reservedl
Reserved2
Cache_Wrthru_Rdalloc
Cache_Wrback_Rdalloc
Reserved3
Reserved4
Cache_Wrthru_Wralloc
Cache_Wrback_Wralloc
Reserved5
Reserved6
Cache_Wrthru_Alloc
Cache_Wrback_Alloc

ref_  lexternally generated.

Timestamp.

Value

8/Pth_ | This field selects if the Timestamp reference is internally or @
EMACO may be the master to generate the i e
sel timestamp for EMAC1 and EMAC2. EMACO must be set to
EMAC1/2 may be set to either Internal or External.

Description
internal

external

Internal 0
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5-60 fpgaintf_en_g|0ba| 2016.10.28
ii
1iphy_ IpHY Interface Select RIO
(| Intf_ IFjeld to select "Out of Reset™, GMII (or MII), RGMII or RMIlI as |W|X
0]sel the PHY interface. Note, the MAC speed is an output of 3
Synopsys IP. So the System Manager PHY Select combined with

MAC speed from the IP determine the clock/PHY configuration.
"Out of Reset" mode implies that the MAC RX and TX internal
clocks use the Clock Manager reference rather than depending on
the PHY to have active clocks.

Value Description
0 GMII_MII
1 RGMII
2 RMII
3 RESET

fpgaintf_en_global

Used to disable all interfaces between the FPGA and HPS.
This register is reset only on a cold reset (ighores warm reset).

Module Instance Base Address Register Address

i_sys_mgr_core | OxFFD0O6000 | OxFFD06060

Offset: 0x60
Access: RW

Important: The value of a reserved bit must be maintained in software. When you modify registers
containing reserved bit fields, you must use a read-modify-write operation to preserve state
and prevent indeterminate system behavior.

Bit Fields

31 | 30 | 29 | 28 | 27 | 26 | 25 | 24 | 23 | 22 | 21 | 20 | 19 | 18 | 17 | 16
Reserved
15 |14|13|12|11|10|9|8|7|6|5|4|3|2|1 0
Reserved intf
RW Ox1
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al0_5v4 .
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fpgaintf_en_global Fields

I S O 01

intf Used to disable all interfaces
between the FPGA and HPS. Software
must ensure that all interfaces
between the FPGA and HPS are
inactive before disabling them.

Value Description
0 Disable
Enable

fpgaintf_en_0

Used to disable individual interfaces between the FPGA and
HPS.

This register is reset only on a cold reset (ighores warm reset).

Module Instance Base Address Register Address

i_sys_mgr_core | OxFFD0O6000 | OxFFD06064

Offset: 0x64
Access: RW

Important: The value of a reserved bit must be maintained in software. When you modify registers
containing reserved bit fields, you must use a read-modify-write operation to preserve state
and prevent indeterminate system behavior.

Bit Fields

31 | 30 | 29 | 28 | 27 | 26 | 25 | 24 | 23 | 22 | 21 | 20 | 19 | 18 | 17 16
Reserved bscan
RW Ox1

15 | 14 | 13 | 12 | 11 | 10 | 9 8 7 | 6 | 5 | 4 | 3 | 2 | 1 0
Reserved cfgio Reserved rstreq
RW RW Ox1

0Ox1
System Manager Altera Corporation
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5-62 fpgaintf_en_0

fpgaintf_en_0 Fields

al10_5v4
2016.10.28

I S O 01

bscan

Used to disable the boundary-scan
interface. This interface allows
the FPGA JTAG TAP controller to
execute boundary-scan instructions
such as SAMPLE/PRELOAD, EXTEST, and
HIGHZ. The boundary-scan interface
must be enabled before attempting
to send the boundary-scan instruc-
tions to the FPGA JTAG TAP
controller.

Value Description
0 Disable
1 Enable

cfgio

Used to disable the CONFIG_I10
interface. This interface allows
the FPGA JTAG TAP controller to
execute the CONFIG_I0O instruction
and configure all device 1/0s (FPGA
and HPS). This is typically done
before executing boundary-scan
instructions. The CONFIG 10
interface must be enabled before
attempting to send the CONFIG_IO
instruction to the FPGA JTAG TAP
controller.

Value Description
0 Disable
Enable

RW Ox1
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™ —— e

rstreq Used to disable the reset request
interface. This interface allows
logic in the FPGA fabric to request
HPS resets. This field disables the
following reset request signals
from the FPGA fabric to HPS:[list]
[*1f2s_cold_rst_req - Triggers a
cold reset of the HPS[*]f2s_warm_
rst_req - Triggers a warm reset of
the HPS[*]f2s_dbg_rst_req -
Triggers a debug reset of the HPS|[/
list]

Value Description

0 Disable
1 Enable

fpgaintf_en_1

Used to disable individual interfaces between the FPGA and

HPS.
This register is reset only on a cold reset (ighores warm reset).

Module Instance Base Address Register Address

i_sys_mgr_core | OxFFD0O6000 | OxFFD06068

Offset: 0x68

Access: RW

Important: The value of a reserved bit must be maintained in software. When you modify registers
containing reserved bit fields, you must use a read-modify-write operation to preserve state
and prevent indeterminate system behavior.
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5-64

fpgaintf_en_1

al10_5v4
2016.10.28

Bit Fields

31 | 30 | 29 | 28 | 27 | 26 | 25 24 23 | 22 | 21 | 20 | 19 | 18 | 17 16
Reserved ctmtr Reserved stmevent
tgger RW Ox1
RW
Ox1
15|14|13|12|11|10|9 8 7|6|5 4 3|2|1 0
Reserved dbgap Reserved trace Reserved
g RW
RW Ox1
Ox1

fpgaintf_en_1 Fields

I S O )

ctmtrigger

Used to disable the FPGA Fabric
from sending triggers to HPS debug
logic. Note that this doesn"t
prevent the HPS debug logic from
sending triggers to the FPGA Fabric.

Value Description
0 Disable
1 Enable

16

stmevent

Used to disable the STM event
interface. This interface allows
logic in the FPGA fabric to trigger
events to the STM debug module in
the HPS.

Value Description
0 Disable
1 Enable

RW

Ox1

dbgapb

Used to disable the debug APB
interface. This interface allows
the HPS debug logic to communicate
with debug APB slaves in the FPGA
fabric.

Value Description
0 Disable
1 Enable

Rw

Ox1

Altera Corporation
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m“mm

trace Used to disable the trace

interface. This interface allows

the HPS debug logic to send trace

data to logic in the FPGA fabric.
Value Description

0 Disable

Enable

fpgaintf_en_2

Used to disable individual interfaces between the FPGA and

HPS.
This register is reset only on a cold reset (ighores warm reset).

Module Instance Base Address Register Address

i_sys _mgr_core | OxFFD06000 | OxFFD0606C

Offset: 0x6C
Access: RW

Important: The value of a reserved bit must be maintained in software. When you modify registers
containing reserved bit fields, you must use a read-modify-write operation to preserve state
and prevent indeterminate system behavior.

Bit Fields

31 | 30 | 29 | 28 | 27 | 26 | 25 24 23 | 22 | 21 | 20 | 19 | 18 | 17 16
Reserved spim_ Reserved spim_0
1 RW 0x0
RW
0x0
15|14|13|12|11|10|9 8 7|6|5 4 3|2|1 0
Reserved sdmme Reserved nand Reserved
RW RW
0x0 0x0
System Manager Altera Corporation
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al0_5v4
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fpgaintf_en_2 Fields

B S O S 0

spim_1 Used to disable signals from the
FPGA fabric to the SPI master
modules that could potentially
interfere with their normal
operation.

The array index corresponds to the
SP1 master module instance.

Value Description
0 Disable
1 Enable
16 |spim_0 Used to disable signals from the R e

FPGA fabric to the SPI master
modules that could potentially
interfere with their normal
operation.

The array index corresponds to the
SP1 master module instance.

Value Description
0 Disable
1 Enable
8  |sdmmc Used to disable signals from the RW 0x0

FPGA fabric to the SD/MMC
controller module that could
potentially interfere with its
normal operation.

Value Description
0 Disable
1 Enable
4 nand Used to disable signals from the o 0x0
FPGA fabric to the NAND flash
controller module that could
potentially interfere with its
normal operation.
Value Description
0 Disable
1 Enable
Altera Corporation System Manager
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al10_5v4

2016.10.28 fpgaintf_en_3 5-67

fpgaintf_en_3

Used to disable individual interfaces between the FPGA and

HPS.
This register is reset only on a cold reset (ighores warm reset).

Module Instance Base Address Register Address

i_sys _mgr_core | OxFFD0O6000 | OxFFD0O6070

Offset: 0x70
Access: RW

Important: The value of a reserved bit must be maintained in software. When you modify registers
containing reserved bit fields, you must use a read-modify-write operation to preserve state
and prevent indeterminate system behavior.

Bit Fields

31 | 30 | 29 | 28 | 27 | 26 | 25 | 24 | 23 | 22 | 21 | 20 | 19 | 18 | 17 16
Reserved emac_2
RW Ox0
15 |14|13|12|11|10|9 8 7|6|5|4|3|2|1 0
Reserved emac_ Reserved emac_0
1 RW Ox0
RW
0x0

fpgaintf_en_3 Fields

I S O 01

emac_2 Used to disable signals from the
FPGA fabric to the EMAC modules
that could potentially interfere
with their normal operation.

The array index corresponds to the
EMAC module instance.

Value Description
0 Disable
1 Enable
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al0_5v4

5-68 noc_addr_remap_value 2016.10.28
I T S L3
emac_1 Used to disable signals from the

FPGA fabric to the EMAC modules
that could potentially interfere
with their normal operation.

The array index corresponds to the
EMAC module instance.

Value Description
0 Disable
1 Enable
0 emac_0 Used to disable signals from the RW 0x0

FPGA fabric to the EMAC modules
that could potentially interfere
with their normal operation.

The array index corresponds to the
EMAC module instance.

Value Description
0 Disable
1 Enable

noc_addr_remap_value

Address remap register. This register drives the remap bits
for the NOC.

This is read / write register.

Module Instance Base Address Register Address

i_sys _mgr_core | OxFFD06000 | OxFFD06080

Offset: 0x80
Access: RW

Important: The value of a reserved bit must be maintained in software. When you modify registers
containing reserved bit fields, you must use a read-modify-write operation to preserve state
and prevent indeterminate system behavior.
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al0_5v4

2016.10.28 noc_addr_remap_set 5-69
31 ‘ 30 ‘ 29 ‘ 28 ‘ 27 ‘ 26 ‘ 25 ‘ 24 ‘ 23 ‘ 22 ‘ 21 ‘ 20 ‘ 19 ‘ 18 ‘ 17 ‘ 16
Reserved
15 ‘ 14 ‘ 13 ‘ 12 ‘ 11 ‘ 10 ‘ 9 ‘ 8 ‘ 7 ‘ 6 ‘ 5 ‘ 4 ‘ 3 ‘ 2 1 0
Reserved remap remapO

0x0
0x0

noc_addr_remap_value Fields

B S O 0

remapl if this bit is 0 RAM is NOT
available at base address 0x0000
0000

if this bit is 1 RAM is also mapped
to base address 0x0000_0000, as
long as ROM s not being mapped to
the same base address because of
remapO

Note:

ROM is always available at base
address OxFFFC_0000

RAM i1s always available at base
address OxFFEO_0000

0 remap0 if this bit is 0 ROM is also mapped RW 0x0
to base address 0x0000_ 0000

if this bit is 1 ROM is NOT
available at base address 0x0000
0000

Note:

ROM is always available at base
address OxFFFC 0000

RAM is always available at base
address OxFFEO 0000

noc_addr_remap_set

This is a Write 1 to Set register.
Writing O is ignored, and writing 1 to a specific bit field sets the
specific remap bit.
Reads should not return an error, but the actual read value is
"Undefined" .
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al0_5v4
5-70 noc_addr_remap_clear 16

2016.10.28
Module Instance Base Address Register Address
i_sys _mgr_core | OxFFD0O6000 | OxFFD06084
Offset: 0x84
Access: WO

Important: The value of a reserved bit must be maintained in software. When you modify registers

containing reserved bit fields, you must use a read-modify-write operation to preserve state
and prevent indeterminate system behavior.

Bit Fields

31 | 30 | 29 | 28 | 27 | 26 | 25 | 24 | 23 | 22 | 21 | 20 | 19 | 18 | 17 | 16
Reserved
15|14|13|12|11|10|9|8|7|6|5|4|3|2 1 0

Reserved remap | remapO
1 0x0
0x0
noc_addr_remap_set Fields
T T
1 remapl wo 0x0
0 remap0 WO 0x0

noc_addr_remap_clear

This is a Write 1 to Clear register.

Writing O is ignored, and writing 1 to a specific bit field Clears
the specific remap bit.

Reads should not return an error, but the actual read value is
"Undefined"

Module Instance Base Address Register Address

i_sys_mgr_core | OxFFD0O6000 | OxFFD06088

Offset: 0x88

Access: WO

Important: The value of a reserved bit must be maintained in software. When you modify registers

containing reserved bit fields, you must use a read-modify-write operation to preserve state
and prevent indeterminate system behavior.
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al10_5v4

2016.10.28 ecc_intmask_value 5-71
Bit Fields
31 | 30 | 29 | 28 | 27 | 26 | 25 | 24 | 23 | 22 | 21 | 20 | 19 | 18 | 17 | 16
Reserved
15|14|13|12|11|10|9|8|7|6|5|4|3|2 1 0
Reserved remap remapO
1 0x0
0x0

noc_addr_remap_clear Fields

I T T R L N
1 WO 0x0

remapl

0 remap0 WO 0x0

ecc_intmask_value

ECC interrupt mask register.
This is a read/write register.

Module Instance Base Address Register Address

i_sys_mgr_core | OxFFD0O6000 | OxFFD06090

Offset: 0x90
Access: RW

Important: The value of a reserved bit must be maintained in software. When you modify registers
containing reserved bit fields, you must use a read-modify-write operation to preserve state
and prevent indeterminate system behavior.

Bit Fields

31 | 30 | 29 | 28 | 27 | 26 | 25 | 24 | 23 | 22 | 21 | 20 | 19 18 17 16
Reserved ddrl | ddrO sdmmcb

0x0 0x0 0x0

15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0

sdmmca gspi |nand_|nand_|nand_| dma |emac2 |emac2 |emacl |emacl |emacO |emacO | usbl | usbO |ocram 12

0x0 oxo | T4 | Wro| Buf g0 | BX| X | B ) B X 00 | ox0 | OxO 0x0

0x0 0x0 0x0 0x0 0x0 0x0 0x0 0x0 0x0
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al10_5v4

5-72 ecc_intmask_set 2016.10.28

ecc_intmask_value Fields

I T T
18 RW 0x0

ddrl
17 ddrO RW 0x0
16 sdmmcb RW 0x0
15 sdmmca RW 0x0
14 gspi RW 0x0
13 nand_rd RW 0x0
12 nand_wr RW 0x0
11 nand_buf RW 0x0
10 dma RW 0x0
9 emac2_tx RW 0x0
8 emac2_rx RW 0x0
7 emacl tx RW 0x0
6 emacl_rx RW 0x0
5 emacO_tx RW 0x0
4 emac0_rx RW 0x0
3 usbl RW 0x0
2 usb0 RW 0x0
1 ocram RW 0x0
0 12 RW 0x0

ecc_intmask_set

Write 1 to set a specific modules interrupt mask.
Reads should not return an error, but the actual read value is
"Undefined" .

Module Instance Base Address Register Address

i_sys_mgr_core | OxFFD0O6000 | OxFFD06094

Offset: 0x94
Access: WO

Important: The value of a reserved bit must be maintained in software. When you modify registers
containing reserved bit fields, you must use a read-modify-write operation to preserve state
and prevent indeterminate system behavior.
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al10_5v4

2016.10.28 ecc_intmask_clr 5-73
Bit Fields

31 | 30 | 29 | 28 | 27 | 26 | 25 | 24 | 23 | 22 | 21 | 20 | 19 18 17 16
Reserved ddrl | ddrO sdmmchb

0x0 0x0 0x0

15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0

sdmmca gspi | nand_ | nand_|nand_| dma |emac2 |emac2 |emacl |emacl |emacO |emacO | usbl | usbO | ocram 12

0x0 oxo | T4 | Wro | Buf g0 | BX| X | B | B X 00 | ox0 | oxo 0x0

0x0 0x0 0x0 0x0 0x0 0x0 0x0 0x0 0x0

ecc_intmask_set Fields

T T T
18 WO 0x0

ddrl
17 ddro wo 0x0
16 sdmmcb Wwo 0x0
15 sdmmca Wwo 0x0
14 gspi wo 0x0
13 nand_rd wo 0x0
12 nand_wr wo 0x0
11 nand_buf wo 0x0
10 dma WO 0x0
9 emac2_tx WO 0x0
8 emac2_rx WO 0x0
7 emacl tx WO 0x0
6 emacl_rx wo 0x0
5 emacO_tx WO 0x0
4 emac0_rx wo 0x0
3 usbl Wwo 0x0
2 usbO WO 0x0
1 ocram wo 0x0
0 12 WO 0x0

ecc_intmask_clir

Write 1 to Clear a specific modules interrupt mask.
Reads should not return an error, but the actual read value is
"Undefined" .
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al10_5v4
5-74 ecc_intmask_clr 2016.10.28

Module Instance Base Address Register Address

i_sys_mgr_core | OxFFD0O6000 | OxFFD06098

Offset: 0x98
Access: WO

Important: The value of a reserved bit must be maintained in software. When you modify registers
containing reserved bit fields, you must use a read-modify-write operation to preserve state
and prevent indeterminate system behavior.

31 | 30 | 29 | 28 | 27 | 26 | 25 | 24 | 23 | 22 | 21 | 20 | 19 18 17 16
Reserved ddrl | ddrO sdmmchb
0x0 0x0 0x0
15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0
sdmmca gspi |nand_|nand_|nand_| dma |emac2 |emac2 |emacl |emacl |emacO |emacO | usbl | usbO |ocram 12
0x0 oxo | T4 | Wro | Buf g0 | BX| X | B ) B X 000 | ox0 | Ox0 0x0
0x0 0x0 0x0 0x0 0x0 0x0 0x0 0x0 0x0

ecc_intmask_clr Fields

I S T R
18

ddrl WO 0ox0
17 ddrO WO 0x0
16 sdmmcb WO 0x0
15 sdmmca WO 0x0
14 gspi wo 0x0
13 nand_rd wo 0x0
12 nand_wr wo 0x0
11 nand_buf wo 0x0
10 dma WO 0x0
9 emac2_tx wo 0x0
8 emac2_rx wo 0x0
7 emacl tx WO 0x0
6 emacl_rx wo 0x0
5 emacO_tx WO 0x0
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al10_5v4

2016.10.28 ecc_intstatus_serr 5-75
(8 [ mes [ Emeble 0 [[fess]

4 emac0_rx WO 0x0

3 |usbl wo 0x0

2 usb0 wo 0x0

1 ocram wo 0x0

0 12 WO 0x0

ecc_intstatus_serr

ECC single bit error status of individual modules.
A write to this register should return an error.

Module Instance Base Address Register Address

i_sys _mgr_core | OxFFD06000 | OxFFD0609C

Offset: 0x9C
Access: RO

Important: The value of a reserved bit must be maintained in software. When you modify registers
containing reserved bit fields, you must use a read-modify-write operation to preserve state
and prevent indeterminate system behavior.

Bit Fields

31 | 30 | 29 | 28 | 27 | 26 | 25 | 24 | 23 | 22 | 21 | 20 | 19 18 17 16
Reserved ddrl | ddrO sdmmchb
0x0 0x0 0x0
15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0
sdmmca gspi |nand_|nand_|nand_| dma |emac2 |emac2 |emacl |emacl |emacO |emacO | usbl | usbO |ocram 12
0x0 oxo | T4 | Wro| Buf g0 | BX| X | B | B X 00 | ox0 | oxo 0x0
0x0 0x0 0x0 0x0 0x0 0x0 0x0 0x0 0x0

ecc_intstatus_serr Fields

T S N L
18

ddri RO 0x0
17 ddro0 RO 0x0
16 sdmmcb RO 0x0
15 sdmmca RO 0x0
14 gspi RO 0x0
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al10_5v4
5-76 ecc_intstatus_derr 16

2016.10.28
I S S
13 nand_rd RO 0x0
12 nand_wr RO 0x0
11 nand_buf RO 0x0
10 dma RO 0x0
9 emac2_tx RO 0x0
8 emac2_rx RO 0x0
7 emacl_ tx RO 0x0
6 emacl_rx RO 0x0
5 emacO_tx RO 0x0
4 emacO_rx RO 0x0
3 usbl RO 0x0
2 usb0 RO 0x0
1 ocram RO 0x0
0 12 RO 0x0

ecc_intstatus_derr

ECC double bit error status of individual modules.
A write to this register should return an error.

Module Instance Base Address Register Address

i_sys_mgr_core | OxFFD0O6000 | OxFFDO60AO

Offset: 0xAO
Access: RO

Important: The value of a reserved bit must be maintained in software. When you modify registers
containing reserved bit fields, you must use a read-modify-write operation to preserve state
and prevent indeterminate system behavior.
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al10_5v4

2016.10.28 mpu_status_Il2_ecc 5-77
Bit Fields

31 | 30 | 29 | 28 | 27 | 26 | 25 | 24 | 23 | 22 | 21 | 20 | 19 18 17 16
Reserved ddrl | ddrO sdmmchb

0x0 0x0 0x0

15 14 13 12 11 10 9 8 7 6 5 4 3 2 1 0

sdmmca gspi | nand_ | nand_|nand_| dma |emac2 |emac2 |emacl |emacl |emacO |emacO | usbl | usbO | ocram 12

0x0 oxo | T4 | Wro | Buf g0 | BX| X | B | B X 00 | ox0 | oxo 0x0

0x0 0x0 0x0 0x0 0x0 0x0 0x0 0x0 0x0

ecc_intstatus_derr Fields

T T T
18 RO 0x0

ddrl
17 ddro RO 0x0
16 sdmmcb RO 0x0
15 sdmmca RO 0x0
14 gspi RO 0x0
13 nand_rd RO 0x0
12 nand_wr RO 0x0
11 nand_buf RO 0x0
10 dma RO 0x0
9 emac2_tx RO 0x0
8 emac2_rx RO 0x0
7 emacl tx RO 0x0
6 emacl_rx RO 0x0
5 emacO_tx RO 0x0
4 emac0_rx RO 0x0
3 usbl RO 0x0
2 usbO RO 0x0
1 ocram RO 0x0
0 12 RO 0x0

mpu_status_I|2_ecc

This is a read only register which reads the current mpu L2
ecc interrupt status.
A write to this register should return an error.
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al10_5v4

5-78 mpu_clear_I2_ecc 2016.10.28
Module Instance Base Address Register Address
i_sys_mgr_core | O0xFFD06000 | OxFFDO60A4
Offset: 0xA4
Access: RO

Important: The value of a reserved bit must be maintained in software. When you modify registers
containing reserved bit fields, you must use a read-modify-write operation to preserve state
and prevent indeterminate system behavior.

Bit Fields

31 30 | 29 | 28 27 | 26 | 25 | 24 | 23 | 22 | 21 | 20 | 19 | 18 | 17 | 16
merr_ Reserved merr_info
pending 0x0

0x0

15 14|13|12 11|10|9|8|7|6|5|4|3|2|1|0
serr_ Reserved serr_info
pending 0x0

0x0

mpu_status_|2_ecc Fields

B S O 01

merr_pending Unmaksed value of a pending
multiple bits ECC error status.

280 IR 79 12 bit Serr Info field. RO 0x0
In Baum this will be the index and
way information where the ECC error

occured.

15 |serr_pending Unmaksed value of a pending single RO 0x0
bit ECC error status.

S ey e 12 bit Serr Info field. = 0x0

In Baum this will be the index and
way information where the ECC error
occured.

mpu_clear_|2_ecc

Write 1 to Clear register to clear the specific bit field of
mpu 12 ecc interrupt pending status
Reads should not return an error, but the read value is undefined.
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2016.10.28 mpu_status_|1_parity 5-79
Module Instance Base Address Register Address
i_sys_mgr_core | OxFFD0O6000 | OxFFDO60A8
Offset: 0xA8
Access: RW

Important: The value of a reserved bit must be maintained in software. When you modify registers
containing reserved bit fields, you must use a read-modify-write operation to preserve state
and prevent indeterminate system behavior.

Bit Fields

31 30 | 29 | 28 | 27 | 26 | 25 | 24 | 23 | 22 | 21 | 20 | 19 | 18 | 17 | 16
merr Reserved

0x0

15 14 | 13 | 12 | 11 | 10 | 9 | 8 | 7 | 6 | 5 | 4 | 3 | 2 | 1 | 0
serr Reserved

0x0

mpu_clear_I2_ecc Fields

e

merr Write 1 to this field to clear the
MPU L2 ECC multiple bit Error
interrupt Status and the actual
Interrupt.

15 |serr Write 1 to this field to clear the RW 0x0
MPU L2 ECC single bit Error
interrupt Status and the actual
Interrupt.

mpu_status_|1_parity

Parity status from L1 and scu. This is a read only register.
A write to this register should return an error.

[17] CPUl SCU parity error
[16] CPUO SCU parity error

[15] CPUl BTAC parity error

[14] CPUl GHB parity error

[13] CPUl instruction tag RAM parity error
[12] CPUl instruction data RAM parity error
[11] CPU1l main TLB parity error

[10] CPUl data outer RAM parity error
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5-80 mpu_clear_|1_parity 2016.10.28

[9] CPUl data tag RAM parity error
[8] CPUl data data RAM parity error.

[7] CPUO BTAC parity error

[6] CPUO GHB parity error

[5] CPUO instruction tag RAM parity error
[4] CPUO instruction data RAM parity error
[31 CPUO main TLB parity error

[2] CPUO data outer RAM parity error

[1] CPUO data tag RAM parity error

[0] CPUO data data RAM parity error.

Module Instance Base Address Register Address

i_sys _mgr_core | OxFFD06000 | OxFFDOG60AC

Offset: OXAC
Access: RO

Important: The value of a reserved bit must be maintained in software. When you modify registers
containing reserved bit fields, you must use a read-modify-write operation to preserve state
and prevent indeterminate system behavior.

Bit Fields

31 | 30 | 29 | 28 | 27 | 26 | 25 | 24 | 23 | 22 | 21 | 20 | 19 | 18 17 | 16
Reserved scu
0x0
15 | 14 | 13 | 12 | 11 | 10 | 9 | 8 7 | 6 | 5 | 4 | 3 | 2 1 | 0
cpul cpu0
0x0 0x0

mpu_status_Il1_parity Fields

I S S )

17:16 SCU parity interrupt status
15:8 | cpul CPU1l L1 parity interrupt status RO (DY
7:0 cpu0 CPUO L1 parity interrupt status RO 0x0

mpu_clear_|1_parity

Parity status clear bit.
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2016.10.28

mpu_clear_|1_parity 5-81

A write to 1 of a specific bit clears the curresponding parity status

bit.

A read of this register should not return an error, but the actual

read value

[17] CPUl
[16] CPUO
[15] CPU1
[14] cPul
[13] CPUl
[12] cPul
[11] cPul
[10] CPU1
[9] cPuUl
[8] cCPUl
[7]1 CPUO
[6] CPUO
[5] CPUO
[4] CPUO
[3] cCPUO
[2] cPuO
[1] cCPUO
[0] cCPUO

is undefined.

SCU parity error
SCU parity error

BTAC parity error

GHB parity error

instruction tag RAM parity error
instruction data RAM parity error
main TLB parity error

data outer RAM parity error

data tag RAM parity error

data data RAM parity error.

BTAC parity error

GHB parity error

instruction tag RAM parity error
instruction data RAM parity error
main TLB parity error

data outer RAM parity error

data tag RAM parity error

data data RAM parity error.

Module Instance Base Address Register Address

‘ OxFFDOG0BO

i_sys_mgr_core

‘ OxFFDO6000

Offset: 0xBO
Access: RW

Important: The value of a reserved bit must be maintained in software. When you modify registers
containing reserved bit fields, you must use a read-modify-write operation to preserve state
and prevent indeterminate system behavior.

Bit Fields

31‘30‘29‘28‘27‘26‘25‘24‘23‘22‘21‘20‘19‘18 17‘16
15‘14‘13‘12‘11‘10‘9‘8 7‘6‘5‘4‘3‘2 I‘XO
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. al0_5v4
5-82 mpu_set_I1_parity 2016.10.28

mpu_clear_I1_parity Fields

I S O 01 A

17:16 SCU parity interrupt clear. Write 1
to Clear

15:8 | cpul CPU1 L1 parity interrupt clear. RW 0x0
Write 1 to Clear

7.0 cpuo CPUO L1 parity interrupt clear. RW 0x0
Write 1 to Clear

mpu_set_I1_parity

Parity status set bit.
A write to 1 of a specific bit sets the curresponding parity status
bit.
This register is used only to check the specific ISR routine.
A read of this register should not return an error, but the actual
read value is undefined.

[17] CPU1l SCU parity error
[16] CPUO SCU parity error

[15] CPUl BTAC parity error

[14] CPUl GHB parity error

[13] CPUl instruction tag RAM parity error
[12] CPUl instruction data RAM parity error
[11] CPU1l main TLB parity error

[10] CPUl data outer RAM parity error

[9] CPUl data tag RAM parity error

[8] CPUl data data RAM parity error.

[7]1] CPUO BTAC parity error

[6] CPUO GHB parity error

[5]1 CPUO instruction tag RAM parity error
[4] CPUO instruction data RAM parity error
[3]1 CPUO main TLB parity error

[2] CPUO data outer RAM parity error

[1] CPUO data tag RAM parity error

[0] CPUO data data RAM parity error.

Module Instance Base Address Register Address

i_sys_mgr_core ‘ OxFFD06000 ‘ OxFFD0O60B4

Offset: OxB4
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al10_5v4
2016.10.28 noc_timeout 5-83

Access: RW

Important: The value of a reserved bit must be maintained in software. When you modify registers
containing reserved bit fields, you must use a read-modify-write operation to preserve state
and prevent indeterminate system behavior.

31 | 30 | 29 | 28 | 27 | 26 | 25 | 24 | 23 | 22 | 21 | 20 | 19 | 18 17 | 16
Reserved scu
0x0
15 | 14 | 13 | 12 | 11 | 10 | 9 | 8 7 | 6 | 5 | 4 | 3 | 2 1 | 0
cpul cpu0
0x0 0x0

mpu_set_|1_parity Fields

B S S 01 A

17:16 SCU parity interrupt set. Write 1
to Set

15:8 | cpul CPU1 L1 parity interrupt set. Write RW 0x0
1 to Set

7.0 cpuo CPUO L1 parity interrupt set. Write RW 0x0
1 to Set

noc_timeout

Module Instance Base Address Register Address

i_sys_mgr_core | OxFFD06000 | OxFFD060CO

Offset: 0xCO
Access: RW

Important: The value of a reserved bit must be maintained in software. When you modify registers
containing reserved bit fields, you must use a read-modify-write operation to preserve state
and prevent indeterminate system behavior.
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5-84 noc_idlereq_set 2016.10.28
31 | 30 | 29 | 28 | 27 | 26 | 25 | 24 | 23 | 22 | 21 | 20 | 19 | 18 | 17 | 16
Reserved
15 | 14 | 13 | 12 | 11 | 10 | 9 | 8 | 7 | 6 | 5 | 4 | 3 | 2 | 1 0
Reserved en

0x0

noc_timeout Fields

I S O S £

NOC Timeout Enable. You can set
this bit to enable an automatic
timeout that flushes all pending
transactions in the HPS-to-FPGA and
lightweight HPS-to-FPGA bridges
when they are shutdown and reset.
To use this automatic timeout, the
bridges must be operating above 100
MHz. The automatic timeout
duration is approximately 320 ns.
ITf your system application handles
and completes all transactions
before shutting down the bridges,
this bit does not need to be
enabled.

noc_idlereq_set

Set IDLE request to each NOC master.

Module Instance Base Address Register Address

i_sys_mgr_core | OxFFD0O6000 | OxFFDO60C4

Offset: 0xC4
Access: WO

Important: The value of a reserved bit must be maintained in software. When you modify registers
containing reserved bit fields, you must use a read-modify-write operation to preserve state
and prevent indeterminate system behavior.
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2016.10.28 noc_idlereq_clr 5-85
Bit Fields
31 | 30 | 29 | 28 | 27 | 26 | 25 24 23 | 22 | 21 20 19 | 18 | 17 16
Reserved fpga2 Reserved fpga2 Reserved fpga2sdr
sdram sdram amo
2 1 0x0
0x0 0x0
15 | 14 | 13 | 12 | 11 | 10 | 9 8 7 | 6 | 5 4 3 | 2 | 1 0
Reserved fpga2 Reserved Iwsoc Reserved soc2fpga
soc 2fpga 0x0
0x0 0x0

noc_idlereq_set Fields

I T R L N
24 WO 0x0

fpga2sdram2
20 fpga2sdraml wo 0x0
16 fpga2sdram0 wo 0x0
8 fpga2soc WO 0x0
4 Iwsoc2fpga wo 0x0
soc2fpga WO 0x0

noc_idlereq_clr

Clear IDLE request to each NOC master.

Module Instance Base Address Register Address

i_sys_mgr_core | OxFFD0O6000 | OxFFD0O60C8

Offset: 0xC8
Access: WO

Important: The value of a reserved bit must be maintained in software. When you modify registers
containing reserved bit fields, you must use a read-modify-write operation to preserve state
and prevent indeterminate system behavior.
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al10_5v4

5-86 noc_idlereq_value 2016.10.28
Bit Fields
31 | 30 | 29 | 28 | 27 | 26 | 25 24 23 | 22 | 21 20 19 | 18 | 17 16
Reserved fpga2 Reserved fpga2 Reserved fpga2sdr
sdram sdram amo
2 1 0x0
0x0 0x0
15 | 14 | 13 | 12 | 11 | 10 | 9 8 7 | 6 | 5 4 3 | 2 | 1 0
Reserved fpga2 Reserved Iwsoc Reserved soc2fpga
soc 2fpga 0x0
0x0 0x0

noc_idlereq_clir Fields

I T T
24 WO 0x0

fpga2sdram2
20 fpga2sdraml wo 0x0
16 fpga2sdram0 wo 0x0
8 fpga2soc WO 0x0
4 Iwsoc2fpga wo 0x0
soc2fpga WO 0x0

noc_idlereq_value

IDLE request to each NOC master.

This register can be set by writing 1 to the specific bit in
noc_idlereq_set register.

This register can be cleared by writing 1 to the specific bit in
noc_idlereqg_clr register

Module Instance Base Address Register Address

i_sys _mgr_core | OxFFD0O6000 | OxFFDO60CC

Offset: 0xCC
Access: "not specified”

Important: The value of a reserved bit must be maintained in software. When you modify registers
containing reserved bit fields, you must use a read-modify-write operation to preserve state
and prevent indeterminate system behavior.
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al10_5v4

2016.10.28 noc_idleack 5-87
Bit Fields
31 | 30 | 29 | 28 | 27 | 26 | 25 24 23 | 22 | 21 20 19 | 18 | 17 16
Reserved fpga2 Reserved fpga2 Reserved fpga2sdr
sdram sdram amo
2 1 0x0
0x0 0x0
15 | 14 | 13 | 12 | 11 | 10 | 9 8 7 | 6 | 5 4 3 | 2 | 1 0
Reserved fpga2 Reserved Iwsoc Reserved soc2fpga
soc 2fpga 0x0
0x0 0x0

noc_idlereq_value Fields

I S S 2
24 not 0x0

fpga2sdram2
specifi
ed

20 fpga2sdraml not 0x0
specifi
ed

16 fpga2sdram0 not 0x0
specifi
ed

8 fpga2soc not 0x0
specifi
ed

4 Iwsoc2fpga not 0x0
specifi
ed

0 soc2fpga not 0x0
specifi
ed

noc_idleack

Idle acknowledge value from NOC Masters. This is asserted
(value 1 in the field) in response to the IDLE requests asserted by
software.

Module Instance Base Address Register Address

i_sys_mgr_core | OxFFD0O6000 | OxFFDO60DO
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al10_5v4
5-88 noc_idlestatus 2016.10.28

Offset: 0xDO
Access: RO

Important: The value of a reserved bit must be maintained in software. When you modify registers
containing reserved bit fields, you must use a read-modify-write operation to preserve state
and prevent indeterminate system behavior.

Bit Fields

31 | 30 | 29 | 28 | 27 | 26 | 25 24 23 | 22 | 21 20 19 | 18 | 17 16
Reserved fpga2 Reserved fpga2 Reserved fpga2sdr
sdram sdram amo
2 1 0x0
0x0 0x0
15 | 14 | 13 | 12 | 11 | 10 | 9 8 7 | 6 | 5 4 3 | 2 | 1 0
Reserved fpga2 Reserved Iwsoc Reserved soc2fpga
soc 2fpga 0x0
0x0 0x0

noc_idleack Fields

I N L
24 RO 0x0

fpga2sdram2
20 fpga2sdraml RO 0x0
16 fpga2sdram0 RO 0x0
fpga2soc RO 0x0
4 Iwsoc2fpga RO 0x0
0 soc2fpga RO 0x0

noc_idlestatus

Status of IDLE from the NOC masters. A 1 in the field means
the specific master is idle.

Module Instance Base Address Register Address

i_sys _mgr_core | OxFFD06000 | OxFFD0O60D4

Offset: 0xD4
Access: RO

Important: The value of a reserved bit must be maintained in software. When you modify registers
containing reserved bit fields, you must use a read-modify-write operation to preserve state
and prevent indeterminate system behavior.
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al10_5v4

2016.10.28 fpga2soc_ctrl 5-89
Bit Fields
31 | 30 | 29 | 28 | 27 | 26 | 25 24 23 | 22 | 21 20 19 | 18 | 17 16
Reserved fpga2 Reserved fpga2 Reserved fpga2sdr
sdram sdram amo
2 1 0x0
0x0 0x0
15 | 14 | 13 | 12 | 11 | 10 | 9 8 7 | 6 | 5 4 3 | 2 | 1 0
Reserved fpga2 Reserved Iwsoc Reserved soc2fpga
soc 2fpga 0x0
0x0 0x0

noc_idlestatus Fields

I T T L N
24 RO 0x0

fpga2sdram2
20 fpga2sdraml RO 0x0
16 fpga2sdram0 RO 0x0
8 fpga2soc RO 0x0
4 Iwsoc2fpga RO 0x0
soc2fpga RO 0x0

fpga2soc_ctrl

Module Instance Base Address Register Address

i_sys_mgr_core | OxFFD0O6000 | OxFFDO60D8

Offset: 0xD8
Access: RW

Important: The value of a reserved bit must be maintained in software. When you modify registers
containing reserved bit fields, you must use a read-modify-write operation to preserve state
and prevent indeterminate system behavior.
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10_5v4
5-90 sys_mgr_rom Address Map T6102

2016.10.28
Bit Fields
31|30|29|28|27|26|25|24|23|22|21|20|19|18|17|16
Reserved
15|14|13|12|11|10|9|8|7|6|5|4|3|2|1 0
Reserved allow_
secure
0x0

fpga2soc_ctrl Fields

I S O 0

allow_secure 0 - All Transactions from FPGA2SOC
is converted to be Non-Secure
1 - Both Secure and Non-Secure
Transactions is allowed by FPGA2SOC.

sys_mgr_rom Address Map

Module Instance Base Address End Address

i_sys_mgr_rom | OxFFD06200 | OxFFDO6FFF

Important: To prevent indeterminate system behavior, reserved areas of memory must not be accessed by
software or hardware. Any area of the memory map that is not explicitly defined as a register
space or accessible memory is considered reserved.

m

romhw ctrl on page 5- 0x100 Boot ROM Hardware

94 Control Register

roncode_ctrl on page 0x4 32 RW 0x0 Control Register

5-95

ronctode_qspi _reset_co 0x8 32 RW 0x0 QSPI reset command

mand on page 5-96

rontode_i ni t swst at e 0oxC 32 RW 0x0 Initial Software State

on page 5-97 Register

roncode_i ni tsw astld 0x10 32 RW 0x0 Initial Software Last

on page 5-98 Image Loaded Register
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al0_5v4

2016.10.28 sys_mgr_rom Summary 5-9
WW
war nr am enabl e on 0x18 Enable Register
page 5-99
war nt am dat astart on 0x1C 32 RW 0x0 Data Start Register
page 5-100
war nram | engt h on 0x20 32 RW 0x0 Length Register
page 5-101
war nr am execution on 0x24 32 RW 0x0 Execution Register
page 5-102
war ntramcrc on page 0x28 32 RW 0x0 Expected CRC Register
5-103
i sw_handoff on page 0x30 32 RW 0x0 Preloader to 0OS
5-104 Handoff Information
roncode_boot r omsw- 0x50 32 RW 0x0 Preloader to 0S
state on page 5-105 Handoff Information
roncode_stickyset _war 0x70 32 "not 0x0 Write 1 to set each
nclr on page 5-106 speci bit.
fied” Write O has no effect.
Clears on warm/cold
reset. No other way to
clear the value once
written 1.
roncode_stickyset col 0x74 32 “not 0x0 Write 1 to set each
dclr on page 5-106 speci bit.
fied" Write O has no effect.
Clears on cold reset.
No other way to clear
the value once written
1.
sys_mgr_rom Summary
Base Address: 0xFFD06200
Register Bit Fields
Address
Offset
i_sys_mgr_
rom
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5-92 Sys_mgr_rom Summary

Register

Address
Offset

Bit Fields

al10_5v4
2016.10.28

31 30 29 28 27 26 | 25 | 24 | 23 | 22 21 20 19 18 17 | 16
Reserved
romhw ctrl 5 14 13 12 11 10 | 9 | 8 | 7 | 6 5 4 3 ) 1 0
0x0 R
Reserved waitstat
e
RW 0x0
31 30 29 28 27 26 | 25 | 24 | 23 | 22 21 20 19 18 17 16
Reserved
rontode ctr | 15 14 13 12 11 10 | 9 | 8 | 7 | 6 5 4 3 2 1 0
|
Reserved warm | warmrstc
Ox4 rstc | fgpinmux
f9io | oy oxo
RW
0x0
31 30 29 28 27 26 | 25 | 24 | 23 | 22 21 20 19 18 17 16
value
roncode_qsp
i _reset_com RW 0x0
mand 15 14 13 12 11 10 | 9 | 8 | 7 | 6 5 4 3 2 1 | 0
0x8
value
RW 0x0
31 30 29 28 27 26 | 25 | 24 | 23 | 22 21 20 19 18 17 | 16
value
roncode_i ni RW Ox0
tswst ate
oxC 5 | 14 | 3] 2] 1] w0 | 9 | 8 | 7 | 6 5 4 3 2 1 | 0
value
RW 0x0
31 30 29 28 27 26 | 25 | 24 | 23 | 22 21 20 19 18 17 | 16
o Reserved
rontode_i ni
tswastld | 45 14 13 12 11 10 | 9 | 8 | 7 | 6 5 4 3 2 1 | 0
0x10 B
Reserved index
RW 0x0
31 30 29 28 27 26 | 25 | 24 | 23 | 22 21 20 19 18 17 | 16
magic
war nr am _ena RW OxO0
bl e
Ox18 5 | 14 | 13 12| 11| 1w | 9 | 8 | 7 | 6 5 4 3 2 1 | 0
magic
RW 0x0
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al10_5v4

2016.10.28 sys_mgr_rom Summary 5-93
Register Bit Fields
Address
Offset
31 | 30 | 29 | 28 | 27 | 26 | 25 | 24 | 23 | 22 | 21 | 20 | 19 | 18 | 17 | 16
offset
war nr am dat RW Ox0
astart
Ox1C 15 | 14 | 13 | 12 | 11 | 10 | 9 | 8 | 7 | 6 | 5 | 4 | 3 | 2 | 1 | 0
offset
RW 0Ox0
31 | 30 | 29 | 28 | 27 | 26 | 25 | 24 | 23 | 22 | 21 | 20 | 19 | 18 | 17 | 16
size
war ntam | en RW Ox0
gth
0x20 15 | 14 | 13 | 12 | 11 | 10 | 9 | 8 | 7 | 6 | 5 | 4 | 3 | 2 | 1 | 0
size
RW Ox0
31 | 30 | 29 | 28 | 27 | 26 | 25 | 24 | 23 | 22 | 21 | 20 | 19 | 18 | 17 | 16
offset
war nt am exe RW Ox0
cution
0x24 15 | 14 | 13 | 12 | 11 | 10 | 9 | 8 | 7 | 6 | 5 | 4 | 3 | 2 | 1 | 0
offset
RW Ox0
31 | 30 | 29 | 28 | 27 | 26 | 25 | 24 | 23 | 22 | 21 | 20 | 19 | 18 | 17 | 16
expected
war nr am cr ¢ Rw 0x0
0x28 15 | 14 | 13 | 12 | 11 | 10 | 9 | 8 | 7 | 6 | 5 | 4 | 3 | 2 | 1 | 0
expected
RW Ox0
31 | 30 | 29 | 28 | 27 | 26 | 25 | 24 | 23 | 22 | 21 | 20 | 19 | 18 | 17 | 16
isw_handoff
i sw_handof f Rw 0x0
0x30 15 | 14 | 13 | 12 | 11 | 10 | 9 | 8 | 7 | 6 | 5 | 4 | 3 | 2 | 1 | 0
isw_handoff
RW 0x0
31 | 30 | 29 | 28 | 27 | 26 | 25 | 24 | 23 | 22 | 21 | 20 | 19 | 18 | 17 | 16
value
roncode_boo RW Ox0
tronswst at e
0x50 15 | 14 | 13 | 12 | 11 | 10 | 9 | 8 | 7 | 6 | 5 | 4 | 3 | 2 | 1 | 0
value
RW 0Ox0
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Register Bit Fields
Address
Offset
31|30|29|28|27|26|25|24|23|22|21|20|19|18|17|16
) value
roncode_st
ckyset _warm 0x0
clr 15|14|13|12|11|10|9|8|7|6|5|4|3|2|1|0
0x70
value
0x0
31|30|29|28|27|26|25|24|23|22|21|20|19|18|17|16
) value
roncode_st
ckyset col d 0x0
clr 15|14|13|12|11|10|9|8|7|6|5|4|3|2|1|0
0x74
value
0x0
romhw_ctrl

Controls behavior of Boot ROM hardware.
Reset only on a cold reset.

Module Instance Base Address Register Address

i_sys_mgr_rom | OxFFD06200 | OxFFD06200 - OxFFD0621C

Offset: 0x0
Access: RW

Important: The value of a reserved bit must be maintained in software. When you modify registers
containing reserved bit fields, you must use a read-modify-write operation to preserve state
and prevent indeterminate system behavior.

Bit Fields

31 | 30 | 29 | 28 | 27 | 26 | 25 | 24 | 23 | 22 | 21 | 20 | 19 | 18 | 17 | 16
Reserved
15 | 14 | 13 | 12 | 1 | 10 | 9 | 8 | 7 | 6 | 5 | 4 | 3 | 2 | 1 0
Reserved waitstat
e
RW 0x0
Altera Corporation System Manager
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romhw_ctrl Fields

e

waitstate Controls the number of wait states

applied to the Boot ROM®s read
operation.

This field is cleared on a cold
reset and optionally updated by
hardware upon deassertion of warm

reset.

Value Description
0 Disable
1 Enable

romcode_ctrl

Contains information used to control Boot ROM code.
Reset only on a cold reset.

Module Instance Base Address Register Address

i_sys_mgr_rom | OxFFD06200 | OxFFD06204 - OxFFD06220

Offset: 0x4

Access: RW
Important: The value of a reserved bit must be maintained in software. When you modify registers

containing reserved bit fields, you must use a read-modify-write operation to preserve state
and prevent indeterminate system behavior.

Bit Fields

31 | 30 | 29 | 28 | 27 | 26 | 25 | 24 | 23 | 22 | 21 | 20 | 19 | 18 | 17 | 16
Reserved
15 | 14 | 13 | 12 | 11 | 10 | 9 | 8 | 7 | 6 | 5 | 4 | 3 | 2 1 0
Reserved

warmr | warmrstc
stcfg | fgpinmux

1o RW 0x0
RW
0ox0
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romcode_ctrl Fields

B S O S 0

warmrstcfgio Specifies whether the Boot ROM code
configures the 10s used by boot
after a warm reset. Note that the
Boot ROM code always configures the
I0s used by boot after a cold
reset. After the Boot ROM code
configures the 10s used by boot, it
always disables this field. It is
up to user software to enable this
field if it wants a different

behavior.
Value Description
0 disabled
1 enabled
0 |warmrstcfgpinmux Specifies whether the Boot ROM code RW 0x0

configures the pin mux for boot
pins after a warm reset. Note that
the Boot ROM code always configures
the pin mux for boot pins after a
cold reset. After the Boot ROM code
configures the pin mux for boot
pins, it always disables this
field. It is up to user software to
enable this field if it wants a
different behavior.

Value Description
0 disabled
1 enabled

romcode_qspi_reset_command

Information used by bootrom to send specific reset command
sequences to QSPI.
This register value gets reset only on a cold reset.

Below are the definisions used by bootrom
OXXXXXXX00: Don"t software reset.

OXXXXXXX01l: Send Ox66, 0x99 as reset command.
OXXXXXXX02: Send OxFF as reset command.
OXXXXXXX03: Send TBA as reset command.

There is also a custom command for devices we don"t know about yet.

Altera Corporation System Manager
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OXXXXXZZ81: Send byte 0xZZ as reset command.
OXXXWWZZ82: Send byte 0xZZ, OxWW as reset command.
OxYYWWZZ83: Send byte 0xZZ, OxWW, OxYY as reset command.

Module Instance Base Address Register Address

i_sys_mgr_rom |0xFFD06200 |0xFFD06208 - OxFFD06224
Offset: 0x8
Access: RW
31|30|29|28|27|26|25|24|23|22|21|20|19|18|17|16
value
RW 0x0
15 |14|13|12|11|10|9|8|7|6|5|4|3|2|1| 0
value
RW 0x0

romcode_qspi_reset_command Fields

I S S 0

value Address for CPUl to start executing RW
at after coming out of reset.

romcode_initswstate

Initial Software loaded by the Boot ROM writes the magic
value 0x49535756 (ISWV in ASCIl1) to this register when it has reached
a valid state.

Reset only on a cold reset.

Module Instance Base Address Register Address

i_Sys_mgr_rom |0xFFD06200 |0xFFD0620C - OxFFD06228
Offset: 0xC
Access: RW
System Manager Altera Corporation
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Bit Fields

31 | 30 | 29 | 28 | 27 | 26 | 25 | 24 | 23 | 22 | 21 | 20 | 19 | 18 | 17 | 16
value
RW Ox0

15|14|13|12|11|10|9|8|7|6|5|4|3|2|1|0
value
RW Ox0

romcode_initswstate Fields

I S O )

value Written with magic value.
Value Description
0 Invalid
1230198614 Valid

romcode_initswlastld

Contains the index of the last Initial Software image loaded
by the Boot ROM from the boot device.
Reset only on a cold reset.

Module Instance Base Address Register Address

i_sys _mgr_rom | OxFFD06200 | OxFFD06210 - OxFFD0622C

Offset: 0x10
Access: RW

Important: The value of a reserved bit must be maintained in software. When you modify registers
containing reserved bit fields, you must use a read-modify-write operation to preserve state
and prevent indeterminate system behavior.

Bit Fields

31 | 30 | 29 | 28 | 27 | 26 | 25 | 24 | 23 | 22 | 21 | 20 | 19 | 18 | 17 | 16
Reserved
15 |14|13|12|11|10|9|8|7|6|5|4|3|2 1| 0
Reserved index
RW 0x0
Altera Corporation System Manager
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romcode _initswlastld Fields

e e L

index ‘Index of last image loaded.

warmram_enable

Enables or disables the warm reset from On-chip RAM feature.
Reset only on a cold reset.

Module Instance Base Address Register Address

i_sys_mgr_rom |0xFFD06200 |0xFFDO6218 - OxFFD06234
Offset: 0x18
Access: RW
31|30|29|28|27|26|25|24|23|22|21|20|19|18|17|16
magic
RW 0x0
15|14|13|12|11|10|9|8|7|6|5|4|3|2|1|O
magic
RW 0x0
System Manager Altera Corporation
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warmram_enable Fields

I S O 01

magic Controls whether Boot ROM will
attempt to boot from the contents
of the On-chip RAM on a warm reset.
When this feature is enabled, the
Boot ROM code will not configure
boot 10s, the pin mux, or clocks.
Note that the enable value is a 32-
bit magic value (provided by the

enum) .
Value Description
0x0 Boot ROM code will not attempt to
boot from On-chip RAM on a warm
reset

Oxae9efebc Boot ROM code will attempt to boot
from On-chip RAM on a warm reset

warmram_datastart

Offset into On-chip RAM of the start of the region for CRC
validation
Reset only on a cold reset.

Module Instance Base Address Register Address

i_sys _mgr_rom |0xFFD06200 |0xFFD0621C - OxFFD06238
Offset: 0x1C
Access: RW
31|30|29|28|27|26|25|24|23|22|21|20|19|18|17|16
offset
RW 0x0
15|14|13|12|11|10|9|8|7|6|5|4|3|2|1|O
offset
RW 0x0
Altera Corporation System Manager
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warmram_datastart Fields

T —

offset Contains the byte offset into the
On-chip RAM of the start of the On-
chip RAM region for the warm boot
CRC validation. The offset must be
an integer multiple of 4 (i.e.
aligned to a word). The Boot ROM
code will set the top 16 bits to
OXFFFF and clear the bottom 2 bits.

warmram_length

Length of region in On-chip RAM for CRC validation.
Reset only on a cold reset.

Module Instance Base Address Register Address

i_sys_mgr_rom |0xFFDO6200 |0xFFDO6220 - OxFFD0623C
Offset: 0x20
Access: RW
31|30|29|28|27|26|25|24|23|22|21|20|19|18|17|16
size
RW Ox0
5 | |1l | oo [ s |7 [ e | s |4 | s [ 2| 1| o0
size
RW 0x0
System Manager Altera Corporation
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warmram_length Fields

I S O 01

size Contains the length (in bytes) of
the region in the On-chip RAM for
the warm boot CRC validation.

If the length is 0, the Boot ROM
won"t perform CRC calculation and
CRC check to avoid overhead caused
by CRC validation.

IT the START + LENGTH exceeds the
maximum offset into the On-chip
RAM, the Boot ROM won"t boot from
the On-chip RAM.

The length must be an integer
multiple of 4.

The Boot ROM code will clear the
top 16 bits and the bottom 2 bits.

warmram_execution

Offset into On-chip RAM to enter to on a warm boot.
Reset only on a cold reset.

Module Instance Base Address Register Address

i_sys _mgr_rom |OxFFD06200 |OxFFD06224 - OxFFD06240
Offset: 0x24
Access: RW
31|30|29|28|27|26|25|24|23|22|21|20|19|18|17|16
offset
RW 0x0
5 | || | o [ s |7 |6 | s |4 | s [ 2 1| o0
offset
RW 0x0
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warmram_execution Fields

T L L

offset Contains the global address into
the On-chip RAM that the Boot ROM
Jjumps to if the CRC validation
succeeds. This value is a logical

address, not an offset from a base
address.

warmram_crc

Length of region in On-chip RAM for CRC validation.
Reset only on a cold reset.

Module Instance Base Address Register Address

i_sys_mgr_rom | OxFFD06200 | OxFFD06228 - OxFFD06244

Offset: 0x28

Access: RW

Bit Fields

31 | 30 | 29 | 28 | 27 | 26 | 25 | 24 | 23 | 22 | 21 | 20 | 19 | 18 | 17 | 16
expected
RW Ox0
15|14|13|12|11|10|9|8|7|6|5|4|3|2|1|O
expected
RW 0x0
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warmram_crc Fields

I S O 01

expected Contains the expected CRC of the
region in the On-chip RAM.The Boot
ROM code calculates the actual CRC
for all bytes in the region
specified by the DATA START an
LENGTH registers. The contents of
the EXECUTION register (after it
has been read and modified by the
Boot ROM code) is also included in
the CRC calculation. The contents
of the EXECUTION register is added
to the CRC accumulator a byte at a
time starting with the least
significant byte. ITf the actual CRC
doesn®"t match the expected CRC
value In this register, the Boot
ROM won"t boot from the On-chip RAM.
The CRC is a standard CRC32 with
the polynomial:

XN32 + XN26 + XN23 + xN22 + xN16 +
XN2 + xM1 + X0 + X8 + XN+
XN5 + XM o+ xM2 + x + 1

There is no reflection of the bits
and the initial value of the
remainder is OxFFFFFFFF and the
final value is exclusive ORed with
OXFFFFFFFF.

isw_handoff

These registers are used to store handoff infomation between
the preloader and the OS. These 8 registers can be used to store any
information. The contents of these registers have no impact on the
state of the HPS hardware.

A total of 8 x 32 bit registers for Second State Boot Loader handoff
Reset only on a cold reset.

Module Instance Base Address Register Address

i_sys_mgr_rom ‘OXFFDOGZOO ‘OXFFD0623O - OxFFD0624C
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Offset: 0x30 - 0x4C

Access: RW
31 | 30 | 29 | 28 | 27 | 26 | 25 | 24 | 23 | 22 | 21 | 20 | 19 | 18 | 17 | 16
isw_handoff
RW 0x0
15|14|13|12|11|10|9|8|7|6|5|4|3|2|1|O

isw_handoff
RW Ox0

isw_handoff Fields

I S O S Y I
31:0 | | RW | 0x0

isw_handoff

romcode_bootromswstate

general purpose register used by the Boot ROM code. Actual
usage is defined in the Boot ROM source code.
Reset only on a cold reset.

Module Instance Base Address Register Address

i_sys _mgr_rom | OxFFD06200 | OxFFD06250 - OxFFD0626C

Offset: 0x50 - 0x6C

Access: RW

Bit Fields

31 | 30 | 29 | 28 | 27 | 26 | 25 | 24 | 23 | 22 | 21 | 20 | 19 | 18 | 17 | 16
value
RW 0x0

15|14|13|12|11|10|9|8|7|6|5|4|3|2|1|O
value
RW Ox0
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romcode_bootromswstate Fields

T R L
31:0

|value | | RW | 0x0

romcode_stickyset_warmclr

Write 1 to set each bit.
Write 0 has no effect.
Clears on warm/cold reset. No other way to clear the value once
written 1.

Module Instance Base Address Register Address

i_sSys_mgr_rom | OxFFD06200 | OxFFD06270 - OxFFD0628C

Offset: 0x70

Access: "not specified”

Bit Fields

31 | 30 | 29 | 28 | 27 | 26 | 25 | 24 | 23 | 22 | 21 | 20 | 19 | 18 | 17 | 16
value
0x0
15|14|13|12|11|10|9|8|7|6|5|4|3|2|1|0
value
0x0

romcode_stickyset_warmclr Fields

I S A R
31:0 value not 0x0

specifi
ed

romcode_stickyset_coldclir

Write 1 to set each bit.
Write 0 has no effect.
Clears on cold reset. No other way to clear the value once written 1.
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Module Instance Base Address Register Address
i_Sys_mgr_rom | OxFFD06200 | OxFFD06274 - OxFFD06290
Offset: 0x74

Access: "not specified”

Bit Fields

31 | 30 | 29 | 28 | 27 | 26 | 25 | 24 | 23 | 22 | 21 | 20 | 19 | 18 | 17 | 16
value
0x0
15|14|13|12|11|10|9|8|7|6|5|4|3|2|1|O
value
0x0

romcode_stickyset_coldclr Fields

I T T S
31:0

value not 0x0
specifi
ed

Document Revision History

Table 5-2: Document Revision History

T T

October 2016 2016.10.28 Maintenance release.

May 2016 2016.05.27 Removed the following references to the Ethernet application interface:

o app_clk_sel content in the EMAC section
« emac_*_switch bits in the fpgaintf_en_3 register
« app_clk_sel bits in the emac* registers

The Ethernet application interface (also called the switch interface) is

not supported.
May 2016 2016.05.03 Maintenance release.
November 2015 |2015.11.02 Maintenance release.
May 2015 2015.05.04 Maintenance release.
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December 2014 | 2014.12.15

5-108 Document Revision History

 Block Diagram updated: Slave port defined
« "NAND Flash Controller" section updated
o "USB 2.0 OTG" section updated

o "EMAC" section updated

August 2014 2014.08.18 Initial release.
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Note: For a complete NDA version of the entire Security SoC chapter, address map and register
definitions, contact your local field sales office.

The Arria 10 SoC provides the framework for implementing secure systems by offering a layered hardware
and software solution. A dedicated Security Manager module in the Hard Processor System (HPS)
supervises secure initialization of the SoC and manages system response during tamper events. User fuses
offer secure boot options and registers within the Security Manager provide further enhancement of
secure states. Using Elliptical Curve Digital Signal Algorithm (ECDSA256) with Secure Hash Algorithm
(SHA256) and Advanced Encryption Standard (AES) algorithms in the FPGA's Configuration Subsystem
(CSS), boot images can be authenticated and decrypted. The integration of the ARM TrustZone®
technology and security firewalls within the Arria 10 system interconnect provides defined partitioning in
the device for secure and non-secure accesses. Protection mechanisms are integrated into debug
components of the SoC to allow varying levels of visibility for debug.
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Figure 6-1: Arria 10 Layered Security Solution

Authentication and Encryption

Secure Boot

Secure Fuses

Security Manager

The Security Manager module is integrated in the Hard Processor System (HPS) and provides the overall
management of security within the SoC, including:

 Recognition of secure fuse configuration

« Secure state control and status check of security features
+ Secure boot options

 Varying levels of debug visibility

o Anti-Tamper support
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Security Manager Block Diagram
Figure 6-2: Security Manager Block Diagram
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Functional Overview

The Security Manager integrates several functions that support the TrustZone technology, manage security
states in the device, and hold secure fuse information.

The main components of the Security Manager architecture include:
« Fuse Control:

When the HPS is powered, the Security Manager ensures reliable and verified receipt of the fuse
information from the Configuration Subsystem (CSS) in the FPGA, stores it in fuse shadow registers
and can request further fuse information.

o Security State and Status Check:

This sub-module holds the security state of the system, which is controlled by the fuse bits, hardware
and software programming. This sub-module also has the ability to check and raise the level of security.

o Encryption Data Port:
This interface receives authenticated and decrypted boot images from the CSS.

o Support for ECDSA256 (SHA256) authenticated boot.
« Support for AES-based encrypted boot.
o Registers:

» Control Registers configure security state and debug options for the device.
o Status and Error Registers flag transmission errors and interrupts.
« Fuse Shadow Registers hold a copy of the user fuse information.

« Anti-Tamper Control:

On a tamper event, this module sends a signal to the Reset Manager to initiate the scrambling and
clearing of all memories, including on-chip RAM, peripheral memories, L1 cache and L2 cache. Upon
completion, the Security Manager sends a signal to the FPGA to indicate that the anti-tamper event has
been handled.

Functional Description

Secure Initialization Overview
Secure initialization allows the device to boot and configure in a secured state.

Secure initialization begins with the CSS module. On FPGA power-up, the Configuration Subsystem
(CSS) powers, initializes and loads the fuse bits. The CSS sends the FPGA its fuse configuration informa-
tion. If the HPS is powered, the CSS sends the HPS fuse information to the Security Manager. This
information is held in the HPS_fusesec shadow register in the Security Manager.

When the Security Manager is released from reset, it requests configuration information from the CSS and
performs security checks. At this point, the rest of the HPS is still in reset. The security checks validate
whether the state of each security option is valid. The Security Manager decodes the fuse bits and brings
the rest of the HPS out of reset.

If there are errors in the initial transmission of the secure fuse information, the HPS stays in reset and no
automatic retry occurs. Only an FPGA re-configuration causes a retry.

When the HPS is released from reset, the Security Manager sends signals to initialize the system blocks,
such as the Clock Manager, FPGA Manager, System Manager. The clock control fuse information is
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automatically sent to the Clock Manager, the memory control fuse information is automatically sent to the
Reset Manager and all other fuse functions (authentication, encryption, and public key source and length)
are stored in a memory-mapped location for the boot ROM code to read. After these tasks are successfully
completed, CPUO comes out of reset in a secure state.

After CPUO is released from reset, the boot ROM begins executing. At this time, the HPS is in a trusted
state and the boot ROM code is guaranteed to execute as expected. For both secure and non-secure boot,
all slave peripherals are brought out of reset in a secure state.

After initial security controls have been set, the boot ROM determines the second-stage boot loader source
from the bootinfo register in the System Manager. The boot source can be from external memory
through the HPS or through the FPGA. If the second-stage boot loader code comes from HPS external
memory, then the boot ROM configures the clock and the interface to external memory.

When the boot ROM attempts to read from the flash, it looks for one of four images in external memory.
Initially, it looks for image 0. If it is found, the image is authenticated, decrypted, or both depending on the
requirements of the current security state. If these steps are successful, then the image is executed.
However, if any of these steps fail, then the boot ROM moves onto the next image until it runs out of
images.

For example, during a secure boot, the second-stage boot loader header includes an authentication key
and the incoming image is authenticated. If indicated from the current security state, the image may be
decrypted as well. The boot ROM contains functions to establish transitive trust to the second-stage boot
code loaded from external flash or from the FPGA into on-chip RAM. If trust cannot be established in a
secure boot, the HPS does not come out of reset and can attempt to load a different second-stage boot
image.

For comprehensive information on the booting and boot image partitioning refer to the Booting and

Configuration appendix of the Arria 10 Hard Processor Technical Reference Manual.

If all the images fail, it attempts to locate an image from the FPGA fabric and boot from there. If the FPGA
boot fails, then it halts.

If the HPS receives its second-stage boot loader code from the FPGA, it waits for the FPGA to finish
configuration before it obtains the image from FPGA RAM.

If required, a portion of the second-stage boot loader header can be used to raise security states of security
features in the device that are currently in non-secure mode.

Related Information

o Secure Boot on page 6-15
For more information about the secure boot process, refer to the "Secure Boot" section.
« Booting and Configuration on page 30-1
For more information about the boot process refer to the Booting and Configuration appendix.

Secure Fuses

SoC Security

During initialization of the device, the Configuration Subsystem (CSS) sends the value of the HPS secure
tuses to the HPS and holds a copy of the FPGA secure fuses. The HPS and FPGA each hold their own fuse
values. However, a copy of these fuse values is held in the HPS_fusesec and fpga_fusesec registers
within the Security Manager.
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20

The following table details the HPS security fuse bits sent by the CSS to the Security Manager and
contained within the HPS_fusesec register. A "blown" fuse state is represented by a 1 in the HPS_fusesec
register and a "not blown" fuse state is represented by a 0.

Table 6-1: HPS_f usesec Register Description

al0_5v4
15.10.30

““

31:27

Reserved

Bit values in this field are undefined.

26:23

csel_F

This field indicates the value of the clock select fuses
that are available for configuring the clock for the
boot interface and for the PLLs. Refer to the Clock
Configuration section for more information on
CSEL encodings.

22

dbg_access_f

This fuse determines the initial state of the debug
access domains.

21

dbg_lock_JTAG

This field indicates if the HPS JTAG access level can
be changed through software when the HPS is
released from reset.

« 0x0=HPS JTAG access level can be changed
through the sec_jtagdbg register.

o 0x1= HPSJTAG access level cannot be changed
(locked).

20

dbg_lock_DAP

This field indicates if the DAP access level can be
changed through software when the HPS is released
from reset.

o 0x0= The DAP access level can be changed
through the sec_dapdbg register.

o 0x1= The DAP access level cannot be changed
(locked).

19

dbg_lock_CPUO

This field indicates if the CPUO debug access level
can be changed through software when the HPS is
released from reset.

o 0x0= CPUO debug access level can be changed
through the sec_cpu0dbg register.

o 0x1= CPUO debug access level cannot be
changed (locked).

18

dbg_lock_CPU1

This field indicates if the CPU1 debug access level
can be changed through software when the HPS is
released from reset.

o 0x0= The CPU1 debug access level can be
changed through the sec_cpuldbg register.

o 0x1=The CPU1 debug access level cannot be
changed (locked).
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““

This field indicates if the CoreSight debug access
level can be changed through software when the
HPS is released from reset.

17

dbg_lock_CS

0x0= The CoreSight debug access level can be
changed through the sec_csdbg register.

0x1= The CoreSight debug access level cannot be

changed (locked).

16

dbg_lock_FPGA

This field indicates if the FPGA debug access level
can be changed through software when the HPS is
released from reset.

0x0= The FPGA debug access level can be
changed through the sec_fpgadbg register.

0x1= The FPGA debug access level cannot be

changed (locked).

15:12

Reserved

Bit values in this field are undefined.

11

clr_ram _order_f

This fuse value determines how RAMs are cleared
during a tamper event.

0x0= All RAMs are cleared in parallel.

0x1= All RAMs are cleared in series.

10

clr_ram cold_f

This fuse value indicates what happens to the RAM
on a cold reset.

0x0= All RAMs are not cleared on a cold reset.
0x1= All RAMs are cleared on a cold reset.

clr_ram_warm_f

This fuse value indicates what happens to the RAMs
on a warm reset.

L]

0x0= All RAMs are not cleared on a warm reset.
0x1= All RAMs are cleared on a warm reset.

oc_boot_F

This fuse value determines if the second-stage boot
code is allowed to boot from on-chip RAM.

0x0= Second-stage boot can be from on-chip
RAM if enabled by the System Manager.
0x1= Second-stage boot is not from on-chip

RAM.

SoC Security
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e | e ] pepten |
7 hps_clk_f This fuse value selects the clock used for the boot

process and in the case of a tamper event, memory
scrambling.

o 0x0= The external oscillator, EOSC1, is used for
boot.

o 0x1= The internal oscillator, cb_intosc_Is_clk,
is used for boot.

6 fpga_boot_f If blown, this fuse value allows the FPGA to
configure independently and allows the HPS to boot
from an encrypted next-stage boot source that was
decrypted into the FPGA.

» 0x0= Booting is dependent on the BSEL pins.

o 0x1= HPS only boots from the FPGA; BSEL
options are ignored and CSEL fuse options are

ignored.
> aes_en_f This fuse value indicates if a decryption of the flash
image is always performed.

« 0x0= An AES decryption of the flash image is
determined from the second stage boot loader
header.

o 0x1= An AES decryption of the flash image is
always performed.

4:2 kak_src_f This bit field indicates the source of the Key

Authorization Key (KAK) which can be in:

o Proprietary ROM

o FPGA logic elements

o User fuses

1 kak_len_f This fuse value indicates the Key Authorization Key

(KAK) length:

o 0x0= 256 bits

o 0Ox1= 384 bits

0 authen_en_f

This fuse value determines whether authentication
of flash images is required prior to execution.

» 0x0= No authentication of the flash image is
required prior to execution.

o 0x1= HPS authentication of all flash images is
required prior to execution.

At initialization, the FPGA also receives fuse information that is pertinent to its configuration. The HPS
can read this information through a secure serial interface, which shifts the FPGA fuse values into the
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fpga_fusesec register in the Security Manager. The CSS shifts in a 32-bit value although some of the bits
are considered reserved.

Related Information

« Clock Configuration on page 6-12
For more information about the CSEL settings, refer to the "Clock Configuration" section.
o Configuration, Design Security, and Remote System Upgrades in Arria 10 Devices

Security State

The security state of the entire device is defined by the combination of the security state of the HPS and
the FPGA.The initial security state of the device is determined by the fuse settings in the SoC. The values
of these fuses are written to two shadow registers within the Security Manager: the hps_fusesec and the
fpga_fusesec registers.

Each feature's security level can be increased from its initial fuse level through software, and for debug,
through hardware as well. Changes to security level can only increase security and can never lower
security. Both the HPS and FPGA have a mechanism to load security option bits as part of the second-
stage boot loader and POF file, respectively, which can perform a check of the current security state and
raise the security level.

Security Check

The Security Manager has the capability to perform security checks to identify discrepancies between the
actual and expected security level so that measured actions can be taken through software and hardware if
required.

There are three types of security checks that can be performed by the Security Manager:

+ A fuse security level check
« A hardware access security level check
» A software access security level check

Secure Serial Interface

The HPS and FPGA communicate through a secure serial interface. The interface allows security of the
HPS to be separate from the security of the FPGA. Software can initiate a request of the serial fuse
interface via the Security Manager register.

Secure Debug

SoC Security

Debug logic in the Security Manager controls whether to enable or disable the JTAG, CPUs, Debug Access
Port (DAP) and CoreSight” domains. Debug access is determined by a combination of debug fuses, option
bits, and registers that change the default state and set the functional state of debug peripherals.

During a power-on reset, access to all debug domains are prevented. During a warm reset, access to all
debug domains except JTAG are prevented. Once a cold or warm reset is exited, the default debug access is
defined by the value of the dbg_disable_access fuse and the dbg lock* fuses. When the dbg_disable_access
fuse is blown, HPS debug accesses to all domains are disabled by default out of reset. If the fuse is not
blown, then the initial HPS debug state out of reset is enabled. To ensure that the device is brought up in a
secure state, the dbg_disable_access fuse must be blown.
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Related Information

+ ARM Debug Permissions
Refer to this location for information on debug signals and permissions.
o ARM Infocenter
For more information about debug, refer to the ARM Cortex-A9 Technical Reference Manual.

MPU

The MPU supports invasive and non-invasive debug. Invasive debug allows the user to control and
observe the processor. Non-invasive debug allows you to observe the processor but not control it and is
always available as part of invasive debug. The NIDEN and SPNIDEN signals are used for non-invasive debug
in the MPU.

JTAG
The HPS and FPGA share a common set of JTAG pins and each have their own TAP controller which are
chained together inside the device.

In the default JTAG configuration, the FPGA and HPS JTAG controllers are daisy-chained and controlled
by an external JTAG port. The HPS JTAG controller is also referred to as the Debug Access Port.

Figure 6-3: JTAG Chaining
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During power-on-reset, the JTAG and all debug domains are disabled. After the device is released from
reset, the debug fuses are read by the Configuration Subsystem to determine if the external JTAG port or
the JTAG controller to the FPGA or HPS is bypassed. Bypass can additionally be enabled through option
bits in the Security Option registers discussed in the Security State section.
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Figure 6-4: HPS JTAG Bypass
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Reset Manager

SoC Security

To avoid unsecure snooping of RAM contents, the Security Manager can send signals to the Reset
Manager to clear all RAM on a cold or warm reset.

These signals are the result of fuse programming combined with the configuration bits found in the
HPS_Swoptset and HPS_secoptl register in the Security Manager.

In addition, the fuse information that determines whether the RAMs are cleared in series or parallel is also
sent to the Reset Manager. Clearing the memory in series prevents a power spike that could occur with
parallel clearing of RAM. The policies for how or when security states take affect can be programmed in
the HPS_secoptl register. Refer to the "Security State" section for more information.

The RAM instances that are cleared during a warm or cold reset are:

« On-chip RAM

« USBO
« USBI
« SD/MMC

e EMACO RX and TX buffer
e EMACI1 RX and TX buffer
e EMAC2 RX and TX buffer

« DMA

e NAND read data, write data, and ECC RAMs
« QSPI

« MPURAM

If a tamper event occurs, the Security Manager notifies the Reset Manager and the following sequence
occurs:

1. All domain resets are asserted.
2. All RAMs are cleared.

3. The Reset Manager enters a dead state waiting for a POR release from Security Manager. All cold reset
sources except Security Manager are ignored.

When FPGA POR and HPS POR are asserted, the Security Manager goes into reset.
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Related Information

o Security State on page 6-9

For more information regarding Security States, refer to the "Security State" section.
o Reset Manager on page 3-1

For more information about reset, refer to the Reset Manager chapter.

Clock Configuration

Security Manager is driven by an internal oscillator, cb_intosc_hs_clk, in the Configuration Subsystem.
This clock has wide variation across process and temperature. Once the Security Manager reads the fuse
information, it drives the boot clock configuration to the Clock Manager. The Clock Manager samples the
clock configuration on a cold and warm reset. If the hps_clk_f fuse is blown, the internal oscillator
divided by 2, cb_iintosc_hs_div2_clk, is used as the boot clock. If the fuse is not blown, an external
oscillator is used. During boot ROM execution, the boot code configures the device clock based on the
CSEL fuse settings or software code. The cb_intosc_hs_div2_clk can be considered the secure reference
clock option.

The CSEL fuse settings have different meanings depending on how the hps_clk_f fuse is configured. When
the hps_clk_f fuse is not blown, the external oscillator is the boot clock input.

Table 6-2: CSEL Encodings for hps_clk_f=0

0x0 When no fuses are blown, the External Oscillator, EOSC1 (10 to 50 MHz)
boot ROM returns clocks back
to their default (bypass) boot
mode and the CPU is driven
by the external oscillator
(EOSC1), which must be in the
range of 10 to 50 MHz. No
PLL is enabled.

User-selected clock source. Refer to the Clock
Manager chapter for clock register settings.

0x1 This encoding is typically used

during a warm reset if you
have already configured your
clocks or PLL in the clock
manager and would like to
continue to use this configura-
tion. If this is encoding is
selected, no changes are made
to these settings and the clock
configuration is essentially
user selected.

If this is encoding is used
during a power-on reset, then
whatever the default reset
values of the clocks are used.
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0x2 Reserved External Oscillator, EOSC1 (10 to 50 MHz)
0x3 Reserved External Oscillator, EOSC1 (10 to 50 MHz)
0x4 Reserved External Oscillator, EOSC1 (10 to 50 MHz)
0x5 Reserved External Oscillator, EOSC1 (10 to 50 MHz)
0x6 Reserved External Oscillator, EOSC1 (10 to 50 MHz)
0x7 External oscillator input clock, 533 to 800Mhz

EOSC1, is in the range of 10 to

15 MHz
0x8 External oscillator input clock, 600 to 800Mhz

EOSCL, is in the range 15 to 20

MHez.
0x9 External oscillator input clock, 640 to 800Mhz

EOSC1, is in the range 20 to 25

MHz.
0xA External oscillator input clock, 666 to 800Mhz

EOSC1, is in the range 25 to 30

MHz.
0xB External oscillator input clock, 685 to 800Mhz

EOSC1, is in the range 30 to 35

MHz.
0xC External oscillator input clock, 700 to 800Mhz

EOSC1, is in the range 35 to 40

MHz.
0xD External oscillator input clock, 711 to 800Mhz

EOSC1, is in the range 40 to 45

MHz.
0xE External oscillator input clock, 720 to 800Mhz

EOSC1, is in the range 45 to 50

MHz.
0xF The boot ROM returns clocks External Oscillator (10 to 50 MHz)

back to their default (bypass)
boot mode and the CPU is
driven by the external
oscillator (0SC1). No PLL is
enabled.
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Table 6-3: CSEL Encodings for hps_clk_f=1

0x0 Bypass mode; in this mode all cb_intosc_hs_div2_clk (60 to 200 MHz)

clocks are reset and boot mode

is ensured active; cb_intosc_

hs_div2_clk (cb_intosc_hs

clock divided by 2) is used.
0x1 This encoding is typically used User-selected clock source. Refer to the Clock

during a warm reset if you Manager chapter for clock register settings.

have already configured your

clocks or PLL in the Clock

Manager and would like to

continue to use this configura-

tion. If this is encoding is

selected, no changes are made

to these settings and the clock

configuration is essentially

user selected.

If this is encoding is used

during a power-on reset, then

whatever the default reset

values of the clocks are used.
0x2 PLL is used with the internal 120 to 800 MHz

oscillator (30 to 100 MHz)
0x3 Reserved cb_intosc_hs_div2_clk (60 to 200 MHz)
0x4 Reserved cb_intosc_hs_div2_clk (60 to 200 MHz)
0x5 Reserved cb_intosc_hs_div2_clk (60 to 200 MHz)
0x6 Reserved cb_intosc_hs_div2_clk (60 to 200 MHz)
0x7 Reserved cb_intosc_hs_div2_clk (60 to 200 MHz)
0x8 Reserved cb_intosc_hs_div2_clk (60 to 200 MHz)
0x9 Reserved cb_intosc_hs_div2_clk (60 to 200 MHz)
0xA Reserved cb_intosc_hs_div2_clk (60 to 200 MHz)
0xB Reserved cb_intosc_hs _div2_clk (60 to 200 MHz)
0xC Reserved cb_intosc_hs_div2_clk (60 to 200 MHz)
0xD Reserved cb_intosc_hs_div2_clk (60 to 200 MHz)
0xE Reserved cb_intosc_hs_div2_clk (60 to 200 MHz)
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OxF Bypass mode; reset all clocks cb_intosc_hs_div2_clk (60 to 200 MHz)

and ensure boot mode is
active; cb_intosc_hs_div2_
clkis used.

For more information regarding the CSEL encodings and descriptions, please refer to the Booting and
Configuration Appendix.

Related Information

o Clock Manager on page 2-1
For more information about the Clock Manager.

« Booting and Configuration on page 30-1
For more information about the boot process refer to the Booting and Configuration appendix.

« Arria 10 Device Datasheet
For more information regarding clock characteristics, refer to the Arria 10 Device Datasheet.

FPGA Security Features
The FPGA has several security fuses which can control the following functions:

 Limiting acceptance of only encrypted and authenticated POFs
« Disabling partial reconfiguration and scrubbing

« Disabling test access

« Disabling external configuration

« Limiting JTAG access

« Bypassing HPS or FPGA JTAG

« Locking or disabling the battery-backed volatile key

« Disabling the OTP key

Note that there is a fuse sent to the FPGA CSS, called hps_jtag bypass, which performs the same function
of removing the HPS from the JTAG chain. However, this fuse is a permanent disable, whereas using
software to program the sec_jtagdbg register has the same affect, but may be changed later by software.

Secure Boot
No ordering of boot or FPGA configuration is required because the FPGA and HPS may be brought up in
any order, and they can both raise the security level of the entire device at any time before user code is
loaded to execute.

The SoC may securely boot in one of three ways:

1. The HPS boot and FPGA configuration occur separately.
2. The HPS boots from the FPGA after the FPGA is configured
3. The HPS boots first and configures the FPGA.

Note: The device has the capability to execute standard non-secure boot in any of these three ways, as
well. In this section, only secure booting mechanisms are reviewed.

Note: The FPGA must be powered on for the HPS to come out of reset properly.
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Related Information
Booting and Configuration on page 30-1
For more information about the boot process refer to the Booting and Configuration appendix.

Boot Configuration

Booting configuration is provided from a combination of the BSEL pins and the boot mode fuses. The BSEL
pins indicate if the boot source is the FPGA or one of the HPS flash interfaces. If the fpga_boot_f fuse is
blown, it overrides these pin values. The fpga_boot_f fuse value can be read from the hps_fusesec
register.

Table 6-4: BOOTSEL Field Values and Flash Device Selection

BOOTSEL Field Value Flash Device

0x0 Reserved

0x1 FPGA (HPS-to-FPGA bridge)

0x2 1.8 V NAND flash memory

0x3 3.0 VNAND flash memory

0x4 1.8 V SD/MMC flash memory with external transceiver
0x5 3.0 V SD/MMC flash memory with internal transceiver
0x6 1.8 V quad SPI flash memory

0x7 3.0 V quad SPI flash memory

Within the device, there are fuses that provide some of the boot mode configuration information. The fuse
values can be read through the HPS_fusesec register:

Table 6-5: HPS_f usesec Register Description

““

31:27 Reserved Bit values in this field are undefined.

26:23 csel_f This field indicates the value of the clock select fuses
that are available for configuring the clock for the
boot interface and for the PLLs. Refer to the Clock
Configuration section for more information on
CSEL encodings.

22 dbg_access_f This fuse determines the initial state of the debug
access domains.
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21 dbg_lock JTAG This field indicates if the HPS JTAG access level can

be changed through software when the HPS is
released from reset.

o 0x0= HPS JTAG access level can be changed
through the sec_jtagdbg register.

o 0x1= HPSJTAG access level cannot be changed
(locked).

20 dbg_lock_DAP This field indicates if the DAP access level can be
changed through software when the HPS is released
from reset.

o 0x0= The DAP access level can be changed
through the sec_dapdbg register.

o 0x1= The DAP access level cannot be changed
(locked).

19 dbg_lock_CPUO This field indicates if the CPUO debug access level
can be changed through software when the HPS is
released from reset.

« 0x0= CPUO debug access level can be changed
through the sec_cpu0dbg register.

o 0x1= CPUO debug access level cannot be
changed (locked).

18 dbg_lock_CPU1 This field indicates if the CPU1 debug access level
can be changed through software when the HPS is
released from reset.

o 0x0= The CPU1 debug access level can be
changed through the sec_cpuldbg register.

« 0x1=The CPU1 debug access level cannot be
changed (locked).

17 dbg_lock_CS This field indicates if the CoreSight debug access
level can be changed through software when the
HPS is released from reset.

o 0x0= The CoreSight debug access level can be
changed through the sec_csdbg register.

+ 0x1= The CoreSight debug access level cannot be
changed (locked).
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““

16 dbg_lock FPGA This field indicates if the FPGA debug access level
can be changed through software when the HPS is
released from reset.

o 0x0= The FPGA debug access level can be
changed through the sec_fpgadbg register.

o 0x1= The FPGA debug access level cannot be
changed (locked).

15:12 Reserved Bit values in this field are undefined.

11 clr_ram_order_f This fuse value determines how RAMs are cleared

during a tamper event.

o 0x0= All RAMs are cleared in parallel.
o 0x1= All RAMs are cleared in series.

10 clr_ram cold_f This fuse value indicates what happens to the RAM

on a cold reset.

o 0x0= All RAMs are not cleared on a cold reset.
o 0x1= All RAMs are cleared on a cold reset.

9 clr_ram_warm_f This fuse value indicates what happens to the RAMs

on a warm reset.

o 0x0= All RAMs are not cleared on a warm reset.
o 0x1= All RAMs are cleared on a warm reset.

8 oc_boot_T This fuse value determines if the second-stage boot

code is allowed to boot from on-chip RAM.

o 0x0= Second-stage boot can be from on-chip
RAM if enabled by the System Manager.

» 0x1= Second-stage boot is not from on-chip
RAM.

7 hps_clk_f This fuse value selects the clock used for the boot

process and in the case of a tamper event, memory
scrambling.

o 0x0= The external oscillator, EOSC1, is used for
boot.

o 0x1= The internal oscillator, cb_intosc_Is_clk,
is used for boot.
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B . - .
6 fpga_boot_f If blown, this fuse value allows the FPGA to

configure independently and allows the HPS to boot
from an encrypted next-stage boot source that was
decrypted into the FPGA.

» 0x0= Booting is dependent on the BSEL pins.

o 0x1= HPS only boots from the FPGA; BSEL
options are ignored and CSEL fuse options are
ignored.

> aes_en_f This fuse value indicates if a decryption of the flash

image is always performed.

« 0x0= An AES decryption of the flash image is
determined from the second stage boot loader
header.

o 0x1= An AES decryption of the flash image is
always performed.

42 kak_src_f This bit field indicates the source of the Key
Authorization Key (KAK) which can be in:

» Proprietary ROM
« FPGA logic elements
o User fuses

1 kak_len_f This fuse value indicates the Key Authorization Key

(KAK) length:

o 0x0= 256 bits
o 0x1= 384 bits

0 authen_en_f This fuse value determines whether authentication

of flash images is required prior to execution.

o 0x0= No authentication of the flash image is
required prior to execution.

o 0x1= HPS authentication of all flash images is
required prior to execution.

Secure Boot Process
Secure boot allows the HPS to release from reset into a known state and then validate the authenticity and
integrity of the second-stage boot loader code prior to executing it. Secure boot ensures that only
authorized code is executed on the system. In addition, the system has the option to configure the FPGA
from the HPS, which provides a secure boot mechanism for the FPGA portion of the SoC. In this mode,
the HPS boot code can authenticate the FPGA POF prior to loading it.
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The HPS and FPGA can also be booted securely but independently, with the HPS executing authenticated
and decrypted user code out of external RAM and the FPGA receiving an encrypted FOP configuration
file by enabling an FPGA configuration source through the MSEL pins.

Boot ROM code runs on CPUO and CPU1 is held in reset. Once control passes to the second-stage boot
loader, CPU1 can be released from reset.

Authentication and Decryption
Authentication is provided for the second-stage boot loader code and both the HPS and FPGA can utilize
the AES algorithms in the Configuration Subsystem (CSS) to decrypt boot images and POF files,
respectively.

Three levels of boot are available to the device:

« Authentication only: The second-stage boot loader code is not encrypted, but there are public key
signatures attached to the image and the code only executes if all of the signatures pass. ECDSA256
(SHA 256) is used for authenticated boot.

o Decryption only: The user boot code is encrypted and must be decrypted before execution. AES-based
algorithms in the FPGA are used for decryption.

« Authentication and Decryption: The user boot code is encrypted and signed.

If authentication and decryption are enabled, the data is first authenticated and then decrypted using the
AES algorithms. Authentication is performed using the public key authorization key (KAK) held in the
user fuses. The KAK can be 256 bits. The KAK public key authentication fuses are lockable by the user in
groups of 64 bits or less.

The Security Manager's hps_fusesec register can be read to identify the source of the public (root) key
used for authentication of the second-stage boot loader. The source of the public (root) key can be one of
the following:

o External software

o Altera ROM

« FPGA logic elements

o User Access Fuses (UAF)

AES decryption algorithms are available through the FPGA CSS and are enabled prior to decryption
through a combination of user fuses and software programming. Elliptic curve cryptographic algorithms
are used in an authenticated boot. Decrypted data is sent to the Security Manager to be read by the CPU
or DMA.

The FPGA has higher priority in the CSS, and the FPGA AES algorithms abort decryption and authentica-
tion of data if the FPGA starts configuration or reconfiguration.

Anti-Tamper
The Security Manager receives a tamper detection signal when a tamper event is detected in the device.

Anti-tamper logic can be implemented in the FPGA soft logic to detect a tamper event. No tamper
detection is available until the FPGA is configured. The user must define the anti-tamper design. Some
examples of tamper detection that could be implemented are:

» Using the FPGA voltage sensor to detect any IR drops across the device.
« Using an A/D controller to detect temperature changes in the device due to tamper.
+ Assigning loaner I/O as dedicated tamper pins to detect package break-away.
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The tamper detection signal sent to the Security Manager, anti_tamper_in, is an active low signal. When
there is no tamper event, it is driven to 1. The Security Manager also provides a tamper acknowledge signal
to the FPGA interface. The tamper event input to the HPS is gated with a signal indicating the completion
of FPGA configuration. This prevents an inadvertent tamper event assertion or tamper response from the
HPS to the rest of the system.

When the Security Manager receives a tamper detection assertion, it prepares the system to go into reset
and notifies the Reset Manager of the event. When the Reset Manager receives the tamper event assertion
from the Security Manager, it drives all the peripherals and MPU into reset. It asserts a request and enables
all peripherals memories to initiate a memory scramble and a memory clear, either in series or parallel,
depending on the information sent from the Security Manager. The memory clearing includes the on-chip
RAM, peripheral memories, L1 caches, and L2 cache. Once the memory scramble and clear completes,
each module sends an acknowledgment back to the Reset Manager.

Upon completion of memory scrambling of all IPs, the Security Manager sends a response to the FPGA
indicating that a tamper event has been handled in the HPS. This response is followed by HPS entering
into a cold reset without exiting until another power cycle occurs. Both Security Manager and Reset
Manager enter reset. Other resets, such as warm reset or cold reset, do not affect the state of the Security
Manager or the Reset Manager.

If the FPGA POR is de-asserted while the HPS is in a tamper event reset, then the Security Manager goes
back to the reset state.

Security System Extensions

Beyond the Security Manager module, other secure features can be implemented at a system level within
the SoC.

TrustZone

SoC Security

The Cortex-A9 MPU subsystem has integrated TrustZone technology, which provides a system solution to
protect application platforms from malicious attack. The TrustZone hardware and supporting software are
designed to provide a strong security solution regardless of the operating environment. TrustZone creates

a separation between the secure and non-secure areas of the SoC and allows the designer to choose which
assets in a design are designated as secure and non-secure.

TrustZone security is implemented in the Cortex-A9 MPU subsystem in three ways:

« Hardware partitioning through the implementation of firewalls: Resources can be assigned and
identified as secure or non-secure.

« Virtual processor execution: Each core can context switch between secure and non-secure operation.

+ Secure debug control: Both secure and non-secure hardware debug exist and the type of debug allowed
can be configured by the user.
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Secure Partitioning
System interconnect and cache accesses as well as processor execution can be securely partitioned using
the TrustZone infrastructure.

Secure Bus Accesses
The Cortex-A9 MPCore and other masters that utilize the system interconnect can be configured for
secure or non-secure accesses.

Master accesses drive a protection signal, AxPROT[1], to communicate the security level of the attempted
transaction. The Cortex-A9 drives this signal low for secure accesses and high for non-secure accesses. The
secure firewalls determine whether the access is allowed or not. A slave access type defaults to secure if no
other configuration is programmed. Users can define whether a bus error is generated or if a bus failure
occurs when a secure access is violated.

Note: Secure processor configuration is programmed through the CP15 register.

Related Information
o Arria 10 HPS Secure Firewalls on page 6-24
For more detailed information about secure bus accesses, refer to the "Secure Firewall" section.

« SoC Security on page 6-1
For more information about SoC Security, refer to the SoC Security Chapter.

Secure Cache Accesses
Secure and non-secure partitioning also extends to the L1 and L2 caches.

There is a 32-bit physical address space for secure and non-secure transactions and a 33rd bit is provided
to indicate security. The cache is able to store both secure and non-secure lines.

The Accelerator Coherency Port (ACP) in the ARM Cortex-A9 MPCore can be used with TrustZone
technology. The security state of the masters using the ACP must be the same as the Cortex-A9 processor.

Related Information

o ARM TrustZone
Refer to this location for information about virtual core operation.
» SoC Security on page 6-1
For more information about SoC Security, refer to the SoC Security Chapter.
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Virtual Processor Operation
Two virtual processors (secure and non-secure) with context switch capability (monitor mode) exist for
each Cortex-A9 processor core. The secure virtual processor only accesses secure resources and the non-
secure virtual processor only accesses non-secure resources.

Figure 6-5: Virtual Processor Environment with Monitor Mode

(PUO (PUT

Secure Virtual Processor Non-secure Virtual Processor Secure Virtual Processor Non-secure Virtual Processor
o Monitor Mode s Monitor Mode

Level 1 Cache Level 1 Cache

h 4 l
Accelerator Coherency Port Snoop Control Unit
v l l
System Interconnect
12 Cache

A context switch to secure operation is achieved through a secure monitor call (SMC) instruction or the
following hardware exceptions (if configured to do so):

IRQ interrupt

Faster Interrupt Request (FIQ) interrupt
External data abort

External prefetch abort

When a context switch occurs, the state of the current mode is saved and restored on the next context
switch or on a return from exception.

SoC Security
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Exception Vector Tables
Three exception vector tables are provided for the MPU with TrustZone:

1. Non-secure
2. Secure
3. Monitor mode

Typically IRQs are used for non-secure interrupts and FIQs are used for secure interrupts. The location of
each of the three vector tables can be moved at runtime.

The Generic Interrupt Controller (GIC) can handle secure and non-secure interrupts and prevent non-
secure accesses from reading or modifying the configuration of a secure interrupt. An interrupt can be
made secure by programming the appropriate bits in the Interrupt Security Register. Secure interrupts are
always given a higher priority than non-secure interrupts.

Arria 10 HPS Secure Firewalls

You can use the system interconnect firewalls to enforce security policies for slave and memory regions in
the system interconnect.

The firewalls support the following features:

+ Secure or non-secure access configurable per peripheral
o Privileged or user access configurable for some peripherals
o DPer-transaction security

Each firewall contains the security configuration registers (SCRs) that set security policies and define
which transactions are allowed to go through the firewall. If you want to generate an error any time a
transaction is blocked in the firewall, then you must set the error_response bit in the global register of
the noc_fw_ddr_I13_ddr_scr module at base address 0xFFD13400. If this bit is clear, transactions blocked
by the firewall return random data.

Note: Future devices may not support the return of random data and may only support an error response
for blocked firewall transactions. For designs that may be ported to future devices, Altera
recommends you to set the error_response bit in the global register.

There are five main firewalls in the HPS:

o Peripheral

« System

o HPS-to-FPGA

« On-Chip RAM

o SDRAM (which includes DDR and DDR L3 firewalls)

Related Information

« System Interconnect on page 7-1
For more information about the System Interconnect, refer to the Interconnect chapter.
o SoC Security on page 6-1
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The system interconnect firewalls filter access to components on various buses.

Table 6-6: System Interconnect Firewalls

Peripherals

The peripherals firewall filters access to slave peripherals in the following
buses:

o L4 main bus
o L4 master peripheral bus

o L4 AHB bus
L4 slave peripherals bus

System

The system firewall filters access to system peripherals in the following
components:

« L4 system bus
« L4ECCbus
o« DAP

HPS-to-FPGA

The HPS-to-FPGA firewall filters access to FPGA through the following
bridges:

o HPS-to-FPGA bridge
« Lightweight HPS-to-FPGA bridge

On-Chip RAM

The on-chip RAM firewall filters secure access to on-chip RAM

SDRAM

The SDRAM firewall filters access to DDR SDRAM
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Figure 6-6: Peripheral Firewall

Security Configuration Registers (SCRs) within the noc_fw_14_per register group can be programmed to
mark the security status of all available masters.

FPGA to HPS
MPU DAP DMA Bridge
v
L4 Main L4 Master Peripheral L4 AHB L4 Slave Peripheral
DMA (s/ns registers) EMAC0/1/2 QSPI Data UART 0/1
SPI0/1/2/3 SD/MMC NAND Data 12C0/172/3/4

QSPI USB OTG 0/1 SP Timer 0/1

GP100/1/2

Table 6-7: Peripheral Firewall

Bus Behind Firewall Bus Slaves Behind Firewall Masters That Can Access Bus

L4 Main DMA (secure/non-secure MPU
registers) DAP
SP10/1/2/3 DMA
FPGA-to-HPS
L4 Master Peripheral Bus | EMAC 0/1/2 MPU
SD/MMC DAP
QSPI DMA
FPGA-to-HPS
L4 AHB Bus QSPI Data MPU
NAND Data DAP
USB OTG 0/1 DMA
FPGA-to-HPS
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Bus Behind Firewall Bus Slaves Behind Firewall Masters That Can Access Bus

L4 Slave Peripheral Bus

UART 0/1
12C 0/1/2/3/4
SP Timer 0/1
GPIO 0/1/2

MPU

DAP

DMA
FPGA-to-HPS

Figure 6-7: System Firewall

The system firewall filters accesses to all system peripherals. The system firewall policies can be
programmed through the SCRs of the noc_fw_soc2fpga register group.
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On-Chip RAM ECC
DMA ECC
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USB 0/1 0TG ECC
EMAC0/1/2 ECC

DAP STM

Altera Corporation


mailto:TechDocFeedback@altera.com?subject=Feedback%20on%20SoC%20Security%20(a10_5v4%202015.10.30)&body=We%20appreciate%20your%20feedback.%20In%20your%20comments,%20also%20specify%20the%20page%20number%20or%20paragraph.%20Thank%20you.

al0_5v4
6-28 Firewall Diagrams 2015.10.30

Table 6-8: System Firewall

Bus Behind Firewall Bus Slaves Behind Firewall Masters That Can Access Bus

L4 ECC SD/MMC ECC MPU
DMA ECC FPGA-to-HPS
QSPI ECC DAP
NAND ECC
USB 0/1 ECC
On-Chip RAM ECC
EMAC 0/1/2 Rx ECC
EMAC 0/1/2 Tx ECC
NAND Read/Write ECC

L4 System FPGA Manager Data and MPU
Registers FPGA-to-HPS
OSC Timer 0/1 DAP
Watchdog 0/1 DMA
System Manager
L3 Interconnect Control and
Status Registers (CSR)
L4 Interconnect firewall
Security Control Registers
(SCR)

L4 DAP Bus STM MPU
DAP FPGA-to-HPS

DAP
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Figure 6-8: HPS-to-FPGA Firewall

SCRs within the noc_fw_soc2fpga register group can be programmed to configure the security policy for
the master-to-bridge pairs.

USB 0TG
SD/MMC

EMAC
NAND

ETR DAP MPU DMA

.y Lightweight
HPSBtr‘i’ dFZGA HPS-to-FPGA
9 Bridge

Table 6-9: System Firewall

L3 SD/MMC ECC MPU

DMA ECC FPGA-to-HPS
QSPI ECC DAP

NAND ECC

USB 0/1 ECC

On-Chip RAM ECC
EMAC 0/1/2 Rx ECC
EMAC 0/1/2 Tx ECC
NAND Read/Write ECC

L4 System FPGA Manager Data and MPU

Registers FPGA-to-HPS
OSC Timer 0/1 DAP

Watchdog 0/1 DMA
System Manager

L3 Interconnect CSR

L4 Interconnect firewall SCR
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L4 DAP Bus

STM
DAP

MPU

FPGA-to-HPS

DAP

Figure 6-9: On-Chip RAM Firewall

Up to six regions of the on-chip RAM can be partitioned for non-secure accesses.

MPU

DAP

ETR

DMA

USB 0TG
SD/MMC
EMAC
NAND

FPGA to HPS
Bridge

On-Chip RAM
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Figure 6-10: SDRAM firewall

Transactions from the DMA, ETR, DAP, FPGA-to-HPS masters or HPS masters (USB, SD/MMC, EMAC,
NAND) are routed to either the ACP or the SDRAM scheduler depending on the cacheable bit. Only
cacheable transactions are routed to the ACP, with non-cacheable transactions being routed directly to the
SDRAM scheduler. If an access to the ACP results in a cache miss in the L1 and L2 cache systems, then the
MPU master M1 issues a transaction to the SDRAM scheduler. Only cacheable transactions go through to
the ACP. If a cache miss occurs on the ACP cycle, then the MPU masters a new transaction to the SDRAM
scheduler. Accesses from the MPU or FPGA-to-SOC masters that are tightly coupled to the MPU go
through the DDR firewall only.

Note: The dotted line in the diagram represents the path taken when an ACP access occurs and misses in
the L1 and L2 cache.
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Secure Transaction Protection
The interconnect provides two levels of transaction protection.

The two levels of transaction protection are:
o Security Firewalls:

Security firewalls enforce the Secure World read and write transactions. The term "security firewall"
and "firewall" may be used interchangeably within the context of this section.
o Privilege filter

The privilege filter leverages the firewall mechanism and provides additional filtering by allowing
control of the privilege level of L4 slave transactions. The privilege filter applies to writes only.

All slaves on the SoC are placed behind a security firewall. A subset of slaves are also placed behind a
privilege filter. Transactions to these slaves pass through two firewall structures as shown in the figure
below. The transaction packet must pass both a security firewall and the privilege filter to reach the slave.
A transaction error causes random data or a slave error depending on where the transaction failed and
how the error_response bit in the global register of the noc_fw_ddr_13_ddr_scr module is
programmed.

Note: Future devices may not support the return of random data and may only support an error response
for blocked firewall transactions. For designs that may be ported to future devices, Altera
recommends you to set the error_response bit in the global register.
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Figure 6-11: Successful Secure Transaction Path

Master Request
MASTER 4

>  SLAVE

Security Firewall
Privilege Filter

Each firewall has an associated firewall register which can be programmed by the DAP, FPGA fabric or

MPU in secure mode only. A subset of the L4 slaves can additionally be programmed to configure their
privilege filter policy.

Peripheral and System Firewalls

The peripheral and system firewalls each have a group of Security Configuration Registers (SCRs) that can
be programmed by the DAP, FPGA fabric or MPU only in secure mode.

The peripheral and system firewalls can be configured by programming the security bits in the SCR blocks.
Each slave has an SCR containing a security bit for each available master, which enables a different
security access level to be programmed for each master-slave pair. At reset, all accesses are configured to
be secure. When a master-slave security bit is 0, only secure packets are allowed to pass the firewall and
reach the intended target. When the master-slave security bit is 1, the firewall passes the transaction.

Table 6-10: Security Bit Value

0 Only secure packets are allowed to pass the firewall.

1 Transaction packets are allowed to pass the firewall.

When a transaction packet is sent from a master, the master also drives a secure flag signal on the bus. This
flag indicates whether the attempted transaction from the master is secure or non-secure. For AXI master
accesses, this flag is the ~AXxPROT[1] signal.

For L4 ECC, L4 system or L4 DDR master accesses, this flag is the MSecure[0] signal.

When the flag signal is driven high, it indicates a secure access. When the flag signal is low, it indicates a
non-secure access.
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Secure Transaction Example
A successful secure access attempt by a master, depends on the security bit configuration in the Security
Control Register and the value of the master secure flag sent by the master.

All SoC transactions are set to secure out of reset with a return of random data when transactions are
blocked. If you want an error response returned for blocked transactions, you must set the
error_response bit in the global register of the noc_fw_ddr_13_ddr_scr module at base address
0xFFD13400. If this bit is clear, transactions blocked by the firewall return random data.

Note: Future devices may not support the return of random data and may only support an error response
for blocked firewall transactions. For designs that may be ported to future devices, Altera
recommends you to set the error_response bit in the global register.

To initiate a secure transaction:

1. The master drives the address of the slave as well as the master secure flag signal, indicating that the
access is intended to be secure.

2. The firewall compares the programmed security bit of the master-slave peripheral pair to the master
secure flag signal to determine if the access is valid.

3. If the access is valid, the transaction passes to the next level. If the access is not valid, random data is
fed back to the master.

Table 6-11: Peripheral and System Transaction Results

Security Bit in Firewall Master Secure Flag Transaction Pass/Fail Transaction Type
Register
0 0 No None (Blocked transaction)
0 1 Yes Secure
1 0 Yes Non-secure
1 1 Yes Secure

Non-secure Transaction Configuration
When the SoC is released from reset, only secure transactions are allowed through the firewalls. The user
must configure any master-slave pairs that are required to be non-secure.

The SCR registers must be accessed in secure mode to configure the firewall access to non-secure.

1. After the SoC is released from reset, the MPU, FPGA2SOC masters or the DAP accesses the required
Security Configuration Register (SCR) by executing a secure write. The peripheral firewall SCR
registers are within the soc_noc_fw_14_per register group and the system firewall SCR registers are
found within the soc_noc_fw_14_sys register group.

2. To configure the slave to allow a non-secure access by a master, set the corresponding security bit to 1.

The configured master is able to successfully execute a non-secure read or write to the configured slave.
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HPS-to-FPGA Firewall
The HPS-to-FPGA firewall is used to filter access to all the FPGA, including the HPS-to-FPGA bridge and
the lightweight HPS-to-FPGA bridge.

The secure firewall for the HPS-to-FPGA can be disabled by programming the Iwsoc2fpga register and
soc2fpga register within the noc_fw_soc2fpga group.

On-Chip RAM Firewall
At reset all memories are secure. Out of reset, regions of memories can be configured for non-secure
accesses.

The on-chip RAM is divided into six regions, where the granularity of the address boundary is 4 KB.
Within each region, a non-secure or shared memory region can be assigned by programming a base and
limit value in the corresponding regionNaddr register, with N denoting the region number. Each of these
regions can be enabled by writing to the enable register or setting the corresponding bit in the
enable_set register.

When an incoming transaction falls within any enabled non-secure regions, the firewall allows both secure
and non-secure packets. When the transaction is outside of any enabled regions, the firewall only allows
secure packets.

When a transaction packet is sent from a master, the master also drives a secure master flag signal on the
bus. This flag indicates whether the attempted transaction from the master is for a secure or non-secure
memory region. When the flag signal is driven high, it indicates a secure access. When the flag signal is
low it indicates a non-secure access.

On-Chip RAM Transaction Configuration
Because all memories are secure when they exit reset, the on-chip RAM Security Control Register block
must be configured by a secure master before non-secure or shared memory accesses are allowed.

1. Configure the base and limit fields of the regionNaddr register, where N denotes the region number.

2. Enable the non-secure memory region by setting the corresponding regionNenable bit in the
enable_set register, where N denotes the region number.

SDRAM Firewall
Two SDRAM firewalls are implemented to allow a different security policy depending on the master.

One firewall filters accesses from the MPU and the FPGA-to-SDRAM interface. The other firewall filters
accesses from all other masters on the HPS and applies the same security policy to both coherent and non-
coherent accesses. Both firewalls are logically and physically split within the interconnect.

The SDRAM Firewall supports a minimum region size of 64 KB. Each master is allowed a different
number of firewall regions:

o The MPU can have up to four firewall regions.
» The FPGA-to-SDRAM interface can have up to twelve firewall regions.
« Any HPS bus master can have up to eight firewall regions.

Privilege Filter
If a transaction packet has passed the security firewall, it may pass through a privilege filter. The privilege
filter only applies to writes. All reads are passed without exception.

The privilege filter decodes the incoming user or privilege accesses and determines whether to pass or fail
the transaction. It is separate from the security firewall and transactions generally carry both privilege and
secure bits. The privilege filters are configured in the interconnect by executing a read-modify-write to the
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14_priv register or setting individual bits in the 14_set register. If a

Privilege Filter 6-35

privilege bit is set, both privilege and

user mode transactions are allowed to the slave. If a privilege bit is cleared using the 14_clear register,

then only privileged transactions are allowed to the slave.

The following slaves can be programmed using the privilege registers in the interconnect module:

HPS-to-FPGA bridge
Lightweight HPS-to-FPGA bridge
UARTs

SP Timers

12C Modules

GPIO

SD/MMC

QSPI

EMAC Modules

SPI

Secure and non-secure DMA
USB

NAND Controller

The following table shows the result of privileged and user master accesses based on the value of the

programmed privilege bit for a particular slave.

Note: All read accesses pass regardless of the privilege bit value.

Table 6-12: Privilege Filter Transaction

Read/Write Privilege Signal Privilege bit
0 0

Transaction Pass/Fail

Pass
0 1 Pass
Read
1 0 Pass
1 1 Pass
0 1 Pass
Write
1 0 Pass
1 1 Pass
SoC Security Altera Corporation
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Master Security Policy
Each master has an inherent security transaction capability.

Masters accessing slaves can be configured to one of three different security policies:

al0_5v4
2015.10.30

o Per transaction: The master is capable of generating secure and non-secure transactions.

 Secure: The master only supplies secure transactions.

« Non-secure: The master only generates non-secure transactions.

At reset, all accesses default to secure transactions. The table below details the transaction capability of
each master within the SoC. Some masters are only capable of non-secure transactions.

Table 6-13: Master Transaction Capability

Secure/Non-secure

DMA
DAP Secure/Non-secure
USB OTG 0/1 Non-secure
SD/MMC Non-secure
EMACO0/1/2 Secure/Non-secure
NAND Non-secure

FPGA-to HPS Bridge

Secure/Non-secure

ETR

Secure/Non-secure

MPU

Secure/Non-secure

FPGA-to-SDRAM

Secure/Non-secure

Security policies are based on secure and privilege attributes. For instance, if CPUO is configured to access
NAND registers in both secure and non-secure mode and CPUO attempts an access when the core is in
secure or non-secure mode, no error occurs. However, if CPUO is allowed to access NAND registers only
in secure mode and CPUO is operating in non-secure mode, then CPUO receives an error response when
accessing the NAND registers. If both the security firewall and privilege firewall are implemented, security
firewall filters all of the accesses. If an access fails, random data or an error response is sent to the master,
depending on how the error_response bit in the global register of the noc_fw_ddr_I13_ddr_scr
module is programmed. If access is granted by the security firewall, then the transaction enters the
privilege firewall. If access is granted, the request enters the peripheral IP.

Note: Future devices may not support the return of random data and may only support an error response
for blocked firewall transactions. For designs that may be ported to future devices, Altera
recommends you to set the error_response bit in the global register.
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Secure Interconnect Reset
When the SoC is released from reset, every slave on the interconnect is in the secure state (boot secure).

Secure Interconnect Reset 6-37

The only masters capable of secure accesses out of reset are:

« MPU
« DAP

o HPS-to-FPGA fabric

Revision History
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The components of the hard processor system (HPS) communicate with one another, and with other
portions of the SoC device, through the system interconnect. The system interconnect consists of the

following blocks:

o The main level 3 (L3) interconnect
o The SDRAM L3 interconnect
o Thelevel 4 (L4) buses

The system interconnect is the main communication bus for the MPU and all IPs in the SoC device.

The system interconnect is implemented by the Arteris FlexNoC network-on-chip (NoC) interconnect

module.

The system interconnect supports the following features:

« An L3 interconnect that provides high-bandwidth routing between masters and slaves in the HPS

« SDRAM L3 interconnect, providing access to a hard memory controller in the FPGA fabric through a
multiport front end (MPFE) scheduler for sharing the external SDRAM between multiple masters in

the SoC device

+ Independent L4 buses running in several clock domains. These buses handle data traffic for low- to

mid-level bandwidth slave peripherals and accesses to peripheral control and status registers
throughout the address map.

» On-chip debugging and tracing capabilities
o Security firewalls with the following capabilities:

 Secure or nonsecure access configured per peripheral
o Privileged or user access configured per peripheral (for some peripherals)
o Security optionally configured per transaction at the master
 Quality of service (QoS) with three programmable levels of service on a per-master basis

Related Information

www.arteris.com
For information about the FlexNoC Network-on-Chip Interconnect, refer to the Arteris website.
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About the System Interconnect

Features of the System Interconnect

The system interconnect supports high-throughput peripheral devices. The system interconnect has the
following characteristics:

Byte oriented address handling

Data bus width up to 128 bits

ARM TrustZone-compliant firewall and security support, with additional security features configurable
per master

Programmable quality-of-service (QoS) optimization

Dedicated SDRAM L3 interconnect, providing access and scheduling for the hard memory controller
in the FPGA portion of the SoC device

On-chip debug and tracing capabilities

Multiple independent L4 buses with independent clock domains and protocols

The L4 buses are each connected to a master in the main L3 interconnect for control and status register
access. Each L4 bus is 32 bits wide and is connected to multiple slaves. The L4 buses also provide a low-
to mid-level tier of the system interconnect for lower-bandwidth slave peripherals. Each L4 bus is 32
bits wide and operates in a separate clock domain.

System Interconnect Block Diagram and System Integration

System Interconnect Block Diagram
The following figures show the system interconnect, including the main L3 interconnect, SDRAM L3
interconnect, and L4 buses.

Altera Corporation
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Figure 7-1: High-Level System Interconnect Block Diagram

The following figure shows the relationships among the system interconnect and other major SoC
components.

HPS

MPU Subsystem HPS Peripherals

> % %

System Interconnect

SDRAM L3
Interconnect

R EF (—

FPGA Core

L3 Interconnect

-

Related Information
Arria 10 HPS Master-to-Slave Connectivity Matrix on page 7-3

Connectivity

Arria 10 HPS Master-to-Slave Connectivity Matrix
The system interconnect is a highly efficient packet-switch network.

The following figure shows the connectivity of all the master and slave interfaces in the system intercon-
nect.
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Figure 7-2: Master-to-Slave Connectivity

Slaves
s
AHEEIHE =| & 2122
Masters S| ||| | S|F|S|IS|28|FT|E|S
MPU L2 Cache Master 0 Viviviviv vV iIvVIivVIiv vV iviv
MPU L2 Cache Master 1 N4
FPGA-to-HPS Bridge VI VIV IV IVIIVIV I VIV Vv Vv v
FPGA-to-SDRAM Interface v
DMA VIiVIVIVI IV VARV ARvVe VivVIiVI IV
EMAC0/1/2 v VivVIivVI Vv
UsB0/1 N4 Viviviv
NAND v VivVIVI IV
SD/MMC Vv VivViIivViv
ETR v v vViivVi|iVv
DAP VIiVIVIVIVIVIV VIiVIVIVIVIVIV
Note:
1. The FPGA-to-HPS Bridge is connected to all L4 system slaves except the FPGA manager.
On-Chip RAM
Figure 7-3: On-Chip RAM Connections
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Peripherals Connections
Figure 7-4: Peripherals Connections

HPS masters connecting to HPS peripherals

FPGA to HPS
Bridge

Peripherals
Firewall
\
L4 Slave Peripheral

MPU DAP DMA

DMA (s/ns registers) EMAC0/1/2 QSPI Data UART 0/1
SPI0/1/2/3 SD/MMC NAND Data 12€0/172/3/4
QsPI USB 0TG 0/1 SPTimer 0/1
GPI00/1/2

System Connections
Figure 7-5: System Connections

HPS masters connecting to HPS system peripherals
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HPS-to-FPGA Bridge
Figure 7-6: HPS-to-FPGA Bridge Connections
HPS masters connecting to the HPS-to-FPGA bridges

USB 0TG
SD/MMC
EMAC
NAND

ETR DAP MPU DMA

HPS -to-FPGA Firewall N YA /

Lightweight
HPS;:;AFZGA HPS-to-FPGA
9 Bridge

Related Information
HPS-FPGA Bridges on page 8-1
For more information, refer to the HPS-FPGA Bridges chapter.

SDRAM Connections

Figure 7-7: SDRAM Connections

HPS masters connecting to the SDRAM scheduler. Note that cache misses to the MPU Accelerator
Coherency Port (ACP) pass through a secondary firewall.
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Related Information

SDRAM L3 Interconnect Block Diagram and System Integration on page 7-9
More detailed information about the SDRAM L3 interconnect

System Interconnect Architecture
The system interconnect has a transaction-based architecture that functions as a partially-connected
fabric. Not all masters can access all slaves.

The system interconnect is a network on chip (NoC) providing interface widths up to 128 bits, connecting
to the L4 slave buses and to HPS and FPGA masters and slaves.

The system interconnect provides low-latency connectivity to the following bridges:

o HPS-to-FPGA bridge

« Lightweight HPS-to-FPGA bridge
o FPGA-to-HPS bridge

o Three FPGA-to-SDRAM ports

SDRAM L3 Interconnect Architecture
The SDRAM L3 interconnect provides access to the hard memory controller in the FPGA portion of the
SoC device.

The SDRAM L3 interconnect is part of the system interconnect, and includes these components:

e SDRAM scheduler
« SDRAM adapter

The SDRAM L3 interconnect operates in a clock domain that is 1/2 the speed of the hard memory
controller clock.

Arria 10 HPS Secure Firewalls

You can use the system interconnect firewalls to enforce security policies for slave and memory regions in
the system interconnect.

The firewalls support the following features:

o Secure or non-secure access configurable per peripheral
o Privileged or user access configurable for some peripherals
o DPer-transaction security

Each firewall contains the security configuration registers (SCRs) that set security policies and define
which transactions are allowed to go through the firewall. If you want to generate an error any time a
transaction is blocked in the firewall, then you must set the error_response bit in the global register of
the noc_fw_ddr_13_ddr_scr module at base address 0xFFD13400. If this bit is clear, transactions blocked
by the firewall return random data.

Note: Future devices may not support the return of random data and may only support an error response
for blocked firewall transactions. For designs that may be ported to future devices, Altera
recommends you to set the error_response bit in the global register.
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There are five main firewalls in the HPS:

o Peripheral

« System

e HPS-to-FPGA

+ On-Chip RAM

o SDRAM (which includes DDR and DDR L3 firewalls)

Related Information

o System Interconnect on page 7-1
For more information about the System Interconnect, refer to the Interconnect chapter.

o SoC Security on page 6-1

About the Rate Adapters

The L3 interconnect contains a rate adapter wherever a low-bandwidth channel transfers data to a high-
bandwidth channel.

Related Information
Functional Description of the Rate Adapters on page 7-26

About the SDRAM L3 Interconnect
The hard processor system (HPS) provides a specialized SDRAM L3 Interconnect dedicated to SDRAM
accesses.

The SDRAM L3 Interconnect contains an SDRAM scheduler and an SDRAM adapter. The SDRAM
scheduler functions as a multi-port front end (MPFE) for multiple HPS masters. The SDRAM adapter is
responsible for connecting the HPS to the SDRAM hard memory controller in the FPGA portion of the
device. The SDRAM L3 interconnect is part of the system interconnect.

Features of the SDRAM L3 Interconnect
The SDRAM L3 interconnect supports the following features:

Altera Corporation System Interconnect
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 Connectivity to the SDRAM hard memory controller supporting:

« DDR4-SDRAM

 DDR3-SDRAM
« Integrated SDRAM scheduler, functioning as a multi-port front end (MPFE)
« Configurable SDRAM device data widths

 16-bit, with or without 8-bit error-correcting code (ECC)
o 32-bit, with or without 8-bit ECC
e 64-bit, with or without 8-bit ECC

« High-performance ports

« MPU subsystem port
e Main L3 interconnect port
o Three FPGA ports

o Two 32-, 64-, or 128-bit ports
o One 32- or 64-bit port
« Firewall and security support port

Note: At system startup, the SDRAM I/O pins can be configured separately from the FPGA fabric,
allowing the SoC HPS to boot before any soft logic is configured in the FPGA.

Related Information

« Boot Source I/O Pins on page 30-8
Details of the SoC hardware and software boot flow
« Configuring HPS I/O Multiplexing on page 25-8
More information about configuring I/O pins

SDRAM L3 Interconnect Block Diagram and System Integration

The SDRAM L3 interconnect is composed of two main blocks: SDRAM adapter and SDRAM scheduler.

The SDRAM adapter is responsible for bridging the hard memory controller in the FPGA fabric to the
SDRAM scheduler. The adapter is also responsible for ECC generation and checking.

The ECC register interface provides control to perform memory and ECC logic diagnostics.

The SDRAM scheduler is an MPFE, responsible for arbitrating collisions and optimizing performance in
traffic to the SDRAM controller in the FPGA portion of the device.

Three ARM Advanced Microcontroller Bus Architecture (AMBA) Advanced eXtensible Interface (AXI)
ports are exposed to the FPGA fabric, allowing soft logic masters to access the SDRAM controller through
the same scheduler unit as the MPU subsystem and other masters within the HPS. The MPU has access to
the SDRAM adapter's control interface to the hard memory controller.
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Figure 7-8: SDRAM L3 Interconnect Block Diagram
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The hard memory controller in the FPGA portion of the device has a dedicated connection to the SDRAM
L3 interconnecct. This connection allows the hard memory controller to become operational before the
rest of the FPGA has been configured.

About the SDRAM Scheduler

The SDRAM scheduler functions as a multi-port front end (MPFE), scheduling transactions from multiple
masters to the SDRAM.

The SDRAM scheduler supports the following masters:
o The MPU

 The L3 system interconnect
o The FPGA-to-SDRAM bridges

Altera Corporation
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The SDRAM scheduler arbitrates among transactions initiated by the masters, and determines the order of
operations. The scheduler arbitrates among the masters, ensuring optimal interconnect performance based
on configurable quality-of-service settings.

The SDRAM scheduler can be configured through the registers.

Related Information

o Functional Description of the QoS Generators on page 7-34
Detailed description of the system interconnect's quality-of-service features
+ Quality of Service in the SDRAM Scheduler on page 7-30

About Quali